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R2 would like to thank SA3 for their recent liaison on Ciphering Algorithm Requirements. Discussions within R2 have progressed sufficiently to be able to provide SA3 with values for the current PDU limits - see bold text below:

For RLC-transparent mode:

· The maximum number of MAC SDU bits per physical layer frame (or if there will be one MAC SDU per CFN then the maximum size of a MAC SDU)

Maximum of 5000
 bits.

· The minimum number

Minimum of 1 bits.

· All possible intermediate values

Granularity of 1 bits.

For UM RLC mode:

· The maximum number of bits in a UM RLC  Data PDU

Maximum of 1016  bits.

· The minimum number

Minimum of 16 bits.

· All possible intermediate values

Granularity of 8 bits

For AM RLC mode:

· The maximum number of bits in an AM RLC Data PDU

Maximum 1024 bits.

· The minimum number

Minimum 24 bits.

· All possible intermediate values

Granularity of 8 bits

The cipher algorithm requirements specification should also indicate the maximum encryption speed

and the frequency at which the algorithm needs to be initialised with new input parameters. To obtain a measure of these constraints, it is necessary for RAN2 to specify:

Although the Minimum UM header size is 2 octets, a minimum PDU size of 320bits may be enforced for the case of 2Mbps resulting in a 64PDU’s in one 10ms TTI.
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� Plus up to 114bits for CRC.
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