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1. Introduction
In RAN1 #82bis meeting, some progress in synchronization signal design was made, including the following agreements and working assumptions.
Agreements:
· Design of synchronization signal should consider the UE power consumption, UE complexity, resource overhead, and performance, and impact to the false detection of legacy devices
· Synchronization signal should not utilize the legacy control region

· FFS: size of the legacy control region

Working assumption:

· 504 unique physical cell identities shall be supported by the synchronization signal design
Agreements:

· The synchronization signals of NB-IoT consist of primary synchronization signal (PSS) and secondary synchronization signal (SSS). 
· NB-IoT PSS/SSS do not use at least:

· the LTE PDCCH control region 

· FFS: number of symbols of the control region

· REs used by LTE CRS

· The following mechanisms may be considered: 

· NB-IoT PSS/SSS are punctured by LTE CRS 

· Other mechanisms (including, for example, not using OFDM symbols used by LTE CRS, or transmitting the NB-IoT PSS/SSS in LTE MBSFN subframes) are not precluded

· NB-IoT PSS/SSS design should consider different CP lengths (e.g. normal CP and extended CP) if supported 

· FFS whether cell ID information is carried by NB-IoT PSS. 
· If not, then NB-IoT physical cell ID is indicated by NB-IoT SSS 

· FFS whether the operation mode (i.e. some or all of standalone / guard-band / in-band) needs to be indicated somehow.

· FFS whether/how FDD/TDD needs to be indicated. 
In this contribution, more details and considerations of the synchronization signal design for NB-IoT are presented.
2. Synchronization

2.1. Functionality split of NB-IoT PSS and SSS

Regarding the functionality of PSS/SSS in NB-IoT, the current working assumption and remaining issue are: 

· 504 unique physical cell identities shall be supported by the synchronization signal.
· FFS whether cell ID information is carried by NB-IoT PSS. 
· If not, then NB-IoT physical cell ID is indicated by NB-IoT SSS 

With the consideration of reusing the design of LTE, as well as simplifying the testing complexity, the working assumption should be confirmed. And considering that the bandwidth of NB-IoT is only 200 kHz, interference from neighbouring cells can be reduced by frequency division, i.e., no strong motivation of allocating same-site sectors with different PSS indices. Consequently, 504 cell IDs should be carried by NB-IoT SSS. 
Proposal 1:504 unique physical cell identities shall be indicated by NB-IoT SSS.
There are three operation modes for NB-IoT. Whether the operation mode is indicated by the synchronization signal is FFS.  Considering that there is no priority between the three operation modes for NB-IoT UEs when accessing the network, the operation mode information can be carried in MIB to reduce the complexity for cell search.  
Proposal 2: The operation mode of NB-IoT should be carried by NB-IoT MIB.
2.2. Design of NB-IoT PSS

2.2.1. Sequence for NB-IoT PSS
Considering the bandwidth of NB-IoT is only 200 kHz, in order to improve the accuracy of timing and speed up the cell search procedure, NB-IoT PSS has to be transmitted over several OFDM symbols.  Two alternatives can be considered:
Alt 1: a long sequence is divided into several segments, and each segment is mapped to an OFDM symbol [3].
Alt 2: a short sequence is mapped to an OFDM symbol and is repeated in time domain with a specific scrambling sequence [4]. 
Comparing these two alternatives, Alt 2 has several advantages over Alt 1:

· Lower PAPR/CM. It is very attractive when power boosting is applied for NB-IoT PSS. 

· More robust for CRS puncturing (see more details in section 2.2.3)

· Lower complexity for cell search procedure, especially for non-initial cell search when the frequency error is small, the channel for multiple PSS OFDM symbols may be same so that combination of the time domain PSS OFDM symbols can be performed before cross correlation with the replica sequence, which significantly reduces the calculation complexity.
Therefore, Alt 2 is preferred. For the short sequence design, a good NB-IoT PSS sequence should satisfy the following requirements:
· Good auto correlation and cross correlation.

· Low CM.

· Low-complexity

· Robust to frequency offset.

· Low cross correlation with the legacy PSS.

Considering there is only one NB-IoT PSS, different cells have same NB-IoT PSS and different NB-IoT SSS. It should be further evaluated whether the phase reference obtained by NB-IoT PSS can be applied for NB-IoT SSS coherent detection, especially taking into account of different subframes for PSS and SSS. If one of the design target is that the phase reference from PSS can be applied for coherent detection of SSS, Zadoff Chu sequence or CG-CAZAC may be good candidates for NB-IoT PSS. Otherwise, BPSK/QPSK based pseudo-random sequence should be considered to lower the calculation complexity for cell search. Besides, the false alarm caused by NB-IoT PSS for the legacy PSS should also be taken into consideration, especially when power boosting is applied for NB-IoT PSS. Therefore, the cross correlation with legacy PSS should be minimized when selecting the NB-IoT PSS.
Proposal 3:

Alt 2 is more preferred for NB-IoT PSS design.
· For short sequence design:
· In case phase reference for SSS is necessary, ZC or CG-CAZAC should be considered.
· In case phase reference for SSS is not necessary, BPSK/QPSK based pseudo-random sequence is a good candidate.
2.2.2. Support of short and long CP
It is still under discussion whether both CP lengths defined in LTE should be supported in NB-IoT. In LTE, these two CP lengths are introduced to support different scenarios. When extended CP is applied for legacy LTE, NB-IoT should also use extended CP to mitigate the interference to legacy LTE system when operating in In-band mode. Therefore, the NB-IoT PSS/SSS design should also support different CP lengths. Since the NB-IoT PSS/SSS may span over several OFDM symbols, the complexity for cell search due to different CP lengths should be considered.
· Same CP length should be applied for NB-IoT PSS and SSS regardless whether NB-IoT PSS and NB-IoT SSS are transmitted in the same subframe. Unlike the PSS in LTE, CP length detection should be included in the NB-IoT PSS timing detection procedure. If same CP length is applied for NB-IoT SSS, the detection of SSS can be simplified. On the other hand, the CP length can also be confirmed by the SSS detection.
· Same number of OFDM symbols for NB-IoT PSS regardless of different CP lengths.

· The UE can assume that the CP length is constant in a relative long period.

Proposal 4:

· Two CP lengths should be supported for NB-IoT.

· NB-IoT PSS/SSS design should consider different CP lengths (e.g. normal CP and extended CP)
2.2.3. Collision with CRS
For the collision handling with CRS, two mechanisms may be considered:
· NB-IoT PSS/SSS are punctured by LTE CRS 

· Other mechanisms (including, for example, not using OFDM symbols used by LTE CRS, or transmitting the NB-IoT PSS/SSS in LTE MBSFN subframes) are not precluded

For the puncturing mechanism, in order to alleviate the impact on NB-IoT PSS/SSS, it is suggested to normalize the NB-IoT PSS/SSS based on the transmitted CRS. For example, suppose the PSS sequence to be transmitted in the OFDM symbol with CRS is x(0), x(1), x(2),…, x(N-1), N=12, and the CRS is y(k), k is the index of sub-carrier. If the PSS sequence is modified to:
                    x(0)*c, x(1)*c, x(2)*c,…,x(N-1)*c, where c is a constant and 
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Then, the correlation property of PSS can be maintained even the sub-carrier carrying CRS is punctured. This is especially suitable for PSS design of Alt 2 as mentioned in section 2.2.1. If there are two CRS signals y(k1) and y(k2) in the PSS OFDM symbol and if y(k1)/ y(k2)= x(k1)/ x(k2), the handling of PSS sequence mentioned above can still be applied. Otherwise, 
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and the x(k2) is punctured.
Proposal 4:
· For in-band operation, it is suggested to normalize the NB-IoT PSS/SSS based on the transmitted CRS to alleviate the impact of puncturing.
2.3. Design for NB-IoT SSS

Besides the 504 unique physical cell identities, M bits (M = 1, 2, 3 depending on the Frame length for NB-IoT) frame timing information should also be indicated by NB-IoT SSS. How to carry total (9+M) bits information by NB-IoT SSS is under discussion. Several aspects in the following should be considered:
· Comparable CM to NB-IoT PSS.
Unlike LTE, the NB-IoT PSS/SSS spans over the whole system bandwidth, same CM for NB-IoT PSS and SSS helps to achieve same coverage for PSS and SSS. 
· Low detection complexity
Low detection complexity is one of the design targets for NB-IoT SSS. M-sequence was selected as the SSS in current LTE due to its low complexity for correlation detection. In the earlier discussion of LTE SSS design, ZC sequence with different root index and cyclic shift was also proposed to be one of the candidates to carry the cell ID and frame timing, but was ruled out due to high complexity for detection as complex operations were needed.
Considering most of the NB-IoT UEs are relatively stationary and the payload of NB-IoT SSS and available resource are comparable to the current PUCCH, a NB-IoT SSS design with low CM and low complexity is illustrated in Figure 1, which includes the following procedures:
· Channel coding for (9+M) information bits. A candidate channel coding scheme may be the existing RM encoder. 

· BPSK/QPSK or D-BPSK/D-QPSK the output sequence from the channel encoder. Whether to apply differential modulation or not depends on the availability of the phase reference from NB-IoT PSS.
· Dividing the modulated symbols into N segments with length-12, N is the OFDM symbol NB-IoT SSS occupied.
· Mapping the modulated symbols to the corresponding NB-IoT SSS resource, IFFT and adding CP to form the time domain sequence of NB-IoT SSS.
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Figure 1: Block diagram for NB-IoT SSS processing
The NB-IoT SSS design above may also have the following advantages:

· Robustness to the residual time and frequency offset 
· Reuse the LTE design as much as possible

Proposal 6:
· For NB-IoT SSS design, FEC-based scheme should be considered.

3. Conclusion

In this contribution, more details and considerations of the synchronization signal design for NB-IoT are presented. In summary, we propose:

Proposal 1:

· 504 unique physical cell identities shall be indicated by NB-IoT SSS.
Proposal 2:

· The operation mode of NB-IoT should be carried by NB-IoT MIB.
Proposal 3:

· Alt 2 should be adopted for NB-IoT PSS design.
· For short sequence design:
· In case phase reference for SSS is necessary, ZC or CG-CAZAC should be considered.
· In case phase reference for SSS is not necessary, BPSK/QPSK based pseudo-random sequence is a good candidate.
Proposal 4:

· Two CP lengths should be supported for NB-IoT.

· NB-IoT PSS/SSS design should consider different CP lengths (e.g. normal CP and extended CP)
Proposal 5:

· For in-band operation, it is suggested to normalize the NB-IoT PSS/SSS based on the transmitted CRS to alleviate the impact of puncturing.
Proposal 6:

· For NB-IoT SSS design, FEC-based scheme should be considered.
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