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1 Introduction
In 3GPP RAN1 Session #80bis, the following working assumption and conclusion were made.
Working assumption:
· FTP model 1 with high traffic load cases should be used

· Resource utilizations of 60 and 80% should be assumed for the packet sizes of 0.1 Mbyte and 0.5 Mbyte
· Companies should provide detailed results such as a ratio of offered load v.s. served traffic load (ref. LAA TR)

· Companies are also free to submit full buffer traffic model results

· RAN1 will not draw conclusions of performance gains from full buffer traffic model results

Conclusion:

· Study to introduce new traffic model(s) based on existing packet-based traffic model(s) based on real deployment(s) considering the number of UEs and packet sizes

Though there were discussions in 3GPP RAN1 session #80, no further updates were done for the working assumption on traffic model in the system-level evaluation assumptions.  This contribution provides our views on the related issues.
2 Discussion
Based on the conclusion, FTP traffic model 1 with packet sizes of 0.1 Mbytes and 0.5 Mbytes was taken as a working assumption to facilitate initial evaluation of downlink MUST but it can model the traffic pattern of FTP-like services only.   However, in a realistic mobile network, FTP is not the only service and there could be other services, e.g. social network, instant messaging, gaming, web browsing, VoIP, mobile video etc..  According to [1], the packet sizes of instant messaging and gamming are usually less than 1K bytes while the packet sizes of social network, web browsing, VoIP and mobile video are usually less than 1.5K bytes.  It’s very different from the traffic model we are using in 3GPP RAN1 right now.  The main reason is the lack of TCP-layer operation consideration in existing traffic model.  
According to [2], TCP-layer protocol would divide a file into several MTUs with size of either 576 bytes or 1500 bytes and there is network routing time separation between two consecutive MTUs.  Therefore, considering TCP operation, FTP traffic pattern is shown in Figure 1.  The time separation between two consecutive FTP files, Tfile, can be modeled as an exponential random variable with a mean value, Tfile,mean, while the time separation between two consecutive TCP MTUs, τ, can be modeled as an exponential random variable with a mean value, τmean.  Figure 1 also illustrates that the sum of two traffic patterns with different file sizes can be represented by a single traffic pattern with the file size equal to TCP MTU size.  Since a random event process with exponential random time separation between two consecutive events is equivalent to a random event process with Poisson random occurrence within a fixed time interval, it can be simplified as a Poisson traffic model with packet size of 1.5 Kbytes when multiple services with different file sizes are considered.  With this new traffic model, file size can be a variable value based on its event occurrences and it’s more representative for the traffic pattern in a real network.
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Figure 1.  Example FTP traffic pattern, considering TCP-layer operation
However, it’s not realistic to directly apply FTP traffic model 1 with packet size of 1.5 Kbytes because it’s assumed that each packet corresponds to one user in FTP traffic model 1 and it can’t reflect the general case where several consecutive packets corresponds to one user.  Therefore, it is proposed to apply FTP traffic model 3 with packet size of 1.5 Kbytes in the system-level evaluation.  The question is how to determine the number of users in FTP traffic model 3.  One solution is to identify the maximal number of simultaneous live users in FTP traffic model 1 with packet size of 0.1 Mbytes and 0.5 Mbytes for 60% and 80% RU and apply the user number in FTP traffic model 3 accordingly.  Figure 2 shows complementary cumulative density function (CCDF) of simultaneous live users in FTP traffic model 1.  It shows that maximal live users can be 15, 40 and 180 for 60%, 80% and 90% RU, respectively if the packet size is 0.1 Mbytes. 
[image: image2.emf][image: image3.emf][image: image4.emf]
Figure 2. CCDF of simultaneous users in FTP traffic model 1 for 60, 80% and 90% RU
Proposal #1: Add FTP traffic model 3 with packet size of 1.5 Kbytes and 15/40 UEs for 60/80% RU respectively for MUST system-level evaluation.
MUST technology is mainly to increase system capacity and provide more uniform user experience, instead of peak user throughput.  Higher system capacity is very beneficial especially for some scenarios with large user density, e.g. railway or subway stations, stadiums, shopping mall and outdoor concerts.  Though there is not high chance to have very high RU in the network in average, it’s true that it may happen in some occasions or time and MUST can be very beneficial to the system in these cases.  Therefore, it’s worthwhile to investigate MUST performance gain in higher RU, e.g. 90% in legacy system.  Due to the application of MUST, the RU could be decreased to less than 90%.
Proposal #2: Adopt one of the following options.

Option #1: Add 90% RU in legacy system for MUST system-level evaluation

Option #2: Change 80% RU to above 80% RU in legacy system for MUST system-level evaluation
3 Conclusion
In this contribution, we provide reasons to add new traffic model and new RU rate for MUST system-level evaluation.  Proposals are summarized as follows.
Proposal #1: Add FTP traffic model 3 with packet size of 1.5 Kbytes and 15/40 UEs for 60/80% RU respectively for MUST system-level evaluation.
Proposal #2: Adopt one of the following options.

Option #1: Add 90% RU in legacy system for MUST system-level evaluation

Option #2: Change 80% RU to above 80% RU in legacy system for MUST system-level evaluation
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