

3GPP TSG RAN WG1 Meeting #82											R1-154343
Beijing, China, Aug. 24 - 28, 2015

Agenda Item:	7.2.4.3
Source:	Huawei, HiSilicon
Title:	CCA measurement to support frequency reuse
Document for:	Discussion and decision 

[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
In RAN1 LAA AH, several agreements were made regarding the support of frequency reuse among LAA cells of the same operator [1], i.e.:
· Enabling frequency reuse for transmission by neighbour LAA cells of the same operator is one target of LAA design
· Above should be taken into account for design of LBT

The basic functionality to support the frequency reuse is to identify whether the received energy is mainly from LAA or WiFi by an LAA eNB performing Clear Channel Assessment (CCA). This contribution proposes that an LAA eNB transmits with zero-power resource elements time continuously in order for it to be identified by a measuring LAA eNB. The detection performance is provided by evaluation. 

[bookmark: _Ref129681832]Zero power REs for LAA identification 
To support frequency reuse, an LAA eNB performing CCA should first be able to determine whether the detected energy is coming from some other LAA eNB or not. In case the energy is mainly from LAA, the LAA eNB should be able to adjust the CCA process to allow frequency reuse among LAA eNBs, i.e., it may transmit although the channel is occupied by another LAA eNB.  This may comprise the enhanced CCA procedure to support frequency reuse and the corresponding LAA eNB transmission behavior to facilitate the enhanced CCA procedure.
Enhanced CCA behavior to support frequency reuse
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Figure 1. Enhanced LAA eNB CCA procedure to support frequency reuse.

As illustrated in Fig. 1, the enhanced CCA behavior to support frequency reuse could be:
1. If the LAA eNB doing CCA measurement detects the CCA slot is busy, while it further detects the energy is from LAA, it adjusts the CCA process to allow frequency reuse.
1. If the LAA eNB doing CCA measurement detects the CCA slot is busy, while it further detects the energy is not from LAA (e.g. WiFi), it interprets the CCA slot is busy, in order to not create interference to WiFi transmitting devices.

There are several ways to adjust the CCA process in order to allow frequency reuse, e.g. by changing the CCA Energy Detection (CCA-ED) threshold to a higher level or interpreting the CCA slot is idle or directly considering the contention outcome is success and being allowed to transmit immediately.

LAA eNB transmission behavior to facilitate the enhanced CCA procedure 
The existing CCA measurement, i.e. CCA-ED based on energy detection is not able to distinguish that the received energy is mainly from LAA or WiFi, as only the total received energy is measured.
One solution for the interference type identification is that an LAA eNB already having the channel. Such kind of interference labeling information should be easy to be detected, which motivates the use of Zero Power Resource Elements (ZPRE) for the interference labeling information. Thanks to frequency scheduling property offered by LTE, LAA could easily support to transmit some Zero Power Resource Elements for interference labeling together with other Non-Zero-Power Resource Elements (NZPRE) for other usage, e.g. downlink data information, as illustrated in Fig. 2. It should be noted that WiFi would not blank the same frequency resource as LAA since WiFi always uses all the data and pilot subcarriers available, i.e. always full use of the transmission bandwidth [2]. 
The ZPRE for interference labelling should be common to all the LAA eNBs of one frequency at least per operator. This provides the advantage that all the eNBs with ongoing transmission use the same ZPRE and therefore the energy received in the ZPRE at the measuring eNB is not from LAA. 
The ZPRE for interference labelling may exist continuously in time domain, e.g. in every OFDM symbol of the downlink transmission, or at least in every OFDM symbol containing PDSCH since it could be difficult to support ZPRE in the control region containing PDCCH if the control region is supported in LAA. Continuous transmission of ZPRE in the time domain will facilitate the LAA identification. All the transmitting LAA eNBs always transmit with zero power in the ZPRE at any time or at least in the data region, accordingly a measuring eNB is expected to receive zero power from other LAA eNBs in the ZPRE whenever it performs CCA check.
The implementation effort would be not significant. The additional work at the transmit eNB is to transmit several empty resource elements, while the additional work at the measuring eNB is to measure the received energy in the ZPRE if the total received energy is above the energy threshold. In order to identify the interference type, the measuring eNB could either measure the ZPRE itself, or compare the received power in the ZPRE with the received power in some NZPRE. 
The standardization effort would be not significant too. The transmit eNB and the measuring eNB should be aware of the multi-eNB common ZPRE. The ZPRE could be carefully chosen and pre-configured. 

 (
Time
) (
T
0
) (
………
) (
Frequency
) (
………
ZPRE
Frequency
Time
One OFDM Symbol
eNB
1
 
transmission 
behavior
:
      
      
DL Occupancy Time
T
0
eNB
2
 measuring behavior
:
            
Step 1: Measure Total Energy
Step 2: Measure partial Frequency
)

Figure 2. LAA eNB1 transmits with ZPRE for interference labelling and LAA eNB2 performs the enhanced CCA procedure by detecting the received energy in the ZPRE.

Evaluation Results
Simulations are established to show the detection performance of ZPRE for interference labeling. The following terminologies are used:
· The false detection probability Pr[LAA detected|WiFi transmitted] represents the probability that a WiFi transmit device transmits while an LAA eNB wrongly detects that there is an LAA transmission. 
· The detection probability Pr[LAA detected|LAA transmitted] represents the probability that a LAA transmit device transmits while an LAA eNB correctly detects that there is an LAA transmission. Pr[LAA detected|LAA transmitted] is derived assuming a certain Pr[LAA detected|WiFi transmitted] target, say 0.1% or 1%.
The system is 1TX/2RX and has a bandwidth of 20 MHz for both LAA and WiFi. For WiFi, the FFT size is 64, 56 subcarriers are modulated with randomly generated QPSK symbols, and the CP length is 16/(20e6) s. For LAA, normal CP is used, and (1200-Num) subcarriers are modulated with randomly generated QPSK symbols, where Num=12, Num=24 or Num=48 represents the number of ZPREs. The ZPREs are located contiguously in the frequency domain with the frequency index k = 720, 721, …, 720+Num-1. The channel model is ETU3.
It can be observed from Fig. 3 and Fig.4 that the detection probability increases with SNR and the number of ZPREs. The detection probability also increases when the false detection target changes from 0.1% to 1%. 
At the false detection target of 0.1%, a detection probability is 87.5% under SNR of 10 dB in case 24 ZPREs are used. The detection probability under SNR of 10 dB is 100.0% in case 48 ZPREs are used.
At the false detection target of 1%, the detection probability is increased to 99.9% under SNR of 10 dB in case 24 ZPREs are used, as shown in Fig. 4. Here SNR should be understood as the received signal power (either a WiFi signal or a LAA signal) over noise power ratio.
It should be noted that a SNR no less than 10 dB would be most relevant for investigating the ZPRE for interference labeling performance. As the energy detection over the ZPRE only happens when the total received power is above the energy detection threshold TH typically -62 dBm or at least no less than -82 dBm [3], the effective  is 

where the noise power  is derived assuming the thermal noise PSD (power 
spectral density) is -174 dBm/Hz, 20 MHz system bandwidth and 9 dB UE noise figure.
[image: ]
Figure 3. Detection probability Pr[LAA detected|LAA transmitted] at a false detection Pr[LAA detected|WiFi transmitted]  target of 1e-3.  The number of ZPRE used is 12, 24 or 48.

[image: ]
Figure 4.  Detection probability Pr[LAA detected|LAA transmitted] at a false detection Pr[LAA detected|WiFi transmitted]  target of 1e-2.  The number of ZPRE used is 12, 24 or 48.

It should be noted that even the transmit eNB will see some performance loss caused by ZPRE (say 4% when using 48 ZPRE at a false detection probability 1e-3), there would be a significant system performance gain by frequency reuse when the measuring eNB is able to identify the interference type by measuring the ZPRE under a reasonable SNR, e.g. the total received signal power over noise power ratio is above 10dB.  
Proposal: A transmitting LAA eNB transmits with Zero Power Resource Elements (ZPRE) continuously during a downlink burst, while a measuring LAA eNB identifies the interference type, i.e. LAA or not, by measuring the received energy in the ZPRE in case the total received energy above the CCA-ED threshold in order to allow frequency reuse.

Conclusions
[bookmark: _Ref124589665][bookmark: _Ref71620620][bookmark: _Ref124671424]An LAA measuring eNB needs to enhance the CCA procedure to support frequency reuse among LAA eNBs, where the key issue is the LAA eNB performing CCA should first be able to determine whether the detected energy is coming from some other LAA eNB or not. To address this issue, an LAA eNB already having the channel transmits interference labeling information by time continuous ZPRE for purpose of other LAA eNB identifying the interference type. Simulation results show that the interference type identification by measuring the ZPRE works well.
Proposal: A transmitting LAA eNB transmits with Zero Power Resource Elements (ZPRE) continuously during a downlink burst, while a measuring LAA eNB identifies the interference type, i.e. LAA or not, by measuring the received energy in the ZPRE in case the total received energy above the CCA-ED threshold in order to allow frequency reuse.
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