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Introduction

This text proposal to 36.888 v200 summarizes control and user plane protocol aspects in the context of coverage extension for low rate data services with Low-Cost UE’s. The accompanying discussion document can be found in,

[1] R1-125095; Control and user plane operation with low rate data services for Low-cost UE's; InterDigital

7A
Coverage extension for low rate traffic

7A.1
Introduction

(…)

7A.2 
Protocol aspects to support low rate traffic

7A.2.1
Control plane signalling

In addition to small MTC payload packets, Low-cost UE’s based on LTE will exchange RRC messages with the eNB, and they will exchange EMM/ESM control plane messages with the MME. The signalling involved into these AS and NAS control plane message exchanges results in payloads for which LTE coverage must also be guaranteed.

When Low-cost UE’s can be assumed stationary, trade-off’s for mobility handling and measurement control / reporting exist. Similarly, location updates messages when the UE is in RRC idle mode are small and signalling is dominated by the RRC connection establishment messages.

Low-cost UE’s will need to follow existing LTE procedures for EMM and RRC connection establishment/release. In particular, 3GPP AKA procedures for UE and network cannot be changed.

Table 1 shows a signalling sequence during connection establishment following a long period of inactivity. The UE is in EMM_DEREGISTERED and ECM_IDLE state. The resulting message sizes are given as TB size in bytes.

For the message sizes in RRC and EMM/ESM, we only included the most basic nominal protocol configuration, i.e. these are minimum message sizes where strictly optional ASN.1 or CSN.1 message IE contents are not sent (with few exceptions). Note that actual LTE protocol traces would in many cases result in larger message sizes, because they include optional message contents that are specific to a particular network implementation.
No L1 overhead (CRC) is included. A 1 byte MAC (sub-) header is included both for messages in RLC AM and TM. The possibility that a PHR or short BSR may also be present is not taken into account. RLC overhead is included and assumes 2 bytes for un-segmented messages in RLC AM. RLC AM headers would be larger (4 bytes) when segmentation with re-transmission is used. RLC TM does not incur any overhead. The presence or exchange of RLC status PDU’s when in RLC AM is not taken into account. For RRC messages that are ciphered and integrity protected, 5 bytes PDCP protocol headers are included. Note that the integrity protection field is present but uses dummy bits even prior to the activation of KRRCint for some RRC messages. For EMM/ESM messages that are ciphered and integrity protected, 6 bytes protocol header are included. For cases where the EMM message daisy-chains an ESM message, the 3 byte protocol extension is included.

When comparing the results in Table 1 to the assumed DL 20 bytes MTC payloads, it can be seen that half of the DL RRC, EMM/ESM messages during connection establishment result in minimum payloads of 30-60 bytes even under optimistic assumptions. For the UL, most control message sizes including overhead in MAC, RLC, and PDCP are in the range of 20-30 bytes, clearly well below the typical UL 100 bytes MTC payloads assumed.

It is noted that the initial RRC Connection Request (DL) and Setup (UL) messages are exchanged using RLC TM prior to the establishment of SRB1. These messages cannot benefit from RLC segmentation to extend coverage like in the case of RLC AM for the user plane or SRB1/2 signalling messages.

Table 1: UE connection establishment sequence (example for cold start)

[image: image1.emf]Step Dir. Message Notes

min TB size 

[Bytes]

1 ↑ RRC Connection Request CCCH, SRB0, RLC TM 8

2 ↓ RRC Connection Setup CCCH, SRB0, RLC TM 33

3

↑

RRC Connection Setup Complete (+ EMM Attach Request + ESM 

PDN Connectivity Request)  DCCH, SRB1, RLC AM 42

4 * * * Exceptionally, EMM Identification procedure ***

5 ↓ RRC DL Information Transfer (EMM Authentication Request) DCCH, SRB1, RLC AM 44

6 ↑ RRC UL Information Transfer (EMM Authentication Response) DCCH, SRB1, RLC AM 22

7 ↓ RRC DL Information Transfer (EMM Security Mode Command) DCCH, SRB1, RLC AM, (I) 23

8 ↑ RRC UL Information transfer (EMM Security Mode Complete) DCCH, SRB1, RLC AM, (IC) 27

9 ↓ RRC Security Mode Command DCCH, SRB1, RLC AM, (I) 19

10 ↑ RRC Security Mode Complete DCCH, SRB1, RLC AM, (IC) 19

11

↓

RRC Connection Reconfiguration (+ EMM Attach Accept + ESM 

Activate Default EPS Bearer Context Request) DCCH, SRB1, RLC AM, (I) 59

12

↑

RRC Connection Reconfiguration Complete (+ EMM Attach 

Complete + ESM Activate Default EPS Bearer Contect Accept) DCCH, SRB1, RLC AM, (IC) 27

13 * * * Transmit Data * * *

14 * * * Eventually, RRC Connection Release procedure * * *


7A.2.2
Control plane timers

Allowable user plane transmission latencies in both DL (<10 seconds) and UL (<1 hour) for MTC payloads of DL 20 bytes and UL 100 bytes greatly impact coverage. The number of HARQ re-transmissions per HARQ process and the amount of RLC segmentation that can be employed per MTC packet (i.e. number of HARQ processes) are determining factors in the link budget for PDSCH and PUSCH.

Table 2 summarizes several common timers in use during UE connection establishment through RRC and NAS.

For example, T300 is started when the RRC connection request message is transmitted by the UE. It is stopped when the UE successfully receives the RRC connection setup message. If T300 expires after at most 2 sec’s, the UE declares RRC connection establishment failure and resets MAC and re-establishes RLC for all RBs that were established. Note that while the T300 is running, it is up to the UE implementation to perform cell reselection and chose another cell before the RRC connection setup response message is received. If larger delays are introduced for completion of the RRC connection establishment procedure, some UEs will repeatedly re-select to other cells which may be undesirable for load-balancing and network management.

As another example, the MME will start T3460 (< 6sec) when it transmits the EMM authentication request message to the UE. The MME will retransmit this authentication request 4 times after T3460 expires and it hasn’t received the EMM authentication response message from the UE. On the 5th expiry of timer T3460, the network aborts the authentication procedure and any ongoing EMM specific procedure and release the NAS signalling connection.

Table 2 shows that several essential RRC and NAS procedures necessary to support connection establishment almost always have only few seconds to complete. Because completion involves both at least one DL and one UL signalling transfer each, the available transmission budget for any given control message is at most half that value.

For RRC and EMM/ESM signalling exchanges during connection establishment, it is not possible to assume that transmission delay budgets of the order of 10 sec’s are always available.

Table 2: RRC and NAS timers during connection establishment sequence
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NAS EMM message
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U

RRCConnectionRequest /0

D

RRCConnectionSetup /0

U

RRCConnectionSetupComplete /1

Attach Request

PDN Connectivity Request

D

RRCConnectionReconfiguration /1

U

RRCConnectionReconfigurationComplete /1

D

DLInformationTransfer /1

Identity request

U

ULInformationTransfer /1

Identity Response
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DLInformationTransfer /1

Authentication Request
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ULInformationTransfer /1
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U

ULInformationTransfer /1

Security Mode Complete

D
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ESM Information Request

U

ULInformationTransfer /1

ESM Information Response

D

UECapabilityEnquiry /1
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UECapabilityInformation /1

D

SecurityModeCommand /1

U

SecurityModeComplete /1
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RRCConnectionReconfiguration /1
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RRCConnectionReconfigurationComplete /1
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ULInformationTransfer /2
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7A.2.3
User plane operation

For receiving and transmitting low rate MTC data payloads, an IP connection is necessary in the user plane. The assumed message sizes for typical low rate MTC applications are in the order of DL 20 bytes and UL 100 bytes. For transmissions over the air interface, overhead in the user plane is incurred due to two factors.

First, protocol overhead for any transmitted (or received) low rate payload packet due to MAC, RLC, PDCP, IP and TCP/UDP protocol headers. Secondly, overhead for connection establishment and termination is also present when TCP is used for the data exchange. TCP connections are unidirectional, i.e. a separate TCP connection exists for DL versus UL data transfers.

MAC, RLC AM and PDCP headers will amount to a minimum of 1+2+2 = 5 bytes overhead. Note that PDCP user plane short SN is typically used for RLC UM only, and that the long SN for RLC AM results in 2 bytes overhead. Given that user plane data is not integrity protected, no additional overhead from MAC-I is incurred. RLC overhead would be higher (4 bytes) in case RLC segmentation with re-transmissions is used. IPv4 headers will result in at least 20 bytes overhead if uncompressed. TCP headers will similarly result in at least 20 byte headers and UDP in 8 byte headers.

Header compression with either UDP/IP, TCP/IP or ESP/IP in the PDCP is currently optional except for some UE’s supporting VoIP with certain IMS profiles. For VoIP applications, the resulting overhead for UDP/IP after header compression is typically observed to be some 3-6 bytes per PDCP PDU.

However, header compression schemes do not cope well with short-lived TCP or UDP transfers, i.e. when only a single or very few IP datagram’s are exchanged such as for low rate and infrequent MTC payload transmissions.

When TCP is used to establish a connection to the MTC server, TCP handshake protocols precede and (cleanly) terminate the TCP connection. TCP will generate SYN and SYN ACK packets in the initial 3-way handshake that typically result in a 44 byte long packets, one in each direction (DL and UL). Headers of the TCP handshake packets (SYN, SYN-ACK and FIN) cannot be compressed by supported header compression schemes.

If PDCP header compression can be assumed for the actual DL 20 byte MTC payload packet, the TCP handshake protocols would generate packets that are larger, i.e. 44 bytes at least (plus PDCP, RLC and MAC headers).

Once a TCP connection is released after the MTC payload packet is transmitted, the header compression context is lost. The only alternative is to use the TCP keep-alive mechanisms to maintain the TCP connection which forces frequent transmissions (second intervals) from or to the UE even though no MTC payload is available.

Both in the case of TCP and UDP, once the RRC connection is released by the eNB for a given UE, all protocol contexts including header compression context in the AS are deleted, i.e. any PDCP protocol state for that UE is reset.

Table 3: User plane overhead for MTC payload packets

[image: image3.emf]UL TB size [Bytes] Notes

TCP/IP UDP/IP TCP/IP

Application payload 20 20 100

L3 40 28 40

40+ bytes TCP/IP without header compression. 3-6 bytes with header 

compression if available. UDP/IP is 28 bytes un-compressed.

PDCP 2 2 2

RLC AM 2 2 2

RLC AM with no segmentation. RLC AM results in 4 bytes headers when 

segmentation is used.

MAC 1 1 1 1 sub-header only

Total 65 53 145

DL TB size [Bytes]


7A.3 
Coverage extension techniques
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