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Discussion
Following the discussions in [1], [2], and [3], we would like to summarize on the issue related to the false positive probability when detecting the L1/L2 control channel. Based on the referenced documents, there seems to be an agreement that there might be an issue related to the false positive probability. In this document, we try to outline the options that are available, and will make a recommendation of the way forward. 
This is a resubmission of R1-071684.

1 Introduction

In [1] and [2], similar analysis is presented for the false positive probability when having blind decoding attempts of the L1/L2 control channel. In [3] the analysis is performed from the viewpoint of a single UE, while we believe that the analysis should be performed from a Node B perspective, i.e., the calculated numbers should be scaled by the number of users listening for allocation information which at the same time have poor propagation conditions (due to the power and potential coding control of the L1/L2 control channel).
2 Impacts of the problem and possible solutions
As we see this, the false positives will cause two fundamental problems – one for each link direction:

2.1 False positive on downlink allocation.

In case of a false positive for a downlink allocation, we will have at least two users listening to and accepting the same L1/L2 control channel entity (one receiving the correct allocation information, and one receiving an erroneous allocation). Now, if the resources for uplink H-ARQ control signalling are assigned in an implicit manner, we might experience a collision on the uplink control channels.

The impact of such a situation is that the erroneously receiving UEs transmits a NACK, and the correctly receiving UE transmits an ACK or a NACK. It might be possible to implement means for separating the ACK/NACK signals from the two users, but such an operation will in general introduce slightly worse ACK/NACK detection performance at the Node B, which will need to be more conservative when evaluating the decision threshold between received ACK and NACK.
2.2 False positive on uplink allocation.

Related to the uplink allocations, the potential consequences will be worse, as in this case, each scheduled UE will use its allocated resources for uplink transmissions. If a UE erroneously assumes that a resource allocation is intended for it, there is a high risk of collisions of the uplink shared data channel, which in turn would cause a reduced system throughput. Further, if the uplink is using non-adaptive synchronous H-ARQ, the UE with the erroneous allocation will listen for the ACK/NACK channel in the downlink and probably receive a NACK for one of the other allocated UE (due to the inter-cell interference level), and continue interfering within the cell. Apparently, there is no easy way to solve this problem, and this calls for extra protection of the uplink resource allocations.

2.3 Additional ways to solve the problem
As we see the options for the avoidance of the false positive problem, there are a few possibilities:
1. Ignoring the problem, which will leave it to the manufacturers of equipment to provide solutions for improving the performance. On the UE side, this will include integrity tests of the L1/L2 control channel [3], and on the Node B side, conservatism in connection to detection of ACK/NACK collisions.

2. Adding more CRC bits to the L1/L2 control channel. This will increase the static control channel overhead by ~2% for each extra CRC bit (in case of 50 bits for each allocation).
3. Dynamically reducing the number of control channels that a UE tries to decode within a TTI through Cat0 information [2]. This will reduce the scheduling flexibility, and potentially also limit the dynamic range of an allocation for a single UE.

4. A combination of the three solutions above, where a few extra bits are used for additional CRC protection (4-6 bits), which is de-coupled from the UE ID. These bits can then be used to generate a validity estimate as discussed under point 1, and thereby reducing the number of control channel decoding attempts as discussed under point 3.

Another possibility could be to have a non-symmetrical CRC protection of the uplink and downlink resource allocations, as the impacts of false positive is different for each situation.
3 Conclusions

Based on the above discussions, we suggest that 3GPP considers ways of enlarging the field containing the UE ID and the CRC in order to reduce the false positive error probability.
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