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[xxx]
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***** Next change *****
A.2.1
INVITE for MO Call Setup

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]
RFC 5031 [97]

TS 24.229 [10]
5.1.2A.1.3, 5.1.2A.1.5,
7.2A.10

	
Method
	
	INVITE
	
	

	
Request-URI
	A4
	px_CalleeUri

px_CalleeURI may be either SIP or Tel URI. It may contain a dialstring and phone-context parameter, when calling to dialstring. When calling to dialstring SIP URI must also contain user=phone or user=dialstring parameter.

The dialstring, if used, may be global, home local number or geo-local number. For home local numbers the value of phone-context parameter must equal the home domain name i.e. px_HomeDomainName. For geo-local numbers the home domain name must be prefixed by string “geo-local.” or access technology specific prefix, if the UE supports that option.

Note: The way how the UE determines whether numbers in a non-international format are geo-local, home-local or relating to another network, is UE implementation specific. For instance the UE might have a UI setting.
	
	

	
Request-URI
	A5
	px_CalleeContactUri
	
	

	
Request-URI
	A6, A7
	emergency service URN beginning with urn:service:sos
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

RFC 3581 [96]

	
sent-protocol
	
	SIP/2.0/UDP (when using UDP) or

SIP/2.0/TCP (when using TCP)
	
	

	
sent-by
	A1, A7
	IP address or FQDN and protected server port of the UE
	
	

	
	A2
	IP address or FQDN, port (optional) and not checked
	
	

	
	A6, A17
	IP address and unprotected server port of the UE
	
	

	
response-port
	A6
	rport (when using UDP)
	
	

	
via-branch

	
	value starting with z9hG4bK
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr>
	
	

	
	A2, A17
	<sip:SS P-CSCF address: unprotected server port of SS (optional);lr>, <sip:px_scscf;lr
	
	

	
	A5
	MO call has been established:
URIs of the Record-Route header of 183 response in reverse order (or any other response creating the dialog according. to RFC 3261 clause 12.1 [15])


MT call has been established:
same value as defined for the Record-Route header in A.2.9
	
	

	
	A6
	<sip:SS P-CSCF address: unprotected server port of SS;lr >
	
	

	
	A7
	<sip:SS P-CSCF address: protected server port of SS;lr >
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	A6
	Any SIP URI with display name as “Anonymous” or anonymous
	
	

	
	A7
	emergency public user identity (NOTE 3)
	
	

	
	A4
	any SIP URI being subscribed and registered as listed in the XML body of the NOTIFY request; additionally when there is a P-Preferred-Identity header within the INVITE request the SIP URI shall match the URI within the P-Preferred-Identity header
	
	

	
tag
	A4
	must be present, value not checked
	
	

	
addr-spec
	A5
	local SIP URI of the UE as used in any previous request in the same dialog (In the earlier requests within the same dialog this URI appears in From header within requests sent by the UE and in To header within requests sent by the SS)
	
	

	
tag
	A5
	local tag of the dialog ID (In the earlier requests within the same dialog this tag appears in From header within requests sent by the UE and in To header within requests sent by the SS)
	
	

	To
	
	
	
	RFC 3261 [15]

RFC 5031 [97]

	
addr-spec
	A6, A7
	emergency service URN beginning as urn:service:sos
	
	

	
addr-spec
	A4
	px_CalleeUri
	
	

	
tag

	A4
	not present
	
	

	
addr-spec
	A5
	remote SIP URI of SS (i.e. the remote UE) as used in any previous request in the same dialog (In the earlier requests within the same dialog this URI appears in To header within requests sent by the UE and in From header within requests sent by the SS)
	
	

	
tag
	A5
	remote tag of the dialog ID (In the earlier requests within the same dialog this tag appears in To header within requests sent by the UE and in From header within requests sent by the SS)
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	A4
	value different to that received in REGISTER message
	
	

	
callid
	A5
	value of Call-ID as in any previous request in the same dialog
	
	

	Session-ID
	A9
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	A4
	value different to that received in REGISTER message
	
	

	
sess-id
	A5
	value of Session-ID as in any previous request in the same dialog
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	A4
	must be present, value not checked
	
	

	
value
	A5
	value of CSeq sent by the UE within its previous request in the same dialog but increased by one
	
	

	
method
	
	INVITE
	
	

	Supported
	
	The option tags defined below shall be included additionally to any option tags defined in any specific message content, unless specified otherwise in this specific message content.
	
	RFC 3261 [15]
RFC6442 [98]

	
option-tag
	
	100rel
	
	

	
option-tag
	A13 OR A14
	norefersub
	Rel-11
	RFC 4488 [126]

	P-Early-Media


em-param
	A16
	supported
	
	RFC 5009 [138]

	
	
	
	
	IR.92 [133]

	Geolocation
	A8
	
	Rel-9
	RFC6442 [98]

	
locationURI
	
	cid-url indicating the Content-Id of the PIDF-LO within the multipart MIME body of INVITE request.
(Note that location-by-reference URI is not allowed as the SS does not provide any external storage for location info for the UE to refer.)
	
	

	Geolocation-Routing
	A8
	“yes”
	Rel-9
	RFC 6442 [98]

	Require
	
	(header optional in A2 and not present in A6)
	
	RFC 3261 [15]
RFC 3312 [31]

RFC 3329 [21]

	
option-tag
	A1, A7
	sec-agree
	
	

	
	
	
	
	

	Proxy-Require
	
	(header optional in A2 and not present in A6)
	
	RFC 3261 [15]

RFC 3329 [21]

	
option-tag
	A1, A7
	sec-agree
	
	

	
	
	
	
	

	Security-Verify
	A1, A7
	(not present in A2 or A6)
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	
	
	
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 3840 [63]
RFC 5627 [61] 
RFC 5626 [109]

RFC 5627 [61]

RFC 7254 [122]

	
addr-spec
	(A1 OR A7) AND NOT A15
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
	A2 AND NOT A15
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
	A15 AND NOT A6
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	
	A6
	SIP URI with IP address and unprotected server port of UE
	
	

	
c-p-instance
	A6
	+sip.instance="<urn:gsma:imei: (gsma-specifier-defined-substring)>”
where gsma-specifier-defined-substring shall be the IMEI code of the UE, coded as specified in RFC 7254 [122], without optional parameters 
	Rel-10
	

	
	A3, A17
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (see NOTE 2, 4)
	
	

	
feature-param
	A10 AND A11 
	video


	
	

	
feature-param
	A12
	+g.3gpp.srvcc-alerting
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp or

multipart/mixed (when A8)
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	
	(header optional when A2)
	
	RFC 7315 [132]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept
	
	(header optional when A5)
	Rel-7
	RFC 3261 [15]

	
Media-range
	A4
	application/sdp,application/3gpp-ims+xml
(additional medias can be added in any order)
	
	

	
Media-range
	A13
	application/vnd.3gpp.mid-call+xml
	Rel-11
	

	
Media-range
	A14
	application/vnd.3gpp.state-and-event-info+xml
	Rel-11
	

	P-Preferred-Service
	
	
	
	RFC 6050 [68]

	
Service-ID
	A3 AND A4
	urn:urn-7:3gpp-service.ims.icsi.mmtel
	
	

	P-Preferred-Identity
	
	
	
	RFC 3325 [89]

	  PPreferredID-value
	A7
	emergency public user identity (NOTE 3)
	
	

	Recv-Info
	
	
	
	RFC 6086 [xxx]

	
Info-package-type
	A14
	g.3gpp.state-and-event
	
	

	Accept-Contact
	
	
	
	RFC 3841 [64]

	
ac-value
	A3 AND A4
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (see NOTE 2, 4)
	
	

	
ac-value
	A10 AND A11
	video
	
	

	Proxy-Authorization
	A17
	
	
	RFC 2617 [16]

RFC 3310 [17]

	
username
	A17
	preconfigured in the UE
	
	

	
realm
	A17
	 same value as received in the realm directive in the Proxy-Authorization header sent by SS
	
	

	
nonce
	A17
	same value as in Proxy-Authorization header sent by SS
	
	

	
digest-uri
	A17
	preconfigured in the UE
	
	

	
qop-value
	A17
	auth
	
	

	
cnonce-value
	A17
	value assigned by UE affecting the response calculation
	
	

	
nonce-count
	A17
	counter to indicate how many times UE has sent the same value of nonce within successive INVITESs, initial value shall be 1
	
	

	
response
	A17
	response calculated by UE
	
	

	
algorithm
	A17
	MD5
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
Value
	
	length of message-body
	
	

	Message-body
	
	The message body shall contain the following elements:

a) SDP offer, contents as specified within the specific test cases referring to this common message. If condition A8 applies the SDP shall be one element within the multipart-MIME encapsulation;

b) if condition A8 applies, the multipart-mime body shall also contain a PIDF-LO element mapped to the same Content-ID which can be found from the Geolocation header

The PIDF-LO shall contain at least the following elements:

-
One or more 'geopriv' elements, each containing:

-
One 'location-info' element describing the location of the UE; and

-
One 'usage-rules' element describing the limitations of the usage of the location info.
	
	RFC 4119 [99]

	
	
	
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])

	A3
	UE supports MTSI (A.3A/50 3GPP TS 34.229-2 [5])

	A4
	INVITE creating a dialog

	A5
	re-INVITE within a dialog

	A6
	INVITE for creating an emergency session in case of no registration

	A7
	INVITE for creating an emergency session within an emergency registration

	A8
	UE is capable of obtaining location information, has obtained its location and is setting up an emergency session

	A9
	UE supports Session-ID (A.12/30 3GPP TS 34.229-2 [5])

	A10
	UE supports video (A.12/32 3GPP TS 34.229-2 [5])

	A11
	INVITE for creating a video call and UE supports video (A.12/32 3GPP TS 34.229-2 [5])

	A12
	INVITE for creating a voice call and UE supports g.3gpp.srvcc-alerting media feature tag (A.12/34 3GPP TS 34.229-2 [5])

	A13
	INVITE for creating a voice call during rSRVCC and UE CS to PS SRVCC with the MSC assisted mid-call feature (A.12/42 3GPP TS 34.229-2 [5])

	A14
	INVITE for creating a voice call and UE supports CS to PS SRVCC for calls in alerting phase (A.12/41 3GPP TS 34.229-2 [5])

	A15
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A16
	UE supports early media (A.12/45 3GPP TS 34.229-2 [5])

	A17
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


NOTE 1:
All choices for applicable conditions are described for each header.

NOTE 2:
The “=” may include optional linear white spaces according to the EQUAL definition in chapter 25.1, RFC 3261 [15].

NOTE 3:
According to TS 24.229 clause 5.1.1.1A and 5.1.6.2 [10] when the UE is using ISIM the emergency public user identity is the first public user identity in the list stored in the ISIM; when there is no ISIM it is the default public user id if the UE registered or the temporary user id (derived from IMSI) else.

NOTE 4:
URN is the outcome of URL encoding (“Percent-Encoding” according to RFC 3986 [129]) of urn:urn-7:3gpp-service.ims.icsi.mmtel.
***** Next change *****
C.40
Generic test procedure for MTSI MT speech call for rSRVCC in alerting state

Test procedure:

1)
MO speech is initiated on the UE as a result of receiving information from the lower layers that the CS to PS SRVCC access transfer is initiated. The call is initiated towards the URI of the STI-rSR as received during registration.

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 183 Session Progress response.

5)
SS waits for the UE to send a PRACK request.

6)
SS responds to the PRACK request with a 200 OK.

7)
UE waits for the SS to send an INFO request.

8)
UE responds to the INFO request with a 200 OK.
9)
SS waits for the UE to send an INFO request.
10)
SS responds to the INVITE request with a 200 OK.

11)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	UE attempt an IMS speech call a result of an initiation of the rSRVCC procedure
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer.

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response.

	4
	(
	183 Session Progress
	SS sends an 183 Session Progress

	5
	(
	PRACK
	UE acknowledges the 183 Session PRogress

	6
	(
	200 OK
	SS sends a 200 OK

	7
	(
	INFO
	SS sends INFO request for transfer of incoming early session

	8
	(
	200 OK
	UE responds INFO with 200 OK. 

	8A
	
	
	Make UE accept the speech call.

	9
	(
	INFO
	UE sends INFO request to confirm the call

	9A
	(
	200 OK
	SS responds INFO with 200 OK.

	10
	(
	200 OK
	SS responds INVITE with 200 OK.

	11
	(
	ACK
	UE acknowledges.


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for MO Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Request-Line
	

	
Request-URI
	sip:sti-sr@atcf.visited2.net

NOTE: This value was received by the UE in the preceeding registration procedure

	To
	

	
addr-spec
	sip:sti-sr@atcf.visited2.net

NOTE: This value was received by the UE in the preceeding registration procedure

	Message-body
	The following SDP types and values.

Session description:

-
v=0
-
o=-(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t= (start-time) (stop-time)

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value) [Note 7]

-
b=RR: (bandwidth-value) [Note 7]

Attributes for media: 

-
a=rtpmap: (payload type) AMR/8000 [Note 8]

-
a=fmtp: (format) mode-change-capability=2; max-red= (att-field) [Note 9]

-
a=rtpmap: (payload type) telephone-event [Note 5]

-
a=ecn-capable-rtp: leap ect=0 [Note 3]

-
a=rtcp-fb:* nack ecn [Note 3]

-
a=rtcp-xr:ecn-sum [Note 3]

-
a=rtcp-rsize [Note 3]

-
a=ptime:20
-
a=maxptime:240
Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 4]

-
a=a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:WVNfX19zZW1jdGwgKCkgewkyMjA7fQp9CnVubGVz|2^20|

1:4FEC_ORDER=FEC_SRTP" [Note 4]

Note 1:
At least one "c=" field shall be present.

Note 2:
Void.

Note 3:
Attributes for ECN Capability may be present if the UE supports Explicit Congestion Notification.

Note 4:
Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 5:
a rate may be added to the “telephone-event” separated by “/” (e.g. “telephone-event/8000”)

Note 6:
Void

Note 7:
The RR value must be greater than 0. The RS value can be any value.

Note 8:
The AMR channel number shall be “/1” or omitted.

Note 9:
values from 0 to 220 are allowed


183 Session Progress (Step 4)

Use the default message “183 Session Progress for INVITE” in annex A.2.3 with the following exceptions:

	Header/param
	Value/Remark

	Recv-Info
	

	
Info-package-type
	g.3gpp.state-and-event (cf. RFC 6086 [xxx] for Recv-Info header)

	Feature-Caps
	

	
feature-param
	+g.3gpp.ti= (value)

Note: The value of this parameter shall be the same as the Transaction Identifier sent by the SS in the preceding CS call setup.

	Message-body
	The following SDP types and values.

Session description:

-
v=0
-
o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

-
s=-
-
c=IN (addrtype) (connection-address for SS)

-
b=AS:37
Time description:

-
t=0 0
Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 1, 4]

-
b=AS:37
-
b=RS: (bandwidth-value) [Note 5]

-
b=RR: (bandwidth-value) [Note 5]

Attributes for media:

-
a=rtpmap: (payload type) AMR/8000/1 [Note 1]

-
a=fmtp: (format) mode-change-capability=2; max-red=220 [Note 1]

-
a=ecn-capable-rtp: leap ect=0 [Note 2]

-
a=rtcp-fb:* nack ecn [Note 2]

-
a=rtcp-xr:ecn-sum [Note 2]

-
a=ptime:20
-
a=maxptime:240

-
a=inactive [Note 6]

Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 1]

-
a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:PS1uQCVeeCFCanVmcjkpPywjNWhcYD0mXXtxaVBR|2^20|1:4 [Note 3]

Note 1:
The value for fmt, payload type (AMR) and format is copied from step 2.

Note 2:
Attributes for ECN Capability are present if the UE supports Explicit Congestion Notification.

Note 3:
Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 4:
transport port is the port number of the SS (see RFC 3264 clause 6).

Note 5:
The bandwidth-value is copied from step 2. 

Note 6:
The attribute a=inactive shall be present if it was included in step 2.


PRACK (Step 5)

Use the default message “PRACK” in annex A.2.4

INFO (Step 7)

	Header/param
	Value/remark

	Request-Line
	

	
Method
	INFO

	
Request-URI
	UE’s contact address in SIP URI form, as provided in the Contact header within the INVITE creating the dialog

	
SIP-Version
	SIP/2.0

	Via
	order of the parameters in this header must be like in this table

	
via-parm1:
	

	

Sent-protocol
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP

	

sent-by
	IP address and protected server port of SS

	

via-branch
	value starting with ‘z9hG4bK’ (NOTE 1)

	
via-parm2:
	

	

sent-protocol
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP

	

sent-by
	px_scscf

	

via-branch
	value starting with ‘z9hG4bK’ (NOTE 1)

	From
	

	
addr-spec
	sip:sti-sr@atcf.visited2.net

	
tag
	tag value corresponding to the SIP URI in the From header

	To
	

	
addr-spec
	any IMPU within the set of IMPUs on ISIM

	
tag

	tag value corresponding to the SIP URI in the To header

	Call-ID
	

	
callid
	same as value received in INVITE message

	CSeq
	

	
value
	value of CSeq sent by the UE within its previous request in the same dialog but increased by one

	
method
	INFO

	Contact
	

	
addr-spec
	sip:sti-sr@atcf.visited2.net

	Content-Type
	

	
media-type
	application/vnd.3gpp.state-and-event-info+xml

	Max-Forwards
	

	
value
	non-zero value

	Recv-Info
	

	
Info-package-type
	+g.3gpp.state-and-event (cf. RFC 6086 [xxx] for Recv-Info header)

	Content-Length
	

	
value
	length of message-body

	Message-body
	 <?xml version="1.0" encoding="UTF-8"?> 

     <state-and-event-info> 

     <state-info>early</state-info> 

      <direction>receiver</direction> 

</state-and-event-info>


NOTE 1:
Branch parameter values sent by SS are different within a test case execution.

INFO (Step 9)

	Header/param
	Value/remark

	Request-Line
	

	
Method
	INFO

	
Request-URI
	sip:sti-sr@atcf.visited2.net

NOTE: This value was received by the UE in the preceeding registration procedure.

	
SIP-Version
	SIP/2.0

	Via
	order of the parameters in this header must be like in this table

	
via-parm1:
	

	

Sent-protocol
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP

	

sent-by
	IP address and protected server port of SS

	

via-branch
	value starting with ‘z9hG4bK’

	
via-parm2:
	

	

sent-protocol
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP

	

sent-by
	px_scscf

	

via-branch
	value starting with ‘z9hG4bK’

	From
	

	
addr-spec
	SIP URI of the UE

	
tag
	tag value corresponding to the SIP URI in the From header

	To
	

	
addr-spec
	sip:sti-sr@atcf.visited2.net

NOTE: This value was received by the UE in the preceeding registration procedure.

	
tag

	tag value corresponding to the SIP URI in the To header

	Call-ID
	

	
callid
	same as value received in INVITE message

	CSeq
	

	
value
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one

	
method
	INFO

	Contact
	

	
addr-spec
	SIP URI of UE

	Content-Type
	

	
media-type
	application/vnd.3gpp.state-and-event-info+xml

	Max-Forwards
	

	
value
	non-zero value

	Recv-Info
	

	
Info-package-type
	+g.3gpp.state-and-event (cf. RFC 6086 [xxx] for Recv-Info header)

	Content-Length
	

	
value
	length of message-body

	Message-body
	 <?xml version="1.0" encoding="UTF-8"?> 

     <state-and-event-info> 

      <direction> initiator</direction> 

     < event>call-accepted</event> 

</state-and-event-info>


NOTE 1:
Branch parameter values sent by SS are different within a test case execution.

