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1. Overall Description:

SA WG3 has requested TSG RAN to involve SA WG3 as early as possible when there is a need for RAN-related security work.
TSG RAN intends to complete its Study on Scenarios and Requirements for Next Generation Access Technologies as much as possible by June 2016, and would also like to identify security-related requirements that will impact TSG RAN as soon as possible. 
During discussion on the study in TSG RAN, companies have identified (see attached documents) that:

-
There are a number of security-related issues with existing RATs that may need to be handled differently by the new RAT; and

-
Ongoing work in SA WG1 has already identified a number of (potential) security-related requirements that could have significant impact on the design work in TSG RAN.

TSG RAN would therefore like to work with SA WG3 to identify security-related requirements, and assess their impact on the design of the new RAT, as early as possible.

Therefore, SA WG3 is requested to:

1)
Review, and help improve, the (potential) requirements identified in the attached documents;

2)
Help TSG RAN to identify additional security-related requirements (including e.g. those identified by SA WG1) that TSG RAN should take into account from a security point of view;
3)
Inform TSG RAN of the results, and provide any additional feedback from SA WG3, by TSG RAN #72.
2. Actions:

To SA3
ACTION: 
TSG RAN requests SA WG3 to:
1)
Review, and help improve, the (potential) requirements identified in the attached documents;

2)
Help TSG RAN to identify additional security-related requirements (including e.g. those identified by SA WG1) that TSG RAN should take into account from a security point of view;

3)
Inform TSG RAN of the results, and provide any additional feedback from SA WG3, by TSG RAN #72.

3. Date of Next TSG RAN Meetings:

TSG RAN Meeting #72 
13 – 16 July 2016
Busan, Korea.

TSG RAN Meeting #73
19 – 22 September 2016
New Orleans, USA.
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