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[bookmark: _Ref174151459][bookmark: _Ref189809556]Introduction
During the discussions in SA1 in the context of FS_SMARTER study item for 5G the communication of IoT devices that could be relayed through a UE (e.g., wearable devices) and the corresponding use cases were extensively discussed.  The intention of this paper is to introduce the service requirements of wearable devices and related use cases from the perspective of LTE evolution.
Discussion
Wearable Devices Communication use case
UE relaying communication for IoT device was studied as one of the use case within SMARTER SI. A device can communicate directly with the network by 3GPP RAT, or communicate with the network through a nearby smart phone using short-range link which can be either 3GPP RAT or non-3GPP RAT.  A typical example of such a relay device would be a wearable such as a smart watch, but other classes of IoT devices could benefit from the same services. An overview of the connectivity scenarios is shown in Figure 1.
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[bookmark: _Ref436207293]Figure 1: Overview of Massive IoT support (from [1])
The wearable devices are especially well suited to the relaying scenario shown  in Figure 1, because of form factor limits on battery, radio capability, etc.  And, they are almost always close to the owner’s/wearer’s smartphone. Different connectivity scenarios are categorized as follows in [1]:
	· Direct connection to the network 
· Connection to the network through a relay UE 
· Short range communication to nearby devices.


The short-range link between the IoT device and the relay UE may use a 3GPP or non-3GPP RAT (e.g. WiFi/BT), in licensed band, or unlicensed band. SA1 have further considered the following use cases for the IoT device:
	· Devices that can switch between a direct connection and a relayed connection to the network
· Devices that only support a short range communication
· Groups of devices that communicate among themselves using short range communication, and also through a relayed connection to the network through one of the devices (e.g., personal area network, home office network)



These use cases are important because they show that support would be needed for handling the service when the device changes between direct and indirect link, and also for devices with short range communication only, i.e., no ability to attach to the network by themselves, so all operations would need to be supported through the relay connection to the smart phone.
A list of objectives (not requirements, but described as “key aspects”) for specifying these cases appears in [1]:
	· Providing secure communications between the devices using short range communications and between devices and the network,
· Taking into consideration QoS when choosing communication links,
· Supporting the desired end user services, including real-time voice and data,
· Minimizing power consumption on devices,
· Supporting roaming access to the network, whether the relayed or relaying device is roaming,
· Supporting multiple devices behind a relay UE,
· Providing service continuity for devices that switch between a relayed and  direct connection to the network,
· Providing service continuity for devices that switch from one relay connection to another relay connection,
· Ensuring devices using short range communications, or using a relay UE to connect to the network, are authorized to do so,
· Providing flexibility in the choice of RAT (within the scope of 5G) used by the devices.




Why L2 UE-to-Network Relay
From Release 12, both D2D (Device-To-Device) Discovery and D2D Communication have been supported, and D2D Communication which focuses on Public safety was enhanced in R13 to introduce UE-NW relay. In which a remote UE could connect to network via D2D link provided by a relay UE, and the remote UE is transparent to EPC because relay UE acts as an IP proxy, so operators cannot get any revenue from the remote UE.
Based on R13 eD2D, some technical requirements are identified in order to support the scenarios described above, as shown below.
End-to-end security: 
R13 L3 UE relay, the packets from remote UE will be deciphered by relay UE, which may be a security issue, considering wearable use case is a commercial case and user health/biology information may be carried. AS level security function between remote UE and eNB should be supported without exposing traffic to the relay UE.  
Efficiency and Service continuity 
In R13 L3 UE relay, eNB cannot maintain the remote UE context. Both path selection/switch and service continuity cannot be supported as a result. While L2 UE relay with the UE context awareness naturally will bring more flexibility on that. Always selecting the best radio path for remote UEs will improve the system efficiency.
Qos Management 
In R13 L3 UE relay, remote UE Qos cannot be ensured because there is no any remote UE Qos parameter in eNB and PC5 is out of control. While L2 UE relay bring the possibility to enhance that to meet the different traffic requirement.
Charging 
In R13 L3 UE relay, charging remote UE is not supported and only the relay UE will be charged. While for L2 UE relay EPC can identify the remote UE as a legacy UE, charging can be supported naturally.
Non-3GPP RAT supporting: 
Considering BLE/WiFi is popular in wearable and smart phone, it is valuable to provide Non-3GPP RAT access via a Relay UE for wearable device. 3GPP network needs to identify, reach, and address the wearable devices using Non-3GPP RAT even they are behind a relay UE. 
The protocol architecture currently used for UE-to-network relay will not interwork with a RAT other than (3GPP) D2D, except by a “tethering” style arrangement, in which the remote device traffic just appears to the network as data on a bearer of the relay UE. This model fails to meet several important requirements for users and operators (end-to-end service, visibility for billing) and essentially puts the “relaying” operation entirely out of 3GPP controls.
Considering both 3GPP and non-3GPP are needed for different use cases, a generic L2 UE relay architecture could be studied to minimize the standard impact.
To address these problems, some work would need to be done in the RAN working groups.
Potential Objectives
The objective of this study item is to study enhancements to UE-to-network relaying and to the LTE D2D framework for applications to IoT, and particularly to wearable. In general, it is assumed that remote UEs can support both WAN and D2D connection. For LTE D2D enhancements the study is targeting licensed spectrum only. Following is the list of objectives.
1. Study and define a generic UE-to-Network Relay architecture, including methods for the network to identify, address, and reach a remote UE via a relay UE. [RAN2]
a. Strive for a common solution supporting the following use cases:[RAN2]
i. UE to network relaying over Bluetooth/WiFi, where E2E QoS may not be guaranteed. 
ii. UE to network relaying over LTE sidelink, Assess standard impact of E2E QoS
b. Protocol stack, procedure and signalling mechanisms, such as authentication, connection setup and parameter configuration, allowing multiple remote UEs via a relay UE.[RAN2] 
c. Path selection/switch between the cellular direct link (Uu air interface) and relay link according to power and/or spectrum efficiency criteria and provide service continuity with RAN/EPC support. [RAN2,RAN3] 
d. Ensure end-to-end security between the remote UE and the core network, including AS security between remote UE and eNB, to enable secure data transmission via relay link. [RAN2].
e. Study potential enhancements to enable L2 feedback and re-transmission to improve radio resource efficiency and power efficiency [RAN2].
2. As second priority, the following item could be studied. 
a. The study should not preclude cases where the UE supports sidelink only, or where a cellular connection is not available. Additional enhancements required to support these cases (if any) will be studied with second priority. [RAN1,RAN2]
b. Study potential enhancements for power efficient operation if needed, e.g. by supporting DRX [RAN2, RAN1]. 

Conclusion
In this contribution, we introduced the service requirements for support of wearable devices, and its corresponding MIoT use cases as studied at SA1. We propose to study the wearable device communication based on LTE technologies in Rel. 14.  
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