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	Reason for change:
	RFC 7315 is not entirely clear on usage of the P-Access-Network-Info header field in ACK and CANCEL.

Specifically, As per IETF RFC 7315 section 4.4.2.1:  

“A UA that supports this extension and is willing to disclose the related parameters MAY insert the P-Access-Network-Info header field in any SIP request or response.”

Also, IETF RFC 7315 section 5.7:

“The P-Access-Network-Info header field can appear in all SIP methods except ACK and CANCEL”. 
 As per TS 24.229 table A.7, P-Access-Network-Info header field is allowed in ACK. 

As per TS 24.229 table A.23, for CANCEL requests, the header is not listed as supported, i.e., the UE cannot include it.
For this reason, a CT1 discussion paper was presented to discuss this mis-alignment.  Until CT1 has decided on its updated discussion paper C1-154226,  P-Access-Network-Info header field needs to be allowed in ACK requests as also explained in RAN5 discussion paper R5-155170.
Currently 34.229-1 clause A.2.7 ACK, forbids P-Access-Network-Info header field which needs to be updated based on the decision of the above discussion paper.
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	Removed the P-Access-Network-Info header field from the table to make it optional.
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< Start of Modified Section >
A.2.7
ACK

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	ACK
	
	

	
Request-URI
	A4
	same value as in PRACK message

same value as in INVITE message
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	A1
	SIP/2.0/UDP (when using UDP) or
SIP/2.0/TCP (when using TCP)
	
	

	
	A2
	same as in INVITE
	
	

	
sent-by
	
	same value as in INVITE message
	
	

	
via-branch

	A3
	value starting with ‘z9hG4bk’
	
	

	     via-branch
	A4
	Same value as received in INVITE
	
	

	Route
	
	
	
	RFC 3261 [15]

	
route-param
	A1 AND A3 AND (NOT A5)
	URIs of the Record-Route header sent to the UE in 183, 180 or 200 response (whichever response used for INVITE to be acknowledged and contained Record-Route header) in reverse order
	
	

	
	A1 AND A4 AND (NOT A5)
	Contents shall be the same as Route header sent in INVITE
	
	

	
	A1 AND A5
	Contents shall be the same as Route header in re-INVITE
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SIP URI of the UE as received in INVITE.
	
	

	
	A2
	SIP URI of the SS as sent in INVITE
	
	

	
tag
	
	local tag of the dialog ID (same as from-tag in the INVITE message)
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SIP URI of the SS as received in INVITE.
	
	

	
	A2
	SIP URI of the UE as sent in INVITE
	
	

	
tag

	
	remote tag of the dialog ID (as chosen in an earlier response of the dialog)
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as in INVITE message
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as in INVITE message
	
	

	
method
	
	ACK
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	
	
	
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as in INVITE message, if Session-ID header field exists in received INVITE message, otherwise, not present.
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	ACK sent by the UE

	A2
	ACK sent by the SS

	A3
	ACK for 2xx response

	A4
	ACK for non-2xx response

	A5
	ACK for re-INVITE
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