Page 1



3GPP TSG-RAN WG5 Meeting #66 
R5-150692
Athens, Greece, 9th – 13th February 2015
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	34.229-1
	CR
	0635
	rev
	-
	Current version:
	12.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:

	Contact header in UPDATE requests

	
	

	Source to WG:
	Rohde & Schwarz, Anritsu

	Source to TSG:
	R5

	
	

	Work item code:
	TEI8_Test
	
	Date:
	2015-01-14

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	RFC 3311, Table 2, mandates the inclusion of a Contact header in an UPDATE request. However, it does not elaborate on how such a Contact header should look like. For this, we refer to RFC 3261 for guidance: Section 12.2.1.1 of RFC 3261 specifies that the URI of the Contact header of a target refresh request (and UPDATE falls into this category according to RFC 3311) SHOULD be the same as used in previous requests within the dialog. This is neither mandatory nor does it elaborate on the header parameters.
TS 24.229 specifies: “If this is a request within an existing dialog, and the request includes a Contact header field, then the UE should insert the previously used Contact header field.”

So, we know that we need a Contact header in UPDATE request, but there is just a recommendation on how it should look like.
A terminating UEs might check that the remote UE includes a Contact header, and such UEs might expect the same Contact header as in INVITE. 

	
	

	Summary of change:
	For MT cases, specified that SS sends the same Contact header as in INVITE. 

For MO cases, just specified that the UE needs to include a Contact header in UPDATE, without putting any requirement on how it looks like. Note that a probe was taken in the field, and the probed UEs actually send the same Contact header as in INVITE. 

	
	

	Consequences if not approved:
	UEs might fail when not receiving a Contact header in UPDATE requests.

	
	

	Clauses affected:
	A.2.5

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	TTCN impact
This is an update of R5-150077 and the outcome of 1 revision to that document


<Start of Change 1>
A.2.5
UPDATE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	UPDATE
	
	

	
Request-URI
	
	same URI value as the recipient of UPDATE has earlier sent in its Contact header within the same dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP  (when using UDP) or 

SIP/2.0/TCP  (when using TCP)
	
	

	
sent-by
	
	same value as in INVITE message
	
	

	
via-branch

	
	value starting with ‘z9hG4bK’
	
	

	Route
	
	(header missing when A3 or A4)
	
	RFC 3261 [15]

	
route-param
	A1, A2
	URIs of the Record-Route header of 183 response in reverse order
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the UE when UPDATE is sent by the UE, but SIP URI of the SS when UPDATE is sent by the SS. URI must be the same as used for the endpoint in the earlier requests within the dialog.
	
	

	
tag
	
	local tag of the dialog ID
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the SS when UPDATE is sent by the UE, but SIP URI of the UE when UPDATE is sent by the SS. URI must be the same as used for the endpoint in the earlier requests within the dialog.
	
	

	
tag

	
	remote tag of the dialog ID
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in INVITE message
	
	

	Contact
	A1, A2
A3, A4
	Must be present, value not checked

Same value as in INVITE message
	
	RFC 3261,
RFC 3311

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in INVITE message, if Session-ID header field exists in received INVITE message, otherwise, not present.
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one
	
	

	
method
	
	UPDATE
	
	

	Require
	
	(header optional in A2) , header missing when A3 or A4
	
	RFC 3261 [15]
RFC 3329 [21]

	      option-tag
	A1
	sec-agree
	
	

	Proxy-Require
	
	(header optional in A2) , header missing when A3 or A4
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	A1
	Sec-agree
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	Non-zero value
	
	

	Security-Verify
	A1
	(header missing when A2, A3 or A4)
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	P-Access-Network-Info
	A1
	(header optional when A2) (header missing when A2, A3 or A4)
	
	RFC 3455 [18]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of message-body
	
	

	Message-body
	
	Contents of the SDP body shall be checked as described in the Test requirements section of the test case.
	
	RFC 4566 [27]

RFC 3264 [30]
RFC 3312 [31]


	Condition
	Explanation

	A1
	UPDATE sent by the UE (IMS security, A.6a/2 3GPP TS 34.229-2 [5])

	A2
	UPDATE sent by the UE (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A3
	UPDATE sent by the SS (IMS security, A.6a/2 3GPP TS 34.229-2 [5])

	A4
	UPDATE sent by the SS (GIBA, A.6a/1 3GPP TS 34.229-2 [5])


NOTE1:
All choices for applicable conditions are described for each header.

<End of Change 1>
