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8.1.1.7
Modification of system information
For System Information Block type 15.2, 15.3 and 16 that may have multiple occurrences, the UE shall handle each occurrence independently as specified in the previous; that is each occurrence is handled as a separate system information block.

NOTE:
It should be noted that for the proper operation of the BCCH Modification Information sent on a PCH or on an HS-DSCH (FDD and 1.28 Mcps TDD only), the System Information should not be changed more frequently than can be accommodated by mobile stations operating at the maximum DRX cycle length supported by the UTRAN.

<Partially omitted>
8.1.1.7.4
Actions upon expiry of a system information expiry timer
When the expiry timer of a system information block not using a value tag expires

the UE shall:

1>
consider the content of the system information block invalid;

1>
re-acquire the system information block again before the content can be used;

In FDD for system information blocks other than System Information Block type 7 or System Information Block type 24, or in states other than CELL_FACH, or in state CELL_FACH and in the second DRX cycle after expiry of T329 as specified in subclause 8.5.49b; or
In TDD for system information blocks other than System Information Block type 14, or in states other than CELL_FACH or CELL_DCH:

the UE may:

1>
postpone reading the system information block until the content is needed.
In FDD for System Information Block type 24:

1>
if the UE in CELL_FACH state or CELL_PCH state; 

2>
if in CELL_PCH state and the variable READY_FOR_COMMON_EDCH or variable HSPA_RNTI_STORED_CELL_PCH is set to FALSE; or

2>
if the UE does not have a value stored in the IE "Access Group identity" in variable CONNECTED_MODE_ACCESS_CONTROL; or

2>
the UE does not have data to transmit:

3>
the UE shall not re-acquire the system information block.

2>
else
3>
if the UE has a value stored in the IE "Access Group identity" in variable CONNECTED_MODE_ACCESS_CONTROL; and
3>
if the UE is in CELL_FACH state; or

3>
if in CELL_PCH state and the variable READY_FOR_COMMON_EDCH or variable HSPA_RNTI_STORED_CELL_PCH is set to TRUE:

4>
the UE may postpone reading the system information block until it has data to transmit.
In FDD for System Information Block type 7, while in state CELL_FACH and not in the second DRX cycle after expiry of T329 as specified in subclause 8.5.49b, and in TDD for System Information Block type 14, while in state CELL_FACH or CELL DCH the UE shall always keep an up to date version of the relevant IEs, unless this is not possible because system information can not be received due to bad radio conditions or the UE uses System Information Block type 7 in the variable SYSTEM_INFORMATION_CONTAINER.
<Next modification>
8.2.2.3
Reception of RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO BEARER RELEASE or TRANSPORT CHANNEL RECONFIGURATION or PHYSICAL CHANNEL RECONFIGURATION message, TTI switch HS-SCCH order or Target cell HS-SCCH order by the UE
The UE shall:

1>
be able to receive any of the following messages:

2>
RADIO BEARER SETUP message; or

2>
RADIO BEARER RECONFIGURATION message; or

2>
RADIO BEARER RELEASE message; or

2>
TRANSPORT CHANNEL RECONFIGURATION message; or

2>
PHYSICAL CHANNEL RECONFIGURATION message;

1>
be able to perform a hard handover and apply physical layer synchronisation procedure A as specified in [29], even if no prior UE measurements have been performed on the target cell and/or frequency.

For FDD: in case a measurement report was triggered by intra frequency event 1d and if the table "Target cell preconfigurations" in the variable TARGET_CELL_PRECONFIGURATION includes the cell that triggered the event, or in case a measurement report was triggered by intra frequency event 1c requesting the serving HS-DSCH cell change and if the table "Target cell preconfigurations" in the variable TARGET_CELL_PRECONFIGURATION includes the target cell, as per the definition of Target cell HS-SCCH order

<Partially omitted>
The UE shall transmit a response message as specified in subclause 8.2.2.4, setting the information elements as specified below. The UE shall:

1>
if the received reconfiguration message included the IE "Downlink counter synchronisation info"; or

1>
if the received reconfiguration message is a RADIO BEARER RECONFIGURATION and the IE "New U-RNTI" is included; or

1>
if the received reconfiguration message included the IE "SR-VCC Info":

2>
if the variable PDCP_SN_INFO is empty:

3>
configure the corresponding RLC entity for all AM and UM radio bearers and AM and UM signalling radio bearers except RB2 to "stop".

2>
else:

3>
configure the RLC entity for signalling radio bearers RB1, RB3 and RB4 to "stop";

3>
configure the RLC entity for UM and AM radio bearers for which the IE "PDCP SN Info" is not included to "stop".

2>
re-establish the RLC entity for RB2;

2>
clear all entries in the table "Processed transactions" in the variable TRANSACTIONS;

2>
for the downlink and the uplink, apply the ciphering configuration as follows:

3>
if the received re-configuation message included the IE "Ciphering Mode Info":

4> use the ciphering configuration in the received message when transmitting the response message.

3>
if the ciphering configuration for RB2 from a previously received SECURITY MODE COMMAND has not yet been applied because the activation times not having been reached:

4>
if the previous SECURITY MODE COMMAND was received due to new keys being received:

5>
consider the new ciphering configuration to include the received new keys;

5>
initialise the HFN component of the uplink COUNT-C and downlink COUNT-C of SRB2 as indicated in subclause 8.1.12.3.1.

4>
else if the ciphering configuration for RB2 from a previously received SECURITY MODE COMMAND has not yet been applied because of the corresponding activation times not having been reached and the previous SECURITY MODE COMMAND caused a change in LATEST_CONFIGURED_CN_DOMAIN:

5>
consider the new ciphering configuration to include the keys associated with the LATEST_CONFIGURED_CN_DOMAIN;

5>
initialise the HFN component of the uplink COUNT-C and downlink COUNT-C of SRB2 to the most recently transmitted IE "START list" or IE "START" for the LATEST_CONFIGURED_CN_DOMAIN at the reception of the previous SECURITY MODE COMMAND.

4>
apply the new ciphering configuration immediately following RLC re-establishment.

3>
else:

4>
continue using the current ciphering configuration.
2>
set the new uplink and downlink HFN component of COUNT-C of RB2 to MAX(uplink HFN component of COUNT-C of RB2, downlink HFN component of COUNT-C of RB2);

2>
increment by one the downlink and uplink values of the HFN of COUNT-C for RB2;

2>
calculate the START value according to subclause 8.5.9;

2>
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info";

2>

For any measurement of type CSG Proximity detection or any measurement associated with CELL_INFO_CSG_LIST (i.e.CSG Proximity detection, CSG intra-frequency measurement, CSG inter-frequency measurement and/or SI acquisition): 

3>
stop all measurements of type CSG Proximity detection and all measurements associated with CELL_INFO_CSG_LIST (i.e.CSG Proximity detection, CSG intra-frequency measurement, CSG inter-frequency measurement and/or SI acquisition);

3>
delete measurement control information for all measurements of type CSG Proximity detection and all measurements associated with CELL_INFO_CSG_LIST (i.e.CSG Proximity detection, CSG intra-frequency measurement, CSG inter-frequency measurement and/or SI acquisition);

3>
clear the variable CELL_INFO_CSG_LIST.

2>
if timer T323 value is stored in the IE "UE Timers and constants in connected mode" in the variable TIMERS_AND_CONSTANTS:

3>
stop and reset timer T323;

3>
clear any value of the timer T323 stored in the IE "UE Timers and constants in connected mode" in the variable TIMERS_AND_CONSTANTS.
2>
if after state transition the UE enters CELL_DCH state:

3>
clear the variable DSAC_PARAM, the variable PPAC_PARAM, the variable EAB_PARAM, the variable DSAC_PARAM_2, the variable PPAC_PARAM_2, the variable CONNECTED_MODE_ACCESS_CONTROL and the stored IE "Access Class Barred List" if stored.
1>
else if the received reconfiguration message included the IE "UM RLC re-establishment RB List":

2>
for each radio bearer included in the IE "UM RLC re-establishment RB List"

3>
if the radio bearer uses UM RLC:

4>
calculate the START value according to subclause 8.5.9;

4>
include the calculated START values for the CN domain associated with the radio bearer in the IE "START list" in the IE "Uplink counter synchronisation info";

3>
re-establish the UM RLC entities for the radio bearer and set the first 20 bits of all the HFN component of the respective COUNT-C values to the latest transmitted START value for the CN domain associated with the radio bearer;

3>
set the remaining bits of the HFN component of COUNT-C values of all the re-established UM RLC entities to zero.

1>
if the received reconfiguration message did not include the IE "Downlink counter synchronisation info":

<Next modification>
8.3.3.3
Reception of UTRAN MOBILITY INFORMATION message by the UE
When the UE receives a UTRAN MOBILITY INFORMATION message, it shall:

1>
act on received information elements as specified in subclause 8.6;

1>
if the IE "Dedicated Priority Information" is present:

2>
act upon the received IE as described in subclause 8.6.7.23.

1>
if the IE "UE Timers and constants in connected mode" is present:

2>
store the values of the IE "UE Timers and constants in connected mode" in the variable TIMERS_AND_CONSTANTS, replacing any previously stored value for each timer and constant; and

2>
if the IE "T323" is not present:

3>
clear any value of the timer T323 stored in the IE "UE Timers and constants in connected mode" in the variable TIMERS_AND_CONSTANTS; and
2>
for each updated timer value:

3>
start using the new value next time the timer is started;

NOTE:
If a new value of timer T305 is included in the IE "UE Timers and constants in connected mode", and the old value of timer T305 is "infinity", the new value may not be used immediately.
2>
for each updated constant value:

3>
start using the new value directly;

1>
if the IE "CN domain specific DRX cycle length coefficient" is present:

2>
store the value of the IE "CN domain specific DRX cycle length coefficient" for that CN domain, replacing any previously stored value; and

2>
use the value to determine the connected mode paging occasions according to [4].

1>
set the IE "RRC transaction identifier" in the UTRAN MOBILITY INFORMATION CONFIRM message to the value of "RRC transaction identifier" in the entry for the UTRAN MOBILITY INFORMATION message in the table "Accepted transactions" in the variable TRANSACTIONS; and

1>
clear that entry;

1>
if the UTRAN MOBILITY INFORMATION message contained the IE "Ciphering mode info" or contained the IE "Integrity protection mode info":

2>
set the IE "Status" in the variable SECURITY_MODIFICATION for all the CN domains in the variable SECURITY_MODIFICATION to "Affected".

1>
if the variable PDCP_SN_INFO is non-empty:

2>
include the IE "RB with PDCP information list" in the UTRAN MOBILITY INFORMATION CONFIRM message and set it to the value of the variable PDCP_SN_INFO.

1>
if the received UTRAN MOBILITY INFORMATION message included the IE "Downlink counter synchronisation info":

2>
if the variable PDCP_SN_INFO is empty:

3>
configure the corresponding RLC entity for all AM and UM radio bearers and AM and UM signalling radio bearers except RB2 to "stop".
2>
else:

3>
configure the RLC entity for signalling radio bearers RB1, RB3 and RB4 to "stop";

3>
configure the RLC entity for UM and AM radio bearers for which the IE "PDCP SN Info" is not included to "stop".
2>
re-establish the RLC entity for RB2;

2>
clear all entries in the table "Processed transactions" in the variable TRANSACTIONS;

2>
for the downlink and the uplink, apply the ciphering configuration as follows:

3> if the received re-configuration message included the IE "Ciphering Mode Info":

4> use the ciphering configuration in the received message when transmitting the response message.

3>
if the ciphering configuration for RB2 from a previously received SECURITY MODE COMMAND has not yet been applied because the activation times not having been reached:

4>
if the previous SECURITY MODE COMMAND was received due to new keys being received:

5>
consider the new ciphering configuration to include the received new keys;

5>
initialise the HFN component of the uplink COUNT-C and downlink COUNT-C of SRB2 as indicated in subclause 8.1.12.3.1.

4>
else if the ciphering configuration for RB2 from a previously received SECURITY MODE COMMAND has not yet been applied because of the corresponding activation times not having been reached and the previous SECURITY MODE COMMAND caused a change in LATEST_CONFIGURED_CN_DOMAIN:

5>
consider the new ciphering configuration to include the keys associated with the LATEST_CONFIGURED_CN_DOMAIN;

5>
initialise the HFN component of the uplink COUNT-C and downlink COUNT-C of SRB2 to the most recently transmitted IE "START list" or IE "START" for the LATEST_CONFIGURED_CN_DOMAIN at the reception of the previous SECURITY MODE COMMAND.

4>
apply the new ciphering configuration immediately following RLC re-establishment.

3>
else:

4>
continue using the current ciphering configuration.
2>
set the new uplink and downlink HFN component of COUNT-C of RB2 to MAX(uplink HFN component of COUNT-C of RB2, downlink HFN component of COUNT-C of RB2);

2>
increment by one the downlink and uplink values of the HFN component of COUNT-C for RB2;

2>
calculate the START value according to subclause 8.5.9;

2>
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info" in the UTRAN MOBILITY INFORMATION CONFIRM message.

2>
if an IE "Logged Measurement Info-FDD" or "Logged Measurement Info-TDD" in variable LOGGED_MEAS_REPORT_VARIABLE is present and registered PLMN is present in the IE "PLMN Identity List" stored in variable LOGGED_MEAS_REPORT_VARIABLE:

3>
include IE "Logged Meas Available".

2>

for any measurement of type CSG Proximity detection or any measurement associated with CELL_INFO_CSG_LIST (i.e. CSG Proximity detection, CSG intra-frequency measurement, CSG inter-frequency measurement and/or SI acquisition):

3>
stop all measurements of type CSG Proximity detection and all measurements associated with CELL_INFO_CSG_LIST (i.e. CSG Proximity detection, CSG intra-frequency measurement, CSG inter-frequency measurement and/or SI acquisition);

3>
delete measurement control information for all measurements of type CSG Proximity detection and all measurements associated with CELL_INFO_CSG_LIST (i.e. CSG Proximity detection, CSG intra-frequency measurement, CSG inter-frequency measurement and/or SI acquisition);

3>
clear the variable CELL_INFO_CSG_LIST.
2>
if the UE is in CELL_DCH state:

3>
clear the variable DSAC_PARAM, the variable PPAC_PARAM, the variable EAB_PARAM, the variable DSAC_PARAM_2, the variable PPAC_PARAM_2, the variable CONNECTED_MODE_ACCESS_CONTROL and the stored IE "Access Class Barred List" if stored.
1>
if the UE is in CELL_DCH state:
2>
if the received UTRAN MOBILITY INFORMATION message included the IE "Domain Specific Access Restriction Parameters Update":
3>
for the variable "DSAC_PARAM_2":
4>
if the variable "DSAC_PARAM_2" is not set, the UE shall:

5>
store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM_2" and maintain the variable until it is cleared or the PLMN is changed.
4>
else (DSAC_PARAM_2 is stored), the UE shall:

5>
update the variable "DSAC_PARAM_2" with that Domain Specific Access Restriction Parameters.

