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	Reason for change:
	In the context of TC verification, the specification of the P-Access-Network-Info header in A.3.1 was found unclear. Earlier CR R5-130683 had introduced the basis for today’s wording. Follow-up CR R5-140309 deleted again the sending of the header from SS to UE. 

While this was good progress, the following issues with this header remain:

It could not be verified from 24.229 why the header is always optional when A4, i.e., when GIBA. Rather, 24.229 sections 5.1.1 and 5.1.2A seem to imply this optionality only for the initial REGISTER request, making the sending of PANI dependent on existence of a security association or TLS session. The underlying RFC 3455 refers to “initial and unauthenticated and unprotected requests (e.g., REGISTER)” for not including the header.  Therefore, it is posed as an open issue here if this restriction for GIBA is correct for SUBSCRIBE (A.1.4), MO INVITE (A.2.1), PRACK (A.2.4), UPDATE (A.2.5), BYE (A.2.8), MO REFER (A.2.10), MT REFER (A.2.12), PUBLISH (A.4.3), SUBSCRIBE for conf event (A.5.1), SUBSCRIBE for msg summary (A.6.1), and MESSAGE for MO SMS (A.7.3). Also, the wording for REGISTER (A.1.1) might be investigated regarding how the conditions are used.
This CR is not changing this optionality for now.
However, mandating the header when A5 is clearly wrong: 24.229 section 5.1.2A  states that there is one particular response where this header is not to be sent by the UE, namely 200 OK for CANCEL (note that 24.229 does not explicitly disallow the header in this case but RFC 3455 is clear on this).   

	
	

	Summary of change:
	Deleted A5 in A.3.1 as this would include  200 OK for CANCEL. Rather, introduced new condition A8 to summarize this special condition for the PANI header where the header is sent for all UL 200 OK responses, both in dialog as well as outside dialogs, except for CANCEL. By this, A2 becomes redundant and is deleted.
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	Other comments:
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<Start of Change 1>
A.3.1
200 OK for other requests than REGISTER or SUBSCRIBE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in request
	
	

	Record-Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
rec-route
	A1
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:px_pcscf: protected server port of SS ;lr>
	
	

	
rec-route
	A3
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:px_pcscf: unprotected server port of SS (optional);lr>
	
	

	
rec-route
	A2,A4,A5
	same value as received in the request (if present in the request)

Note: for requests other than INVITE it is not regulated if and what the UE writes into this header in a response.
	
	

	
rec-route
	A7
	<sip:orig@px_ecscf;lr>, <sip:px_pcscf:unprotected server port of SS;lr>
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in request
	
	

	
tag
	
	same value as received in request
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in request
	
	

	
tag

	
	same value as received in request or 

 any value added if missing from request
	
	


	P-Asserted-Identity
	A6
	px_EmergencyTelURI


	
	RFC 3325 [89]

	
addr-spec
	
	A tel URI that can be recognized as valid emergency numbers if dialled by the user are specified in 3GPP TS 22.101 [39]. The emergency numbers 112 and 911 are stored on the ME, in accordance with 3GPP TS 22.101 [39]
	
	

	
uri-parameter
	
	lr
	
	


	Contact
	
	
	
	

	
addr-spec 
	A1, A3
	px_CalleeContactUri
	
	

	
addr-spec 
	A2
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec 
	A4
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in request
	
	


	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in request, if Session-ID header field exists in received request, otherwise, not present.
	
	


	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in request
	
	

	P-Access-Network-Info
	A8
	NOTE: header optional when A4
	
	

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	Response sent by SS for INVITE/UPDATE (IMS security ,A.6a/2 TS 34.229-2 [5]))

	A2
	Response sent by UE for INVITE/UPDATE (IMS security ,A.6a/2 TS 34.229-2 [5]))

	A3
	Response sent by SS for INVITE/UPDATE (GIBA, A.6a/1 TS 34.229-2 [5]))

	A4
	Response sent by UE for INVITE/UPDATE (GIBA, A.6a/1 TS 34.229-2 [5]))

	A5
	Any response sent by the UE within a dialog

	A6
	Response sent by SS for INVITE  for emergency call

	A7
A8
	Response sent by SS for INVITE  for emergency call without emergency registration
Any response sent by the UE, except for CANCEL requests


<End of Change 1>
