Page 1



3GPP TSG-RAN WG5 Meeting #63 
R5-142685
Seoul, Korea, 19-23 May 2014
	CR-Form-v11

	CHANGE REQUEST

	

	
	34.123-1
	CR
	3566
	rev
	-
	Current version:
	11.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:

	Correction to test case 15.8.1 (SS: Call restriction, registration accepted).

	
	

	Source to WG:
	BlackBerry

	Source to TSG:
	R5

	
	

	Work item code:
	TEI8_Test
	
	Date:
	2014-04-14

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-11

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	· In UMTS (unlike in GSM) the CM SERVICE ACCEPT is provided by the network as a reply to the CM SERVICE REQUEST only in the case of emergency call.

· In the invoke components steps 5, 7 & 9, the linkedId shall be set to the value of the InvokeID of step 4.
· The 'GuidanceInfo' IE needs to refer to  newPW and  NewPWAgain in steps 7 and 9 for the specific message contents of the FACILITY message.
· The Register message in Step4 includes the IE 'basicService' which is not required.

· The test requirements need to state that the UE sends the CM SERVICE REQUEST message with the service type: "Supplementary service activation". In the expected sequence the message comment shall be clarified accordingly.

	
	

	Summary of change:
	· CM SERVICE ACCEPT message deleted from the test case (instead it is stated that the SS starts integrity protection).

· The linkedId in the invoke components steps 5, 7 & 9 is set to the value of the InvokeID of step 4.

· The 'GuidanceInfo' IE refers also to  newPW and  NewPWAgain in steps 7 and 9 for the specific message contents of the FACILITY message.

· IE 'basicService' removed from the Step 4.

· Test requirements enhanced to add that UE sends the CM SERVICE REQUEST message with the service type: "Supplementary service activation" and provides the correct indication.
· Added the CM SERVICE REQUEST service type value in step 2 in the expected sequence table.
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	Other comments:
	


15.8
Call restriction

15.8.1
Registration accepted

15.8.1.1
Definition

To check that the UE correctly handles the successful password registration for all barring services. 

15.8.1.2
Conformance requirement

If the served mobile subscriber is given the possibility to control the service by the use of a password, the service provider had to register a password at provision time. The served mobile subscriber can change the call barring password at any time.

If the entity that uses the supplementary support procedures wants to send a REGISTER message, the supplementary service support entity shall first request the establishment of an MM‑connection. 

...

The supplementary service support entity shall send the REGISTER message as the first CM‑message on the MM‑connection. 

…

At the end of each call independent supplementary service procedure the established supplementary service support is released.

The side closing the transaction shall release the transaction by sending the RELEASE COMPLETE message to its corresponding peer entity.

Both supplementary service support entities release the MM‑connection locally.

…

When the mobile subscriber wants to register a new password the old password, the new password and the repeat of the new password shall be entered into the UE. Then the UE sends to the network an invoke component of the operation "register password".

The common SS‑code for call restriction services shall be used, but if the service code is not entered by the user the UE shall include the SS‑code referring to all supplementary services.

References

TS 24.010 clauses 3.2.1, 3.4 and 4.2.1.

15.8.1.3
Test purpose

1)
To check that the UE correctly requests a supplementary service transaction for registration of a password for all barring services in the CM SERVICE REQUEST message.

3)
To check that the UE sends a REGISTER message containing an Invoke component of the operation “register password” with the expected parameter values for registration of a password for all barring services when a password change operation is initiated.

4)
To check that when the mobile subscriber wants to register a new password, the old password, the new password and the repeat of the new password shall be entered into the UE before the UE sends a CM SERVICE REQUEST message.

4)
To check that upon receipt of FACILITY message requesting the password, the UE is able to send a password by sending a FACILITY message with a Return result component.

5)
To check that upon receipt of the result of the procedure contained in the RELEASE COMPLETE or FACILITY message, the UE provides the indication for successful password registration for all barring services..

15.8.1.4
Method of test

Related ICS/IXIT statements

-
support of one barring supplementary service

-
support of CS speech

Initial conditions

System Simulator:


1 cell, default parameters.

User Equipment:


The UE is in registered idle state on cell 1.

Test procedure

The UE is made to initiate the registration of a password for all barring supplementary services.

Upon receipt of the REGISTER message, the system simulator answers with the FACILITY message with the Facility information element containing an Invoke with the GetPassword operation requesting the old password.

The UE sends a FACILITY message with a Return result component containing the old password.

The system simulator answers with a FACILITY message  with the Facility information element containing an Invoke with the GetPassword operation requesting a new password.

The UE sends a FACILITY message with a Return result component containing the new password.

The system simulator answers with a FACILITY message  with the Facility information element containing an Invoke with the GetPassword operation requesting the new password again.

The UE sends a FACILITY message with a Return result component containing the new password again.

Upon receipt of the FACILITY message, the system simulator answers with the RELEASE COMPLETE message with the Facility information element containing a Return result component with the return result of the operation “register password”, with the new password as mandatory information element, which indicates successful registration.

Expected sequence

	Step
	Direction
	Message
	Comments

	
	UE
	SS
	
	

	1
	UE
	
	The UE is made to initiate the registration of new password for all barring supplementary services. The old password, new password, and new password again, are requested.

	2
	->
	CM SERVICE REQUEST
	CM service type = ‘Supplementary service activation’

	3
	
	
	The SS starts integrity protection.

	4
	->
	REGISTER
	

	5
	<-
	FACILITY
	Invoke = GetPassword (password)

	6
	->
	FACILITY
	Return result = GetPassword (<password>)

	7
	<-
	FACILITY
	Invoke = GetPassword (new password)

	8
	->
	FACILITY
	Return result = GetPassword (<new password>)

	9
	<-
	FACILITY
	Invoke = GetPassword (new password again)

	10
	->
	FACILITY
	Return result = GetPassword (<new password again>)

	11
	<-
	RELEASE COMPLETE
	RegisterPassword operation ReturnResult

	12
	UE
	
	Provide an indication for successful password registration for all barring services.

	13
	
	
	The RRC connection is released by the SS


Specific message contents:

REGISTER (Step 4)

	Information Element
	Value/remark
	Condition

	Facility
	
	

	  Invoke component
	
	

	   Operation Code
	registerPassword
	

	   Parameters
	
	

	         SS-Code
	
	

	              ss-Code
	10010000 allBarringSS
	

	
	
	


FACILITY with Invoke component (Step 5 and Step 7 and Step 9)

	Information Element
	Value/remark

	Facility
	

	    Operation Code
	getPassword

	    Parameters
	

	       GuidanceInfo
	"password (step 5), new password (step 7), new password again (step 9)"

	LinkedID
	Set to the value of the Invoke ID received in the REGISTER in Step 4


FACILITY with Return result component (Step 6 and Step 8 and Step 10)

	Information Element
	Value/remark

	Facility
	

	    Operation Code
	getPassword

	    Parameters
	

	       Password
	not checked


RELEASE COMPLETE with Return result component with operation code (Step 11)

	Information Element
	Value/remark
	Condition

	 Invoke ID
	the same Invoke ID as in the REGISTER in Step 4
	

	Operation code
	registerPassword
	


15.8.1.5
Test requirements

In Step 2 the UE sends the CM SERVICE REQUEST message with the CM service type ‘Supplementary service activation’.

In Steps 4, 6, 8 and 10 the UE populates the messages with the correct values.
In Step 12 the UE provides indication of successful password registration for all barring services.
