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5
Test method and test model5.1
Test method

5.2
IMS CC test model
The test model is shown in figure Figure 5.2-1.
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The IMS CC test cases are executed on top of the multi-testers test model according to 36.523-3[30]. To support this approach, the following test model is used.
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Figure 5.2-1: Extension to the Test Model to support 36.523-3 SS interface

The IMS CC test cases run on the IMS-PTC which controls the IPCanEmu and the IP-PTC. IPCanEmu is responsible for cell setup and DRB establishment and the IP-PTC controls the IP related configurations.  IPCanEmu and IP-PTC interface to the SS according to 36.523-3[30].

Clauses 4.2.4 and 4.2.5 of 36.523-3 [30] describe the common handling of IP data in the  multi-testers model regarding IMS signalling. In addition when a test case requires support of XCAP the SS needs to extend routing and handling of the IP data so that it can manage the security for the respective HTTP data, provide information of HTTP request and process information for HTTP responses according to ASP definitions in clause 6.4. The configuration of this extension is done by HTTP_CTRL_REQ as defined in clause 6.4. The SS gets information about:

- IP address and port of the simulated XCAP server

- IP address and port of the simulated BSF server
- DRB info: RAT, cell id and radio bearer id

With the information the SS can control IP packets with HTTP content to be routed from/to an HTTP server implementation supporting TLS as illustrated by Figure 5.6-2. Clause 5.5 provides further information regarding support of XCAP.
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Figure 5.2-2: Extended IP model to handle HTTP/XCAP data 
NOTE: Figure 5.2-2 is just an example; further details are SS implementation dependent.
5.3
Upper Tester (UT)


The upper tester interface is the same as defined in TS 36.523-3 clause 5 with additional, IMS-specific MMI commands as specified in annex B.2.
5.4
TTCN-3
TTCN is used as specification language. ES 201 873 [12] (TTCN-3) is applied to the notation.

5.5
Support of XCAP
MTSI supplementary services (TS 24.173[25]) like communication barring (CB) and communication diversion (CDIV) require the XCAP protocol (RFC 4825[26]) for transporting and manipulating XML documents in the network describing these services. Test cases for these services are specified in TS 34.229-1 clause 15. In order to support test case development, the test model shown in Figure 5.2.1.3-1 describes a PTC to handle HTTP requests from the UE and an external XCAP server as illustrated in Figure 5.5-1 below. There are specific ASPs  to communicate with the XCAP server and for configuring the HTTP layer and for transferring data from the TTCN engine to the HTTP layer.
Figure 5.5-1 shows the Http/TLS layer of the test model within the SS connected to the TTCN component executing the testcases; and to the BSF module (Bootstrapping Server Function, see TS 33.220[34]) needed for implementing the GAA authentication.
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Figure 5.5-1: Extension to the Test Model to support XCAP

5.5.1
XCAP Server

Supplementary services are managed by the XCAP server in the simservs documents according to TS 24.623 [36].  Test cases manipulating data related to supplementary services are specified in TS 34.229-1 [5] clause 15. For simplification of the TTCN implementation, the XCAP server functionality shall be provided by the SS i.e. it is not implemented in the TTCN. Access to the XCAP server can be distinguished into:

-
HTTP based transaction between the UE and the XCAP server

-
Initialisation and validation of the simservs document according to the test cases

In addition the UE may exchange HTTP messages for authentication (depending on the UE's security capabilities); see figure 5.5.1-1.
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Figure 5.5.1-1: IMS CC test model
NOTE:
In accordance to RFC 4825 clause 6.3 [26], the UE may use complex XPATH expressions to modify the simservs document but this shall be handled by the XCAP server; in the TTCN these expressions are not explicitly checked. Furthermore test case implementation itself does not use complex XPATH expressions to access the simservs document, but always considers the whole document.

5.5.2
HTTP Signalling
RFC 4825 [26] specifies the protocol for accessing user data in the XCAP server via HTTP requests. An HTTP request for an XCAP operation contains basically three components:

-
Request line method, i.e. PUT, GET or DELETE

-
Request line uri - The XCAP expression to be evaluated to access the XCAP document. The XCAP expression consists of the document selector followed by the separator “~~” followed by the node selector pointing to the user data to accessed or evaluated

-
body  - Describing the value (an xml fragment) referenced by the XCAP expression

Example 1

In order to set terminating-identity-presentation for user sip:ob.stf160@etsi.org, the UE sends following HTTP request:

PUT http://XCAP- Server/simservs.ngn.etsi.org/users/sip%3Aob.stf160%40etsi.org/simservs.xml/~~

/simservs/terminating-identity-presentation/%40active

Body: true 

If successful, the XCAP server responds with

HTTP/1.1 200 OK

Example 2

To get the value of terminating-identity-presentation for user sip:ob.stf160@etsi.org, the UE sends following HTTP request:

GET http://XCAP-Server/simservs.ngn.etsi.org/users/sip%3Aob.stf160%40etsi.org/simservs.xml/~~

/simservs/terminating-identity-presentation/%40active

If successful, the XCAP server responds with

HTTP/1.1 200 OK

Body: true 

In this example

//XCAP-server/simservs.ngn.etsi.org/users/ sip%3Aob.stf160%40etsi.org/simservs.xml/– Document selector for user sip:ob.stf160@etsi.org.

~~ – Document selector separator, see RFC 4825

/simservs/terminating-identity-presentation/%40active – Node selector pointing to the information in the XCAP server to be accessed. This is an XPATH expression, see RFC 4825 section 6.3.

true – Is the xml fragment (in this case very simple) to be set as value of the XPATH expression

Following operations shall be implemented in the XCAP server, see RFC 4825.

GET – Returns the requested data as an XML fragment to be send to the UE

input parameters: charstring documentSelector, charstring xpathExpr

returns: XML fragment or XML document

PUT – Builds an XML subtree or sets an attribute given by the xmlFragment at the position pointed by the xpath expression

input parameters: charstring documentSelector, charstring xpathExpr, charstring xmlFragment or xmlDocument

DELETE – Deletes  an XML subtree or sets an attribute given by the xmlFragment at the position pointed by the xpath expression

input parameters: charstring documentSelector, charstring xpathExpr

5.6
Void












6
ASP definitions
6.1
Void




	
	

	
	

	
	

	
	
	

	
	
	

	
	
	

	




	
	


	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	


	
	

	
	

	
	

	
	


	
	

	
	

	
	

	
	
	

	




	
	



	
	

	
	

	
	

	
	
	

	
	
	



	
	

	
	

	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	



	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	



	
	

	
	

	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	


	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	



	
	

	
	

	
	


	
	

	
	

	
	

	
	

	
	

	
	



	
	

	
	

	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	



	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	



	
	

	
	

	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


	
	

	
	

	
	

	
	


	
	

	
	

	
	

	
	


	
	

	
	

	
	



	
	

	
	

	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	



	
	

	
	

	
	

	
	
	

	
	
	


	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


6.2
Void

	
	

	
	

	
	

	
	
	

	
	
	

	
	
	

	
	












	



	
	

	
	

	
	

	
	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	


6.3
Void
	
	

	
	

	
	

	
	
	

	
	
	


6.4
HTTP Layer ASP definitions
HTTP Layer ASPs are applicable to clause5.2. and 5.6.

	Name
	HttpRoutingInfo_Type

	Comment
	Routing info to distinguish HTTP data for XCAP server and BSF.

	Parameter Name
	Parameter Type
	Comment

	serverAddr
	charstring
	IP address of simulated server

	xcapServerPort
	Integer
	Port number of simulated server


	Name
	HTTP_DATA_IND

	Port
	HTTPDATA

	Comment
	ASP type for sending a message from the http layer to the TTCN. It transports relevant information of a http Request from the UE to the Tester.

	Parameter Name
	Parameter Type
	Comment

	routingInfo
	HttpRoutingInfo_Type
	to distinguish BSF and XCAP server

	httpRequest
	HttpRequest_Type
	See below


	Name
	HttpRequest_Type

	Comment
	

	Parameter Name
	Parameter Type
	Comment

	requestLine
	HttpRequestLine_Type
	Request-Line in RFC 2616 [27] clause 5.1

	authorization
	Authorization
	Authorization in RFC 2616 [27] clause 14.8 (optional; NOTE 1)

	contentType
	ContentType
	Content-Type in RFC 2616 [27] clause 14.17 (optional, NOTE 1)

	x3GPPIntendedIdentity
	charstring
	3GPP TS 24.109 [33] clause G.2 (optional)

	messageBody
	charstring
	MTSI XCAP Message (optional)

	NOTE 1:
Same type definition as for SIP type definitions.


	Name
	HttpRequestLine_Type

	Comment
	request line according to RFC 2616 [27] clause 5.1.

	Parameter Name
	Parameter Type
	Comment

	method
	charstring
	

	uri
	charstring
	XCAP selection expression, RFC 4825 [26]

	version
	charstring
	


	Name
	HTTP_DATA_REQ

	Port
	HTTPDATA

	Comment
	ASP type for sending messages from the TTCN to the http layer. It transports information needed by the http layer to generate a http Response to the UE.

	Parameter Name
	Parameter Type
	Comment

	routingInfo
	HttpRoutingInfo_Type
	to distinguish BSF and XCAP server

	httpResponse
	HttpResponse_Type
	See below


	Name
	HttpResponse_Type

	Comment
	

	Parameter Name
	Parameter Type
	Comment

	statusLine
	HttpStatusLine_Type
	Status-Line in RFC 2616 [27] clause 6.1

	wwwAuthenticate
	WWWAuthenticate
	WWW-Authenticate in RFC 2616 [27] clause 14.47 (optional; NOTE 1)

	authenticationInfo
	AuthenticationInfo
	Authentication-Info in RFC 2617 [37] clause 3.2.3 (optional; NOTE 1)

	contentType
	ContentType
	Content-Type in RFC 2616 [27] clause 14.17 (optional; NOTE 1)

	expires
	Expires
	Expires in RFC 2616 [27] clause 14.21 (optional; NOTE 1)

	messageBody
	charstring
	MTSI XCAP Message (XML document or XML fragment) (optional)

	NOTE 1:
Same type definition as for SIP type definitions.


	Name
	HttpStatusLine_Type

	Comment
	request line according to RFC 2616 [27] clause 5.1.

	Parameter Name
	Parameter Type
	Comment

	version
	charstring
	

	code
	charstring
	

	reasonPhrase
	charstring
	


	Name
	HttpAuthenticationMechanism_Type

	Type
	enumerated

	Parameters
	noAuthentication, httpDigestAuthentication, gaaAuthentication

	Comment
	authentication mechanism to be applied for HTTP signalling:

noAuthentication:
no authentication (NOTE)

httpDigestAuthentication:
HTTP digest authentication according to 24.623[36] clause 5.2.3.2 and RFC 2617 [37] 

gaaAuthentication:
GAA based authentication according to 33.222 [35] and 24.109 [33]

	NOTE:
In general “no authentication” is not applicable to conformance testing


	Name
	HTTP_CTRL_REQ

	Port
	HTTPCTRL

	Comment
	ASP type to configure  the http layer
When any of the optional fields is omitted the SS shall continue with the previous configuration of this field.

	Parameter Name
	Parameter Type
	Comment

	authenticationMechanism
	HttpAuthenticationMechanism_Type
	Authentication mechanism

	tlsInfo
	TLSInfo_Type
	Description of the TLS connection to be used (optional)

	xcapServer
	HttpRoutingInfo_Type
	IP address and port of simulated XCAP server (optional)

	bsfServer
	HttpRoutingInfo_Type
	IP address and port of simulated BSF server (optional)

	drbInfo
	IP_DrbInfo_Type
	(optional) NOTE 1, 2

	NOTE 1:
Whether this parameter is used by the SS depends on SS implementation and on which test model is used; if the SS does not need the information it may just ignore it.

NOTE 2:
“IP_DrbInfo_Type” is imported from common definitions of the LTE model (TS 36.523-3 [30]).


	Name
	TLS_Type

	Type
	enumerated

	Parameters
	noTLS, pskTLS, certTLS

	Comment
	Type of TLS connection to be used (if any)


	Name
	TLS_CIPHER_Type

	Type
	enumerated

	Parameters
	noCipher, psk_3DES_EDE_CBC_SHA, psk_AES_128_CBC_SHA

	Comment
	Cipher suite to be used


	Name
	TLSInfo_Type

	Comment
	

	Parameter Name
	Parameter Type
	Comment

	tlsType
	TLS_Type
	Type of TLS connection to be used (if any)

	psk
	octetstring
	Pre shared key for TLS ciphering 

	cipherSuite
	TLS_CIPHER_Type
	Cipher suite to be used


	Name
	HTTP_CTRL_CNF

	Port
	HTTPCTRL

	Comment
	ASP type to confirm HTTP_CTRL_REQ

	Parameter Name
	Parameter Type
	Comment

	errorInfo
	charstring
	string indicating a system error (optional)


6.5
XCAP server ASP definitions
XCAP Layer ASPs are applicable to clause 5.2. and 5.6.
	Name
	XCAP_REQ

	Port
	XCAP

	Comment
	ASP type for sending a request to the external XCAP server according to RFC 4825 [26]

	Parameter Name
	Parameter Type
	Comment

	method
	charstring
	GET, PUT, DELETE or RESET

	xcapExpression
	charstring
	XCAP expression sent by the UE in its http request line

	xmlBody
	charstring
	XML fragment sent by the UE in its http body or simservs document intialised by the test cases (optional)


	Name
	XCAP_RSP

	Port
	XCAP

	Comment
	ASP type for sending the response to the XCAP_REQ from the XCAP server to TTCN

	Parameter Name
	Parameter Type
	Comment

	errorInfo
	charstring
	string indicating a system error (optional)

	xmlFragment
	charstring
	Result returned by the XCAP server



	
	

	
	

	
	

	
	
	

	
	
	

	
	
	

	
	
	


	
	

	
	

	
	

	
	
	

	
	
	


<End of Modified Section>

<Start of Next Modified Section>
8
Design consideration
8.1
Void

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	





	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


8.2
Void

8.3
Void

	

	
	

	
	

	
	
	

	
	




8.4
AT commands

No AT commands have yet been defined for IMS operations

8.5
Timer Tolerances

For timers used in conformance test cases according to TS 34.229-1 [5], a tolerance of 10% shall be applied.
Annex A (normative):
Abstract Test Suites (ATS)

This annex contains the approved ATSs.

The ATSs have been produced using the Testing and Test Control Notation version 3 (TTCN3) according to ES 201 873 [12].

A.1
Version of specifications
Table A.1 shows the version of the test specifications which the delivered ATSs are referred to.

Table A.1: Versions of the test and Core specifications

	Core specifications
	3GPP TS 24.229 [11]

	Test specifications
	3GPP TS 34.229-1 [5]

	
	3GPP TS 34.229-2 [6]

	
	3GPP TS 34.123-3 [2]

	
	3GPP TS 36.523-3 [30]


A.2
IMS-CC ATS
Table A.2: IMS-CC TTCN test cases

	Test case
	Description

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	8.1
	Initial registration

	8.2
	User Initiated Re-Registration

	8.3
	Mobile Initiated Deregistration

	8.4
	Invalid behaviour- 423 Interval too brief

	
	

	
	

	
	

	9.1
	Invalid Behaviour – MAC Parameter Invalid

	9.2
	Invalid Behaviour – SQN out of range

	10.1
	Invalid Behaviour – 503 Service Unavailable

	11.1
	Network-initiated deregistration

	11.2
	Network initiated re-authentication

	12.12
	MO MTSI Voice Call Successful with preconditions

	12.13
	MT MTSI speech call

	
	

	15.8
	Communication Forwarding on non reply: MO call initiation

	15.11
	MO Call Hold without announcement

	15.12
	MT Call Hold without announcement

	15.27
	Communication Waiting and answering the call

	15.28
	Communication Waiting and cancelling the call

	16.1
	Speech AMR, indicate all codec modes

	16.2
	Speech AMR, indicate selective codec modes

	18.1
	Mobile Originating SMS

	18.2
	Mobile Terminating SMS


The ATS is contained in an ASCII file (IMS_CC.ttcn) which accompanies the present document.

A.2.1
Void

A.2.2
Void

A.2.3
Void

Annex B (normative):
Partial IXIT proforma

Notwithstanding the provisions of the copyright related to the text of the present document, The Organizational Partners of 3GPP grant that users of the present document may freely reproduce the partial IXIT proforma in this annex so that it can be used for its intended purposes and may further publish the completed partial IXIT.

B.0
Introduction
This partial IXIT proforma contained in the present document is provided for completion, when the related Abstract Test Suite is to be used against the Implementation Under Test (IUT).

Text in italics is comments for guidance for the production of an IXIT, and is not to be included in the actual IXIT.

The completed partial IXIT will normally be used in conjunction with the completed ICS, as it adds precision to the information provided by the ICS.

B.1
Parameter values
B.1.1
PIXITs

Table B.1.1: PIXIT

	Parameter name
	Description
	Type
	Default value
	Supported value

	px_AssociatedTelUri
	TEL URI for the user
	charstring
	 
	format shall be TEL URI

	
	


	
	
	

	px_CalleeUri
	URI of Callee, send by the UE in INVITE (MO call establishment) to address the remote UE
	charstring
	"sip:User-B@3gpp.org"
	

	px_CalleeContactUri
	 URI provided by the remote side (i.e. by SS) to be used by the UE as contact address in further SIP signalling of the dialog
NOTE: in general this URI shall be different than the onein px_CalleeUri
	charstring
	"sip:User-B-Contact @3gpp.org"
	

	px_CiphAlgo_Def
	Ciphering Algorithm
	CiphAlgo
	nociph
	enumerated type: des_ede3_cbc, aes_cbc or nociph

	
	


	
	
	

	px_DNS_DomainName
	DNS server fully qualified domain name (FQDN)
Editors note: FFS
	charstring
	"dnsserver.3gpp.org"
	

	px_DNSServer_IPAddr
	IP address of DNS server

(in v4 or v6 format)
Editors note: FFS
	IPAddr
	"10.122.11.33"
	

	px_HomeDomainName
	Home Domain Name.

When using anISIM it is set to the same value as EFDOMAIN.

When not using ISIM just USIM the home domain name is derived from px_IMSI (preceded by ‘sip:’)
	charstring
	 As defined in TS 34.229-1 [5], Annex E
	

	px_IMS_HomeDomainName_Refreshed
	used in 8.15
	charstring
	"refreshed3gpp.org"
	

	px_IMS_Private_UserId_Refreshed
	used in 8.15
	charstring
	"privateuser@refreshed3gpp.org"
	

	px_IMS_PublicUserIdentity1_Refreshed
	used in 8.15
	charstring
	"sip:PublicId1@refreshed3gpp.org"
	

	px_IPSecAlgorithm
	Integrity Algorithm
	IntAlgo
	hmac_md5_96
	enumerated type; hmac_md5_96, hmac_sha_1_96

	px_P_CSCF_DomainName
	P-CSCF fully qualified domain name (FQDN)
When an ISIM is used this is set to the same value as the content of EFP-CSCF. 

Editors note: FFS
	charstring
	As defined in TS 34.229-1 [5]
	

	px_P_CSCF_DomainName_2
	Additional P-CSCF FQDN (Full Qualified Domain Name) for special tests 

Editors note: FFS
	charstring
	"pcscf2.3gpp.org"
	

	px_P_CSCF_DomainName_3
	Additional P-CSCF FQDN (Full Qualified Domain Name) for special tests 

Editors note: FFS
	charstring
	"pcscf3.3gpp.org"
	

	px_P_CSCF_IPAddr
	IP address of P-CSCF

(in v4 or v6 format) 

Editors note: FFS
	IPAddr
	"10.122.11.33"
	

	px_Pcscf
	P-CSCF fully qualified domain name that resolves to the IP address of SS
Editors note: It seems not to be necessary to define this as a PIXIT
	charstring
	"pcscf.3gpp.org"
	

	px_ePcscf
	P-CSCF fully qualified domain name that resolves to the IP address of SS for emergency calls

Editors note: FFS
	charstring
	"epcscf.3gpp.org"
	

	px_PeerUE_IPAddr
	IP address of peer UE
(in v4 or v6 format)
	IPAddr
	"10.122.11.55
	

	px_Private_UserId
	Private User Identity.

When usingan ISIM this is set to the same value as EFIMPI.


	charstring
	As defined in TS 34.229-1 [5], Annex E
	

	px_PublicUserIdentity1
	Public User Identity.

It is set to the same value as the first record in EFIMPU.
	charstring
	As defined in TS 34.229-1 [5], Annex E
	

	px_PublicUserIdentity2
	It is set to the same value as the second record in EFIMPU.
	Charstring
	As defined in TS 34.229-1 [5], Annex E
	

	px_PublicUserIdentity3
	It is set to the same value as the third record in EFIMPU.
	Charstring
	As defined in TS 34.229-1 [5], Annex E
	

	
	

	
	
	




	px_Scscf
	S-CSCF fully qualified domain name that does not resolve to the IP address of SS
Editors note: It seems not to be necessary to define this as a PIXIT
	charstring
	"scscf@3gpp.org"
	

	px_SMS_SMSC_InternationalNumber
	international number of the SMSC:

It is set to the same value as used in EFPSISMSC if the EF is present on the ISIM (or the USIM ) 

Otherwise it is set to the same value as EFSMSP
	charstring
	As defined in Annex E of TS 34.229-1 [5]
	

	px_UEInstanceId
	UE Instance Identity
Editors note: FFS
	charstring
	"<urn:uuid:00000000-0000-1000-8000-000A95A0E128>"
	

	
	


	
	
	

	
	


	
	
	

	px_UEwithISIM
	true
UE has ISIM

false
UE has USIM only
	boolean
	
	

	px_UEWithSIM
	UE has a SIM inserted
	boolean
	false
	

	px_XCAPServerAddress
	XCAP Server Address
	charstring
	"10.122.11.26"
	


B.2
MMI CommandsIn addition to the MMI commands defined in TS 36.523-3 clause 5 there are further MMI commands for IMS:
Table B.2.1-1: MMI commands

	Command
	Parameters

	
	Name
	Value

	"DEREGISTER"
	(none)

	"INITIATE_CALL"
	"Uri"
	<Callee’s URI>

	"INITIATE_VIDEO_CALL"
	"Uri"
	<Callee’s URI>

	"INITIATE_EMERGENCY_CALL"
	(none)

	"ACCEPT_MTSI_CALL"
	(none)

	"ACCEPT_MTSI_TEXT"
	(none)

	"ACTIVATE_MESSAGE_WAIT_INDICATION"
	(none)

	"CALL_HOLD"
	(none)

	"CALL_RESUME"
	(none)

	"CALL_RELEASE"
	(none)

	"TRIGGER_SMS"
	(none)

	"TRIGGER_2ND_IMPU"
	(none)

	"TRIGGER_3RD_IMPU"
	(none)

	"REFRESH"
	"Uri"
	<Callee’s URI>

	"REMOVE_VIDEO_CALL"
	(none)



	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	



Table B.2.1-2: MMI Commands for configuration of supplementary services

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	


	Command
	Parameters

	
	Name
	Value

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	“SupplemantaryService”
	"ORIGINATING IDENTIFICATION PRESENTATION"

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	“SupplemantaryService”
	"ORIGINATING IDENTIFICATION PRESENTATION"

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	“SupplemantaryService”
	"TERMINATING IDENTIFICATION PRESENTATION"

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	“SupplemantaryService”
	"TERMINATING IDENTIFICATION RESTRICTION"

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION FORWARDING”

	
	"SupplemantaryServiceCondition"
	“UNCONDITIONAL”

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION FORWARDING”

	
	"SupplemantaryServiceCondition"
	“NO ANSWER”

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION FORWARDING”

	
	"SupplemantaryServiceCondition"
	“BUSY”

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION FORWARDING”

	
	"SupplemantaryServiceCondition"
	“NOT REGISTERED”

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION FORWARDING”

	
	"SupplemantaryServiceCondition"
	“NOT REACHABLE”

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“INCOMING COMMUNICATION BARRING”

	
	"SupplemantaryServiceCondition"
	“EXCEPT SPECIFIC USER”

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“INCOMING COMMUNICATION BARRING”

	
	"SupplemantaryServiceCondition"
	“ANONYMOUS USERS”

	"ACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION BARRING WHILE ROAMING”

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	“SupplemantaryService”
	"ORIGINATING IDENTIFICATION PRESENTATION"

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	“SupplemantaryService”
	"ORIGINATING IDENTIFICATION PRESENTATION"

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	“SupplemantaryService”
	"TERMINATING IDENTIFICATION PRESENTATION"

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	“SupplemantaryService”
	"TERMINATING IDENTIFICATION RESTRICTION"

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION FORWARDING”

	
	"SupplemantaryServiceCondition"
	“UNCONDITIONAL”

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION FORWARDING”

	
	"SupplemantaryServiceCondition"
	“NO ANSWER”

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION FORWARDING”

	
	"SupplemantaryServiceCondition"
	“BUSY”

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION FORWARDING”

	
	"SupplemantaryServiceCondition"
	“NOT REGISTERED”

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION FORWARDING”

	
	"SupplemantaryServiceCondition"
	“NOT REACHABLE”

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“INCOMING COMMUNICATION BARRING”

	
	"SupplemantaryServiceCondition"
	“EXCEPT SPECIFIC USER”

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“INCOMING COMMUNICATION BARRING”

	
	"SupplemantaryServiceCondition"
	“ANONYMOUS USERS”

	"DEACTIVATE_SUPPLEMENTARY_SERVICE"
	“PublicUserId”
	<PublicUserId>

	
	SupplemantaryService”
	“COMMUNICATION BARRING WHILE ROAMING”
























































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































