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18.1
Mobile Originating SMS

18.1.1
Definition and applicability
Test to verify that the UE is able to send a Mobile Originating SMS over IMS and to receive a status report. The test case is applicable for IMS security or early IMS security.
18.1.2
Conformance requirement

[TS 24.341, clause 5.3.1.2]:

When an SM-over-IP sender wants to submit an SM over IP, the SM-over-IP sender shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the PSI of the SC of the SM-over-IP sender;

NOTE 1:
The PSI of the SC can be SIP URI or tel URI based on operator policy. The PSI of the SC can be obtained using one of the following methods in the priority order listed below:

1)
provided by the user;

2)
if UICC is used, then:

-
if present in the ISIM, then the PSI of the SC is obtained from the EFPSISMSC in DF_TELECOM of the ISIM as per 3GPP TS 31.103 [18];

-
if not present on the ISIM, then the PSI of the SC is obtained from the EFPSISMSC in DF_TELECOM of the USIM as per 3GPP TS 31.102 [19]; or

-
if neither present on the ISIM nor on the USIM, then the PSI of the SC contains the TS‑Service-Centre-Address stored in the EFSMSP in DF_TELECOM as per 3GPP TS 31.102 [19]. If the PSI of the SC is based on the E.164 number from the TS‑Service-Centre-Address stored in the EFSMSP in DF_TELECOM then the URI constructed can be either a tel URI or a SIP URI (using the "user=phone" SIP URI  parameter format).
3)
if SIM is used instead of UICC, then the PSI of the SC contains the TS‑Service Centre Address stored in the EFSMSP in DF_TELECOM as per 3GPP TS 51.011 [20]. If the PSI of the SC is based on the E.164 number from the TS‑Service-Centre-Address stored in the EFSMSP in DF_TELECOM then the URI constructed can be either a tel URI or a SIP URI (using the "user=phone" SIP URI  parameter format); or
4)
if neither the UICC nor SIM is used, then how the PSI of the SC is configured and obtained is through means outside the scope of this specification.
b)
the From header, which shall contain a public user identity of the SM-over-IP sender;

NOTE 2:
The IP-SM-GW will have to use an address of the SM-over-IP sender that the SC can process (i.e. an E.164 number). This address will come from a tel URI in a P-Asserted-Identity header (as defined in RFC 3325 [13]) placed in the SIP MESSAGE request by the P-CSCF or S-CSCF.

NOTE 3:
The SM-over-IP sender has to store the Call-ID of the SIP MESSAGE request, so it can associate the appropriate SIP MESSAGE request including a submit report with it.

c)
the To header, which shall contain the SC of the SM-over-IP sender;

d)
the Content-Type header, which shall contain "application/vnd.3gpp.sms"; and

e)
the body of the request shall contain an RP-DATA message as defined in 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3].

NOTE 4:
The address of the SC is included in the RP-DATA message content. The address of the SC included in the RP-DATA message content is stored in the EFSMSP in DF_TELECOM of the (U)SIM of the SM-over-IP sender.

NOTE 5:
The SM-over-IP sender will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.
NOTE 6:
Both the address of the SC and the PSI of the SC can be configured in the EFPSISMSC in DF_TELECOM of the USIM and ISIM respectively using the USAT as per 3GPP TS 31.111 [21].
The SM-over-IP sender may request the SC to return the status of the submitted message. The support of status report capabilities is optional for the SC.

When a SIP MESSAGE request including a submit report in the "vnd.3gpp.sms" payload is received, the SM-over-IP sender shall:

-
if SM-over-IP sender supports In-Reply-To header usage and the In-Reply-To header indicates that the request corresponds to a short message submitted by the SM-over-IP sender, generate a 200 (OK) SIP response according to RFC 3428 [14].


if SM-over-IP sender supports In-Reply-To header usage and the In-Reply-To header indicates that the request does not correspond to a short message submitted by the SM-over-IP sender, a 488 (Not Acceptable here) SIP response according to RFC 3428 [14].

-
if SM-over-IP sender does not support In-Reply-To header usage, generate a 200 (OK) SIP response according to RFC 3428 [14]; and extract the payload encoded according to 3GPP TS 24.011 [8] for RP-ACK or RP-ERROR.

[TS 24,341 clause 5.3.1.3]:

When a SIP MESSAGE request including a status report in the "vnd.3gpp.sms" payload is delivered, the SM-over-IP sender shall:

-
generate a SIP response according to RFC 3428 [14];

-
extract the payload encoded according to 3GPP TS 24.011 [8] for RP-DATA; and

-
create a delivery report for the status report as described in subclause 5.3.2.4. The content of the delivery report is defined in 3GPP TS 24.011 [8].

[TS 24,341 clause 5.3.2.4]:

When an SM-over-IP receiver wants to send an SM delivery report over IP, the SM-over-IP receiver shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the IP-SM-GW;

NOTE 1:
The address of the IP-SM-GW is received in the P-Asserted-Identity header in the SIP MESSAGE request including the delivered short message.

b)
the From header, which shall contain a public user identity of the SM-over-IP receiver.

c)
the To header, which shall contain the IP-SM-GW;

b)
the Content-Type header shall contain "application/vnd.3gpp.sms"; and

c)
the body of the request shall contain the RP-ACK or RP-ERROR message for the SM delivery report, as defined in 3GPP TS 24.011 [8].

NOTE 2:
The SM-over-IP sender will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.

Reference(s)

3GPP TS 24.341[90], clauses 5.3.1.2, 5.3.1.3 and 5.3.2.4.
18.1.3
Test purpose

1)
To verify that when sending of a Mobile Originating SMS over IMS is initiated, the UE sends a SIP MESSAGE request constructed as described in 3GPP TS 24.341 [90], clause 5.3.1.2; and

2)
To verify that the UE correctly handles reception of a SIP MESSAGE request including a submit report as described in 3GPP TS 24.341 [90], clause 5.3.1.2; and
3)
To verify that when receiving a SIP MESSAGE request including a status report, the UE generates the correct SIP response, extracts the payload for RP-DATA and creates a delivery report as described in 3GPP TS 24.341 [90], clause 5.3.1.3.
18.1.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, and registered to IMS services.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)

IMS security (Yes/No)

Early IMS security (Yes/No)

Support for MO SMS over IMS
(Yes/No)
Test procedure

1)
Sending of a Mobile Originating SMS over IMS is initiated at the UE. The SS waits for the UE to send a SIP MESSAGE request including a vnd.3gpp.sms payload that contains the short message.

2)
The SS responds to the SIP MESSAGE request with a 202 Accepted response. 

3)
The SS sends a SIP MESSAGE request to the UE including a vnd.3gpp.sms payload that contains a short message submission report indicating a positive acknowledgement of the short message sent by the UE at Step 1).

4)
The SS waits for the UE to respond to the SIP MESSAGE request with a 200 OK response.

5)
The SS sends a SIP MESSAGE request to the UE including a vnd.3gpp.sms payload that contains a status report.

6)
The SS waits for the UE to respond to the SIP MESSAGE request with a 200 OK response.
7)
The SS waits for the UE to send a SIP MESSAGE request including a vnd.3gpp.sms payload that contains a delivery report for the status report received at Step 5).

8)
The SS responds to the SIP MESSAGE request with a 202 Accepted response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	SIP MESSAGE request
	UE sends a SIP MESSAGE request including a vnd.3gpp.sms payload that contains a short message

	2
	(
	202 Accepted
	SS responds with 202 Accepted

	3
	(
	SIP MESSAGE request
	SS sends a SIP MESSAGE request including a vnd.3gpp.sms payload that contains the short message submission report indicating a positive acknowledgement of the short message sent by the UE at Step 1

	4
	(
	200 OK
	UE responds with 200 OK

	5
	(
	SIP MESSAGE request
	SS sends a SIP MESSAGE request including a vnd.3gpp.sms payload that contains a status report

	6
	(
	200 OK
	UE responds with 200 OK

	7
	(
	SIP MESSAGE request
	UE sends a SIP MESSAGE request including a vnd.3gpp.sms payload that contains a delivery report for the status report received at Step 5

	8
	(
	202 Accepted
	SS responds with 202 Accepted


NOTE:
The default messages contents in annex A are used with condition “IMS security“ or “early IMS security” when applicable

Specific Message Contents

SIP MESSAGE request (Step 1)
Use the default message “Message for MO SMS” in Annex A.7.3

202 Accepted for SIP MESSAGE request (Step 2)

Use the default message “202 Accepted” in annex A.3.3.
SIP MESSAGE request (Step 3)

Use the default message “Short message submission report for MO SMS” in Annex A.7.4

200 OK for SIP MESSAGE request (Step 4)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.

SIP MESSAGE request (Step 5)

Use the default message “Status Report for MO SMS” in Annex A.7.5

200 OK for SIP MESSAGE request (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.

SIP MESSAGE request (Step 7)

Use the default message “Delivery Report for status report for MO SMS” in Annex A.7.6.

202 Accepted for SIP MESSAGE request (Step 8)

Use the default message “202 Accepted” in annex A.3.3.
18.1.5
Test requirements

SS must check that the if the UE uses full IMS security, it sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
1) In step 1, the UE shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain px_CalleeUri the PSI of the SC of the UE;

b)
the From header, which shall contain a public user identity of the UE;

c)
the To header, which shall contain the SC of the UE;

d)
the Content-Type header, which shall contain "application/vnd.3gpp.sms"; and

e)
the body of the request shall contain an RP-DATA message as defined in 3GPP TS 24.011, including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040.

f)
Mandatory headers Via, Cseq, and max- shall be present

2) In step 4, the UE shall send a 200 OK response.

3) In Step 6, the UE shall send a 200 OK response.

4) In Step 7, the UE shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain px_CalleeUri the IP-SM-GW;

b)
the From header, which shall contain a public user identity of the UE;

c)
the To header, which shall contain the IP-SM-GW;

d)
the Content-Type header shall contain "application/vnd.3gpp.sms"; and

e)
the body of the request shall contain the RP-ACK or RP-ERROR message for the SM delivery report, as defined in 3GPP TS 24.011 [8].

f)
Mandatory headers Via, Cseq, and max- shall be present18.2
Mobile Terminating SMS

[TEXT SKIPPED]
E.3
Default settings for the Elementary Files (EFs)

The format and coding of elementary files of the ISIM/USIM are defined in 3GPP TS 31.101 [31.101] and 3GPP TS 31.103 [31.103].

This annex defines the default parameters to be programmed into each elementary file of the ISIM/USIM.

If EFs have an unassigned value, it may not be clear from the main text what this value should be. This annex suggests values in these cases.
[TEXT SKIPPED]
E.3.2.15
EFPSISMSC (Public Service Identity of the SM-SC)

As defined in TS 31.121 [113].
This EF must be present on the ISIM if ISIM is used or on the USIM if USIM is used.
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