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BEGINNING OF CHANGES
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 36.401: "E-UTRAN Architecture Description".
[3]
3GPP TS 36.410: "S1 General Aspects and Principles".
[4]
ITU-T Recommendation X.691 (07/2002): "Information technology – ASN.1 encoding rules: Specification of Packed Encoding Rules (PER)".
[5]
ITU-T Recommendation X.680 (07/2002): "Information technology – Abstract Syntax Notation One (ASN.1): Specification of basic notation".
[6]
ITU-T Recommendation X.681 (07/2002): "Information technology – Abstract Syntax Notation One (ASN.1): Information object specification".
[7]
Void
[8]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[9]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC)".

[10]
3GPP TS 32.422: "Trace control and configuration management".

[11]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for E-UTRAN access".

[12]
3GPP TS 36.414: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 data transport".

[13]
3GPP TS 23.203: "Policy and charging control architecture"
[14]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA), Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

[15]
3GPP TS 33.401: "Security architecture".

[16]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRAN); Radio Resource Control (RRC) Protocol Specification".

[17]
3GPP TS 23.272: "Circuit Switched Fallback in Evolved Packet System; Stage 2".

[18]
3GPP TS 48.018: "General Packet Radio Service (GPRS); BSS GPRS Protocol (BSSGP)".

[19]
3GPP TS 25.413: "UTRAN Iu interface RANAP signalling".
[20]
3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA), User Equipment (UE) procedures in idle mode".

[21]
3GPP TS 23.003: "Technical Specification Group Core Network and Terminals; Numbering, addressing and identification".

[22]
3GPP TS 36.423: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); X2 Application Protocol (X2AP)".

[23]
3GPP TS 48.008: "Mobile Switching Centre-Base Station System (MSC-BSS) interface; Layer 3 specification".

[24]
3GPP TS 24.301: "Non-Access Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".

[25]
3GPP2 A.S0008-C: "Interoperability Specification (IOS) for High Rate Packet Data (HRPD) Radio Access Network Interfaces with Session Control in the Access Network".

[26]
3GPP TS 36.213: "Evolved Universal Terrestrial Radio Access (E-UTRA); Physical layer procedures".

[27]
3GPP2 C.S0024-A v3.0: "cdma2000 High Rate Packet Data Air Interface Specification".

[28]
3GPP TS 22.220: "Service requirements for Home NodeBs and Home eNodeBs".
[29]
Void
[30] 
3GPP TS 48.016: "General Packet Radio Service (GPRS); Base Station System (BSS) - Serving GPRS Support Node (SGSN) interface; Network service".
[31]
3GPP TS 37.320: "Universal Terrestrial Radio Access (UTRA) and Evolved Universal Terrestrial Radio Access (E-UTRA); Radio measurement collection for Minimization of Drive Tests (MDT);Overall description; Stage 2".
[32] 
3GPP TS 29.281: "General Packet Radio Service (GPRS); Tunnelling Protocol User Plane (GTPv1-U)".
[33]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3". 
[34]
3GPP TS 36.455: "Evolved Universal Terrestrial Radio Access (E-UTRA); LTE Positioning Protocol A (LPPa)".
[35]
3GPP TS 29.060: "GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[36]
3GPP TS 29.274: "Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
NEXT CHANGE
8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: E-RAB Setup procedure. Successful operation.

The MME initiates the procedure by sending an E-RAB SETUP REQUEST message to the eNB. 

-
The E-RAB SETUP REQUEST message shall contain the information required by the eNB to build the E-RAB configuration consisting of at least one E-RAB and for each E-RAB to setup include an E-RAB to be Setup Item IE. 

Upon reception of the E-RAB SETUP REQUEST message, and if resources are available for the requested configuration, the eNB shall execute the requested E-RAB configuration. For each E-RAB and based on the E-RAB level QoS parameters IE the eNB shall establish a Data Radio Bearer and allocate the required resources on Uu. The eNB shall pass the NAS-PDU IE and the value contained in the E-RAB ID IE received for the E-RAB for each established Data Radio Bearer to the UE. The eNB does not send the NAS PDUs associated to the failed Data radio bearers to the UE. The eNB shall allocate the required resources on S1 for the E-RABs requested to be established.
If the Correlation ID IE is included in the E-RAB SETUP REQUEST message towards the eNB with L-GW function for LIPA operation, then the eNB shall use this information for LIPA operation for the concerned E-RAB.
The E-RAB SETUP REQUEST message may contain 

-
the UE Aggregate Maximum Bit Rate IE. 

If the UE Aggregate Maximum Bit Rate IE is included in the E-RAB SETUP REQUEST the eNB shall
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;
-
use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.
NEXT CHANGE

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME. If no UE-associated logical S1-connection exists, the UE-associated logical S1-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup Item IE may contain:

-
the NAS-PDU IE,

· the Correlation ID IE in case of LIPA operation.
The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Trace Activation IE.

-
the Handover Restriction List IE, which may contain roaming, area or access restrictions.

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the CS Fallback Indicator IE.

-
the SRVCC Operation Possible IE.

-
the CSG Membership Status IE.
-
the Registered LAI IE.
-
the GUMMEI IE, which indicates the MME serving the UE, and shall only be present according to subclauses 4.6.2 and 4.7.6.6 of TS 36.300 [14].

-
the MME UE S1AP ID 2 IE, which indicates the MME UE S1AP ID assigned by the MME, and shall only be present according to subclause 4.6.2 of TS 36.300 [14]. 
-
the Management Based MDT Allowed IE.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

If the Correlation ID IE is included in the INITIAL CONTEXT SETUP REQUEST message towards the eNB with L-GW function for LIPA operation, then the eNB shall use this information for LIPA operation for the concerned E-RAB.
Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB shall not send the NAS PDUs associated to the failed Data radio bearers to the UE.
-
store the received Handover Restriction List in the UE context.

-
store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in TS 36.300 [14].

-
store the received SRVCC Operation Possible in the UE context and use it as defined in TS 23.216 [9].
-
store the received UE Security Capabilities in the UE context.

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS 33.401 [15].

-
store the received CSG Membership Status, if supported, in the UE context.
-
store the received Management Based MDT Allowed information, if supported, in the UE context.
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall consider that no roaming area nor access restriction applies to the UE. The eNB shall also consider that no roaming area nor access restriction applies to the UE when:

-
one of the setup E-RABs has a particular ARP value (TS 23.401 [11])
-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” in which case it shall process according to TS 23.272 [17].

If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the eNB shall, if supported:
-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];
-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];
-
if the Trace Activation IE includes the MDT Activation IE ,within the MDT Configuration IE, set to “Immediate MDT Only” or “Logged MDT only”, initiate the requested MDT session as described in TS 32.422 [10] and the eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.
If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall reply with the INITIAL CONTEXT SETUP RESPONSE message and then act as defined in TS 23.272 [17].
If the Registered LAI IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the eNB may take the Registered LAI IE into account when selecting the target cell or frequency and then act as defined in TS 23.272 [17].
If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Key IE.
If the GUMMEI IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it for subsequent X2 handovers.

If the MME UE S1AP ID 2 IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it for subsequent X2 handovers.
If the Management Based MDT Allowed IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall use it, if supported, to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [10].
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

-
A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports the unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for the unsuccessful establishment, e.g., “Radio resources not available”, “Failure in the Radio Interface Procedure”.

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
NEXT CHANGE

8.3.2
UE Context Release Request (eNB initiated)
NEXT CHANGE

8.7.6.2
Successful Operation
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Figure 8.7.6.2-1: Overload Start procedure
The eNB receiving the OVERLOAD START message shall assume the MME from which it receives the message as being in an overloaded state.

If the Overload Action IE in the Overload Response IE within the OVERLOAD START message is set to
-
“reject RRC connection establishments for non-emergency mobile originated data transfer” (i.e., reject traffic corresponding to RRC cause “mo-data” and “delayTolerantAccess” in TS 36.331 [16]), or

-
“reject RRC connection establishments for signalling” (i.e., reject traffic corresponding to RRC cause “mo-data”, “mo-signalling” and “delayTolerantAccess” in TS 36.331 [16]), or

-
“only permit RRC connection establishments for emergency sessions and mobile terminated services” (i.e., only permit traffic corresponding to RRC cause “emergency” and “mt-Access” in TS 36.331 [16]), or

-
“only permit RRC connection establishments for high priority sessions and mobile terminated services” (i.e., only permit traffic corresponding to RRC cause “highPriorityAccess” and “mt-Access” in TS 36.331 [16]), or
-
“reject only RRC connection establishment for delay tolerant access” (i.e., only reject traffic corresponding to RRC cause “delayTolerantAccess” in TS 36.331 [16]),
the eNB shall:
-
if the Traffic Load Reduction Indication IE is included in the OVERLOAD START message and, if supported, reduce the signalling traffic indicated as to be rejected by the indicated percentage,

-
otherwise ensure that only the signalling traffic not indicated as to be rejected is sent to the MME.

NEXT CHANGE
8.7.2.2
Successful Operation

SKIP FIGURES
When the conditions defined in clause 10 are fulfilled, the Error Indication procedure is initiated by an ERROR INDICATION message sent from the receiving node.

The ERROR INDICATION message shall contain at least either the Cause IE or the Criticality Diagnostics IE. In case the Error Indication procedure is triggered by utilising UE associated signalling the MME UE S1AP ID IE and the eNB UE S1AP ID IE shall be included in the ERROR INDICATION message. If one or both of MME UE S1AP ID IE and the eNB UE S1AP ID IE are not correct, the cause shall be set to appropriate value, e.g., “Unknown or already allocated MME UE S1AP ID”, “Unknown or already allocated eNB UE S1AP ID” or “Unknown or inconsistent pair of UE S1AP ID”.
NEXT CHANGE

9
Elements for S1AP Communication


9.1
Message Functional Definition and Content

9.1.1
General

9.1.2
Message Contents

9.1.2.1
Presence

All information elements in the message descriptions below are marked mandatory, optional or conditional according to table 4.

Table 4: Meaning of abbreviations used in S1AP messages

	Abbreviation
	Meaning

	M
	IEs marked as Mandatory (M) shall always be included in the message.

	O
	IEs marked as Optional (O) may or may not be included in the message.

	C
	IEs marked as Conditional (C) shall be included in a message only if the condition is satisfied. Otherwise the IE shall not be included.




9.1.2.2
Criticality

Each Information Element or Group of Information Elements may have criticality information applied to it.
Following cases are possible:

Table 5: Meaning of content within “Criticality” column

	Abbreviation
	Meaning



	–
	No criticality information is applied explicitly.

	YES
	Criticality information is applied. This is usable only for non-repeatable IEs 

	GLOBAL
	The IE and all its repetitions together have one common criticality information. This is usable only for repeatable IEs.

	EACH
	Each repetition of the IE has its own criticality information. It is not allowed to assign different criticality values to the repetitions. This is usable only for repeatable IEs.


9.1.2.3
Range

The Range column indicates the allowed number of copies of repetitive IEs/IE groups.

9.1.2.4
Assigned Criticality

This column provides the actual criticality information as defined in subclause 10.3.2, if applicable.

9.1.3
E-RAB Management Messages

9.1.3.1
E-RAB SETUP REQUEST

This message is sent by the MME and is used to request the eNB to assign resources on Uu and S1 for one or several E-RABs.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	E-RAB to be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB To Be Setup Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Transport Layer Address 
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	EPC TEID.
	-
	

	>>NAS-PDU
	M
	
	9.2.3.5
	
	-
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.3.2
E-RAB SETUP RESPONSE

This message is sent by the eNB and is used to report the outcome of the request from the E-RAB SETUP REQUEST message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Setup List
	
	0..1
	
	
	YES
	ignore

	>E-RAB Setup Item Ies
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	
	
	-
	

	>>Transport Layer Address 
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	eNB TEID.
	-
	

	E-RAB Failed to Setup List 
	O
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB Setup List IE +  in E-RAB Failed to Setup List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.3.3
E-RAB MODIFY REQUEST

This message is sent by the MME and is used to request the eNB to modify the Data Radio Bearers and the allocated resources on Uu and S1 for one or several E-RABs.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	E-RAB to be Modified List
	
	1
	
	
	YES
	reject

	>E-RAB To Be Modified Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>NAS-PDU
	M
	
	9.2.3.5
	
	-
	


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.3.4
E-RAB MODIFY RESPONSE

This message is sent by the eNB and is used to report the outcome of the request from the E-RAB MODIFY REQUEST message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Modify List
	
	0..1
	
	
	YES
	ignore

	>E-RAB Modify Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	E-RAB Failed to Modify List 
	O
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB Modify List IE + E-RAB Failed to Modify List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.3.5
E-RAB RELEASE COMMAND

This message is sent by the MME and is used to request the eNB to release allocated resources on Uu and S1 for one or several E-RABs.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	E-RAB To Be Released List 
	M
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB To Be Released List IE.
	YES
	ignore

	NAS-PDU
	O
	
	9.2.3.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.3.6
E-RAB RELEASE RESPONSE

This message is sent by the eNB and is used to report the outcome of the request from the E-RAB RELEASE COMMAND message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Release List 
	
	0..1
	
	
	YES
	ignore

	>E-RAB Release Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	E-RAB Failed to Release List 
	O
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB Release List IE + E-RAB Failed to Release List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.3.7
E-RAB RELEASE INDICATION

This message is sent by the eNB and is used to indicate the MME to release one or several E-RABs for one UE.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB Released List 
	M
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB Released List IE.
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.4
Context Management Messages

9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the MME to request the setup of a UE context.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Setup Item IEs
	
	1 to <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	>>NAS-PDU
	O
	
	9.2.3.5
	
	-
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see TS 33.401 [15].
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22


	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Registered LAI
	O
	
	9.2.3.1
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the  MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.4.2
Void

9.1.4.3
INITIAL CONTEXT SETUP RESPONSE

This message is sent by the eNB to confirm the setup of a UE context.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Setup List
	
	1
	
	
	YES
	ignore

	>E-RAB Setup Item Ies
	
	1 to <maxnoofE-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	E-RAB Failed to Setup List
	O
	
	E-RAB List 
9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB Setup List IE + E-RAB Failed to Setup List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.1.4.4
INITIAL CONTEXT SETUP FAILURE

This message is sent by the eNB to indicate that the setup of the UE context was unsuccessful.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.4.5
UE CONTEXT RELEASE REQUEST

This message is sent by the eNB to request the release of the UE-associated S1-logical connection over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	GW Context Release Indication
	O
	
	9.2.1.84
	
	YES
	reject


9.1.4.6
UE CONTEXT RELEASE COMMAND

This message is sent by the MME to request the release of the UE-associated S1-logical connection over the S1 interface.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	CHOICE UE S1AP IDs
	M
	
	
	
	YES
	reject

	>UE S1AP ID pair
	M
	
	9.2.3.18
	
	
	

	>MME UE S1AP ID
	M
	
	9.2.3.3
	
	
	

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore


9.1.4.7
UE CONTEXT RELEASE COMPLETE

This message is sent by the eNB to confirm the release of the UE-associated S1-logical connection over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.4.8
UE CONTEXT MODIFICATION REQUEST

This message is sent by the MME to provide UE Context information changes to the eNB.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Security Key
	O
	
	9.2.1.41
	A fresh KeNB is provided after performing a key-change on the fly procedure in the MME, see TS 33.401 [15].
	YES
	reject

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	UE Security Capabilities
	O
	
	9.2.1.40
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Registered LAI
	O
	
	9.2.3.1
	
	YES
	ignore


9.1.4.9
UE CONTEXT MODIFICATION RESPONSE

This message is sent by the eNB to confirm the performed UE context updates.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.4.10
UE CONTEXT MODIFICATION FAILURE

This message is sent by the eNB in case the performed UE context update is not successful.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.4.11
UE RADIO CAPABILITY MATCH REQUEST

This message is sent by the MME to request the compatibility between the UE radio capabilities and network configuration.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore


9.1.4.12
UE RADIO CAPABILITY MATCH RESPONSE
This message is sent by the eNB to report the compatibility between the UE radio capabilities and network configuration.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Voice Support Match Indicator
	M
	
	9.2.1.85
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.5
Handover Signalling Messages

9.1.5.1
HANDOVER REQUIRED

This message is sent by the source eNB to the MME to request the preparation of resources at the target.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Target ID
	M
	
	9.2.1.6
	
	YES
	reject

	Direct Forwarding Path Availability
	O
	
	9.2.3.15
	
	YES
	ignore

	SRVCC HO Indication
	O
	
	9.2.1.59
	
	YES
	reject

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	Source to Target Transparent Container Secondary
	O
	
	Source to Target Transparent Container 9.2.1.56
	
	YES
	reject

	MS Classmark 2
	C-

ifSRVCCtoGERAN
	
	9.2.1.64
	
	YES
	reject

	MS Classmark 3
	C-

ifSRVCCtoGERAN
	
	9.2.1.65
	
	YES
	ignore

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	Cell Access Mode
	O
	
	9.2.1.74
	
	YES
	reject

	PS Service Not Available
	O
	
	9.2.1.77
	
	YES
	ignore


	Condition
	Explanation

	ifSRVCCtoGERAN
	This IE shall be present if the Handover Type IE is set to the “Value” LTEtoGERAN and the SRVCC HO Indication IE is present.


9.1.5.2
HANDOVER COMMAND

This message is sent by the MME to inform the source eNB that resources for the handover have been prepared at the target side.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	NAS Security Parameters from E-UTRAN
	C-iftoUTRANGERAN
	
	9.2.3.30
	The eNB shall use this IE as specified in TS 33.401 [15].
	YES
	reject

	E-RABs Subject to Forwarding List
	
	0..1
	
	
	YES
	ignore

	>E-RABs Subject to Forwarding Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>DL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>>DL GTP-TEID
	O
	
	9.2.2.2
	To deliver forwarded DL PDCP SDUs.
	-
	

	>>UL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>>UL GTP-TEID
	O
	
	9.2.2.2
	To deliver forwarded UL PDCP SDUs.
	-
	

	E-RABs to Release List
	O
	
	E-RAB List 

9.2.1.36
	
	YES
	ignore

	Target to Source Transparent Container
	M
	
	9.2.1.57
	
	YES
	reject

	Target to Source Transparent Container Secondary
	O
	
	Target to Source Transparent Container 9.2.1.57
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Condition
	Explanation

	iftoUTRANGERAN
	This IE shall be present if the Handover Type IE is set to the value “LTEtoUTRAN “ or “LTEtoGERAN”.


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.1.5.3
HANDOVER PREPARATION FAILURE

This message is sent by the MME to inform the source eNB that the Handover Preparation has failed.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNB to request the preparation of resources.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver UL PDUs.
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Data Forwarding Not Possible
	O
	
	9.2.1.76
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES
	reject

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in TS 33.401 [15].
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the  MME serving  the UE. 
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME. 
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore


	Condition
	Explanation

	C-iffromUTRANGERAN
	This IE shall be present if the Handover Type IE is set to the value “UTRANtoLTE” or “GERANtoLTE”.


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.1.5.5
HANDOVER REQUEST ACKNOWLEDGE

This message is sent by the target eNB to inform the MME about the prepared resources at the target.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	Allocated at the target eNB.
	YES
	ignore

	E-RABs Admitted List
	
	1
	
	
	YES
	ignore

	>E-RABs Admitted Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver DL PDUs.
	-
	

	>>DL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>>DL GTP-TEID
	O
	
	9.2.2.2
	To deliver forwarded DL PDCP SDUs. 
	-
	

	>>UL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>>UL GTP-TEID
	O
	
	9.2.2.2
	To deliver forwarded UL PDCP SDUs.
	-
	

	E-RABs Failed to Setup List
	O
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RABs Admitted List IE + E-RABs Failed to Setup List IE.
	YES
	ignore

	Target to Source Transparent Container
	M
	
	9.2.1.57
	
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.1.5.6
HANDOVER FAILURE

This message is sent by the target eNB to inform the MME that the preparation of resources has failed.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.5.7
HANDOVER NOTIFY

This message is sent by the target eNB to inform the MME that the UE has been identified in the target cell and the S1 handover has been completed.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	TAI
	M
	
	9.2.3.16
	
	YES
	ignore


9.1.5.8
PATH SWITCH REQUEST

This message is sent by the eNB to request the MME to switch DL GTP tunnel termination point(s) from one end-point to another.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB To Be Switched in Downlink List
	
	1
	
	
	YES
	reject

	>E-RABs Switched in Downlink Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver DL PDUs.
	-
	

	Source MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	TAI
	M
	
	9.2.3.16
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	ignore

	CSG Id
	O
	
	9.2.1.62
	
	YES
	ignore

	Cell Access Mode
	O
	
	9.2.1.74
	
	YES
	ignore

	Source MME GUMMEI
	O
	
	9.2.3.9
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.1.5.9
PATH SWITCH REQUEST ACKNOWLEDGE

This message is sent by the MME to inform the eNB that the path switch has been successfully completed in the EPC.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	E-RAB To Be Switched in Uplink List
	
	0..1
	
	
	YES
	ignore

	>E-RABs Switched in Uplink Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	E-RAB To Be Released List
	O
	
	E-RAB List 

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB To Be  Switched in Uplink List IE + E-RAB  to Be Released List IE.
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	One pair of {NCC, NH} is provided.
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.1.5.10
PATH SWITCH REQUEST FAILURE

This message is sent by the MME to inform the eNB that a failure has occurred in the EPC during the Path switch request procedure.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.5.11
HANDOVER CANCEL

This message is sent by the source eNB to the MME to request the cancellation of an ongoing handover.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore


9.1.5.12
HANDOVER CANCEL ACKNOWLEDGE

This message is sent by the MME to the source eNB to confirm that the ongoing handover was cancelled.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.5.13
eNB STATUS TRANSFER

This message is sent by the source eNB to transfer the PDCP SN receiver and transmitter status.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	eNB Status Transfer Transparent Container
	M
	
	9.2.1.31
	
	YES
	reject


9.1.5.14
MME STATUS TRANSFER

This message is sent by the MME to transfer the PDCP-SN receiver and transmitter status.

Direction: MME ( eNB

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	eNB Status Transfer Transparent Container
	M
	
	9.2.1.31
	
	YES
	reject


9.1.6
PAGING

This message is sent by the MME and is used to page a UE in one or several tracking areas.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	UE Identity Index value
	M
	
	9.2.3.10
	
	YES
	ignore

	UE Paging Identity
	M
	
	9.2.3.13
	
	YES
	ignore

	Paging DRX
	O
	
	9.2.1.16
	
	YES
	ignore

	CN Domain
	M
	
	9.2.3.22
	
	YES
	ignore

	List of TAIs
	
	1
	
	
	YES
	ignore

	>TAI List Item
	
	1 to <maxnoofTAIs>
	
	
	EACH
	ignore

	>>TAI
	M
	
	9.2.3.16
	
	-
	

	CSG Id List
	
	0..1
	
	
	GLOBAL
	ignore

	>CSG Id
	
	1 to <maxnoofCSGId>
	9.2.1.62
	
	-
	

	Paging Priority
	O
	
	9.2.1.78
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTAIs
	Maximum no. of TAIs. Value is 256.

	maxnoofCSGIds
	Maximum no. of CSG Ids within the CSG Id List. Value is 256.


9.1.7
NAS Transport Messages

9.1.7.1
INITIAL UE MESSAGE

This message is sent by the eNB to transfer the initial layer 3 message to the MME over the S1 interface.

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	reject

	TAI
	M
	
	9.2.3.16
	Indicating the Tracking Area from which the UE has sent the NAS message.
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	Indicating the E-UTRAN CGI from which the UE has sent the NAS message.
	YES
	ignore

	RRC Establishment Cause
	M
	
	9.2.1.3a
	
	YES
	Ignore

	S-TMSI
	O
	
	9.2.3.6
	
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	GUMMEI
	O
	
	9.2.3.9
	
	YES
	reject

	Cell Access Mode
	O
	
	9.2.1.74
	
	YES
	reject

	GW Transport Layer Address
	O
	
	Transport Layer Address 9.2.2.1
	Indicating GW Transport Layer Address if the GW is collocated with eNB.
	YES
	ignore

	Relay Node Indicator
	O
	
	9.2.1.79
	Indicating a relay node.
	YES
	reject

	GUMMEI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	reject


9.1.7.2
DOWNLINK NAS TRANSPORT

This message is sent by the MME and is used for carrying NAS information over the S1 interface.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore


9.1.7.3
UPLINK NAS TRANSPORT

This message is sent by the eNB and is used for carrying NAS information over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	TAI
	M
	
	9.2.3.16
	
	YES
	ignore

	GW Transport Layer Address
	O
	
	Transport Layer Address 9.2.2.1
	Indicating GW Transport Layer Address if the GW is collocated with eNB.
	YES
	ignore


9.1.7.4
NAS NON DELIVERY INDICATION

This message is sent by the eNB and is used for reporting the non delivery of a NAS PDU previously received within a DOWNLINK NAS TRANSPORT message over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	ignore

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore


9.1.8
Management messages
9.1.8.1
RESET

This message is sent by both the MME and the eNB and is used to request that the S1 interface, or parts of the S1 interface, to be reset.

Direction : MME ( eNB and eNB ( MME

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	CHOICE Reset Type
	M
	
	
	
	YES
	reject

	>S1 interface
	
	
	
	
	
	

	>>Reset All
	M
	
	ENUMERATED (Reset all,…)
	
	-
	

	>Part of S1 interface
	
	
	
	
	
	

	>>UE-associated logical S1-connection list
	
	1
	
	
	-
	

	>>>UE-associated logical S1-connection Item
	
	1 to <maxnoofIndividualS1ConnectionsToReset>
	
	
	EACH
	reject

	>>>>MME UE S1AP ID
	O
	
	9.2.3.3
	
	-
	

	>>>>eNB UE S1AP ID
	O
	
	9.2.3.4
	
	-
	


	Range bound
	Explanation

	maxnoofIndividualS1ConnectionsToReset
	Maximum no. of UE-associated logical S1-connections allowed to reset in one message. Value is 256.


9.1.8.2
RESET ACKNOWLEDGE

This message is sent by both the MME and the eNB as a response to a RESET message.

Direction : eNB ( MME and MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	UE-associated logical S1-connection list
	
	0..1
	
	
	YES
	ignore

	>UE-associated logical S1-connection Item
	
	1 to <maxnoofIndividualS1ConnectionsToReset>
	
	
	EACH
	ignore

	>>MME UE S1AP ID
	O
	
	9.2.3.3
	
	-
	

	>>eNB UE S1AP ID
	O
	
	9.2.3.4
	
	-
	

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofIndividualS1ConnectionsToReset
	Maximum no. of UE-associated logical S1-connections allowed to reset in one message. Value is 256.


9.1.8.3
ERROR INDICATION

This message is sent by both the MME and the eNB and is used to indicate that some error has been detected in the node.

Direction : MME ( eNB and eNB ( MME

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	O
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	O
	
	9.2.3.4
	
	YES
	ignore

	Cause
	O
	
	9.2.1.3
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.8.4
S1 SETUP REQUEST

This message is sent by the eNB to transfer information for a TNL association.

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Global eNB ID
	M
	
	9.2.1.37
	
	YES
	reject

	eNB Name
	O
	
	PrintableString(1..150,…)
	
	YES
	ignore

	Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the eNB.
	GLOBAL
	reject

	>TAC
	M
	
	9.2.3.7


	Broadcasted TAC.
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcasted PLMNs.
	-
	

	>>PLMN Identity
	M
	
	9.2.3.8
	
	
	

	Default Paging DRX
	M
	
	9.2.1.16
	
	YES
	ignore

	CSG Id List
	
	0..1
	
	
	GLOBAL
	reject

	>CSG Id
	M
	1 to <maxnoofCSGIds>
	9.2.1.62
	
	
	


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcasted PLMNs. Value is 6.

	maxnoofCSGIds
	Maximum no. of CSG Ids within the CSG Id List. Value is 256.


	
	

	
	


	
	

	
	


9.1.8.5
S1 SETUP RESPONSE

This message is sent by the MME to transfer information for a TNL association.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME Name
	O
	
	PrintableString(1..150,…)
	
	YES
	ignore

	Served GUMMEIs
	
	1..<maxnoofRATs>
	
	The LTE related pool configuration is included on the first place in the list.
	GLOBAL
	reject

	>Served PLMNs
	
	1..<maxnoofPLMNsPerMME>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.2.3.8
	
	-
	

	>Served GroupIDs
	
	1..<maxnoofGroupIDs>
	
	
	-
	

	>>MME Group ID
	M
	
	OCTET STRING (2)
	
	-
	

	>Served MMECs
	
	1..<maxnoofMMECs>
	
	
	-
	

	>>MME Code
	M
	
	9.2.3.12
	
	-
	

	Relative MME Capacity
	M
	
	9.2.3.17
	
	YES
	ignore

	MME Relay Support Indicator
	O
	
	9.2.1.82
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofPLMNsPerMME
	Maximum no. of PLMNs per MME. Value is 32.

	maxnoofRATs
	Maximum no. of RATs. Value is 8.

	maxnoofGroupIDs
	Maximum no. of GroupIDs per node per RAT. Value is 65535.

	maxnoofMMECs
	Maximum no. of MMECs per node per RAT. Value is 256.


9.1.8.6
S1 SETUP FAILURE

This message is sent by the MME to indicate S1 Setup failure.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Time to wait
	O
	
	9.2.1.61
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.8.7
ENB CONFIGURATION UPDATE

This message is sent by the eNB to transfer updated information for a TNL association.

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB Name
	O
	
	PrintableString(1..150,…)
	
	YES
	ignore

	Supported TAs
	
	0..<maxnoofTACs>
	
	Supported TAs in the eNB.
	GLOBAL
	reject

	>TAC
	M
	
	9.2.3.7
	Broadcasted TAC.
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcasted PLMNs.
	-
	

	>>PLMN Identity
	M
	
	9.2.3.8
	
	-
	

	CSG Id List
	
	0..1
	
	
	GLOBAL
	reject

	>CSG Id
	
	1 to <maxnoofCSGId>
	9.2.1.62
	
	-
	

	Default Paging DRX
	O
	
	9.2.1.16
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcasted PLMNs. Value is 6.

	maxnoofCSGIds
	Maximum no. of CSG Ids within the CSG Id List. Value is 256.


9.1.8.8
ENB CONFIGURATION UPDATE ACKNOWLEDGE

This message is sent by the MME to acknowledge the eNB transfer updated information for a TNL association.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.8.9
ENB CONFIGURATION UPDATE FAILURE

This message is sent by the MME to indicate S1 eNB Configuration Update failure.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Time to wait
	O
	
	9.2.1.61
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.8.10
MME CONFIGURATION UPDATE 

This message is sent by the MME to transfer updated information for a TNL association.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME Name
	O
	
	PrintableString(1..150,…)
	
	YES
	ignore

	Served GUMMEIs
	
	0..<maxnoofRATs>
	
	The LTE related pool configuration is included on the first place in the list.
	GLOBAL
	reject

	>Served PLMNs
	
	1..<maxnoofPLMNsPerMME>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.2.3.8
	
	-
	

	>Served GroupIDs
	
	1..<maxnoofGroupIDs>
	
	
	-
	

	>>MME GroupID
	M
	
	OCTET STRING (2)
	
	-
	

	>Served MMECs
	
	1..<maxnoofMMECs>
	
	
	-
	

	>>MME Code
	M
	
	9.2.3.12
	
	-
	

	Relative MME Capacity
	O
	
	9.2.3.17
	
	YES
	reject


	Range bound
	Explanation

	maxnoofPLMNsPerMME
	Maximum no. of PLMNs per MME. Value is 32.

	maxnoofRATs
	Maximum no. of RATs. Value is 8.

	maxnoofGroupIDs
	Maximum no. of GroupIDs per node per RAT. Value is 65535.

	maxnoofMMECs
	Maximum no. of MMECs per node per RAT. Value is 256.


9.1.8.11
MME CONFIGURATION UPDATE ACKNOWLEDGE

This message is sent by the eNB to acknowledge the MME transfer updated information for a TNL association.

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.8.12
MME CONFIGURATION UPDATE FAILURE

This message is sent by the eNB to indicate S1 MME Configuration Update failure.

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Cause 
	M
	
	9.2.1.3
	
	YES
	ignore

	Time to wait
	O
	
	9.2.1.61
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.8.13
OVERLOAD START

This message is sent by the MME and is used to indicate to the eNB that the MME is overloaded.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Overload Response
	M
	
	9.2.3.19
	
	YES
	reject

	GUMMEI List
	
	0..1
	
	
	YES
	ignore

	>GUMMEI List Item
	
	1..<maxnoofMMECs>
	
	
	EACH
	ignore

	>>GUMMEI
	M
	
	9.2.3.9
	
	-
	

	Traffic Load Reduction Indication
	O
	
	9.2.3.36
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofMMECs
	Maximum no. of MMECs per node per RAT. Value is 256.


9.1.8.14
OVERLOAD STOP

This message is sent by the MME and is used to indicate that the MME is no longer overloaded.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	GUMMEI List
	
	0..1
	
	
	YES
	ignore

	>GUMMEI List Item
	
	1..<maxnoofMMECs>
	
	
	EACH
	ignore

	>>GUMMEI
	M
	
	9.2.3.9
	
	-
	


	Range bound
	Explanation

	maxnoofMMECs
	Maximum no. of MMECs per node per RAT. Value is 256.


9.1.9
S1 CDMA2000 Tunneling Messages
9.1.9.1
DOWNLINK S1 CDMA2000 TUNNELING

This message is sent by the MME and is used for carrying CDMA2000 information over the S1 interface.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RABs Subject to Forwarding List
	
	0..1
	
	
	YES
	ignore

	>E-RABs Subject to Forwarding Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>DL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>>DL GTP-TEID
	O
	
	9.2.2.2
	This IE indicates the tunnel endpoint for forwarding of DL data.
	-
	

	>>UL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>>UL GTP-TEID
	O
	
	9.2.2.2
	
	-
	

	CDMA2000 HO Status
	O
	
	9.2.1.28
	
	YES
	ignore

	CDMA2000 RAT Type
	M
	
	9.2.1.24
	
	YES
	reject

	CDMA2000-PDU
	M
	
	9.2.1.23
	
	YES
	reject


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.1.9.2
UPLINK S1 CDMA2000 TUNNELING

This message is sent by the eNB and is used for carrying CDMA2000 information over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	CDMA2000 RAT Type
	M
	
	9.2.1.24
	
	YES
	reject

	CDMA2000 Sector ID
	M
	
	9.2.1.25
	
	YES
	reject

	CDMA2000 HO Required Indication
	O
	
	9.2.1.29
	
	YES
	ignore

	CDMA2000 1xRTT SRVCC Info
	O
	
	9.2.1.35
	
	YES
	reject

	CDMA2000 1xRTT RAND
	O
	
	9.2.1.33
	
	YES
	reject

	CDMA2000-PDU
	M
	
	9.2.1.23
	
	YES
	reject

	E-UTRAN Round Trip Delay Estimation Info
	O
	
	9.2.1.69
	
	YES
	ignore


9.1.10
UE CAPABILITY INFO INDICATION

This message is sent by the eNB to provide UE Radio Capability information to the MME.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Radio Capability
	M
	
	9.2.1.27
	
	YES
	ignore


9.1.11
Trace Messages

9.1.11.1
TRACE START

This message is sent by the MME to initiate trace recording for a UE.

Direction: MME ( eNB

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Trace Activation
	M
	
	9.2.1.4
	
	YES
	ignore


9.1.11.2
TRACE FAILURE INDICATION

This message is sent by the eNB to indicate that a Trace Start procedure or a Deactivate Trace procedure has failed for a UE.

Direction: eNB ( MME

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-UTRAN Trace ID
	M
	
	OCTET STRING (8)
	As per E-UTRAN Trace ID IE in Trace Activation IE (9.2.1.4).
	YES
	ignore

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore


9.1.11.3
DEACTIVATE TRACE

This message is sent by the MME to deactivate trace.

Direction: MME ( eNB

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-UTRAN Trace ID
	M
	
	OCTET STRING (8)
	As per E-UTRAN Trace ID IE in Trace Activation IE (9.2.1.4).
	YES
	ignore


9.1.12
Location Reporting Messages

9.1.12.1
LOCATION REPORTING CONTROL

This message is sent by the MME and is used to request the eNB to report where the UE is currently located.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Request Type
	M
	
	9.2.1.34
	
	YES
	ignore


9.1.12.2
LOCATION REPORT FAILURE INDICATION

This message is sent by the eNB and is used to indicate the failure of location report.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore


9.1.12.3
LOCATION REPORT 

This message is sent by the eNB and is used to provide the UE’s location to the MME.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	TAI
	M
	
	9.2.3.16
	
	YES
	ignore

	Request Type
	M
	
	9.2.1.34
	The Request Type IE is sent as it has been provided.
	YES
	ignore


9.1.13
Warning Message Transmission Messages

9.1.13.1
WRITE-REPLACE WARNING REQUEST

This message is sent by the MME to request the start or overwrite of the broadcast of a warning message.
Direction: MME ( eNB 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Message Identifier
	M
	
	9.2.1.44
	
	YES
	reject

	Serial Number
	M
	
	9.2.1.45
	
	YES
	reject

	Warning Area List
	O
	
	9.2.1.46
	
	YES
	ignore

	Repetition Period
	M
	
	9.2.1.48
	
	YES
	reject

	Extended Repetition Period
	O
	
	9.2.1.75
	
	YES
	reject

	Number of Broadcasts Requested
	M
	
	9.2.1.49
	
	YES
	reject

	Warning Type
	O
	
	9.2.1.50
	
	YES
	ignore

	Warning Security Information
	O
	
	9.2.1.51
	
	YES
	ignore

	Data Coding Scheme
	O
	
	9.2.1.52
	
	YES
	ignore

	Warning Message Contents
	O
	
	9.2.1.53
	
	YES
	ignore

	Concurrent Warning Message Indicator
	O
	
	9.2.1.72
	
	YES
	reject


9.1.13.2
WRITE-REPLACE WARNING RESPONSE

This message is sent by the eNB to acknowledge the MME on the start or overwrite request of a warning message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Message Identifier
	M
	
	9.2.1.44
	
	YES
	reject

	Serial Number
	M
	
	9.2.1.45
	
	YES
	reject

	Broadcast Completed Area List
	O
	
	9.2.1.54
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.13.3
KILL REQUEST

This message is forwarded by the MME to eNB to cancel an already ongoing broadcast of a warning message
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Message Identifier
	M
	
	9.2.1.44
	
	YES
	reject

	Serial Number
	M
	
	9.2.1.45
	
	YES
	reject

	Warning Area List
	O
	
	9.2.1.46
	
	YES
	ignore


9.1.13.4
KILL RESPONSE

This message is sent by the eNB to indicate the list of warning areas where cancellation of the broadcast of the identified message was successful and unsuccessful.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Message Identifier
	M
	
	9.2.1.44
	
	YES
	reject

	Serial Number
	M
	
	9.2.1.45
	
	YES
	reject

	Broadcast Cancelled Area List
	O
	
	9.2.1.70
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.14
eNB DIRECT INFORMATION TRANSFER

This message is sent by the eNB in order to transfer specific information.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Inter-system Information Transfer Type
	M
	
	9.2.1.55
	
	YES
	ignore


9.1.15
MME DIRECT INFORMATION TRANSFER

This message is sent by the MME in order to transfer specific information.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Inter-system Information Transfer Type
	M
	
	9.2.1.55
	
	YES
	ignore


9.1.16
eNB CONFIGURATION TRANSFER

This message is sent by the eNB in order to transfer RAN configuration information.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	SON Configuration Transfer
	O
	
	9.2.3.26
	
	YES
	ignore


9.1.17
MME CONFIGURATION TRANSFER

This message is sent by the MME in order to transfer RAN configuration information.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	SON Configuration Transfer
	O
	
	9.2.3.26
	
	YES
	ignore


9.1.18
CELL TRAFFIC TRACE

This message is sent by eNB to transfer specific information.

Direction: eNB ( MME

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-UTRAN Trace ID
	M
	
	OCTET STRING (8)
	The E-UTRAN Trace ID IE is composed of the following: Trace Reference defined in TS 32.422 [10] (leftmost 6 octets, with PLMN information coded as in 9.2.3.8), and

Trace Recording Session Reference defined in TS 32.422 [10] (last 2 octets).
	YES
	ignore

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	Trace Collection Entity IP Address
	M
	
	Transport Layer Address 9.2.2.1
	Defined in TS 32.422 [10]
	YES
	ignore

	Privacy Indicator
	O
	
	ENUMERATED (Immediate MDT, Logged MDT, ...)
	
	YES
	ignore


9.1.19
LPPa Transport Messages

9.1.19.1
DOWNLINK UE ASSOCIATED LPPA TRANSPORT

This message is sent by the MME and is used for carrying LPPa message over the S1 interface.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Routing ID
	M
	
	9.2.3.33
	
	YES
	reject

	LPPa-PDU
	M
	
	9.2.3.32
	
	YES
	reject


9.1.19.2
UPLINK UE ASSOCIATED LPPA TRANSPORT

This message is sent by the eNB and is used for carrying LPPa message over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Routing ID
	M
	
	9.2.3.33
	
	YES
	reject

	LPPa-PDU
	M
	
	9.2.3.32
	
	YES
	reject


9.1.19.3
DOWNLINK NON UE ASSOCIATED LPPA TRANSPORT

This message is sent by the MME and is used for carrying LPPa message over the S1 interface.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Routing ID
	M
	
	9.2.3.33
	
	YES
	reject

	LPPa-PDU
	M
	
	9.2.3.32
	
	YES
	reject


9.1.19.4
UPLINK NON UE ASSOCIATED LPPA TRANSPORT

This message is sent by the eNB and is used for carrying LPPa message over the S1 interface.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Routing ID
	M
	
	9.2.3.33
	
	YES
	reject

	LPPa-PDU
	M
	
	9.2.3.32
	
	YES
	reject


9.2
Information Element Definitions

9.2.0
General

Subclause 9.2 presents the S1AP IE definitions in tabular format. The corresponding ASN.1 definition is presented in subclause 9.3. In case there is contradiction between the tabular format in subclause 9.2 and the ASN.1 definition, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the tabular format shall take precedence.

When specifying information elements which are to be represented by bitstrings, if not otherwise specifically stated in the semantics description of the concerned IE or elsewhere, the following principle applies with regards to the ordering of bits:

-
The first bit (leftmost bit) contains the most significant bit (MSB);

-
The last bit (rightmost bit) contains the least significant bit (LSB);

-
When importing bitstrings from other specifications, the first bit of the bitstring contains the first bit of the concerned information;
9.2.1
Radio Network Layer Related IEs

9.2.1.1
Message Type

The Message Type IE uniquely identifies the message being sent. It is mandatory for all messages.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Message Type
	
	
	
	Assumed max no of messages is 256.

	>Procedure Code
	M
	
	(Handover Preparation, Handover Resource Allocation, Handover Notification, Path Switch Request, Handover Cancellation, E-RAB Setup, E-RAB Modify, E-RAB Release, E-RAB Release Indication, Initial Context Setup, Paging, Downlink NAS transport, Initial UE Message, Uplink NAS transport, Reset, Error Indication, NAS Non Delivery Indication, S1 Setup, UE Context Release Request , UE Context Release, Downlink S1 CDMA2000 Tunneling, Uplink S1 CDMA2000 Tunneling; UE Context Modification, UE Capability Info Indication, eNB Status Transfer, MME Status Transfer, Deactivate Trace, Trace Start, Trace Failure Indication, eNB Configuration Update, MME Configuration Update, Location Reporting Control, Location Reporting Failure Indication, Location Report, Overload Start, Overload Stop, Private Message, Write-Replace Warning, eNB Direct Information Transfer, MME Direct Information Transfer, Cell Traffic Trace, eNB Configuration Transfer, MME Configuration Transfer, Downlink UE Associated LPPa transport, Uplink UE Associated LPPa transport, Downlink Non UE Associated LPPa transport, Uplink Non UE Associated LPPa transport, Kill, UE Radio Capability Match, …)
	

	>Type of Message
	M
	
	CHOICE (Initiating Message, Successful Outcome, Unsuccessful Outcome, …)
	


9.2.1.2
E-RAB ID

This element uniquely identifies a radio access bearer for a particular UE, which makes the E-RAB ID unique over one S1 connection. The E-RAB ID shall remain the same for the duration of the E-RAB even if the UE-associated logical S1-connection is released or moved using S1 handover.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	E-RAB ID
	M
	
	INTEGER (0..15, …)
	


9.2.1.3
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the S1AP protocol.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified,

TX2RELOCOverall Expiry, 

Successful Handover,

Release due to E-UTRAN Generated Reason, 
Handover Cancelled, Partial Handover, Handover Failure In Target EPC/eNB Or Target System,

Handover Target not allowed,

TS1RELOCoverall Expiry,

TS1RELOCprep Expiry,

Cell not available,

Unknown Target ID,

No Radio Resources Available in Target Cell, Unknown or already allocated MME UE S1AP ID,

Unknown or already allocated eNB UE S1AP ID,

Unknown or inconsistent pair of UE S1AP ID, Handover desirable for radio reasons,

Time critical handover,

Resource optimisation handover,

Reduce load in serving cell, User inactivity,

Radio Connection With UE Lost, Load Balancing TAU Required, CS Fallback Triggered,

UE Not Available For PS Service, Radio resources not available,

Failure in the Radio Interface Procedure, 

Invalid QoS combination, Inter-RAT redirection,

Interaction with other procedure, Unknown E-RAB ID, Multiple E-RAB ID instances, Encryption and/or integrity protection algorithms not supported, S1 intra system Handover triggered, S1 inter system Handover triggered, X2 Handover triggered
…,

Redirection towards 1xRTT,

Not supported QCI value,

invalid CSG Id)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport Resource Unavailable,

Unspecified,
…)
	

	>NAS
	
	
	
	

	>>NAS Cause
	M
	
	ENUMERATED (Normal Release,

Authentication failure,

Detach,
Unspecified, 

…,

CSG Subscription Expiry)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,

Semantic Error,

Abstract Syntax Error (Falsely Constructed Message), Unspecified, …)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload, Not enough User Plane Processing Resources,
Hardware Failure,
O&M Intervention,
Unspecified, Unknown PLMN, …)
	


The meaning of the different cause values is described in the following table. In general, “not supported” cause values indicate that the related capability is missing. On the other hand, “not available” cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.
	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	TX2RELOCOverall Expiry 
	The timer guarding the handover that takes place over X2 has abnormally expired.

	Successful Handover
	Successful handover.

	Release due to E-UTRAN generated reason
	Release is initiated due to E-UTRAN generated reason.

	Handover Cancelled
	The reason for the action is cancellation of Handover.

	Partial Handover
	Provides a reason for the handover cancellation. The HANDOVER COMMAND message from MME contained E-RABs to Release List IE and the source eNB estimated service continuity for the UE would be better by not proceeding with handover towards this particular target eNB.

	Handover Failure In Target EPC/eNB Or Target System
	The handover failed due to a failure in target EPC/eNB or target system.

	Handover Target not allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	TS1RELOCoverall Expiry
	The reason for the action is expiry of timer TS1RELOCoverall.

	TS1RELOCprep Expiry
	Handover Preparation procedure is cancelled when timer TS1RELOCprep expires.

	Cell not available
	The concerned cell is not available.

	Unknown Target ID
	Handover rejected because the target ID is not known to the EPC.

	No radio resources available in target cell
	Load on target cell is too high.

	Unknown or already allocated MME UE S1AP ID
	The action failed because the MME UE S1AP ID is either unknown, or (for a first message received at the eNB) is known and already allocated to an existing context.

	Unknown or already allocated eNB UE S1AP ID
	The action failed because the eNB UE S1AP ID is either unknown, or (for a first message received at the MME) is known and already allocated to an existing context.

	Unknown or inconsistent pair of UE S1AP ID
	The action failed because both UE S1AP IDs are unknown, or are known but do not define a single UE context.

	Handover Desirable for Radio Reasons
	The reason for requesting handover is radio related.

	Time Critical Handover
	handover is requested for time critical reason i.e., this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	Resource Optimisation Handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Reduce Load in Serving Cell
	Load on serving cell needs to be reduced.

	User Inactivity
	The action is requested due to user inactivity on all E-RABs, e.g., S1 is requested to be released in order to optimise the radio resources.

	Radio Connection With UE Lost
	The action is requested due to loosing the radio connection to the UE.

	Load Balancing TAU Required
	The action is requested for all load balancing and offload cases in the MME.

	CS Fallback triggered
	The action is due to a CS fallback that has been triggered. When it is included in UE CONTEXT RELEASE REQUEST message, it indicates the PS service suspension is not required in the EPC.

	UE Not Available for PS Service
	The action is requested due to a CS fallback to GERAN that has been triggered.

When it is included in the UE CONTEXT RELEASE REQUEST message, it indicates that the PS service suspension is required in the EPC due to the target GERAN cell or the UE has no DTM capability.

	Radio resources not available
	No requested radio resources are available

	Invalid QoS combination
	The action was failed because of invalid QoS combination. 

	Inter-RAT Redirection
	The release is requested due to inter-RAT redirection. When it is included in UE CONTEXT RELEASE REQUEST message, it indicates the PS service suspension is not required in the EPC.

	Failure in the Radio Interface Procedure
	Radio interface procedure has failed.

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure.

	Unknown E-RAB ID
	The action failed because the E-RAB ID is unknown in the eNB.

	Multiple E-RAB ID Instances
	The action failed because multiple instance of the same E-RAB had been provided to the eNB.

	Encryption and/or integrity protection algorithms not supported
	The eNB is unable to support any of the encryption and/or integrity protection algorithms supported by the UE.

	S1 Intra system Handover triggered
	The action is due to a S1 intra system handover that has been triggered.

	S1 Inter system Handover triggered
	The action is due to a S1 inter system handover that has been triggered.

	X2 Handover triggered
	The action is due to an X2 handover that has been triggered.

	Redirection towards 1xRTT
	The release of the UE-associated logical S1 connection is requested due to redirection towards a 1xRTT system e.g., CS fallback to 1xRTT, or SRVCC to 1xRTT, when the PS service suspension is required in the EPC. During this procedure, the radio interface message might but need not include redirection information.

	Not supported QCI Value
	The E-RAB setup failed because the requested QCI is not supported.

	Invalid CSG Id
	The CSG ID provided to the target eNB was found invalid.


	Transport Layer cause
	Meaning

	Transport Resource Unavailable
	The required transport resources are not available.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Transport Network Layer related.


	NAS cause
	Meaning

	Normal Release
	The release is normal.

	Authentication Failure
	The action is due to authentication failure.

	Detach
	The action is due to detach.

	Unspecified
	Sent when none of the above cause values applies but still the cause is NAS related.

	CSG Subscription Expiry
	The action is due to the UE becoming a non-member of the currently used CSG.


	Protocol cause
	Meaning

	Transfer Syntax Error
	The received message included a transfer syntax error.

	Abstract Syntax Error (Reject)
	The received message included an abstract syntax error and the concerning criticality indicated “reject”.

	Abstract Syntax Error (Ignore And Notify)
	The received message included an abstract syntax error and the concerning criticality indicated “ignore and notify”.

	Message Not Compatible With Receiver State
	The received message was not compatible with the receiver state.

	Semantic Error
	The received message included a semantic error.

	Abstract Syntax Error (Falsely Constructed Message)
	The received message contained IEs or IE groups in wrong order or with too many occurrences.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Protocol related.


	Miscellaneous cause
	Meaning

	Control Processing Overload
	Control processing overload.

	Not Enough User Plane Processing Resources Available
	No enough resources are available related to user plane processing.

	Hardware Failure
	Action related to hardware failure.

	O&M Intervention
	The action is due to O&M intervention.

	Unspecified Failure
	Sent when none of the above cause values applies and the cause is not related to any of the categories Radio Network Layer, Transport Network Layer, NAS or Protocol.

	Unknown PLMN
	The MME does not identify any PLMN provided by the eNB.


9.2.1.3a
RRC Establishment Cause

The purpose of the RRC Establishment Cause IE is to indicate to the MME the reason for RRC Connection Establishment. The encoding is the same as that of the Establishment Cause IE defined in TS 36.331 [16].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RRC Establishment Cause
	M
	
	ENUMERATED(emergency,

highPriorityAccess,

mt-Access,

mo-Signalling,

mo-Data, …,delayTolerantAccess)
	


9.2.1.4
Trace Activation
Defines parameters related to a trace activation.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-UTRAN Trace ID
	M
	
	OCTET STRING (8)
	The E-UTRAN Trace ID IE is composed of the following: Trace Reference defined in TS 32.422 [10] (leftmost 6 octets, with PLMN information coded as in 9.2.3.8), and

Trace Recording Session Reference defined in TS 32.422 [10] (last 2 octets).
	
	

	Interfaces To Trace
	M
	
	BIT STRING (8)
	Each position in the bitmap represents a eNB interface:
first bit =S1-MME, second bit =X2, third bit =Uu:
other bits reserved for future use. Value ‘1’ indicates ‘should be traced’. Value ‘0’ indicates ‘should not be traced’.
	
	

	Trace depth
	M
	
	ENUMERATED(

minimum, medium, maximum, MinimumWithoutVendorSpecificExtension,

MediumWithoutVendorSpecificExtension,

MaximumWithoutVendorSpecificExtension, …)
	Defined in TS 32.422 [10].
	
	

	Trace Collection Entity IP Address
	M
	
	Transport Layer Address 9.2.2.1
	Defined in TS 32.422 [10].
	
	

	MDT Configuration
	O
	
	9.2.1.81
	
	YES
	ignore


9.2.1.5
Source ID

Void.

9.2.1.6
Target ID

The Target ID IE identifies the target for the handover. The target ID may be, e.g., the target Global eNB-ID (for intra SAE/LTE), the RNC-ID (for SAE/LTE-UMTS handover) or the Cell Global ID of the handover target (in case of SAE/LTE to GERAN A/Gb mode handover).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE Target ID
	
	
	
	
	-
	-

	>Target eNB-ID
	
	
	
	
	-
	-

	>>Global eNB ID
	M
	
	9.2.1.37
	
	-
	-

	>>Selected TAI
	M
	
	TAI

9.2.3.16
	
	-
	-

	>Target RNC-ID
	
	
	
	
	-
	-

	>>LAI
	M
	
	9.2.3.1
	
	-
	-

	>>RAC
	O
	
	9.2.3.2
	
	-
	-

	>>RNC-ID
	M
	
	INTEGER (0..4095)
	If the Extended RNC-ID IE is included in the Target ID IE, the RNC-ID IE shall be ignored.
	-
	-

	>>Extended RNC-ID
	O
	
	9.2.1.14
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.
	-
	-

	>CGI
	
	
	
	
	-
	-

	>>PLMN Identity
	M
	
	9.2.3.8
	
	-
	-

	>>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.
	-
	-

	>>CI
	M
	
	OCTET STRING (2)
	
	-
	-

	>>RAC
	O
	
	9.2.3.2
	
	-
	-


9.2.1.7
Source eNB to Target eNB Transparent Container

The Source eNB to target eNB Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. For inter-system handovers to E-UTRAN, the IE is transmitted from the external handover source to the target eNB.

This IE is transparent to the EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC Handover Preparation Information message as defined in subclause 10.2.2 of TS 36.331 [16].
	-
	

	E-RABs Information List
	
	0..1
	
	
	-
	

	>E-RABs Information Item
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>DL Forwarding
	O
	
	9.2.3.14
	
	-
	

	Target Cell ID
	M
	
	E-UTRAN CGI

9.2.1.38
	
	-
	

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	-
	

	UE History Information
	M
	
	9.2.1.42
	
	-
	


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.2.1.8
Target eNB to Source eNB Transparent Container

The Target eNB to Source eNB Transparent Container IE is an information element that is produced by the target eNB and is transmitted to the source eNB. For inter-system handovers to E-UTRAN, the IE is transmitted from the target eNB to the external relocation source.

This IE is transparent to EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC E-UTRA Handover Command message as defined in subclause 10.2.2 of TS 36.331 [16].
	-
	


9.2.1.9
Source RNC to Target RNC Transparent Container

This IE is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to UTRAN.

This IE defined in TS 25.413 [19].

9.2.1.10
Target RNC to Source RNC Transparent Container

This container is used to transparently pass radio related information between the handover target and the handover source through the EPC. This container is used inter 3GPP RAT handovers from SAE/LTE to UTRAN.

This IE defined in TS 25.413 [19].

9.2.1.11
Source BSS to Target BSS Transparent Container

This container is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to GERAN A/Gb mode.

This IE is defined in TS 48.018 [18].

9.2.1.12
Target BSS to Source BSS Transparent Container

This container is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to GERAN A/Gb mode.

This IE is defined in TS 48.018 [18].

9.2.1.13
Handover Type

This IE indicates which kind of handover was triggered in the source side.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Handover Type
	M
	
	ENUMERATED (IntraLTE, LTEtoUTRAN, LTEtoGERAN,

UTRANtoLTE,

GERANtoLTE)
	


9.2.1.14
Extended RNC-ID

The Extended RNC-ID is used to identify an RNC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Extended RNC-ID
	M
	
	INTEGER (4096..65535)
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.


9.2.1.15
E-RAB Level QoS Parameters
This IE defines the QoS to be applied to an E-RAB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	E-RAB Level QoS Parameters
	
	
	
	

	>QCI
	M
	
	INTEGER (0..255)
	QoS Class Identifier defined in TS 23.401 [11].

Coding specified in TS 23.203 [13].

	>Allocation and Retention Priority
	M
	
	9.2.1.60
	

	>GBR QoS Information
	O
	
	9.2.1.18
	This IE applies to GBR bearers only and shall be ignored otherwise.


9.2.1.16
Paging DRX
This IE indicates the Paging DRX as defined in TS 36.304 [20].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Paging DRX
	M
	
	ENUMERATED(32, 64, 128, 256, …)
	
	-
	


9.2.1.17
Paging Cause
Void.
9.2.1.18
GBR QoS Information

This IE indicates the maximum and guaranteed bit rates of a GBR bearer for downlink and uplink.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	E-RAB Maximum Bit Rate Downlink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the maximum downlink E-RAB Bit Rate as specified in TS 23.401 [11] for this bearer.

	E-RAB Maximum Bit Rate Uplink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the maximum uplink E-RAB Bit Rate as specified in TS 23.401 [11] for this bearer.

	E-RAB Guaranteed Bit Rate Downlink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the downlink guaranteed E-RAB Bit Rate as specified in TS 23.401 [11] (provided that there is data to deliver) for this bearer.

	E-RAB Guaranteed Bit Rate Uplink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the uplink guaranteed E-RAB Bit Rate as specified in TS 23.401 [11] (provided that there is data to deliver) for this bearer.


9.2.1.19
Bit Rate

This IE indicates the number of bits delivered by E-UTRAN in UL or to E-UTRAN in DL within a period of time, divided by the duration of the period. It is used, for example, to indicate the maximum or guaranteed bit rate for a GBR bearer, or an aggregated maximum bit rate.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Bit Rate
	
	
	INTEGER (0..10,000,000,000)
	The unit is: bit/s.


9.2.1.20
UE Aggregate Maximum Bit Rate

The UE Aggregate Maximum Bitrate is applicable for all Non-GBR bearers per UE which is defined for the Downlink and the Uplink direction and provided by the MME to the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE Aggregate Maximum Bit Rate
	
	
	
	
Applicable for non-GBR E-RABs.

	>UE Aggregate Maximum Bit Rate Downlink
	M
	
	Bit Rate 9.2.1.19
	This IE indicates the UE Aggregate Maximum Bit Rate as specified in TS 23.401 [11] in the downlink direction.

	>UE Aggregate Maximum Bit Rate Uplink
	M
	
	Bit Rate 9.2.1.19
	This IE indicates the UE Aggregate Maximum Bit Rate as specified in TS 23.401 [11] in the uplink direction. Receiving both the UE Aggregate Maximum Bit Rate Downlink IE and the UE Aggregate Maximum Bit Rate Uplink IE equal to value zero shall be considered as a logical error by the eNB.


9.2.1.21
Criticality Diagnostics
The Criticality Diagnostics IE is sent by the eNB or the MME when parts of a received message have not been comprehended or were missing, or if the message contained logical errors. When applicable, it contains information about which IEs were not comprehended or were missing.
For further details on how to use the Criticality Diagnostics IE, (see clause 10).
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Procedure Code
	O
	
	INTEGER (0..255)
	Procedure Code is to be used if Criticality Diagnostics is part of Error Indication procedure, and not within the response message of the same procedure that caused the error.

	Triggering Message
	O
	
	ENUMERATED(initiating message, successful outcome, unsuccessful outcome)
	The Triggering Message is used only if the Criticality Diagnostics is part of Error Indication procedure. 

	Procedure Criticality
	O
	
	ENUMERATED(reject, ignore, notify)
	This Procedure Criticality is used for reporting the Criticality of the Triggering message (Procedure).

	Information Element Criticality Diagnostics
	
	0 to <maxnoof errors>
	
	

	>IE Criticality
	M
	
	ENUMERATED(reject, ignore, notify)
	The IE Criticality is used for reporting the criticality of the triggering IE. The value ‘ignore’ shall not be used.

	>IE ID
	M
	
	INTEGER (0..65535)
	The IE ID of the not understood or missing IE.

	>Type of Error
	M
	
	ENUMERATED(not understood, missing, …)
	


	Range bound
	Explanation

	maxnooferrors
	Maximum no. of IE errors allowed to be reported with a single message. The value for maxnooferrors is 256.


9.2.1.22
Handover Restriction List
This IE defines area roaming or access restrictions for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, e.g., handover and CCO. If the eNB receives the Handover Restriction List, it shall overwrite previously received restriction information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Serving PLMN
	M
	
	9.2.3.8
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.

This list corresponds to the list of “equivalent PLMNs” as defined in TS 24.301 [24].

	>PLMN Identity
	M
	
	9.2.3.8
	

	Forbidden TAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	Intra LTE roaming restrictions.

	>PLMN Identity
	M
	
	9.2.3.8
	The PLMN of forbidden TACs.

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	

	>>TAC
	M
	
	9.2.3.7

	The TAC of the forbidden TAI.

	Forbidden LAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	Inter-3GPP RAT roaming restrictions.

	>PLMN Identity
	M
	
	9.2.3.8
	

	>Forbidden LACs
	
	1..<maxnoofForbLACs>
	
	

	>>LAC
	M
	
	OCTET STRING(2)
	

	Forbidden inter RATs
	O
	
	ENUMERATED(ALL, GERAN, UTRAN, CDMA2000, …,

GERAN and UTRAN, CDMA2000 and UTRAN)
	Inter-3GPP and 3GPP2 RAT access restrictions.


	Range bound
	Explanation

	maxnoofEPLMNs
	Maximum no. of equivalent PLMN Ids. Value is 15.

	maxnoofEPLMNsPlusOne
	Maximum no. of equivalent PLMN Ids plus one. Value is 16.

	maxnoofForbTACs
	Maximum no. of forbidden Tracking Area Codes. Value is 4096.

	maxnoofForbLACs
	Maximum no. of forbidden Location Area Codes. Value is 4096.


9.2.1.23
CDMA2000-PDU

This information element contains a CDMA2000 message between the UE and CDMA2000 RAT that is transferred without interpretation in the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000-PDU
	M
	
	OCTET STRING
	


9.2.1.24
CDMA2000 RAT Type

In the uplink, this information element, along with the CDMA2000 Sector ID IE is used for routing the tunnelled CDMA2000 message to the proper destination node in the CDMA2000 RAT and is set by the eNB to the CDMA2000 RAT type received from the UE.

NOTE:
In the downlink, this information element is used by the eNB to provide an indication of the RAT Type associated with the tunnelled CDMA2000 message to the UE to help it route the tunnelled downlink CDMA2000 message to the appropriate CDMA upper layer.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 RAT Type
	M
	
	ENUMERATED
(HRPD,

1xRTT, …)
	This IE is used to identify which CDMA2000 RAT the tunnelled CDMA2000 signalling is associated with. The source of this information in the uplink is the UE and in the downlink it is the CDMA2000 system.


9.2.1.25
CDMA2000 Sector ID

This information element, along with the RAT Type IE is used for routing the tunnelled CDMA2000 message to the proper destination node in the CDMA2000 RAT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 Sector ID
	M
	
	OCTET STRING
	This IE is set to CDMA2000 Reference Cell ID corresponding to the HRPD/1xRTT sector under the HRPD AN/1xBS towards which the signalling is performed. The CDMA2000 Reference Cell ID is statically configured in the eNB. If the RAT type is HRPD, this IE contains the HRPD Sector ID as specified in 3GPP2 C.S0024-A [27]. If the RAT type is 1x RTT, this IE is encoded as the Reference Cell ID IE in 3GPP2 A.S0008-C [25].


9.2.1.26
Security Context

The purpose of the Security Context IE is to provide security related parameters to the eNB which are used to derive security keys for user plane traffic and RRC signalling messages and for security parameter generation for subsequent X2 or intra eNB Handovers, or for the security parameters for the current S1 Handover. For intra LTE S1 Handover one pair of {NCC, NH} is provided for 1-hop security, see TS 33.401 [15].

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Next Hop Chaining Count
	M
	
	INTEGER (0..7)
	Next Hop Chaining Counter (NCC) defined in TS 33.401 [15]. For inter-RAT Handover into LTE the Next Hop Chaining Count IE takes the value defined for NCC at initial setup, i.e., Next Hop Chaining Count IE = “0”.

	Next-Hop NH
	M
	
	9.2.1.41

Security Key
	The NH together with the NCC is used to derive the security configuration as defined in TS 33.401 [15]. For inter RAT Handover the Next-Hop NH IE is the KeNB to be used in the new configuration.


9.2.1.27
UE Radio Capability

This IE contains UE Radio Capability information.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	UE Radio Capability 
	M
	
	OCTET STRING
	Includes the UERadioAccessCapabilityInformation message as defined in 10.2.2 of TS 36.331 [16].


9.2.1.28
CDMA2000 HO Status

This IE is used to indicate to the eNB which initiated an inter-RAT HO towards CDMA2000 about the outcome of the handover preparation to CDMA2000.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 HO Status
	M
	
	ENUMERATED
(HO Success, HO Failure, …)
	This IE indicates the status of the handover resource allocation in the CDMA2000 RAT.


9.2.1.29
CDMA2000 HO Required Indication

This information element is set by the eNB to provide an indication about whether the UE has initiated the handover preparation with the CDMA2000 RAT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 HO Required Indication
	M
	
	ENUMERATED
(true, …)
	This IE indicates to MME that handover preparation to CDMA2000 has been started. It helps MME to decide when to send certain handover preparation information for HRPD (TS 23.402 [8]) and 1xRTT (TS 23.216 [9]) to the CDMA2000 RAT.


9.2.1.30
1xRTT MEID

Void.

9.2.1.31
eNB Status Transfer Transparent Container

The eNB Status Transfer Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. This IE is used for the intra SAE/LTE S1 handover case.

This IE is transparent to the EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-RABs Subject to Status Transfer List
	
	1
	
	
	-
	-

	>E-RABs Subject to Status Transfer Item
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	-

	>>UL COUNT value
	M
	
	COUNT Value 9.2.1.32 
	PDCP-SN and HFN of first missing UL PDCP SDU.
	-
	-

	>>DL COUNT value
	M
	
	COUNT Value 9.2.1.32 
	PDCP-SN and HFN that the target eNB should assign for the next DL SDU not having an SN yet.
	-
	-

	>>Receive Status Of UL PDCP SDUs
	O
	
	BIT STRING (4096)
	PDCP Sequence Number = (First Missing SDU Number + bit position) modulo 4096.
0: PDCP SDU has not been received.

1: PDCP SDU has been received correctly.
	
	


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.2.1.32
COUNT value

This IE contains a PDCP sequence number and a hyper frame number.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDCP-SN
	M
	
	INTEGER (0..4095)
	
	-
	-

	HFN
	M
	
	INTEGER (0..1048575)
	
	-
	-


9.2.1.33
CDMA2000 1xRTT RAND

This information element is a random number generated by the eNB and tunnelled to the 1xCS IWS (TS 23.402 [8]) and is transparent to MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 1xRTT RAND
	M
	
	OCTET STRING
	This IE is a Random Challenge that is used for authentication of UE during 1xCS registration, eCSFB to 1xRTT or handover from E-UTRAN to CDMA2000 1xRTT RAT.

This IE is coded as the RAND (32bits) of the   Authentication Challenge Parameter (RAND) in 3GPP2 A.S0008-C [25].


9.2.1.34
Request Type

The purpose of the Request Type IE is to indicate the type of location request to be handled by the eNB.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Request Type
	
	
	
	

	>Event
	M
	
	ENUMERATED(Direct, Change of service cell, Stop Change of service cell)
	

	>Report Area
	M
	
	ENUMERATED (ECGI, …)
	


9.2.1.35
CDMA2000 1xRTT SRVCC Info
This IE defines SRVCC related information elements that are assembled by the MME to be tunnelled transparently to the 1xCS IWS (TS 23.402 [8]) system.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 1xRTT SRVCC Info
	
	
	
	

	>CDMA2000 1xRTT MEID
	M
	
	OCTET STRING
	This information element is the Mobile Equipment Identifier or Hardware ID that is tunnelled from the UE and is transparent to the eNB. This IE is used to derive a MEID-based PLCM that is used for channelization in CDMA2000 1xRTT network.

	>CDMA2000 1xRTT Mobile Subscription Information
	M
	
	OCTET STRING
	This IE provides the list of UE supported 1x RTT Band classes and Band Subclasses. It is provided by the UE to the eNB as part of the UE capability. It is transparent to the eNB.

	>CDMA2000 1xRTT Pilot List
	M
	
	OCTET STRING
	This IE provides the measured pilot information. Encoded as the Pilot List IE from the A21-1x air interface signalling message in 3GPP2 A.S0008-C [25].


9.2.1.36
E-RAB List

This IE contains a list of E-RAB IDs with a cause value. It is used for example to indicate failed bearers or bearers to be released.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-RAB List Item
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>E-RAB ID
	M
	
	9.2.1.2
	
	-
	-

	>Cause
	M
	
	9.2.1.3 
	
	-
	-


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


9.2.1.37
Global eNB ID

This information element is used to globally identify an eNB (see TS 36.401 [2]).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.2.3.8
	

	CHOICE eNB ID
	M
	
	
	

	>Macro eNB ID
	
	
	
	

	>>Macro eNB ID
	M
	
	BIT STRING (20)
	Equal to the 20 leftmost bits of the Cell Identity IE contained in the E-UTRAN CGI IE (see subclause 9.2.1.38) of each cell served by the eNB.

	>Home eNB ID
	
	
	
	

	>>Home eNB ID
	M
	
	BIT STRING (28)
	Equal to the Cell Identity IE contained in the E-UTRAN CGI IE (see subclause 9.2.1.38) of the cell served by the eNB.


9.2.1.38
E-UTRAN CGI

This information element is used to globally identify a cell (see TS 36.401 [2]).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.2.3.8
	

	Cell Identity
	M
	
	BIT STRING (28)
	The leftmost bits of the Cell Identity correspond to the eNB ID (defined in subclause 9.2.1.37).


9.2.1.39
Subscriber Profile ID for RAT/Frequency priority
The Subscriber Profile ID IE for RAT/Frequency Selection Priority is used to define camp priorities in Idle mode and to control inter-RAT/inter-frequency handover in Active mode TS 36.300 [14].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Subscriber Profile ID for RAT/Frequency Priority
	M
	
	INTEGER (1..256)
	


9.2.1.40
UE Security Capabilities

The UE Security Capabilities IE defines the supported algorithms for encryption and integrity protection in the UE.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	UE Security Capabilities
	
	
	
	

	>Encryption Algorithms
	M
	
	BIT STRING (16, …)
	Each position in the bitmap represents an encryption algorithm:

“all bits equal to 0” – UE supports no other algorithm than EEA0,
“first bit” – 128-EEA1,

“second bit” – 128-EEA2,
“third bit” – 128-EEA3,

other bits reserved for future use. Value ‘1’ indicates support and value ‘0’ indicates no support of the algorithm.

Algorithms are defined in TS 33.401 [15].

	>Integrity Protection Algorithms
	M
	
	BIT STRING (16, …)
	Each position in the bitmap represents an integrity protection algorithm:

“all bits equal to 0” – UE supports no other algorithm than EIA0,
“first bit” – 128-EIA1,

“second bit” – 128-EIA2,
“third bit” – 128-EIA3,
other bits reserved for future use.

Value ‘1’ indicates support and value ‘0’ indicates no support of the algorithm.

Algorithms are defined in TS 33.401 [15].


9.2.1.41
Security Key

The Security Key IE is used to apply security in the eNB for different scenarios as defined in TS 33.401 [15].

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Security Key
	M
	
	BIT STRING (SIZE(256))
	Key material for KeNB or Next Hop Key as defined in TS 33.401 [15]


9.2.1.42
UE History Information

The UE History Information IE contains information about cells that a UE has been served by in active state prior to the target cell.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Last Visited Cell List
	
	1 to <MaxNrOfCells>
	
	Most recent information is added to the top of this list.
	-
	-

	>Last Visited Cell Information
	M
	
	9.2.1.43
	
	-
	-


	Range bound
	Explanation

	MaxNrOfCells
	Maximum length of the list. Value is 16.


9.2.1.43
Last Visited Cell Information

The Last Visited Cell Information may contain E-UTRAN or UTRAN cell specific information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE Last Visited Cell Information
	M
	
	
	
	-
	-

	>E-UTRAN Cell
	
	
	
	
	
	

	>>Last Visited E-UTRAN Cell Information
	M
	
	9.2.1.43a
	
	-
	-

	>UTRAN Cell
	
	
	
	
	
	

	>>Last Visited UTRAN Cell Information
	M
	
	OCTET STRING
	Defined in TS 25.413 [19].
	-
	-

	>GERAN Cell
	
	
	
	
	
	

	>>Last Visited GERAN Cell Information
	M
	
	9.2.1.43b
	
	-
	-


9.2.1.43a
Last Visited E-UTRAN Cell Information

The Last Visited E-UTRAN Cell Information contains information about a cell that is to be used for RRM purposes.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Global Cell ID
	M
	
	E-UTRAN

CGI

9.2.1.38
	
	-
	

	Cell Type
	M
	
	9.2.1.66
	
	-
	

	Time UE stayed in Cell
	M
	
	INTEGER (0..4095)
	The duration of the time the UE stayed in the cell in seconds. If the UE stays in a cell more than 4095s, this IE is set to 4095.
	-
	

	Time UE stayed in Cell Enhanced Granularity
	O
	
	INTEGER (0..40950)
	The duration of the time the UE stayed in the cell in 1/10 seconds. If the UE stays in a cell more than 4095s, this IE is set to 40950.
	YES
	ignore

	HO Cause Value
	O
	
	9.2.1.3
	The cause for the handover from the E-UTRAN cell.
	YES
	ignore


9.2.1.43b
Last Visited GERAN Cell Information

The Last Visited Cell Information for GERAN is currently undefined.

NOTE:
If in later Releases this is defined, the choice type may be extended with the actual GERAN specific information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE Last Visited GERAN Cell Information
	M
	
	
	
	-
	

	>Undefined
	M
	
	NULL
	
	-
	


9.2.1.44
Message Identifier

The purpose of the Message Identifier IE is to identify the warning message. Message Identifier IE is set by the EPC and transferred to the UE by the eNB

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Message Identifier
	M
	
	BIT STRING (16)
	This IE is set by the EPC, transferred to the UE by the eNB. The eNB shall treat it as an identifier of the message.


9.2.1.45
Serial Number

The Serial Number IE identifies a particular message from the source and type indicated by the Message Identifier and is altered every time the message with a given Message Identifier is changed.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Serial Number
	M
	
	BIT STRING(16)
	


9.2.1.46
Warning Area List

The Warning Area List IE indicates the areas where the warning message needs to be broadcast.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Warning Area
	
	
	
	

	>Cell ID List
	
	1 to <maxnoofCellID>
	
	

	>>E-CGI
	M
	
	9.2.1.38
	

	>TAI List
	
	1 to <maxnoofTAIforWarning>
	
	

	>>TAI
	M
	
	9.2.3.16
	

	>Emergency Area ID List
	
	1 to <maxnoofEmergencyAreaID>
	
	

	>>Emergency Area ID
	M
	
	9.2.1.47
	


	Range bound
	Explanation

	maxnoofCellID
	Maximum no. of Cell ID subject for warning message broadcast. Value is 65535.

	maxnoofTAIforWarning
	Maximum no. of TAI subject for warning message broadcast. Value is 65535.

	maxnoofEmergencyAreaID
	Maximum no. of Emergency Area ID subject for warning message broadcast. Value is 65535.


9.2.1.47
Emergency Area ID

The Emergency Area ID IE is used to indicate the area which has the emergency impact.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Emergency Area ID
	M
	
	OCTET STRING(3)
	Emergency Area ID may consist of several cells. Emergency Area ID is defined by the operator.


9.2.1.48
Repetition Period

The Repetition Period IE indicates the periodicity of the warning message to be broadcast.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Repetition Period
	M
	
	INTEGER (0..4095)
	The unit of value 1 to 4095 is [second].


9.2.1.49
Number of Broadcasts Requested

The Number of Broadcast Requested IE indicates the number of times a message is to be broadcast.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Number of Broadcasts Requested
	M
	
	INTEGER (0..65535)
	


9.2.1.50
Warning Type

The Warning Type IE indicates types of the disaster. This IE also indicates that a Primary Notification is included. This IE can be used by the UE to differentiate the type of alert according to the type of disaster.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Warning Type
	M
	
	OCTET STRING(2)
	


9.2.1.51
Warning Security Information

The Warning Security Information IE provides the security information needed for securing the Primary Notification.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Warning Security Information
	M
	
	OCTET STRING(50)
	


9.2.1.52
Data Coding Scheme

The Data Coding Scheme IE identifies the alphabet or coding employed for the message characters and message handling at the UE (it is passed transparently from the EPC to the UE).

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Data Coding Scheme
	M
	
	BIT STRING(8)
	


9.2.1.53
Warning Message Contents

The Warning Message Content IE contains user information, e.g., the message with warning contents, and will be broadcast over the radio interface.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Warning Message Contents
	M
	
	OCTET STRING (SIZE(1..9600))
	The length of this IE varies between 1 to 9600 bytes.


9.2.1.54
Broadcast Completed Area List

The Broadcast Completed Area List IE indicates the areas where broadcast was performed successfully.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Broadcast Completed Area
	
	
	
	

	>Broadcast Completed Area
	
	
	
	

	>>Cell ID Broadcast 
	
	1 to <maxnoofCellID>
	
	

	>>>E-CGI
	M
	
	9.2.1.38
	

	>TAI Broadcast
	
	
	
	

	>>TAI Broadcast
	
	1 to <maxnoofTAIforWarning>
	
	

	>>>TAI
	M
	
	9.2.3.16
	

	>>>Completed Cell in TAI List
	
	1 to <maxnoofCellinTAI>
	
	

	>>>>E-CGI
	M
	
	
	

	>Emergency Area ID
	
	
	
	

	>>Emergency Area ID Broadcast
	
	1 to <maxnoofEmergencyAreaID>
	
	

	>>>Emergency Area ID 
	M
	
	9.2.1.47
	

	>>>Completed Cell in Emergency Area ID List
	
	1 to <maxnoofCellinEAI>
	
	

	>>>>E-CGI
	M
	
	
	


	Range bound
	Explanation

	maxnoofCellID
	Maximum no. of Cell ID subject for warning message broadcast. Value is 65535.

	maxnoofTAIforWarning
	Maximum no. of TAI subject for warning message broadcast. Value is 65535.

	maxnoofEmergencyAreaID
	Maximum no. of Emergency Area ID subject for warning message broadcast. Value is 65535.

	maxnoofCellinTAI
	Maximum no. of Cell ID within a TAI. Value is 65535.

	maxnoofCellinEAI
	Maximum no. of Cell ID within an Emergency Area. Value is 65535.


9.2.1.55
Inter-system Information Transfer Type

The Inter-system Information Type IE indicates the type of information that the eNB requests to transfer.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Inter-system Information Transfer Type
	
	
	
	

	>RIM
	
	
	
	

	>>RIM Transfer 
	
	
	9.2.3.23
	


9.2.1.56
Source To Target Transparent Container

The Source to Target Transparent Container IE is an information element that is used to transparently pass radio related information from the handover source to the handover target through the EPC; it is produced by the source RAN node and is transmitted to the target RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Source to Target Transparent Container
	M
	
	OCTET STRING
	This IE includes a transparent container from the source RAN node to the target RAN node.
The octets of the OCTET STRING are encoded according to the specifications of the target system.
Note: in the current version of the specification, this IE may either carry the Source eNB to Target eNB Transparent Container IE or the Source RNC to Target RNC Transparent Container IE as defined in TS 25.413 [19] or the Source BSS to Target BSS Transparent Container IE as defined in TS 48.018 [18] or the Old BSS to New BSS information IE as defined in TS 48.008 [23].


9.2.1.57
Target To Source Transparent Container

The Target to Source Transparent Container IE is an information element that is used to transparently pass radio related information from the handover target to the handover source through the EPC; it is produced by the target RAN node and is transmitted to the source RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Target to Source Transparent Container
	M
	
	OCTET STRING
	This IE includes a transparent container from the target RAN node to the source RAN node. The octets of the OCTET STRING are coded according to the specifications of the target system.
Note: in the current version of the specification, this IE may either carry the Target eNB to Source eNB Transparent Container IE or the Target RNC to Source RNC Transparent Container IE as defined in TS 25.413 [19] or the Target BSS to Source BSS Transparent Container IE as defined in TS 48.018 [18] or the Layer 3 Information IE as defined in TS 48.008 [23].


9.2.1.58
SRVCC Operation Possible

This element indicates that both UE and MME are SRVCC-capable. E-UTRAN behaviour on receipt of this IE is specified in TS 23.216 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SRVCC operation possible
	M
	
	ENUMERATED (Possible, …) 
	


9.2.1.59
SRVCC HO Indication

This information element is set by the source eNB to provide an indication that E-RAB may be subjected to handover via SRVCC means.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SRVCC HO Indication
	M
	
	ENUMERATED
(PS and CS, CS only, …)
	


9.2.1.60
Allocation and Retention Priority

This IE specifies the relative importance compared to other E-RABs for allocation and retention of the E-UTRAN Radio Access Bearer.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Allocation/Retention Priority
	
	
	
	

	>Priority Level
	M
	
	INTEGER (0..15)
	Desc.: This IE should be understood as “priority of allocation and retention” (see TS 23.401 [11]).

Usage:

Value 15 means “no priority”.

Values between 1 and 14 are ordered in decreasing order of priority, i.e., 1 is the highest and 14 the lowest.

Value 0 shall be treated as a logical error if received.

	>Pre-emption Capability
	M
	
	ENUMERATED(shall not trigger pre-emption, may trigger pre-emption)
	Descr.: This IE indicates the pre-emption capability of the request on other E-RABs

Usage: 

The E-RAB shall not pre-empt other E-RABs or, the E-RAB may pre-empt other E-RABs

The Pre-emption Capability indicator applies to the allocation of resources for an E-RAB and as such it provides the trigger to the pre-emption procedures/processes of the eNB.

	>Pre-emption Vulnerability
	M
	
	ENUMERATED(not pre-emptable, pre-emptable)
	Desc.: This IE indicates the vulnerability of the E-RAB to preemption of other E-RABs.

Usage:

The E-RAB shall not be pre-empted by other E-RABs or the E-RAB may be pre-empted by other RABs.

Pre-emption Vulnerability indicator applies for the entire duration of the E-RAB, unless modified and as such indicates whether the E-RAB is a target of the pre-emption procedures/processes of the eNB.


9.2.1.61
Time to wait

This IE defines the minimum allowed waiting times.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Time to wait
	M
	
	ENUMERATED(1s, 2s, 5s, 10s, 20s, 60s)
	


9.2.1.62
CSG Id 
This information element indicates the identifier of the Closed Subscriber Group, as defined in TS 23.003 [21].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CSG Id
	M
	
	BIT STRING (SIZE (27))
	


9.2.1.63
CSG Id List

Void.
9.2.1.64
MS Classmark 2

The coding of this element is described in TS 48.008 [23].

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	MS Classmark 2
	M
	
	OCTET STRING
	Coded same way as the Mobile Station Classmark 2 IE defined in TS 48.008 [23].


9.2.1.65
MS Classmark 3

The coding of this element is described in TS 48.008 [23].

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	MS Classmark 3
	M
	
	OCTET STRING
	Coded same way as the Mobile Station Classmark 3 IE defined in TS 48.008 [23].


9.2.1.66
Cell Type

The cell type provides the cell coverage area.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Cell Size
	M
	
	ENUMERATED (verysmall, small, medium, large, …)
	
	-
	-


9.2.1.67
Old BSS to New BSS Information

This container is used to transparently pass radio related information between the handover source and the handover target through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to GERAN A/Gb mode.

This IE is defined in TS 48.008 [23].
9.2.1.68
Layer 3 Information

This container is used to transparently pass radio related information between the handover target and the handover source through the EPC. This container is used for inter 3GPP RAT handovers from SAE/LTE to GERAN A/Gb mode.

This IE is defined in TS 48.008 [23].

9.2.1.69
E-UTRAN Round Trip Delay Estimation Info
This IE contains the information to assist target HRPD access with the acquisition of the UE.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	E-UTRAN Round Trip Delay Estimation Info
	M
	
	INTEGER (0..2047)
	Includes the Round Trip Delay between the eNB and the UE. The unit is 16Ts(see subclause 4.2.3 in TS 36.213 [26]).


9.2.1.70
Broadcast Cancelled Area List

The Broadcast Cancelled Area List IE indicates the areas where broadcast was stopped successfully.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Broadcast Cancelled Area
	
	
	
	

	>CID Cancelled
	
	
	
	

	>>Cell ID Cancelled
	
	1 to <maxnoofCellID>
	
	

	>>>E-CGI
	M
	
	9.2.1.38
	

	>>>Number of Broadcasts
	M
	
	9.2.1.71
	

	>TAI Cancelled
	
	
	
	

	>>TAI Cancelled
	
	1 to <maxnoofTAIforWarning >
	
	

	>>>TAI
	M
	
	9.2.3.16
	

	>>>Cancelled Cell in TAI List
	
	1 to <maxnoofCellinTAI>
	
	

	>>>>E-CGI
	M
	
	
	

	>>>>Number of Broadcasts
	M
	
	9.2.1.71
	

	>Emergency Area Cancelled
	
	
	
	

	>>Emergency Area ID Cancelled
	
	1 to <maxnoofEmergencyAreaID>
	
	

	>>>Emergency Area ID 
	M
	
	9.2.1.47
	

	>>>Cancelled Cell in Emergency Area ID List
	
	1 to <maxnoofCellinEAI>
	
	

	>>>>E-CGI
	M
	
	
	

	>>>>Number of Broadcasts
	M
	
	9.2.1.71
	


	Range bound
	Explanation

	maxnoofCellID
	Maximum no. of Cell ID subject for warning message broadcast. Value is 65535.

	maxnoofTAIforWarning
	Maximum no. of TAI subject for warning message broadcast. Value is 65535.

	maxnoofEmergencyAreaID
	Maximum no. of Emergency Area ID subject for warning message broadcast. Value is 65535.

	maxnoofCellinTAI
	Maximum no. of Cell ID within a TAI. Value is 65535.

	maxnoofCellinEAI
	Maximum no. of Cell ID within an Emergency Area. Value is 65535.


9.2.1.71
Number of Broadcasts

The Number of Broadcasts IE indicates the number of times that a particular message has been broadcast in a given warning area.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Number of Broadcasts
	M
	
	INTEGER(0..65535)
	This IE is set to ‘0’ if valid results are not known or not available. It is set to 65535 if the counter results have overflown.


9.2.1.72
Concurrent Warning Message Indicator

The Concurrent Warning Message Indicator IE indicates to eNB that the received warning message is a new message to be scheduled for concurrent broadcast with any other ongoing broadcast of warning messages.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Concurrent Warning Message Indicator
	M
	
	ENUMERATED(true)
	This IE is used to identify a PWS type warning system which allows the broadcast of multiple concurrent warning messages over the radio.


9.2.1.73
CSG Membership Status

This element indicates the membership status of the UE to a particular CSG.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CSG Membership Status
	M
	
	ENUMERATED (member, not-member)
	


9.2.1.74
Cell Access Mode

This element indicates the access mode of the cell accessed by the UE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Cell Access Mode
	M
	
	ENUMERATED (hybrid, …)
	


9.2.1.75
Extended Repetition Period

The Extended Repetition Period IE indicates the periodicity of the warning message to be broadcast.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Extended Repetition Period
	M
	
	INTEGER (4096..217-1)
	The Extended Repetition Period IE is used if the Repetition Period has a value larger than 4095.

Unit [second].


9.2.1.76
Data Forwarding Not Possible
This information element indicates that the MME decided that the corresponding E-RAB bearer will not be subject to data forwarding.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Data Forwarding Not Possible
	M
	
	ENUMERATED (Data forwarding not possible, …)
	


9.2.1.77
PS Service Not Available
This IE indicates that the UE is not available for the PS service in the target cell in case of SRVCC to GERAN.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PS Service Not Available
	M
	
	ENUMERATED (PS service not Available, …) 
	


9.2.1.78
Paging Priority

This element indicates the paging priority for paging a UE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Paging Priority
	M
	
	ENUMERATED (PrioLevel1, PrioLevel2, PrioLevel3, PrioLevel4, PrioLevel5, PrioLevel6, PrioLevel7, PrioLevel8, …) 
	Lower value codepoint indicates higher priority.


9.2.1.79
Relay Node Indicator
This element indicates a relay node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Relay Node Indicator
	M
	
	ENUMERATED
(true, …)
	


9.2.1.80
Correlation ID

This information element is the GTP Tunnel Endpoint Identifier or GRE key to be used for the user plane transport between eNB and the L-GW described in TS 23.401 [11].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Correlation ID
	M
	
	OCTET STRING (4)
	


9.2.1.81
MDT Configuration

The IE defines the MDT configuration parameters.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	MDT Activation
	M
	
	ENUMERATED(Immediate MDT only, Logged MDT only, Immediate MDT and Trace, …)
	

	CHOICE Area Scope of MDT
	M
	
	
	

	>Cell based
	
	
	
	

	>>Cell ID List for MDT
	
	1 to <maxnoofCellIDforMDT>
	
	

	>>>E-CGI
	M
	
	9.2.1.38
	

	>TA based
	
	
	
	

	>>TA List for MDT
	
	1 to <maxnoofTAforMDT>
	
	

	>>>TAC
	M
	
	9.2.3.7
	

	>PLMN Wide
	
	
	NULL
	

	CHOICE MDT Mode
	M
	
	
	

	>Immediate MDT
	
	
	
	

	>>Measurements to Activate
	M
	
	BITSTRING
(SIZE(8))
	Each position in the bitmap indicates a MDT measurement, as defined in TS 37.320 [31]. 

First Bit = M1,
Second Bit= M2.

Other bits are reserved for future use and are ignored if received.
Value “1” indicates “activate” and value “0” indicates “do not activate”.

	>>Reporting Trigger MDT
	M
	
	ENUMERATED (periodic, A2event-triggered,, …)
	

	>>Threshold Event A2
	C-ifM1A2trigger
	
	
	Included in case of event-triggered reporting for measurement M1.

	>>>CHOICE Threshold
	M
	
	
	

	>>>>RSRP
	
	
	
	

	>>>>>Threshold RSRP
	M
	
	INTEGER (0..97)
	This IE is defined in TS 36.331 [16].

	>>>>RSRQ
	
	
	
	

	>>>>>Threshold RSRQ
	M
	
	INTEGER (0..34)
	This IE is defined in TS 36.331 [16].

	>>Periodic reporting MDT
	C-ifperiodicMDT
	
	
	Included in case of periodic reporting.

	>>>Report interval
	M
	
	ENUMERATED (ms120, ms240, ms480, ms640, ms1024, ms2048, ms5120, ms10240, , min1, min6, min12, min30, min60)
	This IE is defined in TS 36.331 [16].

	>>>Report amount
	M
	
	ENUMERATED (1, 2, 4, 8, 16, 32, 64, infinity)
	Number of reports.

	>Logged MDT
	
	
	
	

	>>Logging interval
	M
	
	ENUMERATED (1.28, 2,56, 5.12,10.24,20.48, 30.72, 40.96 and 61.44)
	This IE is defined in TS 36.331 [16]. Unit: [second].

	>>Logging duration
	M
	
	ENUMERATED (10, 20, 40, 60, 90 and 120)
	This IE is defined in TS 36.331 [16]. Unit: [minute].


	Range bound
	Explanation

	maxnoofCellIDforMDT
	Maximum no. of Cell ID subject for MDT scope. Value is 32.

	maxnoofTAforMDT
	Maximum no. of TA subject for MDT scope. Value is 8.


	Condition
	Explanation

	ifM1A2trigger
	This IE shall be present if the Measurements to Activate IE has the first bit set to “1” and the Reporting Trigger MDT IE is set to “A2event-triggered”.

	ifperiodicMDT
	This IE shall be present if the Reporting Trigger MDT IE is set to “periodic”.


9.2.1.82
MME Relay Support Indicator
This element is set by the MME to advertise its support of Relay functionalities.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	MME Relay Support Indicator
	M
	
	ENUMERATED (true, ...)
	


9.2.1.83
Management Based MDT Allowed

This information element is used by the eNB to allow selection of the UE for management based MDT as described in TS 32.422 [10].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Management Based MDT Allowed
	M
	
	ENUMERATED (Allowed, ...) 
	


9.2.1.84
GW Context Release Indication

This information element is set by the eNB to provide an indication that the MME may release any resources related to the signalled S1 UE context (see TS 36.300 [14]).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	GW Context Release Indication
	M
	
	ENUMERATED
(true, …)
	This IE indicates to the MME that the eNB has successfully performed an X2 HO for the UE to a target eNB.


9.2.1.85
Voice Support Match Indicator
This information element is set by the eNB to provide an indication whether the UE radio capabilities are compatible with the network configuration for voice continuity.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Voice Support Match Indicator
	M
	
	ENUMERATED
(Supported, Not Supported …)
	


9.2.2
Transport Network Layer Related IEs

9.2.2.1
Transport Layer Address

This information element is an IP address.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Transport Layer Address
	M
	
	BIT STRING (1..160, …)
	The Radio Network Layer is not supposed to interpret the address information. It should pass it to the transport layer for interpretation.

For details on the Transport Layer Address, see ref. TS 36.414 [12].


9.2.2.2
GTP-TEID

This information element is the GTP Tunnel Endpoint Identifier to be used for the user plane transport between eNB and the serving gateway.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	GTP-TEID
	M
	
	OCTET STRING (4)
	For details and range, see TS 29.281 [32].


9.2.3
NAS Related IEs

9.2.3.1
LAI

This information element is used to uniquely identify a Location Area.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	LAI
	
	
	
	

	>PLMN Identity
	M
	
	9.2.3.8
	

	>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.


9.2.3.2
RAC

This information element is used to identify a Routing Area within a Location Area. It is used for PS services.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RAC
	M
	
	OCTET STRING (1)
	


9.2.3.3
MME UE S1AP ID

The MME UE S1AP ID uniquely identifies the UE association over the S1 interface within the MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	MME UE S1AP ID
	M
	
	INTEGER (0 .. 232 -1)
	


9.2.3.4
eNB UE S1AP ID

The eNB UE S1AP ID uniquely identifies the UE association over the S1 interface within the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	eNB UE S1AP ID
	M
	
	INTEGER (0 .. 224 -1)
	


9.2.3.5
NAS-PDU

This information element contains an EPC – UE or UE – EPC message that is transferred without interpretation in the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NAS-PDU
	M
	
	OCTET STRING
	


9.2.3.6
S-TMSI
The Temporary Mobile Subscriber Identity is used for security reasons, to hide the identity of a subscriber.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	MMEC
	M
	
	9.2.3.12
	
	
	

	M-TMSI
	M
	
	OCTET STRING (SIZE (4))
	M-TMSI is unique within MME that allocated it.
	
	


9.2.3.7
TAC

This information element is used to uniquely identify a Tracking Area Code.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	TAC
	M
	
	OCTET STRING

(SIZE (2))
	


9.2.3.8
PLMN Identity

This information element indicates the PLMN Identity.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or
-3 digits from MNC (in case of a 3 digit MNC).


9.2.3.9
GUMMEI

This information element indicates the globally unique MME identity.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	GUMMEI
	
	
	
	

	>PLMN Identity
	M
	
	9.2.3.8
	

	>MME Group ID
	M
	
	OCTET STRING (2)
	

	>MME code
	M
	
	9.2.3.12
	


9.2.3.10
UE Identity Index value

The UE Identity Index value IE is used by the eNB to calculate the Paging Frame TS 36.304 [20].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE Identity Index Value
	M
	
	BIT STRING (10)
	Coded as specified in TS 36.304 [20].


9.2.3.11
IMSI

This information element contains an International Mobile Subscriber Identity, which is commonly used to identify the UE in the CN.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	IMSI
	M
	
	OCTET STRING (SIZE (3..8))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-Number of decimal digits shall be from 6 to 15 starting with the digits from the PLMN identity.

When the IMSI is made of an odd number of digits, the filler digit shall be added at the end to make an even number of digits of length 2N. The filler digit shall then be consequently encoded as bit 8 to 5 of octet N.


9.2.3.12
MMEC

This information element represents the MME Code to uniquely identify an MME within an MME pool area.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	MMEC
	M
	
	OCTET STRING (SIZE (1))
	


9.2.3.13
UE Paging Identity

This IE represents the Identity with which the UE is paged.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE UE Paging Identity
	
	
	
	

	>IMSI
	
	
	
	

	>>IMSI
	M
	
	9.2.3.11
	

	>S-TMSI
	
	
	
	

	>>S-TMSI
	M
	
	9.2.3.6
	


9.2.3.14
DL Forwarding

This information element indicates that the E-RAB is proposed for forwarding of downlink packets.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL Forwarding
	
	
	
	

	>DL Forwarding
	M
	
	ENUMERATED (DL forwarding proposed, …) 
	


9.2.3.15
Direct Forwarding Path Availability

The availability of a direct forwarding path shall be determined by the source eNB. The EPC behaviour on receipt of this IE is specified in TS 23.401 [11].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Direct Forwarding Path Availability
	M
	
	ENUMERATED (Direct Path Available, …) 
	


9.2.3.16
TAI

This information element is used to uniquely identify a Tracking Area.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	TAI
	
	
	
	

	>PLMN Identity
	M
	
	9.2.3.8
	

	>TAC
	M
	
	9.2.3.7
	


9.2.3.17
Relative MME Capacity

This IE indicates the relative processing capacity of an MME with respect to the other MMEs in the pool in order to load-balance MMEs within a pool defined in TS 23.401 [11].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Relative MME Capacity
	M
	
	INTEGER (0..255)
	


9.2.3.18
UE S1AP ID pair

This IE contains a pair of UE S1AP identities.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	-
	-

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	-
	-


9.2.3.19
Overload Response

The Overload Response IE indicates the required behaviour of the eNB in an overload situation.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Overload Response
	
	
	
	

	>Overload Action
	
	
	
	

	>>Overload Action
	M
	
	9.2.3.20
	


9.2.3.20
Overload Action

The Overload Action IE indicates which signalling traffic is subject to rejection by the eNB in an MME overload situation as defined in TS 23.401 [11].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Overload Action
	M
	
	ENUMERATED

(Reject RRC connection establishments for non-emergency MO DT, Reject RRC connection establishments for Signalling, Permit Emergency Sessions and mobile terminated services only, …, Permit High Priority Sessions and mobile terminated services only, Reject delay tolerant access)
	


9.2.3.21
CS Fallback Indicator

The IE indicates that a fallback to the CS domain is needed.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CS Fallback Indicator
	M
	
	ENUMERATED(CS Fallback required, … ,

CS Fallback High Priority)
	


9.2.3.22
CN Domain

This IE indicates whether Paging is originated from the CS or PS domain.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CN Domain
	M
	
	ENUMERATED(PS, CS)
	


9.2.3.23
RIM Transfer

This IE contains the RIM Information (e.g. NACC information) and additionally in uplink transfers the RIM routing address of the destination of this RIM information.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RIM Transfer
	
	
	
	

	>RIM Information
	M
	
	9.2.3.24
	

	>RIM Routing Address
	O
	
	9.2.3.25
	


9.2.3.24
RIM Information

This IE contains the RIM Information (e.g., NACC information) i.e., the BSSGP RIM PDU from the RIM application part contained in the eNB, or the BSSGP RIM PDU to be forwarded to the RIM application part in the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RIM Information
	
	
	
	

	>RIM Information
	M
	
	OCTET STRING
	Contains the BSSGP RIM PDU as defined in ref TS 48.018 [18].


9.2.3.25
RIM Routing Address

This IE identifies the destination node where the RIM Information needs to be routed by the CN.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE RIM Routing Address
	
	
	
	
	
	

	>GERAN-Cell-ID
	
	
	
	
	-
	

	>>LAI
	M
	
	9.2.3.1
	
	-
	

	>>RAC
	M
	
	9.2.3.2
	
	-
	

	>>CI
	M
	
	OCTET STRING (2)
	
	-
	

	>Target RNC-ID
	
	
	
	
	-
	

	>>LAI
	M
	
	9.2.3.1
	
	-
	

	>>RAC
	O
	
	9.2.3.2
	
	-
	

	>>RNC-ID
	M
	
	INTEGER (0..4095)
	If the Extended RNC-ID IE is included in the Target ID IE, the RNC-ID IE shall be ignored.
	-
	

	>>Extended RNC-ID
	O
	
	9.2.1.14
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.
	-
	


9.2.3.26
SON Configuration Transfer

This IE contains the SON Information and additionally includes the eNB identifier of the destination of this SON information and the eNB identifier of the source of this information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SON Configuration Transfer
	
	
	
	

	>Target eNB-ID
	M
	
	
	

	>>Global eNB ID
	M
	
	9.2.1.37
	

	>>Selected TAI
	M
	
	TAI

9.2.3.16
	

	>Source eNB-ID
	M
	
	
	

	>>Global eNB ID
	M
	
	9.2.1.37
	

	>>Selected TAI
	M
	
	TAI

9.2.3.16
	

	>SON Information
	M
	
	9.2.3.27
	

	>X2 TNL Configuration Info
	O
	
	9.2.3.29
	Source eNB X2 TNL Configuration Info.


9.2.3.27
SON Information

This IE identifies the nature of the SON information transferred, i.e., a request or a reply.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE SON Information
	
	
	
	
	
	

	>SON Information Request
	
	
	
	
	
	

	>>SON Information Request
	
	
	
	ENUMERATED(X2 TNL Configuration Info, …, Time synchronization Info)
	-
	

	>SON Information Reply
	
	
	
	
	
	

	>>SON Information Reply
	
	
	
	9.2.3.28
	-
	


9.2.3.28
SON Information Reply

This IE contains the SON Information to be replied to the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SON Information Reply
	
	
	
	

	>X2 TNL Configuration Info
	O
	
	9.2.3.29
	 

	>Time Synchronization Info
	O
	
	9.2.3.34
	


9.2.3.29
X2 TNL Configuration Info

The X2 TNL Configuration Info IE is used for signalling X2 TNL Configuration information for automatic X2 SCTP association establishment.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	eNB X2 Transport Layer Addresses
	
	1 to <maxnoofeNBX2TLAs>
	
	

	>Transport Layer Address
	M
	
	9.2.2.1
	Transport Layer Addresses for X2 SCTP end-point.

	eNB X2 Extended Transport Layer Addresses
	
	0 to <maxnoofeNBX2ExtTLAs>
	
	

	>IP-Sec Transport Layer Address
	O
	
	9.2.2.1
	Transport Layer Addresses for IP-Sec end-point.

	>eNB GTP Transport Layer Addresses
	
	0 to <maxnoofeNBX2GTPTLAs>
	
	

	>>GTP Transport Layer Address
	M
	
	9.2.2.1
	GTP Transport Layer Addresses for GTP end-points (used for data forwarding over X2).


	Range bound
	Explanation

	maxnoofeNBX2TLAs
	Maximum no. of eNB X2 Transport Layer Addresses for an SCTP end-point. Value is 2.

	maxnoofeNBX2ExtTLAs
	Maximum no. of eNB X2 Extended Transport Layer Addresses in the message. Value is 16.

	maxnoofeNBX2GTPTLAs
	Maximum no. of eNB X2 GTP Transport Layer Addresses for an GTP end-point in the message. Value is 16.


9.2.3.30
NAS Security Parameters from E-UTRAN

The purpose of the NAS Security Parameters from E-UTRAN IE is to provide security related parameters for I-RAT handovers from E-UTRAN via the eNB to the UE.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	NAS Security Parameters from E-UTRAN
	M
	
	OCTET STRING
	Coded as the value part of NAS security parameters from E-UTRA IE defined in TS 24.301 [24].


9.2.3.31
NAS Security Parameters to E-UTRAN

The purpose of the NAS Security Parameters to E-UTRAN IE is to provide security related parameters for I-RAT handovers to E-UTRAN via the RNC or BSS to the UE.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	NAS Security Parameters to E-UTRAN
	M
	
	OCTET STRING
	Coded as the value part of NAS security parameters to E-UTRA IE defined in TS 24.301 [24].


9.2.3.32
LPPa-PDU

This information element contains an eNB – E-SMLC or E-SMLC – eNB message that is transferred without interpretation in the MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	LPPa-PDU
	M
	
	OCTET STRING
	


9.2.3.33
Routing ID

This information element is used to identify an E-SMLC within the EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Routing ID
	M
	
	INTEGER (0..255) 
	


9.2.3.34
Time Synchronization Info
The Time Synchronization Info IE is used for signalling stratum level and synchronization status for over-the-air synchronization using network listening.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Synchronization Info
	
	
	
	

	>Stratum Level
	M
	
	INTEGER (0..3, …)
	

	>Synchronization status
	M
	
	ENUMERATED(Synchronous, Asynchronous, …)
	


9.2.3.35
Void
9.2.3.36
Traffic Load Reduction Indication

The Traffic Load Reduction Indication IE indicates the percentage of the type of traffic relative to the instantaneous incoming rate at the eNB, as indicated in the Overload Action IE, to be rejected.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Traffic Load Reduction Indication
	M
	
	INTEGER (1..99)
	


NEXT CHANGE

Annex B (normative):
IEs for SON Transfer

SKIP UNCHANGED TEXT

B.1.2
SON Transfer Request Container

This container transfers request information for the SON Transfer application.

NOTE:
The length of the SON Transfer Request Container IE shall remain compatible with the maximum message size on the Gb interface, this maximum size being determined depending on the lower layers used on the interface and on their configuration, a typical (default) limitation being 1600 octets for a Frame Relay sub-network as stated in TS 48.016 [30].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE SON Transfer Application
	M
	
	
	

	>Cell Load Reporting
	
	
	NULL
	

	>Multi-Cell Load Reporting
	
	
	
	

	>>Multi-Cell Load Reporting Request
	M
	
	B.1.7
	

	>Event-Triggered Cell Load Reporting
	
	
	
	

	>>Event-Triggered Cell Load Reporting Request
	M
	
	B.1.11
	

	>HO Reporting
	
	
	
	

	>>HO Report
	M
	
	B.1.13
	

	>E-UTRAN Cell Activation
	
	
	
	

	>>Cell Activation Request
	M
	
	B.1.14
	

	>Energy Savings Indication
	
	
	
	

	>>Cell State Indication
	M
	
	B.1.16
	


B.1.3
SON Transfer Response Container

This container transfers response information for the SON Transfer application.

NOTE:
The length of the SON Transfer Response Container IE shall remain compatible with the maximum message size on the Gb interface, this maximum size being determined depending on the lower layers used on the interface and on their configuration, a typical (default) limitation being 1600 octets for a Frame Relay sub-network as stated in TS 48.016 [30].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE SON Transfer Application
	M
	
	
	

	>Cell Load Reporting
	
	
	
	

	>>Cell Load Reporting Response
	M
	
	B.1.5
	

	>Multi-Cell Load Reporting
	
	
	
	

	>>Multi-Cell Load Reporting Response
	M
	
	B.1.9
	

	>Event-Triggered Cell Load Reporting
	
	
	
	

	>>Event-triggered Cell Load Reporting Response
	M
	
	B.1.12
	

	>HO Reporting
	
	
	NULL
	

	>E-UTRAN Cell Activation
	
	
	
	

	>>Cell Activation Response
	M
	
	B.1.15
	

	>Energy Savings Indication
	
	
	NULL
	The Reporting Cell Identifier field in the RAN-INFORMATION Application Container for SON Transfer (TS 48.018 [18]) shall be the same as received in the the RAN-INFORMATION-REQUEST Application Container. The RAT Discriminator field shall be set to 'E-UTRAN'.


B.1.4
SON Transfer Cause

This container indicates the cause why the Application Error Container IE for the SON Transfer application defined in TS 48.018 [18] is sent.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE SON Transfer Application
	M
	
	
	

	>Cell Load Reporting
	
	
	
	

	>>Cell Load Reporting Cause
	M
	
	B.1.10
	

	>Multi-Cell Load Reporting
	
	
	
	

	>>Cell Load Reporting Cause
	M
	
	B.1.10
	

	>Event-Triggered Cell Load Reporting
	
	
	
	

	>>Cell Load Reporting Cause
	M
	
	B.1.10
	

	>HO Reporting
	
	
	
	

	>>HO Reporting Cause
	M
	
	ENUMERATED 

(Application Container Syntax Error,

Inconsistent Reporting Cell Identifier,

Unspecified,

…)
	

	>E-UTRAN Cell  Activation
	
	
	
	

	>>Cell Activation Cause
	M
	
	ENUMERATED 

(Application Container Syntax Error,

Inconsistent Reporting Cell Identifier,

Unspecified,

…)
	

	>Energy Savings Indication
	
	
	
	

	>>Cell State Indication Cause
	M
	
	ENUMERATED 

(Application Container Syntax Error,

Inconsistent Reporting Cell Identifier,

Unspecified,

…)
	


	HO Reporting Cause
	Meaning

	Application Container Syntax Error
	The Application Container IE is syntactically incorrect.

	Inconsistent Reporting Cell Identifier
	- In case the reporting RAT is GERAN: the Reporting Cell Identifier in the Application Container IE does not match with the Destination Cell Identifier IE value (in the case of a RAN-INFORMATION-REQUEST PDU) or with the Source Cell Identifier IE value (in the case of a RAN-INFORMATION PDU) of the RIM header.

- In case the reporting RAT is UTRAN or E-UTRAN: the cell identified by Reporting Cell Identifier in the Application Container IE is unknown in the RNC (UTRAN case) or in the eNodeB (E-UTRAN case) identified by the Destination Cell Identifier IE value in the RAN-INFORMATION-REQUEST PDU.

	Unspecified
	Sent when none of the above cause values applies.


	Cell Activation Cause
	Meaning

	Application Container Syntax Error
	The Application Container IE is syntactically incorrect.

	Inconsistent Reporting Cell Identifier
	- In case the reporting RAT is E-UTRAN: The Reporting Cell Identifier in the Application Container IE is unknown in the eNB identified by the Destination Cell Identifier IE value of the RIM header of a RAN-INFORMATION-REQUEST PDU or the reporting cell identifier in the Application Container IE does not match with the Source Cell Identifier IE value of the RIM header of a RAN-INFORMATION PDU.

	Unspecified
	Sent when none of the above cause values applies.


	Cell State Indication Cause
	Meaning

	Application Container Syntax Error
	The Application Container IE is syntactically incorrect.

	Inconsistent Reporting Cell Identifier
	- In case the reporting RAT is E-UTRAN: The Reporting Cell Identifier in the Application Container IE does not match with the Source Cell Identifier IE value of the RIM header of a RAN-INFORMATION-REQUEST PDU or the reporting cell identifier in the Application Container IE does not match with the Destination Cell Identifier IE value of the RIM header of a RAN-INFORMATION PDU.

	Unspecified
	Sent when none of the above cause values applies.


NEXT CHANGE

B.1.7
Multi-Cell Load Reporting Request

This IE contains request  information for inter-RAT multi-cell load reporting.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Requested Cell List
	
	1 to <maxIRATReportingCells>
	
	One of the cell IDs contained in this list shall be copied in the Reporting Cell Identifier field in the RAN-INFORMATION-REQUEST Application Container for SON Transfer (TS 48.018).

	>IRAT Cell ID
	M
	
	B.1.8
	


	Range bound
	Explanation

	maxIRATReportingCells
	Maximum no. cells to be included. Value is 128.


SKIP UNCHANGED TEXT

B.2
ASN.1 definition
SKIP UNCHANGED TEXT

maxIRATReportingCells





INTEGER ::= 128


maxnoofcandidateCells





INTEGER ::= 16

maxCellineNB







INTEGER::= 256
END
END OF CHANGES
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