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Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply, in addition to those in TR 21.905 [1]:

-
terms defined in the relevant 3GPP core specifications (see normative references);

-
terms defined in ISO/IEC 9646‑1 [7] and in ISO/IEC 9646‑7 [8].

In particular, the following terms defined in ISO/IEC 9646‑1 [7] apply:

Implementation Conformance Statement (ICS): statement made by the supplier of an implementation or system claimed to conform to a given specification, stating which capabilities have been implemented
The ICS can take several forms: protocol ICS, profile ICS, profile specific ICS, information object ICS, etc.

ICS proforma: document, in the form of a questionnaire, which when completed for an implementation or system becomes an ICS
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
ICS
Implementation Conformance Statement

SCS
System Conformance Statement

UEUT
User Equipment Under Test
4
Recommended test case applicability

The applicability of each individual test is identified in the table 1. This is just a recommendation based on the purpose for which the test case was written.

The applicability of every test is formally expressed by the use of Boolean expression that are based on parameters (ICS) included in annex A of the present document.

The columns in table 1 have the following meaning:

Clause

The clause column indicates the clause number in TS 34.229-1 [5] that contains the test body.

Title

The title column describes the name of the test.

Release

The release column indicates the earliest release from which each testcase is applicable, except if otherwise stated of an individual test case. 

Applicability 

The following notations are used for the applicability column:

R
recommended - the test case is recommended

O
optional – the test case is optional

N/A
not applicable - in the given context, the test case is not recommended.

Ci
conditional - the test is recommended ("R") or not ("N/A") depending on the support of other items. "i" is an integer identifying an unique conditional status expression which is defined immediately following the table. For nested conditional expressions, the syntax "IF ... THEN (IF ... THEN ... ELSE...) ELSE ..." is used to avoid ambiguities. 

Comments 

This column contains a verbal description of the condition included in the applicability column.

Table 1: Applicability of tests

	Clause
	Title
	Release
	Applicability
	Comments

	PDP Context Activation

	6.2
	General Purpose PDP Context Establishment (UE Requests for a Dedicated PDP Context)
	Rel-5
	C04
	UE capable of being configured to initiate Dedicated PDP Context

	6.3
	Dedicated PDP Context Establishment
	Rel-5
	C04
	UE capable of being configured to initiate Dedicated PDP Context

	P-CSCF Discovery

	7.1
	P-CSCF Discovery via PDP Context
	Rel-5
	C05
	UE capable of being configured to initiate P-CSCF Discovery via PCO

	7.2
	P-CSCF Discovery via DHCP – IPv4
	Rel-5
	C06
	UE supporting IPv4 and capable of being configured to initiate P-CSCF Discovery via DHCPv4

	7.3
	P-CSCF Discovery via DHCP – IPv4 (UE Requests P-CSCF discovery via PCO)
	Rel-5
	C07
	UE supporting IPv4, supporting P-CSCF Discovery via PCO and DHCPv4 and capable of being configured to initiate P-CSCF Discovery via PCO

	7.4
	P-CSCF Discovery by DHCP – IPv6
	Rel-5
	C08
	UE capable of being configured to initiate P-CSCF Discovery via DHCPv6

	7.5
	P-CSCF Discovery by DHCP-IPv6 (UE Requests P-CSCF discovery by PCO)
	Rel-5
	C09
	UE supporting P-CSCF Discovery via PCO and DHCPv6 and capable of being configured to initiate P-CSCF Discovery via PCO

	7.6
	P-CSCF Discovery by DHCP – IPv6 (UE does not Request P-CSCF discovery by PCO, SS includes P-CSCF Address(es) in PCO)
	Rel-5
	C10
	UE supporting P-CSCF Discovery via PCO and DHCPv6 and capable of being configured to initiate P-CSCF Discovery via DHCPv6

	7.7
	Void
	
	
	

	7.8
	Void
	
	
	

	Registration

	8.1
	Initial registration
	Rel-5
	C17
	UE supporting IMS security

	8.2
	User Initiated Re-Registration
	Rel-5
	C17
	UE supporting IMS security

	8.3
	Mobile Initiated Deregistration
	Rel-5
	C17
	UE supporting IMS security

	8.4
	Invalid Behaviour – 423 Interval Too Brief
	Rel-5
	C17
	UE supporting IMS security

	8.5
	Initial registration for early IMS security
	Rel-5
	C18
	UE supporting early IMS security only

	8.6
	Initial registration for combined IMS security and early IMS security
	Rel-5
	C19
	UE supporting IMS security and early IMS security

	8.7
	Initial registration for combined IMS security  and early IMS security with SIM application
	Rel-5
	C19
	UE supporting IMS security and early IMS security

	8.8
	User initiated re-registration for early IMS
	Rel-6
	C18
	UE supporting early IMS security only

	8.9
	Mobile initiated de-registration for early IMS
	Rel-6
	C18
	UE supporting early IMS security only

	Authentication

	9.1
	Invalid Behaviour – MAC Parameter Invalid
	Rel-5
	C17
	UE supporting IMS security

	9.2
	Invalid Behaviour – SQN out of range
	Rel-5
	C17
	UE supporting IMS security

	Subscription

	10.1
	Invalid Behaviour – 503 Service Unavailable
	Rel-5
	R
	

	Notification

	11.1
	Network-initiated deregistration
	Rel-5
	R
	

	11.2
	Network initiated re-authentication
	Rel-5
	C17
	UE supporting IMS security

	Call Control

	12.1
	MO Call Successful with preconditions (Rel-5)
	Rel-5
	FFS
	FFS (see Note1 below)

	12.2
	MO Call – 503 Service Unavailable
	Rel-5
	FFS
	FFS (see Note1 below)

	12.3
	Void
	
	
	

	12.4
	MT Call (resource reservation, preconditions used)
	Rel-6
	FFS
	FFS (see Note1 below)

	12.5
	MO Call (resource reservation, preconditions used) against SS (resource reservation, preconditions not used)
	Rel-6
	FFS
	FFS (see Note1 below)

	12.6
	MT Call  (resource reservation, preconditions not used)
	Rel-6
	FFS
	FFS (see Note1 below)

	12.7
	MO Call (no resource reservation, preconditions not used)
	Rel-6
	FFS
	FFS (see Note1 below)

	12.8
	MT Call (no resource reservation, preconditions not used)
	Rel-6
	FFS
	FFS (see Note1 below)

	12.9
	MO Call (no resource reservation, preconditions used)
	Rel-6
	FFS
	FFS (see Note1 below)

	12.10
	MT Call (no resource reservation, preconditions used)
	Rel-6
	FFS
	FFS (see Note1 below)

	12.11
	MO Call (resource reservation, preconditions used)
	Rel-6
	FFS
	FFS (see Note1 below)

	12.12
	MO MTSI Voice Call Successful with preconditions
	Rel-7
	C22
	UE supporting MTSI and speech

	SIP Compression (SigComp)

	13.1
	SigComp in the Initial registration
	Rel-5
	C17
	UE supporting IMS security

	13.2
	SigComp in the MO Call
	Rel-5
	FFS
	FFS (see Note1 below)

	13.3
	SigComp in the MT Call
	Rel-5
	FFS
	FFS (see Note1 below)

	13.4
	Invalid Behaviour - State creation before authentication
	Rel-5
	C20
	UE supporting IMS security and indicating (by using the "comp=sigcomp" parameter) its willingness to receive the responses and requests compressed from initial REGISTER onwards.

	Emergency Service

	14.1
	Emergency Call Initiation – Using CS domain
	Rel-5
	C11
	UE supporting Emergency speech call

	14.2
	Emergency Call Initiation – 380 Alternative Service
	Rel-5
	C13
	UE supporting Emergency speech call and capable of initiating a bidirectional voice session over IMS

	Supplementary Services

	15.11
	MO Call Hold without announcement
	Rel-7
	C21
	UE supporting MTSI

	
	Conditions/Options
	
	
	

	C00
	Void
	

	C01
	IF A.4/2B THEN R ELSE N/A (condition unused, see Note1 below)
	Initiating session

	C02
	Void
	

	C03
	IF A.4/2B AND A.4/16 THEN R ELSE N/A (condition unused, see Note1)
	Initiating session AND preconditions

	C04
	IF A.12/4 THEN R ELSE N/A
	Dedicated PDP Context

	C05
	IF A.12/5 THEN R ELSE N/A
	P-CSCF Discovery via PCO

	C06
	IF A.7/1 AND A.13/1 THEN R ELSE N/A
	IPv4 AND configured to initiate P-CSCF discovery via DHCPv4

	C07
	IF A.7/1 AND A.12/8  AND A.13/2 AND A.12/5 THEN R ELSE N/A
	IPv4 AND P-CSCF discovery via PCO AND P-CSCF discovery via DHCPv4 AND configured to initiate P-CSCF discovery via PCO

	C08
	IF A.12/7 THEN R ELSE N/A
	Configured to initiate P-CSCF discovery via DHCPv6

	C09
	IF A.12/8 AND A.12/10 AND A.12/5 THEN R ELSE N/A
	P-CSCF Discovery via PCO AND P-CSCF discovery via DHCPv6 AND configured to initiate P-CSCF discovery via PCO

	C10
	IF A.12/8 AND A.12/10 AND A.12/7 THEN R ELSE N/A
	P-CSCF Discovery via PCO AND P-CSCF discovery via DHCPv6 AND configured to initiate P-CSCF discovery via DHCPv6

	C11
	IF [3] A.2/2 THEN R ELSE N/A
	Emergency speech call

	C12
	IF A.7/1 THEN R ELSE N/A
	IPv4

	C13
	IF A.2/2 AND A.12/12 THEN R ELSE N/A
	Emergency speech call AND initiating a bidirectional voice session over IMS

	C14
	Void
	

	C15
	Void
	

	C16
	Void
	

	C17
	IF A.6a/2 THEN R ELSE N/A
	IMS security

	C18
	IF A.6a/1 AND NOT A.6a/2 THEN R ELSE N/A
	Early IMS security AND NOT IMS security

	C19
	IF A.6a/2 AND A.6a/1 THEN R ELSE N/A
	IMS security AND Early IMS security

	C20
	IF A.6a/2 AND A.8/5 THEN R ELSE N/A
	IMS security AND indication of the willingness to receive the responses and requests compressed from initial REGISTER onwards by using the "comp=sigcomp" parameter

	C21
	IF A.4.5/18 THEN R ELSE N/A
	MTSI

	C22
	IF A.4.5/18 AND A.15/1 THEN R ELSE N/A
	MTSI and speech


Note1:
Applicability of test cases in clauses 12, 13.2 and 13.3 are currently marked as FFS. The reason to this is that the contents of the specific messages sent by the SS (as currently specified within those Call Control test cases) do not match the contents of those messages as expected by any specific IMS application known. Further on the test specification apparently lacks support for certain application specific message exchanges which are however mandatory for a few specific IMS applications specified outside of TS 24.229. It is necessary to fully resolve the problem (by e.g. defining the applications for which the Call Control test cases would be applicable, possibly specifying the extensions to the test cases like required by those applications and creating the corresponding application profiles) before the applicability statements of Call Control test cases can be unambiguously defined.

<********** Beginning of the second change ************>
A.4.2.1
Major capabilities

Table A.4: Major capabilities

	Item
	Does the implementation support
	Reference
	Status
	Release
	Support

	
	Capabilities within main protocol
	
	
	
	

	1
	client behaviour for registration?
	24.229 [10], A.2.1.2

RFC 3261 [15], 10.2
	m
	Rel-5
	

	2A
	registration of multiple contacts for a single address of record
	24.229 [10], A.2.1.2

RFC 3261 [15], 10.2.1.2, 16.6
	o
	Rel-6
	

	2B
	initiating a session?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13
	o
	Rel-5
	

	2C
	initiating a session which require local and/or remote resource reservation?
	24.229 [10], A.2.1.2

RFC 3262 [27]
	c19
	Rel-6
	

	3
	client behaviour for INVITE requests?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13.2
	c18
	Rel-5
	

	4
	server behaviour for INVITE requests?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13.3
	c18
	Rel-5
	

	5
	session release?
	24.229 [10], A.2.1.2

RFC 3261 [15], 15.1
	c18
	Rel-5
	

	6
	timestamping of requests?
	24.229 [10], A.2.1.2

RFC 3261 [15], 8.2.6.1
	o
	Rel-5
	

	7
	authentication between UA and UA?
	24.229 [10], A.2.1.2

RFC 3261 [15], 22.2
	o
	Rel-5
	

	8A
	authentication between UA and proxy?
	24.229 [10], A.2.1.2

RFC 3261 [15], 20.28, 22.3
	o
	Rel-5
	

	9
	server handling of merged requests due to forking?
	24.229 [10], A.2.1.2

RFC 3261 [15], 8.2.2.2
	m
	Rel-5
	

	10
	client handling of multiple responses due to forking?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13.2.2.4
	m
	Rel-5
	

	11
	insertion of date in requests and responses?
	24.229 [10], A.2.1.2

RFC 3261 [15], 20.17
	o
	Rel-5
	

	12
	downloading of alerting information?
	24.229 [10], A.2.1.2

RFC 3261 [15], 20.4
	o
	Rel-5
	

	
	Extensions
	
	
	
	

	14
	reliability of provisional responses in SIP?
	24.229 [10], A.2.1.2

RFC 3262 [27]
	c18
	Rel-5
	

	15
	the REFER method?
	24.229 [10], A.2.1.2

RFC 3515 [29]
	o
	Rel-5
	

	
	
	
	c33
	Rel-6
	

	16
	integration of resource management and SIP? (use of preconditions)
	24.229 [10], A.2.1.2

RFC 3312 [26]
	m
	Rel-5
	

	
	
	
	c44
	Rel-6
	

	17
	the SIP UPDATE method?
	24.229 [10], A.2.1.2

RFC 3311 [30]
	c18
	Rel-5

[FFS for Rel-6]
	

	19
	SIP extensions for media authorization?
	24.229 [10], A.2.1.2

RFC 3313 [31]
	o
	Rel-5
	

	20
	SIP specific event notification?
	24.229 [10], A.2.1.2

RFC 3265 [28]
	m
	Rel-5
	

	22
	acting as the notifier of event information?
	24.229 [10], A.2.1.2

RFC 3265 [28]
	o
	Rel-5
	

	23
	acting as the subscriber to event information?
	24.229 [10], A.2.1.2

RFC 3265 [28]
	m
	Rel-5
	

	24
	session initiation protocol extension header field for registering non-adjacent contacts?
	24.229 [10], A.2.1.2

RFC 3327 [22]
	m
	Rel-5
	

	25
	private extensions to the Session Initiation Protocol (SIP) for network asserted identity within trusted networks?
	24.229 [10], A.2.1.2

RFC 3325 [33]
	m
	Rel-5
	

	26
	a privacy mechanism for the Session Initiation Protocol (SIP)?
	24.229 [10], A.2.1.2

RFC 3323 [32]
	m
	Rel-5
	

	26A
	request of privacy by the inclusion of a Privacy header indicating any privacy option?
	24.229 [10], A.2.1.2

RFC 3323 [32]
	o
	Rel-5
	

	27
	a messaging mechanism for the Session Initiation Protocol (SIP)?
	24.229 [10], A.2.1.2

RFC 3428 [34]
	o
	Rel-5
	

	28
	session initiation protocol extension header field for service route discovery during registration?
	24.229 [10], A.2.1.2

RFC 3608 [21]
	m
	Rel-5
	

	29
	compressing the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3486 [25]
	m
	Rel-5
	

	30
	private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP)?
	24.229 [10], A.2.1.2

RFC 3455 [20]
	m
	Rel-5
	

	31
	the P-Associated-URI header extension?
	24.229 [10], A.2.1.2

RFC 3455 [20], 4.1
	m
	Rel-5
	

	32
	the P-Called-Party-ID header extension?
	24.229 [10], A.2.1.2

RFC 3455 [20], 4.2
	o
	Rel-5
	

	34
	the P-Access-Network-Info header extension?
	24.229 [10], A.2.1.2

RFC 3455 [20], 4.4
	m
	Rel-5
	

	37
	security mechanism agreement for the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3329 [23]
	m
	Rel-5
	

	38
	the Reason header field for the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3326 [35]
	o
	Rel-6
	

	40
	caller preferences for the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3841 [36]
	c29
	Rel-6
	

	40A
	the proxy-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	40B
	the cancel-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	40C
	the fork-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	m
	Rel-6
	

	40D
	the recurse-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	40E
	the parallel-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	m
	Rel-6
	

	40F
	the queue-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	41
	an event state publication extension to the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3903 [37]
	c30
	Rel-6
	

	42
	SIP session timer?
	24.229 [10], A.2.1.2

RFC 4028 [38]
	c19
	Rel-6
	

	43
	the SIP Referred-By mechanism?
	24.229 [10], A.2.1.2

RFC 3892 [39]
	c33
	Rel-6
	

	44
	the Session Inititation Protocol (SIP) “Replaces” header?
	24.229 [10], A.2.1.2

RFC 3891 [40]
	c19
	Rel-6
	

	45
	the Session Inititation Protocol (SIP) “Join” header?
	24.229 [10], A.2.1.2

RFC 3911 [41]
	c19
	Rel-6
	

	46
	the callee capabilities?
	24.229 [10], A.2.1.2

RFC 3840 [42]
	o
	Rel-6
	

	47
	an extension to the session initiation protocol for request history information?
	24.229 [10], A.2.1.2


	o
	Rel-7
	

	48
	Rejecting anonymous requests in the session initiation protocol?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	49
	session initiation protocol URIs for applications such as voicemail and interactive voice response
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	50
	Session Initiation Protocol's (SIP) non-INVITE transactions?
	24.229 [10], A.2.1.2
	m
	Rel-7
	

	51
	the P-User-Database private header extension?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	52
	a uniform resource name for services
	24.229 [10], A.2.1.2
	m
	Rel-7
	

	53
	obtaining and using GRUUs in the Session Initiation Protocol (SIP)
	24.229 [10], A.2.1.2
	m (note 2)
	Rel-7
	

	54
	an extension to the session initiation protocol for request cpc information?
	24.229 [10], A.2.1.2
	n/a
	Rel-7
	

	55
	the Stream Control Transmission Protocol (SCTP) as a Transport for the Session Initiation Protocol (SIP)?
	24.229 [10], A.2.1.2
	n/a
	Rel-7
	

	56
	the SIP P-Profle-Key private header extension?
	24.229 [10], A.2.1.2
	n/a
	Rel-7
	

	57
	managing client initiated connections in SIP?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	58
	indicating support for interactive connectivity establishment in SIP?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	59
	multiple-recipient MESSAGE requests in the session initiation protocol?
	24.229 [10], A.2.1.2
	c48
	Rel-6
	

	60
	SIP location conveyance
	24.229 [10], A.2.1.2
	m
	Rel-7
	

	61
	referring to multiple resources in the session initiation protocol?
	24.229 [10], A.2.1.2
	c50
	Rel-7
	

	62
	conference establishment using request-contained lists in the session initiation protocol?
	24.229 [10], A.2.1.2
	c18
	Rel-7
	

	63
	subscriptions to request-contained resource lists in the session initiation protocol?
	24.229 [10], A.2.1.2
	c53
	Rel-7
	

	64
	dialstring parameter for the session initiation protocol uniform resource identifier?
	24.229 [10], A.2.1.2
	c19
	Rel-7
	

	65
	the P-Answer-State header extension to the session initiation protocol for the open mobile alliance push to talk over cellular?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	66
	the SIP P-Early-Media private header extension for authorization of early media?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	71
	addressing an amplification vulnerability in session initiation protocol forking proxies?
	24.229 [10], A.2.1.2
	n/a
	Rel-6
	

	72
	the remote application identification of applying signaling compression to SIP
	24.229 [10], A.2.1.2
	m
	Rel-7
	

	73
	a session initiation protocol media feature tag for MIME application sub-types?
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	74
	Identification of communication services in the session initiation protocol? 
	24.229 [10], A.2.1.2
	o
	Rel-7
	

	
	Conditions/Options
	
	
	
	

	c18
	IF A.4/2B THEN m ELSE n/a
	initiating sessions.

	c29
	IF A.4/40A OR A.4/40B OR A.4/40C OR A.4/40D OR A.4/40E OR A.4/40F THEN m ELSE n/a
	support of any directives within caller preferences for the session initiation protocol.

	c30
	IF A.3A/2 THEN m ELSE o
	presence user agent.

	c19
	IF A.4/2B THEN o ELSE n/a
	initiating sessions.

	c33
	IF A.3A/12 OR A.4/44 THEN m ELSE o
	conference participant or the Session Inititation Protocol (SIP) "Replaces" header.

	c44
	IF A.4/2C THEN m ELSE o
	initiating a session which require local and/or remote resource reservation

	c48
	IF A.4/27 THEN o ELSE n/a


	support for messaging

	c50
	IF A.4/15 THEN o ELSE n/a
	the REFER method

	c53
	IF A.4/20 THEN o ELSE n/a
	SIP specific event notification.

	o.5
	At least one of these capabilities is supported.
	

	NOTE 2:
If a UE is unable to become engaged in a service that potentially requires the ability to identify and interact with a specific UE even when multiple UEs share the same single Public User Identity then the UE support can be "o" instead of "m". Examples include telemetry applications, where point-to-point communication is desired between two users.


<********** Beginning of the third change ************>
A.4.5
Additional information

Table A.12: Additional information

	Item
	Additional information
	Ref.
	Status
	Release
	Mnemonic
	Support

	
	Void
	
	
	
	
	

	2
	UE compresses the initial REGISTER message
	24.229 [10], 8.1.1
RFC 3486 [25]
	o
	Rel-5
	
	

	3
	UE compresses upon receiving the first compressed message
	24.229 [10], 8.1.1

RFC 3486 [25]
	o
	Rel-5
	
	

	4
	UE capable of being configured to initiate Dedicated PDP Context
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	5
	UE capable of being configured to initiate P-CSCF discovery via PCO
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	6
	Void
	
	
	
	
	

	7
	UE capable of being configured to initiate P-CSCF discovery via DHCPv6
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	8
	UE supports P-CSCF discovery via PCO
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	9
	Void
	
	
	
	
	

	10
	UE supports P-CSCF discovery via DHCPv6
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	
	Void
	
	
	
	
	

	13
	UE requires the usage of preconditions by Require header
	24.229 [10], 5.1.3
	o
	Rel-5
	
	

	14
	UE indicates the support for preconditions by Supported header
	24.229 [10], 5.1.3
	o
	Rel-6
	
	

	15
	UE supports a=inactive
	24.229 [10], 6.1.2
	o
	Rel-6
	
	

	16
	UE Supports "IPv6 address with embedded IPv4 address" in PCO IE
	23.981 [18], 5.2.1
	o
	Rel-6
	
	

	17
	UE Supports IPv4 address in PCO IE
	23.981 [18], 5.2.1
	o
	Rel-6
	
	

	18
	UE supports MTSI
	24.173 [55]
	o
	Rel-7
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