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1.
Introduction

After the introduction of the IP Multimedia Subsystem in 3GPP Rel-5, it has been discussed how testing of IMS application enablers and services can be performed. It has been identified that conformance testing and IOT can complement each other to secure a robust system with uniform behaviour of IMS application enablers and services, but no conclusion has so far been reached.

On this subject SA sent a liaison statement in (SP-050408 / CP-050400) to RAN5 with the action: 

TSG RAN WG5 is invited to identify other methodologies than the currently used ISO 9646 testing methods. In addition TSG RAN WG5 is invited to indicate if the other methods are to be seen as an alternative to the existing methodologies or if they are to be seen as a temporary measure allowing the introduction of features and services into the market before the formal testing becomes available.  RAN 5 is requested to provide the results of their analysis into CT, RAN, and SA.

CT1 Please evaluate any output received from RAN WG5 and consider if it is appropriate to house specification of any of the identified testing methodologies within CT and inform SA of the result.

RAN5 replied with LS in CP-050410 to the CT-plenary: 

Summary
Within RAN5 there was consensus that the time lag problem associated with conformance (formal) testing is being reduced dramatically in line with the requirements of certification bodies such as the GCF. It was also agreed that IOP testing should be used as part of the Technology/Terminal Developers’ testing strategy for new functions or applications in a complimentary manner but not as an alternative to conformance testing.  There was no consensus, however, as to whether IOP test specifications should or should not be developed within 3GPP, nor whether an IOP strategy could enable the quicker delivery of new functions or applications to market. No additional alternative methodologies were identified either.

This LS has attempted to capture the contributions made by RAN5 delegates during RAN5#28 in response to the requests made during TSG SA#28. It could be argued that it is difficult to draw many firm conclusions from the discussions above, however, this probably reflects the complex nature of the issue; it involves technical and organisational challenges that impact the UE manufacturer’s ability to deliver a suitably tested UE, to an ever more demanding and perceptive consumer. Despite this it is hoped that the LS is helpful and RAN5 stands by to offer further assistance as required.


Action
Please consider the above information when replying to actions from SP-050408: Please evaluate any output received from RAN WG5 and consider if it is appropriate to house specification of any of the identified testing methodologies within CT and inform SA of the result.

2.
Discussion

For 3GPP application enablers and services the time to market is expected to be short, being in the time frame of a few months from the service or enabler has been completed in 3GPP specifications. 

In order to:


· Secure completeness and quality of 3GPP specifications for IMS application enablers and services, and 

· Secure interoperability of IMS capable terminals

3GPP should develop IMS IOT specifications in parallel to the application specifications and in tight collaboration with the working group specifying the applications. This is the approach taken by e.g. OMA. 3GPP should adopt a similar approach for the IMS applications developed by 3GPP. Examples of IMS applications under development in 3GPP are CSI, Multimedia Telephony and Voice Call Continuity.

As the purpose of OMA and 3GPP interoperability test specifications for IMS application enablers and services is the same, it would be beneficial to consider the format of OMA interoperability test specifications also for 3GPP. It is further proposed to use the framework and facilities provided by ETSI PlugTests (http://www.etsi.org/plugtests/home.htm) to perform the actual interoperability events based on the 3GPP IOT specifications. However, this activity is outside the scope of 3GPP.

It is important to note that the conformance testing of the IMS core and the interoperability testing of the IMS application enablers is complementary to each other. The interoperability test specifications will be specified at the IMS application enabler or service level (including E2E aspects of the network entities), while the conformance tests of the IMS core will be signalling tests at the SIP/SDP protocol level. This enables that application enablers can be tested individually and brought faster to the market than if only conformance tests are utilised. The work initiated by RAN5 for conformance testing of the IMS capable terminals can progress independently of the interoperability testing of the application enablers.

The objective for IOT within 3GPP is intended to be coordinated with RAN-5 to ensure that the IOT becomes a relevant complement to the conformance test. Coordination between 3GPP and OMA (and possibly other organisations such as TISPAN) should also be done to ensure that IOT within 3GPP and other organisations are not performed for the same IMS service enabler or service unless it is needed.

3.
Proposal

It is proposed that TSG CT:

· Agree that TSG CT is the most appropriate TSG within 3GPP that should have responsibility for development of IOT specifications, and identify the most suitable WG for this work.

· Agree to start development of IOT specifications for CSI, a WID is proposed in CP-050402.

· Agree that the responsibility for conducting the test events based on the 3GPP IOT specifications is outside the scope of 3GPP, while recognizing that the ETSI PlugTest may be a suitable external forum for conducting test events based on the 3GPP IOT specifications.

· Inform OMA and TISPAN of the above agreements in order to secure that duplication of work for IMS application enablers and services is avoided.































