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8
RANAP Procedures

8.1
Elementary Procedures

In the following tables, all EPs are divided into Class 1, Class 2 and Class 3 EPs (see section  3.1 for explanation of the different classes):

Table 1: Class 1

Elementary Procedure
Initiating Message
Successful Outcome
Unsuccessful Outcome



Response message
Response message

Iu Release
IU RELEASE COMMAND
IU RELEASE COMPLETE


Relocation Preparation
RELOCATION REQUIRED
RELOCATION COMMAND
RELOCATION PREPARATION FAILURE

Relocation Resource Allocation
RELOCATION REQUEST
RELOCATION REQUEST ACKNOWLEDGE
RELOCATION FAILURE

Relocation Cancel
RELOCATION CANCEL
RELOCATION CANCEL ACKNOWLEDGE


SRNS Context Transfer
SRNS CONTEXT REQUEST
SRNS CONTEXT RESPONSE


Security Mode Control
SECURITY MODE COMMAND
SECURITY MODE COMPLETE
SECURITY MODE REJECT

Data Volume Report
DATA VOLUME REPORT REQUEST
DATA VOLUME REPORT


Cn Information Broadcast
CN INFORMATION BROADCAST REQUEST
CN INFORMATION BROADCAST CONFIRM
CN INFORMATION BROADCAST REJECT

Reset
RESET
RESET ACKNOWLEDGE


Reset resource
RESET RESOURCE
RESET RESOURCE ACKNOWLEDGE


Table 2: Class 2

Elementary Procedure
Message

RAB Release Request
RAB RELEASE REQUEST

Iu Release Request
IU RELEASE REQUEST

Relocation Detect
RELOCATION DETECT

Relocation Complete
RELOCATION COMPLETE

SRNS Data Forwarding Initiation
SRNS DATA FORWARD COMMAND

SRNS Context Forwarding from Source RNC to CN
FORWARD SRNS CONTEXT

SRNS Data Forwarding to Target RNC from CN
FORWARD SRNS CONTEXT

Paging
PAGING

Common ID
COMMON ID

CN Invoke Trace
CN INVOKE TRACE

CN Deactivate Trace
CN DEACTIVATE TRACE

Location Reporting Control
LOCATION REPORTING CONTROL

Location Report
LOCATION REPORT

Initial UE Message
INITIAL UE MESSAGE

Direct Transfer
DIRECT TRANSFER

Overload Control
OVERLOAD

Error Indication
ERROR INDICATION

Table 3: Class 3

Elementary Procedure
Initiating Message
Respone Message

RAB Assignment
RAB ASSIGNMENT REQUEST
RAB ASSIGNMENT RESPONSE x N (N>=1)

The following applies concerning interference between Elementary Procedures:

-
The Reset procedure takes precedence over all other EPs.

-
The Iu Release procedure takes precedence over all other EPs except the Reset procedure.

8.2
RAB Assignment

8.2.1
General

The purpose of the RAB Assignment procedure is to enable modifications and/or releases of already established RABs and/or the establishment of new RABs for a given UE. The procedure uses connection oriented signalling.

When UTRAN reports unsuccessful modification of RAB configuration the cause value should be precise enough to enable the core network to know the reason for unsuccessful modification. Typical cause values are: "Requested Traffic Class not Available", "Invalid RAB Parameters Value", "Requested Maximum Bit Rate not Available", “Requested Maximum Bit Rate for DL not Available”, “Requested Maximum Bit Rate for UL not Available”, "Requested Guaranteed Bit Rate not Available", “Requested Guaranteed Bit Rate for DL not Available”, “Requested Guaranteed Bit Rate for UL not Available”, "Requested Transfer Delay not Achievable", "Invalid RAB Parameters Combination", "Condition Violation for SDU Parameters", "Condition Violation for Traffic Handling Priority", "Condition Violation for Guaranteed Bit Rate", "User Plane Versions not Supported", "Iu UP Failure".

8.2.2
Successful Operation
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Figure 1: RAB Assignment procedure.

The CN shall initiate the procedure by sending a RAB ASSIGNMENT REQUEST message. When sending the RAB ASSIGNMENT REQUEST, the CN shall start the T RABAssgt timer.

The CN may request UTRAN to:

-
establish 

-
modify 

-
release

One or several RABs with one RAB ASSIGNMENT REQUEST message.

The message shall contain the information required by the UTRAN to build the new RAB configuration, such as

-
list of RABs to establish or modify with their bearer characteristics

-
list of RABs to release

For each RAB requested to establish or modify, the message shall contain:

-
RAB ID

-
RAB parameters (including e.g. Allocation/Retention Priority)

-
Data Volume Reporting Indication (only for PS)

-
User Plane Mode

-
UP Mode Versions

-
Transport Layer Address

-
Iu Transport Association

-
DL GTP-PDU sequence number (only in case of handover from GPRS to UMTS or when establishing a RAB for an existing PDP context)

-
UL GTP-PDU sequence number (only in case of handover from GPRS to UMTS or when establishing a RAB for an existing PDP context)

-
DL N-PDU sequence number (only in case of handover from GPRS to UMTS)

-
UL N-PDU sequence number (only in case of handover from GPRS to UMTS)

For each RAB request to release, the message shall contain:

-
RAB ID

-
Cause

Upon reception of the RAB ASSIGNMENT REQUEST message UTRAN shall execute the requested RAB configuration. 

The RAB ID shall identify uniquely the RAB for the specific CN domain for the particular UE, which makes the RAB ID unique over the Iu connection on which the RAB ASSIGNMENT REQUEST message is received. When a RAB ID already in use over that particular Iu instance is used, the procedure is considered as modification of that RAB.

The RNC shall be prepared to receive a RAB ASSIGNMENT REQUEST message containing a RABs to be released IE at any time and shall always reply to it. If there is an ongoing RAB Assignment procedure for a RAB indicated within the RABs to be released IE, the RNC shall discard the preceding RAB Assignment procedure for that specific RAB, release any related resources and report the released RAB within the RAB ASSIGNMENT RESPONSE message.

The RNC shall pass the contents of RAB ID IE to the radio interface protocol for each RAB requested to establish or modify.

The RNC shall establish or modify the resources according to the values of the Allocation/Retention Priority IE (priority level, pre-emption indication, queuing) and the resource situation as follows:

-
The RNC shall consider the priority level of the requested RAB, when deciding on the resource allocation. 

-
If the requested RAB is allowed for queuing and the resource situation so requires, RNC may place the RAB in the establishment queue. 

-
The priority levels and the pre-emption indicators may (singularly or in combination) be used to determine  whether the RAB assignment has to be performed unconditionally and immediately. If the requested RAB is allowed to pre-empt and the resource situation so requires, RNC may trigger the pre-emption procedure which may then cause the forced release of a lower priority RAB vulnerable for pre-emption. Whilst the process and the extent of the pre-emption procedure is operator dependent, the pre-emption indicators, if given in the RAB ASSIGNMENT REQUEST, shall be treated as follows:

1.
the last received "Pre-emption Vulnerability indicator" and priority levels shall prevail.

2.
if the "Pre-emption Capability indicator" is set, then this allocation request may trigger of the pre-emption procedure.

3.
if the "Pre-emption Capability indicator" is not set, then this allocation request may not trigger the pre-emption procedure.

4.
if the "Pre-emption Vulnerability indicator" is set, then this connection is vulnerable to pre-emption and shall be included in the pre-emption process.

5.
if the "Pre-emption Vulnerability" bit is not set, then this connection is not vulnerable to pre-emption and shall not be included in the pre-emption process.

6.
if no priority has been indicated, both "Pre-emption Capability" and "Pre-emption Vulnerability" indicators shall not be considered.

-
The UTRAN pre-emption process shall keep the following rules:

1.
UTRAN shall only pre‑empt RABs with lower priority, in ascending order of priority.

2.
The pre-emption can be done for RABs belonging to the same UE or to other UEs.

UTRAN shall report to CN, in the first RAB ASSIGNMENT RESPONSE message, the result  for all the requested RABs, such as
UTRAN shall report to CN, in one RAB ASSIGNMENT RESPONSE message, the result  for all the requested RABs, such as:

-
List of RABs successfully established 

-
List of RABs successfully modified RABs 

-
List of RABs released

-
List of RABs failed to establish or modify or release
-
List of RABs queued
If the RAB ID of a RAB requested to be released is unknown in the RNC, this shall be reported as a RAB failed to release with the cause value “Invalid RAB ID”.

In case a request to modify or release a RAB contains the RAB ID of a RAB being queued, the RAB shall be taken out of the queue and treated according to the second request. No response message connected to the first request neeeds to be sent to the CN.

If none of the RABs have been queued, the CN shall stop timer T RABAssgt. And the RAB Assignment procedure terminates. In that case, the procedure shall also be terminated in UTRAN.

When the request to establish or modify one or several RABs is put in the queue, UTRAN shall start the timer TQUEUING. This timer specifies the maximum time for queuing of the request of establishment or modification.  The same timer TQUEUING is supervising all RABs being queued.

For each RAB that is queued the following outcomes shall be possible:

-
successfully established or modified 
-
failed to establish or modify
-
failed due to expiry of the timer TQUEUING
For the queued RABs, indicated in the first RAB ASSIGNMENT RESPONSE message, UTRAN shall report the outcome of the queuing for every RAB individually or for several RABs in subsequent RAB ASSIGNMENT RESPONSE message(s). This is left to implementation. UTRAN shall stop TQUEUING when all RABs have been either successfully established or modified or failed to establish or modify. The RAB Assignment procedure is then terminated both in CN and UTRAN when all RABs have been responded to.

When CN receives the response that one or several RABs are queued, CN shall expect UTRAN to provide the outcome of the queuing function for each RAB before expiry of the T RABAssgt timer. In case the timer T RABAssgt expires, the CN shall consider the RAB Assignment procedure terminated and the not reported RABs shall be considered as failed.

In the case the timer TQUEUING expires, the RAB Assignment procedure terminates in UTRAN for all queued RABs, and UTRAN shall respond for all of them in one RAB ASSIGNMENT RESPONSE message. The RAB Assignment procedure shall also be terminated in CN.

UTRAN shall report the outcome of a specific RAB to establish or modify only after the transport network control plane signalling, which is needed for RAB establishment or modification, has been executed. The transport network control plane signalling shall use the Transport Layer Address IE and Iu Transport Association IE.

After reporting the outcome of a specific RAB to establish or modify, the RNC shall initiate the user plane mode as requested by the CN in the User Plane Mode IE. This initialisation is described in ref.[6].

When UTRAN reports unsuccessful modification of RAB configuration the cause value should be precise enough to enable the core network to know the reason for unsuccessful modification. Typical cause values are: "Requested Traffic Class not Available", "Invalid RAB Parameters Value", "Requested Maximum Bit Rate not Available", "Requested Guaranteed Bit Rate not Available", "Requested Transfer Delay not Achievable", "Invalid RAB Parameters Combination", "Condition Violation for SDU Parameters", "Condition Violation for Traffic Handling Priority", "Condition Violation for Guaranteed Bit Rate", "User Plane Versions not Supported", "Iu UP Failure".

8.2.3
Unsuccessful Operation

The unsuccessful operation for this Class 3 Elementary procedure is described under the Successful Operation chapter.

8.2.4
Abnormal Conditions

Interactions with Relocation Preparation:

If the relocation becomes absolutely necessary during the RAB Assignment in order to keep the communication with the UE, the RNC may interrupt the ongoing RAB Assignment procedure and initiate the Relocation Preparation procedure  as follows:

1.
The RNC shall terminate the RAB Assignment procedure indicating unsuccessful RAB configuration modification:

-
for all queued RABs,

-
for RABs not already established or modified and

-
for RABs not already released with the cause "Relocation triggered".

2.
The RNC shall terminate the RAB Assignment procedure indicating successful RAB configuration modification:

-
for RABs already established or modified but not yet reported to the CN and

-
for RABs already released but not yet reported to the CN.

3.
The RNC shall report this outcome of the procedure in one RAB ASSIGNMENT RESPONSE message. 

4.
The RNC shall invoke relocation by sending the RELOCATION REQUIRED to the active CN node(s). 

5.
The CN shall terminate the RAB Assignment procedure at reception of the RAB ASSIGNMENT RESPONSE message.

8.3
RAB Release Request

8.3.1
General

The purpose of the RAB Release Request procedure is to enable UTRAN to request the release of one or several radio access bearers. The procedure uses connection oriented signalling.

8.3.2
Successful Operation
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Figure 2: RAB  Release Request procedure. Successful Operation.

The RNC shall initiate the procedure by generating a RAB RELEASE REQUEST message towards the CN. The RABs to be released IE shall indicate the list of RABs requested to release and the Cause IE associated to each RAB shall indicate the reason for the release, e.g. “RAB pre-empted”.

Upon reception of the RAB RELEASE REQUEST message, the CN should initiate the appropriate release procedure for the identified RABs in the RAB RELEASE REQUEST message. It is up to the CN to decide how to react to the request.

Interaction with Iu Release Command:

If no RABs will remain according to the RAB Release Request message, the CN may decide to initiate the Iu Release procedure if it does not want to keep the Iu signalling connection. The cause value to use is “No remaining RAB”.

Interaction with RAB Assignment (release RAB):

If the CN decides to release some or all indicated RABs, the CN may decide to invoke the RAB Assignment procedure (release RAB) to this effect.

8.3.3
Abnormal Conditions

-

8.4
Iu Release Request

8.4.1
General

The purpose of the Iu Release Request procedure is to enable UTRAN to request the CN to release the Iu connection for a particular UE due to some UTRAN generated reason (e.g. "O&M Intervention", "Unspecified Failure", "User Inactivity", "Repeated Integrity Checking Failure”). The procedure uses connection oriented signalling.

8.4.2
Successful Operation
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Figure 3: Iu Release Request procedure. Successful Operation.

The RNS controlling the Iu connection(s) of that particular UE shall initiate the procedure by generating an IU RELEASE REQUEST message towards the CN. If two Iu connections exist for that particular UE, RNC shall sent an IU RELEASE REQUEST message to both CN domains. The procedure may be initiated for instance when the contact with a particular UE is lost or due to user inactivity. 

The IU RELEASE REQUEST message shall indicate the cause value for the requested Iu connection release. It is up to the CN to decide how to react to the request.

Interactions with Iu Release:
If the CN decides to release the Iu connection, the CN shall initiate the Iu Release procedure.

8.4.3
Abnormal Conditions

-

8.5
Iu Release

8.5.1
General

The purpose of the Iu Release procedure is to enable the CN to release the Iu connection and all UTRAN resources related only to that Iu connection to be released.  The procedure uses connection oriented mode signalling.

The Iu Release procedure can be initiated for at least the following reasons:

-
Completion of transaction between UE and CN.

-
UTRAN generated reasons, e.g. reception of IU RELEASE REQUEST.

-
Completion of successful relocation of SRNS.

Cancellation of relocation after successful completion of the Relocation Resource Allocation procedure.

8.5.2
Successful Operation
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Figure 4: Iu Release procedure.

The procedure is initiated by the CN by sending an IU RELEASE COMMAND message to the UTRAN.

After the IU RELEASE COMMAND has been sent, the CN shall not send further RANAP connection oriented messages on this particular connection.

The IU RELEASE COMMAND message shall include a Cause IE, indicating the reason for the release (e.g. "Successful Relocation", "Normal Release", "Release due to UTRAN Generated Reason", "Relocation Cancelled").

When the RNC receives the IU RELEASE COMMAND:

1.
Clearing of the related UTRAN resources is initiated. However, the UTRAN shall not clear resources related to other Iu signalling connections the UE might have. The Iu transport bearers for RABs subject to data forwarding and other UTRAN resources used for the GTP-PDU forwarding process, are released by the RNC only when the timer  TDATAfwd expires.

2.
The RNC returns any assigned Iu user plane resources to idle.  Then the RNC sends an IU RELEASE COMPLETE message to the CN. (The RNC does not need to wait for the release of UTRAN radio resources to be completed before returning the IU RELEASE COMPLETE message.) When an IU RELEASE COMPLETE message is sent, the procedure is terminated in the UTRAN.

Reception of an IU RELEASE COMPLETE message terminates the procedure in the CN.

8.5.3
Abnormal Conditions

If the Iu Release procedure is not initiated towards the source RNC from the CN before the expiry of timer TRELOCoverall, the source RNC should initiate the Iu Release Request procedure towards the CN with a cause value "Trelocoverall expiry".

8.6
Relocation Preparation

8.6.1
General

The purpose of the Relocation Preparation procedure is to prepare relocation of SRNS either with involving UE or without involving UE. The relocation procedure shall be co-ordinated in all Iu signalling connections existing for the UE in order to allow Relocation co-ordination in the target RNC. The procedure uses connection oriented signalling.

8.6.2
Successful Operation
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Figure 5: Relocation Preparation procedure. Successful operation.

The source RNC shall initiate the procedure by generating RELOCATION REQUIRED message. The source RNC shall decide whether to initiate the intra-system Relocation or the inter-system Relocation. In case of intra-system Relocation the source RNC shall indicate in the Source ID IE the RNC-ID of the source RNC and in the Target ID IE the RNC-ID of the target RNC. In case of inter-system Relocation the source RNC shall indicate in the Source ID IE the Service Area Identifier  and in the Target ID IE the cell global identity of the target system. The source RNC shall indicate the appropriate cause value for the Relocation in the Cause IE.

The source RNC shall determine whether the relocation of SRNS shall be executed with or without involvement of UE. The source RNC shall set the Relocation Type IE accordingly to "UE involved " or "UE not involved ".

The source RNC shall indicate in the RELOCATION REQUIRED message the amount of Iu signalling connections existing for the UE by setting correctly the Number of Iu Instances IE included in the Source to Target RNC Transparent Container IE. This container may also include the necessary information for Relocation co-ordination, security procedures and the handling of UE Capabilities. The container may include the RRC context to be relocated within the RRC Container IE. 

The source RNC shall send the RELOCATION REQUIRED message to the CN and the source RNC shall start the timer TRELOCprep.
When the preparation including resource allocation in the target system is ready and the CN has decided to continue the relocation of SRNS, the CN shall send RELOCATION COMMAND message to the source RNC and the CN shall start the timer TRELOCcompl.

For each RAB originating from the PS domain,  the RELOCATION COMMAND message may contain Iu transport address and Iu transport association to be used for the forwarding of the DL N-PDU duplicates towards the relocation target. Upon reception of the RELOCATION COMMAND message from the PS domain, the source RNC shall start the timer TDATAfwd.
The Relocation Preparation procedure is terminated in the CN by transmission of RELOCATION COMMAND message.

If Relocation Type IE was set to "UE involved " by the source RNC and if the target system does not support all existing RABs, the RELOCATION COMMAND message shall contain a list of RABs indicating all the RABs that are not supported by the target system. The source RNC shall pass this information to the radio protocols.

Upon reception of RELOCATION COMMAND the source RNC shall stop the timer TRELOCprep , RNC shall start the timer TRELOCOverall and RNC shall terminate the Relocation Preparation procedure.

When Relocation Preparation procedure is terminated successfully and when the source RNC is ready, the source RNC should trigger the execution of relocation of SRNS.

In case of intersystem handover to GSM the RNC shall include MS Classmark 2 and MS Classmark 3 IEs received from the UE in the RELOCATION REQUIRED message to the CN.

Interactions with other procedures:

If, after RELOCATION REQUIRED message is sent and before the Relocation Preparation procedure is terminated, the source RNC receives a RANAP message initiating an other connection oriented RANAP class 1 or class 3 procedure (except Iu RELEASE COMMAND, which shall be handled normally) via the same Iu signalling connection, the source RNC shall either:

1.
cancel the Relocation Preparation procedure i.e. execute Relocation Cancel procedure and after successful completion of Relocation Cancel procedure, the source RNC shall continue the initiated RANAP procedure.

or

2.
terminate the initiated RANAP procedure without any changes in UTRAN by sending appropriate response message with the cause value “Relocation Triggered” to the CN. The source RNC shall then continue the relocation of SRNS.

If, after RELOCATION REQUIRED message is sent and before the Relocation Preparation procedure is terminated, the source RNC receives a connection oriented class 2 RANAP message via the same Iu signalling connection (except DIRECT TRANSFER message, which shall be handled normally) and if the source RNC does not decide to cancel the relocation of SRNS by initiating Relocation Cancel procedure, the source RNC shall ignore the received RANAP class 2 message.

After Relocation Preparation procedure is terminated successfully, all RANAP messages (except Iu RELEASE COMMAND message, which shall be handled normally) received via the same Iu signalling bearer shall be ignored by the source RNC.

8.6.3
Unsuccessful Operation
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Figure 6: Relocation Preparation procedure. Unsuccessful operation.

If the CN or target system is not able to even partially accept the relocation of SRNS or a failure occurs during the Relocation Preparation procedure in the CN or the CN decides not to continue the relocation of SRNS, the CN shall send RELOCATION PREPARATION FAILURE message to the source RNC.

RELOCATION PREPARATION FAILURE shall contain appropriate value for the Cause IE e.g. "TRELOCalloc expiry", "Relocation Failure in Target CN/RNC or Target System".

Transmission of RELOCATION PREPARATION FAILURE terminates the procedure in the CN. Reception of RELOCATION PREPARATION FAILURE terminates the procedure in UTRAN.

When Relocation preparation is unsuccessfully terminated, the existing Iu signalling connection can be used normally.

If the Relocation Preparation procedure is terminated unsuccessfully, the CN shall release the possibly existing Iu signalling connection for the same UE and related to the same relocation of SRNS towards the target RNC by initiating Iu Release procedure towards the target RNC with an appropriate value for the Cause IE, e.g. "Relocation Cancelled".

Interactions with Relocation Cancel procedure:

If there is no response from the CN to the RELOCATION REQUIRED message before timer TRELOCprep  expires in the source RNC, the source RNC shall cancel the Relocation Preparation procedure by initiating the Relocation Cancel procedure with appropriate value for the Cause IE, e.g.  "TRELOCprep expiry".

8.6.4
Abnormal Conditions

If the target RNC, which was indicated in the RELOCATION REQUIRED message, is not known to the CN:

1.
The CN shall reject the relocation of SRNS by sending a RELOCATION PREPARATION FAILURE message to the source RNC with Cause IE set to "Unknown target RNC".

2.
The CN shall continue to use the existing Iu connection towards the source RNC.

8.6.5
Co-ordination of Two Iu Signalling Connections

If the RNC has decided to initiate Relocation Preparation procedure, the RNC shall initiate simultaneously Relocation Preparation procedure on all Iu signalling connections existing for the UE.

The source RNC shall not trigger the execution of relocation of SRNS unless it has received RELOCATION COMMAND message from all Iu signalling connections existing for the UE.

If the source RNC receives RELOCATION PREPARATION FAILURE message from the CN, the RNC shall initiate Relocation Cancel procedure on the other Iu signalling connection for the UE if the other Iu signalling connection exists and if the Relocation Preparation procedure is still ongoing or the procedure has terminated successfully in that Iu signalling connection.

8.7
Relocation Resource Allocation

8.7.1
General

The purpose of the Relocation Resource Allocation procedure is to allocate resources from target RNS for a relocation of SRNS. Procedure shall be co-ordinated in all Iu signalling connections existing for the UE. The procedure uses connection oriented signalling.

8.7.2
Successful Operation
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Figure 7: Relocation Resource Allocation procedure. Successful operation.

The CN shall initiate the procedure by generating RELOCATION REQUEST message. This message shall contain the information (if any)required by the UTRAN to build the new RAB configuration.

The CN shall transmit the RELOCATION REQUEST message to target RNC and the CN shall start the timer TRELOCalloc.
Upon reception of the RELOCATION REQUEST message, the target RNC shall initiate allocation of requested resources.  The following information elements received in RELOCATION REQUEST message:

-
RAB-ID

-
User plane mode

-
Priority level, queuing and pre-emption indication

-
Iu signalling connection identifier

require special actions in the RNC. The actions are the same as specified for the same IEs in the RAB Assignment procedure.

The Iu signalling connection identifier contains an Iu signalling connection identifier which is allocated by the CN, and which the RNC is required to store and remember for the duration of the Iu connection.

Following additional actions shall be executed in the target RNC during Relocation Resource Allocation procedure:

If Relocation Type IE is set to " UE involved in relocation of SRNS":

-
The target RNC may accept a requested RAB only if:

1.
the RAB can be supported by the target RNC and

2.
the radio bearer(s) for the RAB exist(s) or the target RNC will establish necessary radio resources for the RAB by radio interface information to be generated by the target RNC and to be included in RELOCATION REQUEST ACKNOWLEDGE message.

-
Other RABs shall be rejected by the target RNC in the RELOCATION REQUEST ACKNOWLEDGE message with an appropriate value for Cause IE, e.g. "Unable to Establish During Relocation".

-
If  existing radio bearer(s) are not related to any RAB that is accepted by target RNC, the radio bearers shall be ignored by target RNC. No actions to release the radio bearer(s) shall  be taken by target RNC.

If RelocationType IE is set to "UE not involved in relocation of SRNS":

-
The target RNC may accept a RAB only if the radio bearer for the RAB exists and can be used for the RAB by the target RNC.

-
If existing radio bearers are not related to any RAB that is accepted by target RNC, the radio bearers shall be ignored during the relocation of SRNS and the radio bearers shall be released by Uu interface protocols after completion of relocation of SRNS.

After all necessary resources for accepted RABs including the Iu user plane, are successfully allocated, the target RNC shall send RELOCATION REQUEST ACKNOWLEDGE message to the CN.

The RELOCATION REQUEST ACKNOWLEDGE message received by the CN may optionally contain a transparent container, which  shall be transferred by CN to the source RNC or the external relocation source while completing the Relocation Preparation procedure.

The target RNC shall include the target to source RNC transparent container in the RELOCATION REQUEST ACKNOWLEDGE message if the relocation type indicates “UE involved in relocation of SRNS”. If two CNs are involved in the relocation of SRNS, the target RNC may, however, decide to send the container to only one CN..

Transmission and reception of RELOCATION REQUEST ACKNOWLEDGE message terminates the procedure in the UTRAN and the CN respectively.

8.7.3
Unsuccessful Operation
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Figure 8: Relocation Resource Allocation procedure: Unsuccessful operation.

If the target RNC can not even partially accept the relocation of SRNS or a failure occurs during the Relocation Resource Allocation procedure in the target RNC, the target RNC shall send RELOCATION FAILURE message to the CN.

Transmission and reception of RELOCATION FAILURE message terminates the procedure in the UTRAN and the CN respectively.

When CN has received RELOCATION FAILURE message from target RNC, CN shall stop timer TRELOCalloc and shall assume possibly allocated resources within Target RNC completely released.

8.7.4
Abnormal Conditions

If after reception of the RELOCATION REQUEST message, the target RNC receives another RELOCATION REQUEST message on the same Iu connection, then the target RNC shall discard the latter message and the original Relocation Resource Allocation procedure shall continue normally.

Interactions with Iu Release:

If the CN decides to not continue the Relocation Resource Allocation procedure before the Relocation Resource Allocation procedure is completed, the CN shall stop timer TRELOCalloc and the CN shall initiate Iu Release procedure towards the target RNC with an appropriate value for the Cause IE, e.g. "Relocation Cancelled".

8.7.5
Co-ordination of Two Iu Signalling Connections

Co-ordination of two Iu signalling connections during Relocation Resource Allocation procedure shall be executed by target RNC when the Number of Iu Instancies IE received in the Source RNC to Target RNC Transparent Container IE in the RELOCATION REQUEST message indicates that two CN domains are involved in relocation of SRNS.

If two CN domains are involved, the following actions shall be taken by the target RNC:

-
The target RNC shall utilise the Permanent NAS UE Identity IE, received explicitly by each CN domain within RELOCATION REQUEST message, to co-ordinate both Iu signalling connections.
-
The target RNC shall generate and send RELOCATION REQUEST ACKNOWLEDGE only after all expected RELOCATION REQUEST messages are received and analysed.

-
The target RNC shall ensure that there is no conflicting information in  Target RNC to Source RNC Transparent Container IE in RELOCATION REQUEST ACKNOWLEDGE messages transmitted via different Iu signalling connections and related to the same relocation of SRNS.  

-
The selection of signalling connection utilised for the Target RNC to Source RNC Transparent Container IE in RELOCATION REQUEST ACKNOWLEDGE message need not to be dependent on the signalling connection via which the Source RNC to Target RNC Transparent Container IE in RELOCATION REQUEST message was received.

8.8
Relocation Detect

8.8.1
General

The purpose of Relocation Detect procedure is to indicate by the RNC the detection of SRNS relocation execution to the CN. Procedure shall be co-ordinated in all Iu signalling connections existing for the UE. The procedure uses connection oriented signalling.

8.8.2
Successful Operation
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Figure 9: Relocation Detect procedure: Successful operation.

The target RNC shall send  RELOCATION DETECT message to the CN when relocation execution trigger is received. 

If the type of relocation of SRNS is "UE involved in relocation of SRNS", the relocation execution trigger may be received from the Uu interface. If the type of relocation of SRNS is "UE not involved in relocation of SRNS", the relocation execution trigger is the reception of RELOCATION COMMIT message from Iur interface.

When RELOCATION DETECT message is sent, the target RNC shall start SRNC operation. 

Upon reception of RELOCATION DETECT message, the CN may switch  the user plane from the source RNC to the target RNC.

8.8.3
Abnormal Conditions

Interactions with Relocation Complete

If the RELOCATION COMPLETE message is received by CN before the reception of RELOCATION DETECT message, the CN shall handle the RELOCATION COMPLETE message normally.

8.8.4
Co-ordination of Multiple Iu Signalling Connections

When Relocation Detect procedure is to be intiated by the target RNC, the target RNC shall initiate the Relocation Detect procedure on all Iu signalling connections existing for the UE between the target RNC and the CN.

8.9
Relocation Complete

8.9.1
General

The purpose of Relocation Complete procedure is to indicate by the Target RNC the completion of relocation of SRNS to the CN. Procedure shall be co-ordinated in all Iu signalling connections existing for the UE. The procedure uses connection oriented signalling.

8.9.2
Successful Operation
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Figure 10:  Relocation Complete procedure. Successful Operation.

When the new SRNC-ID + S-RNTI are successfully exchanged with the UE by the radio protocols, target RNC shall initiate Relocation Complete procedure by sending RELOCATION COMPLETE message to CN.

8.9.3
Abnormal Conditions

If the timer TRELOCcomplete expires:

-
The CN should initiate release of Iu connections towards the source and the target RNC by initiating the Iu Release procedure with an appropriate value for the Cause IE, e.g.  " TRELOCcomplete expiry".

Interactions with the Relocation Detect procedure:

If the RELOCATION DETECT message is not received by CN before reception of RELOCATION COMPLETE message, CN shall handle the RELOCATION COMPLETE message normally.

8.9.4
Co-ordination of Multiple Iu Signalling Connections

When Relocation Complete procedure is to be intiated by target RNC, target RNC shall initiate the Relocation Complete procedure on all Iu signalling connections existing for the UE between target RNC and CN.

8.10
Relocation Cancel

8.10.1
General

The purpose of the Relocation Cancel procedure is to enable source RNC to cancel an ongoing relocation of SRNS. The Relocation Cancel procedure can be sent by the source RNC during and after the Relocation Preparation procedure as long as the relocation of SRNS is ongoing. The procedure shall be co-ordinated in all Iu signalling connections existing for the UE. The procedure uses connection oriented signalling.

8.10.2
Successful Operation
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Figure 11: Relocation Cancel procedure. Successful Operation.

RNC shall initiate the procedure  by sending RELOCATION CANCEL message to CN. This message shall indicate the reason for canceling the relocation of SRNS by appropriate value of the Cause IE. Upon reception of RELOCATION CANCEL message, CN shall  send RELOCATION CANCEL ACKNOWLEDGE message to source RNC. 

Transmission and reception of RELOCATION CANCEL ACKNOWLEDGE terminates the procedure in CN and source RNC  respectively.

Interactions with Relocation Preparation:

Upon reception of RELOCATION CANCEL message from source RNC, CN shall locally terminate the possibly ongoing Relocation Preparation procedure towards that RNC and abandon the relocation of SRNS.

If source RNC receives RELOCATION COMMAND message from CN after Relocation Cancel procedure is initiated, source RNC shall ignore the received RELOCATION COMMAND message.

8.10.3
Unsuccessful Operation

-

8.10.4
Abnormal Conditions

-

8.10.5
Co-ordination of Two Iu Signalling Connections

If Relocation Cancel procedure is to be initiated due to other reasons than reception of RELOCATION PREPARATION FAILURE message, Relocation Cancel procedure shall be initiated on all Iu signalling connections existing for the UE in which the Relocation Preparation procedure has not terminated unsuccessfully.

8.11
SRNS Context Transfer

8.11.1
General

The purpose of the SRNS Context Transfer procedure is to trigger the transfer of SRNS contexts from the source RNC to the CN (PS domain) in case of inter system forward handover. The procedure uses connection oriented signalling.

8.11.2
Successful Operation
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Figure 12: SRNS Context Transfer procedure.

The CN shall initiate the procedure by sending a SRNS CONTEXT REQUEST message to the source RNC. The SRNS CONTEXT REQUEST message shall include the list of RABs whose contexts should be transferred.

The source RNC shall respond to the CN with a SRNS CONTEXT RESPONSE message containing the RAB Context information for the referenced RABs. For each RAB, the following information elements shall be included: 

-
RAB ID

-
the sequence number for the next downlink GTP‑PDU to be sent to the UE i.e. DL GTP-PDU Sequence Number

-
the sequence number for the next uplink GTP‑PDU to be tunnelled to the GGSN i.e. UL GTP-PDU Sequence Number

-
the radio interface sequence number (PDCP) of the next downlink N-PDU (PDCP SDU) that would have been sent to the UE by a source system  i.e. DL N-PDU Sequence Number IE

-
the radio interface sequence number (PDCP) of the next uplink N-PDU (PDCP SDU) that would have been expected from the UE by a source system  i.e. UL N-PDU Sequence Number IE

Transmission and reception of the SRNS CONTEXT RESPONSE message shall terminate the procedure in the UTRAN and the CN respectively.

8.11.3
Unsuccessful Operation

The RAB ID for each RAB for which UTRAN is not able to transfer the RAB context is included in the SRNS Context Response message together with a Cause IE, e.g. Invalid RAB ID.

8.11.4
Abnormal Conditions

-

8.12
SRNS Data Forwarding Initiation

8.12.1
General

The purpose of the SRNS Data Forwarding procedure is to trigger the transfer of N-PDUs from the RNC to the CN (PS domain) in case of inter system forward handover. The procedure uses connection oriented signalling. 

8.12.2
Successful Operation
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Figure 13: SRNS Data Forwarding Initiation procedure.

CN initiates the procedure by sending SRNS DATA FORWARD COMMAND message to UTRAN. SRNS DATA FORWARD COMMAND message includes the list of RABs whose data should be forwarded and the necessary information for establishing a GTP tunnel to be used for data forwarding.

Upon reception of SRNS DATA FORWARD COMMAND RNC starts the timer TDATAfwd.

8.12.3
Abnormal Conditions

-

8.13
SRNS Context Forwarding from Source RNC to CN

8.13.1
General

The purpose of this procedure is to transfer SRNS contexts from the source RNC to the CN (PS domain) in case of handover via the CN. The procedure uses connection oriented signalling. SRNS contexts are sent for each concerned RAB and contain the sequence numbers of the GTP-PDUs next to be transmitted in the uplink and downlink directions and the next PDCP sequence numbers that would have been used to send and receive data from the UE.

8.13.2
Successful Operation
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Figure 14: SRNS Context forwarding from source RNC to CN.

The source RNC initialises the procedure by sending FORWARD SRNS CONTEXT message to the CN. The FORWARD SRNS CONTEXT message contains the RAB Context information for each referenced RAB. For each RAB the following information is included 

-
the sequence number for the next downlink GTP‑PDU to be sent to the UE, and 

-
the sequence number for the next uplink GTP‑PDU to be tunnelled to the GGSN. 

-
the radio interface sequence number (PDCP) of the next uplink N-PDU (PDCP SDU) that would have been expected from the UE by a source system  i.e. UL N-PDU Sequence Number IE.

-
the radio interface sequence number (PDCP) of the next downlink N-PDU (PDCP SDU) that would have been sent to the UE by a source system  i.e. DL N-PDU Sequence Number IE.

8.13.3
Abnormal Conditions

8.14
SRNS Context Forwarding to Target RNC from CN

8.14.1
General

The purpose of this procedure is to transfer SRNS contexts from the CN (PS domain) to the target RNC in case of handover via the CN. The procedure uses connection oriented signalling. SRNS contexts are sent for each referenced RAB and contain the sequence numbers of the GTP-PDUs next to be transmitted in the uplink and downlink directions and the next PDCP sequence numbers that would have been used to send and receive data from the UE.

8.14.2
Successful Operation
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Figure 15: SRNS Context forwarding to target RNC from CN.

The CN initialises the procedure by sending FORWARD SRNS CONTEXT message to the target RNC. The FORWARD SRNS CONTEXT message contains the RAB Context information for each referenced RAB. For each RAB the following information is included 

-
the sequence number for the next downlink GTP‑PDU to be sent to the UE, and 

-
the sequence number for the next uplink GTP‑PDU to be tunnelled to the GGSN. 

-
the radio interface sequence number (PDCP) of the next uplink N-PDU (PDCP SDU) that would have been expected from the UE by a source system  i.e.UL N-PDU Sequence Number IE.

-
the radio interface sequence number (PDCP) of the next downlink N-PDU (PDCP SDU) that would have been sent to the UE by a source system  i.e. DL N-PDU Sequence Number IE.

8.14.3
Abnormal Conditions

-

8.15
Paging

8.15.1
General

The purpose of the Paging procedure is to enable the CN to page a UE for a UE terminating service request. The procedure uses connectionless signalling.

8.15.2
Successful Operation
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Figure 16: Paging procedure. Successful Operation.

The CN shall initiate the procedure by sending a PAGING message. This message shall contain information necessary for RNC to be able to page the UE, like:

-
CN Domain Indicator

-
Permanent NAS UE Identity

-
Temporary UE Identity

-
Paging Area

-
Paging Cause

-
Non Searching Indicator

The CN Domain Indicator IE shall be used by the RNC to identify from which CN domain the PAGING message originates.

The Permanent NAS UE Identity IE (i.e. IMSI) shall be used by the UTRAN paging co-ordination function to check if a signalling connection towards the other CN domain already exists for this UE. In that case, the radio interface paging message can be sent via that connection instead of using the paging broadcast channel.

The Temporary UE Identity IE (e.g. TMSI) is the identity of the user that shall be used over the paging channel. If the Temporary UE Identity IE is not included in the PAGING message, the RNC shall use the Permanent UE Identity instead.

The Paging Area IE shall be used by the RNC to identify the area in which the radio interface paging message shall be broadcast in case no signalling connection, as described above, already exists for the UE. If the Paging Area IE is not included in the PAGING message, the whole RNC area shall be used as Paging Area.

The Paging Cause IE shall indicate to the RNC the reason for sending the PAGING message. The paging cause is transfered transparently to theUE.

The Non Searching Indication IE shall be used by the RNC to decide whether the UTRAN paging co-ordination function needs to be activated or not. In the absence of this IE, UTRAN paging co-ordination shall be performed.

It should be noted that each PAGING message on the Iu interface relates to only one UE and therefore the RNC has to pack the pages into the relevant radio interface paging message.
The core network is responsible for the paging repetition over the Iu interface.

8.15.3
Abnormal Conditions

-

8.16
Common ID

8.16.1
General

The purpose of the Common ID procedure is to inform the RNC about the permanent NAS UE Identity (i.e. IMSI) of a user. This is used by the RNC e.g. to create a reference between the permanent NAS UE identity of the user  and the RRC connection of that user for UTRAN paging co-ordination. The procedure uses connection oriented signalling.

8.16.2
Successful Operation


[image: image18.wmf]CN

RNC

COMMON ID


Figure 17: Common ID procedure.

After having established an Iu signalling connection, and if the Permanent NAS UE identity (i.e. IMSI) is available, the CN shall send a COMMON ID message , containing the Permanent NAS UE Identity IE to the RNC. The RNC associates the permanent identity to the RRC Connection of that user and shall save it for the duration of the RRC connection.

8.16.3
Abnormal Conditions

-

8.17
CN Invoke Trace

8.17.1
General

The purpose of the CN Invoke Trace procedure is to inform the RNC that it should begin producing a trace record of a type indicated by the CN and related to the UE. The procedure uses connection oriented signalling.

8.17.2
Successful Operation
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Figure 18: CN Invoke Trace procedure.

The trace is invoked by the CN by sending a CN INVOKE TRACE message to the RNC.

The events and parameters to be recorded are indicated in the Trace Type IE.

The OMC ID IE, if present, indicates the OMC to which the record is destined.

The message includes a Trace Reference IE which is allocated by the entity which triggered the trace. 

The Trigger ID IE, if present, indicates the entity which triggered the trace.

The Trace Reference and Trigger ID IEs are used to tag the trace record to allow simpler construction of the total record by the entity which combines trace records.

8.17.3
Abnormal Conditions

-

8.18
Security Mode Control

8.18.1
General

The purpose of the Security Mode Control procedure is to allow the CN to pass cipher and integrity mode information to the UTRAN. UTRAN uses this information to select and load the encryption device for user and signalling data with the appropriate parameters, and also to store the appropriate parameters for the integrity algorithm. The procedure uses connection oriented signalling.

8.18.2
Successful Operation
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Figure 19: Security Mode Control procedure. Successful operation.

The CN shall start the procedure by sending to the UTRAN a  SECURITY MODE COMMAND message.  This message shall specify which ciphering, if any, and integrity protection algorithms that may be used by the UTRAN.

RANAP provides the CN with the possibility to prioritise UEAs within the Permitted Encryption Algorithms IE. Further the Permitted Encryption Algorithms IE may contain “no encryption” within its list in order to allow the RNC not to cipher the respective connection if it cannot support any of the indicated UEAs.

Upon reception of the SECURITY MODE COMMAND message, the UTRAN shall internally select appropriate algorithms, taking into account the UE/UTRAN capabilities. The UTRAN shall then trigger the execution of the corresponding radio interface procedure and, if applicable, invoke the encryption device and also start the integrity protection. 

When the execution of the radio interface procedure is successfully finished, UTRAN shall return a  SECURITY MODE COMPLETE message to the CN. This message shall include the chosen integrity protection and encryption algorithms.

The set of permitted algorithms specified in the SECURITY MODE COMMAND message shall remain applicable for subsequent RAB Assignments and Intra-UTRAN Relocations.

In case of a UE with Radio Access Bearers towards both core networks, the user data towards CS shall always be ciphered according to the information received from CS and the user data towards PS with the information received from PS. The signalling data shall always be ciphered with the last received ciphering information and integrity protected with the last received integrity protection information.

8.18.3
Unsuccessful Operation
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Figure 20: Security Mode Control procedure. Unsuccessful operation.

If the UTRAN or the UE is unable to support the ciphering and/or integrity protection algorithms specified in the SECURITY MODE COMMAND message, then the UTRAN shall return to CN a SECURITY MODE REJECT message with cause value "Requested Ciphering and/or Integrity Protection Algorithms are not Supported". If the radio interface Security Control procedure fails, a SECURITY MODE REJECT message shall  be sent to CN with cause value "Failure in the Radio Interface Procedure".

8.18.4
Abnormal Conditions

A SECURITY MODE REJECT message shall be returned if a CN requests a change of ciphering and/or integrity protection algorithms for a UE  when ciphering or integrity protection is already active for that CN and such a change of algorithms is not supported by UTRAN and/or the UE. A cause value shall be set to "Change of Ciphering and/or Integrity Protection is not Supported".

8.19
Location Reporting Control

8.19.1
General

The purpose of the Location Reporting Control procedure is to allow the CN to request information on the location of a given UE. The procedure uses connection oriented signalling.

8.19.2
Successful Operation
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Figure 21: Location Reporting Control procedure.

The CN shall initiate the procedure by generating a LOCATION REPORTING CONTROL message. 
The Request Type IE shall indicate to the serving RNC whether  

-
to report directly, 

-
to report upon change of Serivce area or

-
to stop reporting.

The Request Type IE shall also indicate what type of location information the serving RNC shall report. The location information is either of the following types:

-
Service Area Identifier or

-
Geographical coordinates. 

The geographical coordinates shall only be reported directly.

A request for a direct report can be done in parallel with having an active request to report upon change of Service Area for the same UE. The request to report upon change of Service Area shall not be affected by this.

8.19.3
Abnormal Conditions

-

8.20
Location Report

8.20.1
General

The purpose of the Location Report procedure is to provide the UE's location information to the CN. The procedure uses  connection oriented signalling.

8.20.2
Successful Operation
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Figure 22: Location Report procedure.

The serving RNC shall initiate the procedure by generating a LOCATION REPORT message. The LOCATION REPORT message may be used as a response for the LOCATION REPORTING CONTROL message. Also, when a user enters or leaves a classified zone set by O&M, e.g. zone where a disaster occurred, a LOCATION REPORT message shall be sent to the CN including the Service Area of the UE in the Area Identity IE. The Cause IE shall indicate the appropriate cause value to CN. The CN shall react to the LOCATION REPORT message with CN vendor specific actions. 

In case the reporting of Service Area Identifier is requested by the CN, then the RNC shall issue a LOCATION REPORT message whenever the information given in the previous LOCATION REPORT message or INITIAL UE MESSAGE is not anymore valid.  In this case, the RNC shall include to the LOCATION REPORT message in the Area Identity IE the Service Area, which includes at least one of the cells from which the UE is consuming radio resources.

If the RNC can not deliver the location information as requested by the CN, the RNC shall indicate the UE location to be "Undetermined". A cause value shall be added to indicate the reason for the undetermined location.

8.20.3
Abnormal Conditions

-

8.21
Data Volume Report

8.21.1
General

The Data Volume Report procedure is used by CN to request the unsuccessfully transmitted DL data volume for specific RABs. This procedure only applies to PS domain. The procedure uses connection oriented signalling.

8.21.2
Successful Operation
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Figure 23: Data Volume Report procedure.

The procedure is initiated by CN by sending DATA VOLUME REPORT REQUEST message to UTRAN. This message shall contain the list of RAB ID IEs to identify the RABs for which the unsuccessfully transmitted DL data volume shall be reported.

At reception of DATA VOLUME REPORT REQUEST message UTRAN shall produce the DATA VOLUME REPORT message indicating the amount of unsuccessfully transmitted DL data for the addressed RABs since the last data volume indication to CN. UTRAN shall also reset the data volume counter for the reported RABs. UTRAN shall send the DATA VOLUME REPORT message to CN. Transmission and reception of DATA VOLUME REPORT terminates the procedure in UTRAN and CN respectively.

8.21.3
Unsuccessful Operation

The RAB ID for each RAB for which UTRAN is not able to transfer a data volume report is included in the Data Volume Report message together with a Cause IE, e.g. Invalid RAB ID.

8.21.4
Abnormal Conditions

-

8.22
Initial UE Message

8.22.1
General

The purpose of the Initial UE Message procedure is  to establish an Iu signalling connection between a CN domain and the RNC and to transfer the initial NAS-PDU to the CN. The procedure uses connection oriented signalling.

8.22.2
Successful Operation
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Figure 24: Initial UE Message procedure.

When RNC has received from radio interface a NAS message (see ref. [8]) to be forwarded to CN domain to which the Iu signalling connection for the UE does not exist, RNC shall initiate the Initial UE Message procedure and send the INITIAL UE MESSAGE to the CN.

In addition to the received NAS-PDU, RNC shall add following information to the INITIAL UE MESSAGE:

-
CN domain indicator, indicating the CN domain towards which this message is sent.

-
For CS domain, the same LAI which was the last LAI indicated to the UE by UTRAN. 

-
For PS domain, the same LAI+RAC which were the last LAI+RAC indicated to the UE by UTRAN.

· Service Area corresponding to at least one of the cells from which the UE is consuming radio resources.

-
Iu signalling connection identifier.

The Iu signalling connection identifier contains an Iu signalling connection identifier which is allocated by the RNC, and which the CN is required to store and remember for the duration of the Iu connection.

Whereas several processing entities within the CN (e.g. charging, interception, etc.) may make use of the location information given in the SAI IE and the LAI (and RAC) IE, the mobility management within the CN shall rely on the information given within the LAI IE (resp. LAI and RAC IEs) only.

8.23
Direct Transfer

8.23.1
General

The purpose of the Direct Transfer procedure is to carry UE – CN signalling messages over the Iu Interface. The UE – CN signalling messages are not interpreted by the UTRAN, and their content (e.g. MM or CC message) is outside the scope of this specification (see ref. [8]). The UE – CN signalling messages are transported as a parameter in the DIRECT TRANSFER messages. The procedure uses connection oriented signalling.

8.23.2
Successful Operation

8.23.2.1
CN Originated Direct Transfer
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Figure 25: Direct Transfer, CN originated.

If a UE – CN signalling message has to be sent from the CN to the UE, the CN shall send a DIRECT TRANSFER message to the RNC including the UE – CN signalling message as a NAS-PDU IE.

The use of the SAPI included in the DIRECT TRANSFER message enables the UTRAN to provide specific service for the transport of the messages. 

8.23.2.2
UTRAN Originated Direct Transfer
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Figure 26: Direct Transfer, RNC originated.

If a UE – CN signalling message has to be sent from the RNC to the CN without interpretation, the RNC shall send a DIRECT TRANSFER message to the CN including the UE – CN signalling message as a NAS-PDU IE.

If the DIRECT TRANSFER message shall be sent to the PS domain, RNC shall also add the LAI and the RAC IEs, which were the last LAI+RAC indicated to the UE by UTRAN.

8.24
CN Information Broadcast

8.24.1
General

The purpose of  the CN Information Broadcast procedure is to provide NAS information from the CN to be broadcast repetitively by UTRAN to all users. The procedure uses connectionless signalling.

8.24.2
Successful Operation
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Figure 27: CN Information Broadcast procedure. Successful operation.

CN sets or modifies the CN broadcast information to be broadcast by UTRAN, by sending a  CN INFORMATION BROADCAST REQUEST message contains:

-
The information pieces to be broadcast. The internal structure of these information pieces is transparent to UTRAN, and is specified as part of the CN-UE protocols.

-
With each broadcast information piece, a geographical area where to broadcast it.

-
With each broadcast information piece, a priority used by UTRAN to schedule the information.

-
With each broadcast information piece, a request for the UTRAN to turn on or off the broadcast of the information piece

If the UTRAN can broadcast the information as requested, a  CN INFORMATION BROADCAST CONFIRM message is returned by the RNC to the CN.

Whether or not UTRAN shall treat equally broadcast request from different CN and having the same priority is under operator control.

Each information piece is broadcast in the intersection between the indicated geographical area and the area under control by the receiving RNC. It is broadcast until explicitly changed or a Reset occurs.

8.24.3
Unsuccessful Operation
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Figure 28: CN Information Broadcast procedure. Unsuccessful operation.

If after receiving the CN INFORMATION BROADCAST REQUEST, the RNC can not broadcast the information as requested, a  CN INFORMATION BROADCAST REJECT message shall be returned to the CN and the procedure is terminated.

8.24.4
Abnormal Conditions

-

8.25
Overload Control

8.25.1
General

This procedure is defined to give some degree of signalling flow control. At the UTRAN "Processor Overload" and "Overload in the Capability to Send Signalling Messages to the UE" are catered for, and at the CN "Processor Overload" is catered for. The procedure uses connectionless signalling.

8.25.2
Philosophy

The philosophy used is to stem the traffic at source with known effect on the service. The algorithm used is:

At the CN side:

-
If TigOC is not running and an OVERLOAD message or "Signalling Point Congested" information is received, the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce the traffic. At the same time, timers TigOC and TinTC should be started.

-
During TigOC all received OVERLOAD messages or "Signalling Point Congested" information should be ignored.

-
This step by step reduction of traffic should be continued until maximum reduction is obtained by arriving at the last step.

-
If TinTC expires (i.e. no OVERLOAD message or "Signalling Point Congested" information is received during TinTC) the traffic should be increased by one step and TinTC should be started unless normal load has been resumed.

At the UTRAN side:

-
If TigOR is not running and an OVERLOAD message or "Signalling Point Congested" information is received, the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce the traffic. At the same time, timers TigOR and TinTR should be started.

-
During TigOR all received OVERLOAD messages or "Signalling Point Congested" information should be ignored.

-
This step by step reduction of traffic should be continued until maximum reduction is obtained by arriving at the last step.

-
If TinTR expires (i.e. no OVERLOAD message or "Signalling Point Congested" information is received during TinTR) the traffic should be increased by one step and TinTR should be started unless normal load has been resumed.

The number of steps and the method of reducing the load are considered to be an implementation specific function.

There may be other traffic control mechanisms from O&M activities occurring simultaneously.

8.25.3
Successful Operation

8.25.3.1
Overload at the CN
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Figure 29: Overload at the CN.

The CN should indicate to the RNC that it is in a congested state by sending an OVERLOAD message.

At the UTRAN receipt of this message should cause the reduction of traffic to the CN node sending the message.

8.25.3.2
Overload at the UTRAN
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Figure 30: Overload at the UTRAN.

If the UTRAN is not capable to send signalling messages to the UE due to overloaded resources then the UTRAN should send an OVERLOAD message to the CN.

8.25.4
Abnormal Conditions

-

8.26
Reset

8.26.1
General

The purpose of the Reset procedure is to initialise the UTRAN  in the event of a failure in the CN or vice versa. The procedure uses connectionless signalling.

8.26.2
Successful Operation

8.26.2.1
Reset Procedure Initiated from the CN
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Figure 31: Reset procedure initiated from the CN. Successful operation.

In the event of a failure at the CN, which has resulted in the loss of transaction reference information, a RESET message shall be sent to the RNC. This message is used by the UTRAN to release affected Radio Access Bearers and to erase all affected references for the CN that sent the RESET message.

After a guard period of T(RatC) seconds a RESET ACKNOWLEDGE message shall be returned to the CN, indicating that all UEs which were involved in a call are no longer transmitting and that all references at the UTRAN have been cleared.

Interactions with other procedures:
In case of interactions with other procedures, the Reset procedure always overrides all other procedures.

8.26.2.2
Reset Procedure Initiated from the UTRAN
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Figure 32: Reset procedure initiated from the UTRAN. Successful operation.

In the event of a failure at the UTRAN which has resulted in the loss of transaction reference information, a RESET message shall be sent to the CN. This message is used by the CN to release affected Radio Access Bearers and to erase all affected references.

After a guard period of T(RatR) seconds a RESET ACKNOWLEDGE message shall be returned to the UTRAN indicating that all references have been cleared.

Interactions with other procedures:

In case of interactions with other procedures, the Reset procedure always overrides all other procedures.

8.26.3
Abnormal Conditions

8.26.3.1
Abnormal Condition at the CN

If the CN sends a RESET message to the RNC and receives no RESET ACKNOWLEDGE message within a period T(RafR) then it shall repeat the entire Reset procedure. The sending of the RESET message shall be repeated a maximum of "n" times where n is an operator matter. After the n-th unsuccessful repetition the procedure shall be stopped and e.g. the maintenance system be informed.

8.26.3.2
Abnormal Condition at the UTRAN

If the RNC sends a RESET message to the CN and receives no RESET ACKNOWLEDGE message within a period T(RafC) then it shall repeat the entire Reset procedure. The sending of the RESET message shall be repeated a maximum of "n" times where n is an operator matter. After the n-th unsuccessful repetition the procedure shall be stopped and e.g. the maintenance system be informed.

8.26.3.3
Crossing of Reset Messages

When an entity that has sent a RESET message and is waiting for a RESET ACKNOWLEDGE message, instead receives a RESET message from the peer entity, it shall stop timer T(RafC or RafR) and send a RESET ACKNOWLEDGE message to the peer entity.
8.27
Error Indication

8.27.1
General

The Error Indication procedure is initiated by a node to report detected errors in one incoming message, provided they cannot be reported by an appropriate failure message.

If the error situation arises due to reception of a message utilising dedicated signalling, then the Error Indication procedure uses connection oriented signalling. Otherwise the procedure uses connectionless signalling.

8.27.2
Successful Operation
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Figure 33: Error Indication procedure, CN originated.
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Figure 34: Error Indication procedure, RNC originated.

When the conditions defined in chapter [Handling of unknown, unforeseen and erroneous protocol data] are fulfilled, the Error Indication procedure is initiated by an ERROR INDICATION message sent from the receiving node.

When the ERROR INDICATION message is triggered due to the reception of an Iu user plane PDU(s) with an unknown Iu transport association, the appropriate cause value and both the Iu Transport Association IE and the Transport Layer Address IE shall be included in the message.

Examples for possible cause values for protocol error indications are:

-
"Transfer Syntax Error"
-
"Logical Error: Unknown Iu Transport Association"
-
"Semantic Error"
-
"Message not compatible with receiver state"
8.27.3
Abnormal Conditions

-

8.28
CN Deactivate Trace

8.28.1
General

The purpose of the CN Deactivate Trace procedure is to inform the RNC that it should stop producing a trace record for the indicated trace reference.  The procedure uses the connection oriented mode signalling.

8.28.2
Successful Operation
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Figure 19: CN Deactivate Trace Procedure.

The trace deactivate is invoked by the CN sending a CN DEACTIVATE TRACE message to the UTRAN.

The Trace Reference IE and, if present, the Trigger ID IE are used to indicate which trace shall be stopped.

8.28.3
Abnormal Conditions

If the RNC receives a CN DEACTIVATE TRACE message with an unknown trace reference, the RNC shall take no action.

8.29
Reset resource

8.29.1
General

The purpose of the Reset resource release procedure is to initialise part of the UTRAN  in the event of an abnormal  failure in the CN or vice versa (e.g. Signalling Transport processor reset). The procedure uses connectionless signalling.

8.29.1.1
Reset Resource procedure initiated from the RNC
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Figure 20. RNC initiated Reset Resource procedure

The RNC initiates this procedure by sending a RESET RESOURCE message to the CN.

On reception of this message the CN shall release locally the resources and references (i.e. resources  and Iu signalling connection identities) associated to the Iu signalling connection identities indicated in the received message. The CN shall always return the RESET RESOURCE ACKNOWLEDGE message to the RNC.

8.29.1.2
Reset Resource procedure initiated from the CN
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Figure 21. CN initiated Reset Resource procedure

On reception of this message the RNC shall release locally the resources and references (i.e. radio resources and Iu signalling connection identities) associated to the Iu signalling connection identities indicated in the received message. The RNC shall always return the RESET RESOURCE ACKNOWLEDGE message to the CN.

_1000054209.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











RELOCATION FAILURE







RELOCATION REQUEST







Target RNC







CN











_935227290.doc







_1000059379.doc




INITIAL UE MESSAGE







RNC







CN











_935227290.doc







_1001925423.doc




Source RNC







FORWARD SRNS CONTEXT 







CN











_935227290.doc







_1005686284.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











CN INFORMATION BROADCAST CONFIRM







CN INFORMATION BROADCAST REQUEST







RNC







CN











_935227290.doc







_1013431616.doc




CN DEACTIVATE TRACE







CN







RNC











_935227290.doc







_1013521039.doc




RESET RESOURCE ACKNOWLEDGE







RESET RESOURCE







RNC







CN











_935227290.doc







_1013560117.doc




RESET RESOURCE ACKNOWLEDGE







RESET RESOURCE







RNC







CN











_935227290.doc







_1005686413.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











CN INFORMATION BROADCAST REJECT







CN INFORMATION BROADCAST REQUEST







RNC







CN











_935227290.doc







_1001926936.doc




SRNS DATA FORWARD COMMAND







CN







RNC











_935227290.doc







_1003304029.doc


RELOCATION COMPLETE







Target RNC







CN











_935227290.doc







_1001925585.doc




FORWARD SRNS CONTEXT 







Target RNC







CN











_935227290.doc







_1000059570.doc




OVERLOAD







CN







RNC











_935227290.doc







_1000147889.doc




SRNS CONTEXT RESPONSE







SRNS CONTEXT REQUEST







CN







RNC











_935227290.doc







_1000191989.doc




SECURITY MODE COMPLETE







SECURITY MODE COMMAND







CN







RNC











_935227290.doc







_1000192676.doc




SECURITY MODE REJECT







SECURITY MODE COMMAND







CN







RNC











_935227290.doc







_1000155718.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











DATA VOLUME REPORT







CN







DATA VOLUME REPORT REQUEST







RNC











_935227290.doc







_1000059699.doc




RESET ACKNOWLEDGE







RESET







CN







RNC











_935227290.doc







_1000059782.doc




ERROR INDICATION







CN







RNC











_935227290.doc







_1000059831.doc




ERROR INDICATION







CN







RNC











_935227290.doc







_1000059630.doc




RESET ACKNOWLEDGE







RESET







CN







RNC











_935227290.doc







_1000059485.doc




DIRECT TRANSFER







CN







RNC











_935227290.doc







_1000059530.doc




OVERLOAD







CN







RNC











_935227290.doc







_1000059439.doc




DIRECT TRANSFER







CN







RNC











_935227290.doc







_1000058775.doc




COMMON ID







CN







RNC











_935227290.doc







_1000059265.doc




LOCATION REPORTING CONTROL







CN







RNC











_935227290.doc







_1000059335.doc




LOCATION REPORT







RNC







CN











_935227290.doc







_1000058842.doc




CN INVOKE TRACE







CN







RNC











_935227290.doc







_1000054766.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











RELOCATION CANCEL







RELOCATION CANCEL ACKNOWLEDGE







Source RNC







CN











_935227290.doc







_1000054904.doc




PAGING







CN







RNC











_935227290.doc







_1000054312.doc


RELOCATION DETECT







CN







Target RNC











_935227290.doc







_1000053635.doc




IU RELEASE COMPLETE







IU RELEASE COMMAND







CN







RNC











_935227290.doc







_1000053972.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











RELOCATION REQUIRED







RELOCATION PREPARATION FAILURE







Source RNC







CN











_935227290.doc







_1000054017.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











RELOCATION REQUEST ACKNOWLEDGE







RELOCATION REQUEST







Target RNC







CN











_935227290.doc







_1000053665.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











RELOCATION REQUIRED







RELOCATION COMMAND







Source RNC







CN











_935227290.doc







_1000053329.doc














RAB



RELEASE REQUEST



































RNC







CN








































_1000053374.doc
 














RAB ASSIGNMENT RESPONSE











* it can be several responses







.



.



.







*







RAB ASSIGNMENT REQUEST















RNC







CN








































_997805625.doc
How to create a CR
Michael Sanders, 3GPP support team, (last updated 2/09/99)

1)
Open the CR cover sheet with MS Word 97. The lastest version of the CR coversheet can be found at:


ftp://ftp.3gpp.org/information/3gCRF-??.DOC


2)
Fill out all areas that are relevant on the CR cover sheet - only the areas that have yellow shading shall be filled out. See Annex A of these instructions for further detail. 


3)
Open the specification to which you wish to make a change. It is very IMPORTANT  to ensure that you are using the latest version of the specification to make the change. The latest versions of all approved 3G specifications is located at:


for the 3GPP:  ftp://ftp.3gpp.org/specifications/      for SMG: http://docbox.etsi.org/tech-org/document/smg/specs

Do a "save as" using a file name related to the tdoc number (e.g. T3-99123.DOC).

4)
If the formatting looks incorrect (most easily noticed by the fact that there is no space between paragraphs), it may be because you do not have the correct document sheet in your MS Word style directory. All 3GPP specification use the style sheet 3GPP_70.DOT. This can be downloaded from:



ftp://ftp.3gpp.org/information/3gpp_70.dot

5)
Go to the beginning of the heading of the first subclause which you want to change. Press <CTRL><SHIFT><HOME> to select everything before that point and delete it.


6)
Switch to the window in MS word that contains your CR cover sheet and do a <CTRL>A   <CTRL>C to select and copy the entire sheet (including the section break at the end). Switch back to the other window with the specification to be changed and paste it in.


7)
Between group of changed pages in the CR, insert a section break (insert / break / next page/)


8)
When all the changes have been made (using the "tools / track changes" feature of MS Word 97), the headers and page number need to be corrected other the headers will contain an error message like "error, reference not found". You can fix this by changing to page layout mode (view / page layout) to see the headers. Then, go to the menu item "view / header and footer", select the frame that contains the error message(s) ini the header and delete them (there are normally 2). Do not delete the page number in the middle. On the left side, write the spec name and current version number For example, "3G TS 21.111 version 3.0.0 (1999-04)". Go back to normal view.


9) 
For each group of changes, insert the correct starting page number. The number should be that which is a clean unmodified specification. It is only a guide to the reader only and so they can be +/- 1 page number wrong. Insert the page number using the following method. Go to the line following the first section break in your CR. Choose the menu item insert / page number / format / start at and insert the correct starting page number for that group of changes. click "OK" and then "CLOSE" (don't press "OK" at this last step). Repeat this step for each section break.


10)
When you have finished making all changes, go to "tools / track changes / highlight changes" and uncheck the "track changes while editing" box, otherwise the page numbers in the headers will be difficult to read. Make sure that the two other options in this box (highlight changes on screen" and "highlight changes in printed document" are both maked "X".


Examples of expressions of prevision in 3GPP specifications


To ensure that everybody else understands your proposed chnaged the same way that you do, it is very important to keep to the following rules:


SHALL: To be used to indicate a requirement. e.g. "The ME shall reset the USIM" is correct Do not use "The ME resets the USIM" or "the ME must reset the USIM"


SHOULD: To be used to indicate recommendation. i.e. if, among several possibilities one is recommended as particularly suitable, without mentioning or excluding others, or that a certain course of action is preferred but not necessarily required, or that (in the negative form) a certain possibility or course of action is deprecated but not prohibited.


MAY: To be used to indicate permission. To be used instead of phrases such as "is permitted", "is allowed" or is permissible". The opposite of "may" is "need not".


CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".


A more detailed guide to the 3GPP drafting rules can be found on the 3GPP server at:



ftp://ftp.3gpp.org/information/drafting-rules.pdf

ANNEX A   
The CR cover sheet


This annex provides further information on how to fill out the cover sheet of a CR.


The header:


a)
The header, including the TSG or Working Group, the tdoc number (normally obtinaed from the 3GPP support team) and the meeting location and date.


The title box:


b)
The change request number. This is a 3 digit number and is allocated by the 3GPP support team project manager of the relevant WG. For GSM specifications, it is prefixed with an "A"


c)
The 3G or GSM specification number (e.g. 21.111 for 3G or 12.05 for GSM).


d)
The TSG or SMG plenary meeting to which this CR will be submitted to if it gets agreed at the WG meeting. 


e)
for approval/for information: one box only shall be marked with an "X"


Proposed change affects:


f)
At least one box shall be marked with an "X"


Source:


g)
The company name of the author of the CR. If the CR has already been agreed at a Working groups or sub working group, meeting, the subgroup name ( and Tdoc number) should be used instead.


Subject:


h)
One line (only) of concise text that describes the subject of the CR. Details should be put under "reason for change"



good examples:
"Clarification to FETCH command"






"Alignment of operation and parameter names"



recently used



bad examples:
"correction"






"editorial correction"






"correction to TS xxx.yy"






"various improvements"


Work item:



h)
The name of the 3G work item for which the CR is relevant.


Category and release:


i)
Choose one category only


Reason:


j)
This should be 1 to 10 lines of text that describes in further detail the reasons why the change is necessary and how the change is done.


Clauses Affected:


m)
Each subclause that is affected by the change should be listed here. New subclause number can be followed by " (new) ".


Other specs affected:


n)
Other 3G core specifications: to be used if the CR is linked to a CR for another 3G specification.
Other 2G core specifications: to be used if a CR is also needed for a GSM or other 2G specification.



MS test specifications: to be used if a change is needed to the MS test specifications.



BSS test specifications: to be used if a change is needed to the base station test specifications.



O&M specifications: to be used if a change is needed to O&M specifications.



When listing other CRs in part n) use, for example, the form "21.111-CR001" or "12.05-A123"


______________________________________


How to create a CR for 3G or SMG specifications.


File location: http://ftp.3gpp.org/information/3gCRF-??.doc





_1000053290.doc




IU RELEASE REQUEST







CN







RNC











_935227290.doc







