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Extended ACB for MTC
1 Introduction
Mobile stations capable of MTC operation will be introduced as of 3GPP Rel-10 where MTC operation can be viewed as an MS operating in the CS domain or PS domain that supports enhancements to legacy NAS signalling, enhancements to legacy Access Class Barring and enhancements to legacy radio resource control procedures.
With the introduction of mobile stations capable of MTC operation a mobile station may have its SIM equipped with a “Low Priority Indicator” or an “MTC Indicator” or both as described in [1]. Regardless of how these new indicators could potentially be used at the Access Stratum and the Non-Access Stratum, they can also be viewed as implying a need to extend the legacy access class barring (ACB) mechanism.

2 New Indicators for MTC
The introduction of a new indicator can in general be justified by determining whether or not it requires the introduction of a new RRC priority level at the AS or an extension to the legacy ACB mechanism (or both).

Whether or not any given indicator requires the introduction of a corresponding new RRC priority level is a RAT specific issue (e.g. for UTRAN a new RRC priority level applicable to “Low Priority Indicator” may be needed  whereas for GERAN a legacy RRC priority level applicable to “Low Priority Indicator” may already exist). However, whether or not any given indicator requires the introduction of a corresponding extension to legacy ACB is viewed as being an RAT independent issue:
· In light of ongoing discussion within various 3GPP groups there seems to be agreement that an extension to legacy ACB is required to the support the use case of system access attempts triggered by low priority MTC applications (i.e. logically associated with the “Low Priority Indicator”). 
· Whether or not an extension to legacy ACB is required to the support the case of system access attempts triggered by normal priority MTC applications (i.e. logically associated with the “MTC Indicator”) is still under discussion.

· The remainder of this discussion paper simply assumes that an extension to the legacy ACB will be needed for the case of system access attempts triggered by both low and normal priority MTC applications.

· It should be also be noted that even though the introduction of a new RRC priority level or an extension legacy ACB may be triggered by the MTC use case, once introduced they may be used for any other use (e.g. non-MTC related use cases) for which they are considered to be applicable.
3 Legacy ACB
The legacy ACB is currently defined to consist of 16 Access Class bits which are broken up into the following 3 different subgroups as described in [3]:

ACB1 – Access Class bits 0 – 9. Home and Visited PLMNs.

ACB2 – Access Class bits 11 and 15. Home PLMN only if the EHPLMN list is not present or any EHPLMN.

ACB3 – Access Class bits 12, 13 and 14. Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.

Note:
Access Control Class 10 does not exist as this bit (octet 3 bit 3) in the RACH Control Parameters IE is used for indicating if emergency calls are allowed in the cell or not.

4 Extending Legacy ACB

A discussed in section 2 above, the introduction of two new MTC specific indicators can be viewed as essentially requiring the introduction of a corresponding extension to the legacy ACB.  For the sake of discussion the extension to legacy ACB is hereafter referred to as EACB (Extended ACB) which can be viewed as consisting of two subgroups as follows:
EACB1 – this is a subgroup of the Extended Access Class (EAC) bits and is applicable to mobile stations that support low priority applications. 
· A mobile station that supports low priority MTC applications can be programmed with information that corresponds to a bit position within the EACB1 subgroup as described in [2].  
· EACB1 can be further divided into two sub-ranges of equal size consisting of a sub-range applicable to mobile stations in a HPLMN/EPLMN and a sub-range applicable to mobile stations not in a HPLMN/EPLMN.

· A mobile station that supports low priority MTC applications can always be programmed with information that corresponds to the sub-range of EACB1 applicable to mobile stations in a HPLMN/EPLMN. 

· Upon entering coverage where it  determines it is not in a HPLMN/EPLMN, a mobile station can simply associate this programmed bit position information with the sub-range of EACB1 applicable to mobile stations not in a HPLMN/EPLMN (this is possible since both sub-ranges of EACB1 will be of equal size). 

· The use of such sub-ranges within EACB1 is FFS but will allow operators to apply independent barring of access attempts triggered by low priority MTC applications based on the home/roam status of any given mobile station. 
EACB2 – this is a subgroup of the Extended Access Class (EAC) bits and is applicable to mobile stations that support normal priority applications. 

· A mobile station that supports normal priority MTC applications can be programmed with information that corresponds to a bit position within the EACB1 subgroup as described in [2].  

· The total number of EAC bits applicable to this subgroup and whether or not it is even needed is FFS. 
Mobile stations can be programmed (e.g. using SIM programming or OMA DM) with one or more AC bits corresponding to legacy ACB and one or more EAC bits corresponding to EACB depending on their subscriptions. For example, a mobile station that supports both ACB1 and EACB1 will be programmed with information that corresponds to a bit position within ACB1 and to a bit position within EACB1.

A specific application triggering a given access attempt will therefore have a corresponding AC/EAC bit in SIM/USIM (e.g. within the ACB1 subgroup and the EACB1 subgroup according to the example above) which will therefore be used to determine whether or not it is allowed to attempt system access by reading the corresponding bit within ACB/EACB information sent as part of SI (system information). Figure 1 below indicates the set of AC bits and EAC bits that can be present within SI when support for mobile stations capable of MTC operation is introduced.


[image: image1]
Figure 1 – Possible AC/EAC for an MS Capable of MTC

5 AC and EAC Combinations
In light of the introduction of MTC application support within Rel-10, an MS capable of MTC operation may be programmed with different combinations of AC and EAC bits as shown in Figures 2 and 3 below. Note that for these figures the use of the terms “enabled” and “disabled” means the following:

· EACBX/ACBX enabled - the SIM of the mobile station has been programmed with information corresponding to a bit position within the set of EAC/AC bits comprising EACBX/ACBX.
· EACBX/ACBX disabled - the SIM of the mobile station has not been programmed with information corresponding to a bit position within the set of EAC/AC bits comprising EACBX/ACBX.
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Figure 2 - Mobile stations that only support MTC operation
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Figure 3 - Mobile stations that support both legacy operation and MTC operation
6 Access Class/Extended Access Class Specific Barring

The specific ACB or EACB applicable to any given access attempt is determined by the specific application triggering any given access attempt. When any application triggers an access attempt, implementation must therefore determine the applicable Access Class Barring (ACB) or Extended Access Class Barring (EACB):

Example 1: When an MS programmed with information that corresponds to a bit position within both ACB1 and EACB1 (as per the green shaded cell in Figure 3 above) performs an access attempt triggered by a low priority application, then this access shall only be subject to EACB1 (i.e. ACB1 is not applicable to this access attempt).

Example 2: When an MS programmed with information that corresponds to a bit position within both ACB3 and EACB2 (as per the orange shaded cell in Figure 3 above) performs an access attempt that is not triggered by a normal priority application, then this access shall only be subject to ACB3 (i.e. EACB2 is not applicable to this access attempt).

7 Conclusion

The following principles are proposed to serve as the basis for which MTC related stage 3 work can be pursued within the scope of GERAN Rel-10:

· The GERAN specifications shall be enhanced to introduce an extension to the legacy ACB mechanism consisting of EAC bits sent as part of system information.

· A subgroup of EAC bits (referred to EACB1 above) shall be defined in support of system access attempts triggered by low priority applications.
· Whether or not a subgroup of EAC bits (referred to EACB2 above) needs to be defined in support of system access attempts triggered by normal priority applications is FFS.

· Even though the introduction of a given subgroup of EAC bits may be triggered by a specific MTC use case (e.g. EACB1 for low priority MTC applications), once introduced this subgroup may be used in conjunction with any other use case (e.g. non-MTC related use cases) for which it is considered to be applicable.

· The introduction of EACB shall be done in a future proof manner since additional extensions to access class barring may become necessary beyond the Rel-10 timeframe.

· A mobile station may be programmed with a combination of AC and EAC bits according to the set of applications it supports. 
· Programming a mobile station with an EAC bit serves to indicate that it is subject to the corresponding EACB mechanism (e.g. if it is programmed with information that corresponds to a bit position within the EACB1 subgroup then it shall be subject to that type of EACB when attempting a system access triggered by a low priority application).
· The ACB/EACB applicable to any given access attempt is determined by the application triggering the access.
· It should be noted that the introduction of the EACB concept described above will have impact on specifications that are not under GERAN control (e.g. TS 22.011 currently describes the subgroups comprising legacy ACB and is under control of SA1).
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