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Introduction

At GERAN#35 a new 3GPP R8 Feature Study Item “A Interface over IP” was approved (see GP-071562). The WID asks for studying impacts on the architecture, including the possibility to move the transcoder from GERAN into the core network. The placement of the transcoder inside the Core Network allows much better control and enables new possibilities for true end-to-end transcoding free operation.

This paper proposes methods to enhance the call control signalling for the proposed AoIP interface between BSS and Core Network. This includes BSSMAP and H.248 signalling. 
The following chapters are written with the intention to include them after discussion into the TR under chapters 6.1 and 6.2
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Abbreviations

AoIP

A over IP

AoIP-CIC
AoIP Call Identifier Code

AoTDM
A over TDM

BSC-SCL
BSC Supported Codec List

CIC

Call Identifier Code or Circuit Identifier Code

GCP

Generic Control Protocol (H.248)

PCL

(MSC-) Preferred Codec List
SCVL

Speech Coder Version List

TRI

Transcoding Request Information

6 Study Results, Control Plane
6.1 Control Plane Principles

Introducing IP as Transport Layer for the user plane on the A-interface necessitates accommodations of the BSSMAP signalling. The following items are identified and discussed in the following sub-sections:

- Transport Layer address information 

- Usage of CIC for A over IP

- Exchange of codec information

- Selection of transcoder resources in BSS or CN
6.1.1 Transport Layer Information

It is proposed that the A-interface user plane connection between core network and GERAN is dynamically established for every call. Transport Layer information has to be exchanged between MGW and the user plane peer node in BSS. The conceptual view of the exchange procedure is shown in Figure 6.1.1-1. 

The Transport Layer information is tunneled through different signaling connections using the following protocols:
- H.248 protocol between MGW and MSC and vice versa

- BSSMAP between MSC and BSC (BSS) and vice versa

The following information is identified as mandatory transport layer information:
- IP Address

- UDP Port number
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Figure 6.1.1-1:
Conceptual exchange of Transport Layer information
Figure 6.1.1-2 shows a possible signalling sequence to exchange Transport Layer information between MGW and BSS. 
After the MSC has decided to use AoIP for the call the following signalling sequence is proposed: 

- MSC requests MGW to prepare for the IP Transport Layer using a new GCP procedure “Prepare IP Transport for A Interface”. MGW establishes the connection end point. The Transport Layer information of the connection end point is passed inside a new container element “AoIP Container IE” back to the MSC. 
- MSC forwards the new container transparently to BSS using an enhanced BSSMAP Assignment Request message. BSS performs channel assignment. As part of the assignment procedure the Transport Layer information of the local connection end point inside BSS is put into another AoIP Container IE, which is sent back to MSC within the BSSMAP Assignment Complete message. 
- MSC forwards the received information transparently to the MGW using the existing procedure Modify IP Transport Address.
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Figure 6.1.1-2:
Signalling Procedure: Exchange of Transport Layer Information
6.1.2 Usage of CIC and AoIP-CIC
In the existing standard for the A-interface over TDM (AoTDM), either the MSC or the BSC seizes a CIC (Circuit Identity Code). If the MSC seizes the CIC, it sends it to BSS at BSSMAP Assignment Request. The CIC identifies a physical connection to be used in the transport layer. This identifier is also used as call identifier. The CIC has 16 bits (0 - 65535) , which reflects the maximum number of calls that can be handled between one BSC and one MSC.

For the new standard for A-interface over IP (AoIP), there is also a need for an AoIP Call Instance Code (AoIP-CIC) that identifies uniquely a call in MSC and BSC. The identifier is needed in case a connection between BSC and MSC gets lost and one side has to tell the other, which call has to be released. It is proposed to increase the range of the identifier to 32 bits, following the definition of the Call Instance Code defined in the BICC standard. Note that the AoIP-CIC has no relation to a specific transport connection. 

It is proposed that in the AoIP scenario, the MSC and BSS sends the AoIP Call Instance Code at the same point in time as it would send it for AoTDM. Either an AoIP-CIC is provided or a (AoTDM) CIC, but never both.
The following BSSMAP messages have to be updated to transport the new information element: ASSIGNMENT REQUEST, ASSIGNMENT COMPLETE, HANDOVER REQUEST, HANDOVER REQUEST ACKNOWLEDGE and the BSSMAP messages that are used when a SCCP connection is lost: RESET CIRCUIT, RESET CIRCUIT ACKNOWLEDGE and UNEQUIPPED CIRCUIT.

When an IP Transport Layer is used no need has been seen to support blocking of “circuits”, therefore the following BSSMAP messages do not have to support the new parameters that indicate AoIP: BLOCK, BLOCCKING ACKNOWLEDGE, UNBLOCK, UNBLOCKING ACKNOWLEDGE , CIRCUIT GROUP BLOCK, CIRCUIT GROUP BLOCKING ACKNOWLEDGE, CIRCUIT GROUP UNBLOCK and CIRCUIT GROUP UNBLOCKING ACKNOWLEDGE. This means that these messages are only used for AoTDM (not for AoIP) and that the handling defined for AoTDM in the existing standards applies when these messages are exchanged between BSS and MSC.

6.1.3 Exchange of Codec Information
6.1.3.1 At assignment

PCM is used as Codec Type on the A-interface user plane when TDM is used as bearer. Replacing the transport with IP suggests a change of the Codec, because PCM is not the most efficient Codec over IP. The 3GPP Codec Type that is used on the air interface could be reused on the A-interface user plane, when IP is used as bearer, without any loss in quality. This supports moving transcoder resources from BSS to the Core Network.

When MSC seizes the (IP) termination in MGW for the AoIP connection endpoint, the MSC provides codec information to the MGW. It is proposed to reuse the mechanism applied for the termination seizure on Iu over IP. Codec information is passed in ACodec property as defined in H.248. Note that this delivered codec information is a preliminary decision (MSC-Preferred Codec Type) and may be changed after BSS performed channel assignment and returned the finally chosen RAN Codec. 

MSC sends the codec information towards BSS within the BSSMAP Assignment Request message or within BSSMAP Handover Request. The current format defined for AoTDM should be enhanced, because in addition to the Codec Type also Codec Configuration information should be sent in case of AMR and AMR-WB Codec Types. The format of the provided codec information can be according to TS 26.103. 

It is proposed to define a new information element (MSC- Preferred Codec List – PCL) for transporting of this codec information to the BSS. The PCL information element is a prioritized list of all Codecs offered to BSS for channel assignment. The MSC-Preferred Codec Type is the first one in the PCL. It matches the Selected Codec within the Core Network (SC) in the best possible way. This PCL information element replaces the existing information (permitted speech version identifier, also called Speech Codec Version List, SCVL) coded within Channel Type IE octets 5, 5a, 5b, …. 
The information in the new PCL can be enhanced with transcoder placement information (see discussion in other section).

BSS has in principle the freedom to select any Codec Type from the received list. BSS is not mandated to select the MSC-Preferred Codec Type, but it should do so whenever possible. BSS internal algorithms may result in the selection of any other Codec Type from the list. BSS provides information about the finally chosen Codec (Speech Version (chosen) IE) within the BSSMAP Assignment Complete message. If the chosen Codec is different to the MSC-Preferred Codec Type, already selected within the MGW, then MSC has to update the MGW with the new codec information.

Note: also the information element ‘Speech Version (chosen)’ should be enhanced to include the chosen Codec Configuration for AMR and AMR-WB Codec Types.

In order to reduce the number of cases when BSS selects a Codec different from the Codec Type prioritized in MSC (first element in PCL) it is proposed that BSS informs MSC for each call about the availability of resources to support different 3GPP Codec Types (BSC Supported Codec List, BSC-SCL, a new IE) . This information has to be provided before the MSC starts Codec Negotiation, see chapter 6.3 in G2-070308. 

It is proposed that BSS appends the BSC-SCL to the BSSMAP Complete Layer 3 Information message. If MSC detects that this new information element is related to a speech call, then it can use this information for end-to-end codec negotiation and for codec pre-selection for the RAN interface. In case MSC receives the information for any other transaction, it is proposed to store the information in case a parallel transaction for a speech call is triggered afterwards. 

Example: BSS decided to prohibit the usage of full rate channels due to high load in the served cell. BSS indicates within the BSC-SCL to MSC that only half rate codec types are allowed (or the default codec type GSM-FR).
6.1.3.2 At Handover

In (traffic channel) handover procedure the BSSMAP Complete Layer 3 message is not always exchanged. MSC does not always receive the codec resource information (BSC-SCL) of the new, target BSC before it requests channel assignment in BSSMAP Handover Request. In these cases the MSC has to guess what the target BSC supports (an alternative is described below).
It is proposed that the new target BSC may provide this codec resource information in the BSSMAP Handover Request Acknowledge message or in the BSSMAP Handover Failure message. BSS adds the list of codec types (BSC-SCL) to the message, which are available at the time the message is sent to MSC. MSC can use this information for subsequent codec negotiation procedures or in case the first channel assignment request failed (wrong guess by the MSC).
6.1.3.3 Alternative to get the BSS codec resource information

As said above the BSC-SCL can not always automatically be provided by the BSC to the MSC, e.g. not at Inter-BSC handover. In these cases the MSC should have an optional alternative to pull the BSC-SCL actively to avoid potential Assignment Request failures It is proposed to define a new optional procedure “MSC pullsBSC-SCL from BSS”
With that option the MSC may pull codec resource information (BSC-SCL) from BSS whenever it is needed. This proposal has the disadvantage that it increases the signaling load between MSC and BSS. On the other hand it allows to avoid that the MSC must guess what the new, target BSC supports.
6.1.4 Selection of Transcoder Location

Using IP as transport protocol for the A-interface user plane offers the opportunity to place transcoder functionality either in the core network (MGW) or in the BSS network. It is desirable to decide the transcoder placement call by call. A decision can be based on, but is not limited to, the following criteria:

- codec type

- transcoder resource availability

- transcoder resource utilization

If transcoder functionality is placed in BSS then PCM is used as codec type on A-interface user plane connection. If transcoder functionality is placed in the core network, then the same codec type is used on the air interface and on the A-interface user plane connection. That means that in BSS transcoding may be done to or from PCM, but never between compressed speech codec types.
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Figure 6.1.4-1:
Transcoder placements
If A over IP is used for the user plane connection, then MSC proposes towards BSS where the transcoding should be done. This allows a flexible use of transcoder resources in BSS and core network. The information is provided as Transcoding Request Information (TRI) to BSS for each codec eligible for channel assignment and specified in the channel assignment or handover request message. TRI may be included in the new optional PCL IE.
When BSS notifies MSC about the completion of channel assignment or handover request, then it specifies together with the ‘Speech Coder (chosen)’ IE, whether or not a transcoder was allocated in BSS. If a transcoder was allocated in BSS, then PCM must be used as codec on the A over IP interface.

Transcoding Request Information (TRI) specifies whether transcoding in BSS is seen in MSC as mandatory, preferred, optional or not allowed. Table 6.1.4-1 lists the selection criteria in MSC for the transcoding request information. 
	TRI
	Selection Criteria

	Mandatory
	MSC uses this indication if the selected MGW does not support the codec type on the AoIP interface user plane connection.

BSS shall select a codec type with this TRI only if it supports transcoding functionality for the codec type.

	Preferred
	MSC uses this indication when the selection of the transcoder resources is preferred in BSS. The selected MGW must be able to support the codec type on the AoIP interface user plane connection.

If BSS selects a codec type with this TRI it should select a transcoder for this codec type. BSS is allowed to use the codec type without providing transcoding resources. 

	Optional
	MSC uses this indication when BSS is asked to decide about the selection of transcoder resources.

If BSS selects a codec type with this TRI it may select a transcoder for this codec type. BSS may use the codec type without providing transcoding resources. 

	Not Allowed
	MSC uses this indication when it wants to enforce usage of compressed speech on the A-interface, for example MSC knows by configuration that BSC does not provide transcoder resources for a specific codec.
When BSS selects a codec type with this TRI it must not use transcoding functionality for the codec type.


Table 6.1.4-1:
Transcoding Request Information

The Transcoding Request Information may be added to the following BSSMAP message in case an AoIP interface connection is requested:

- BSSMAP Assignment Request message

MSC adds the TRI to this message. 

BSS provides the (existing) Speech Version (chosen) information element and the (new) Transcoder Resource (chosen) information element in BSSMAP Assignment Complete message.

- BSSMAP Handover Request message

MSC adds the TRI to this message. 

BSS provides the (existing) Speech Version (chosen) information element and the (new) Transcoder Resource (chosen) information element in BSSMAP Handover Request Acknowledge message.
It is for further study how to handle the case when the optional TRI is not added by the MSC. 

6.2 Procedures and Signalling Messages
6.2.1 BSSMAP
6.2.1.1 Assignment Request

	INFORMATION ELEMENT 
	REFERENCE / Description
	DIRECTION
	TYPE
	LEN

	Message Type 
	48.008 Section 3.2.2.1 
	MSC-BSS
	M
	1

	Channel Type 
	48.008 Section 3.2.2.11
	MSC-BSS
	M
	5-10

	Layer 3 Header Information 
	48.008 Section 3.2.2.9 
	MSC-BSS
	O (note 3)
	4

	Priority 
	48.008 Section 3.2.2.18
	MSC-BSS
	O
	3

	Circuit Identity Code 
	48.008 Section 3.2.2.2 
	MSC-BSS
	O (note 1)
	3

	Downlink DTX Flag 
	48.008 Section 3.2.2.26
	MSC-BSS
	O (note 2)
	2

	Interference Band To Be Used 
	48.008 Section 3.2.2.21
	MSC-BSS
	O
	2

	Classmark Information 2 
	48.008 Section 3.2.2.19
	MSC-BSS
	O (note 4)
	4-5

	Group Call Reference 
	48.008 Section 3.2.2.55
	MSC-BSS
	O (note 5)
	7

	Talker Flag 
	48.008 Section 3.2.2.54
	MSC-BSS
	O (note 6)
	1

	Configuration Evolution Indication 
	48.008 Section 3.2.2.57
	MSC-BSS
	O (note 7)
	2

	LSA Access Control Suppression 
	48.008 Section 3.2.2.61
	MSC-BSS
	O (note 8)
	2

	Service Handover 
	48.008 Section 3.2.2.75
	MSC-BSS
	O (note 9)
	3

	Encryption Information 
	48.008 Section 3.2.2.10
	MSC-BSS
	O (note 10)
	3-n

	Talker Priority
	48.008 Section 3.2.2.89
	MSC-BSS
	O (note 11)
	2

	AoIP Container 
	The container information is exchanged between MGW and BSS. The content is transparent for MSC.
	MSC-BSS
	C
	

	Preferred Codec List 
	List of codecs eligible for channel assignment ordered by MSC preference.
	MSC-BSS
	C
	

	AoIP Call Instance Code
	Identifies a call in the MSC and BSS.
	MSC-BSS
	C
	


6.2.1.2 Assignment Complete

	INFORMATION ELEMENT 
	REFERENCE 
	DIRECTION
	TYPE 
	LEN 

	Message Type 
	48.008 Section 3.2.2.1 
	BSS-MSC 
	M 
	1 

	RR Cause 
	48.008 Section 3.2.2.22 
	BSS-MSC 
	O 
	2 

	Circuit Identity Code 
	48.008 Section 3.2.2.2 
	BSS-MSC
	O (note 4) 
	3 

	Cell Identifier 
	48.008 Section 3.2.2.17 
	BSS-MSC 
	O (note 1) 
	3-10 

	Chosen Channel 
	48.008 Section 3.2.2.33 
	BSS-MSC 
	O (note 3) 
	2 

	Chosen Encryption Algorithm 
	48.008 Section 3.2.2.44 
	BSS-MSC 
	O (note 5) 
	2 

	Circuit Pool 
	48.008 Section 3.2.2.45 
	BSS-MSC 
	O (note 2) 
	2 

	Speech Version (Chosen) 
	48.008 Section 3.2.2.51 

Has to be updated to provide a) codec configuration information for AMR and AMR-WB, b) information if BSS provides transcoder resources.
	BSS-MSC 
	O (note 6) 
	2 

	LSA Identifier 
	48.008 Section 3.2.2.15 
	BSS-MSC
	O (note 7) 
	5 

	Talker Priority
	48.008 Section 3.2.2.89
	BSS-MSC
	O (note 8)
	2

	AoIP Container 
	The container information is exchanged between MGW and BSS. The content is transparent for MSC.
	BSS-MSC
	C 
	 

	AoIP Call Instance Code
	Identifies a call in the MSC and BSS.
	MSC-BSS
	C
	


6.2.1.3 Handover Request

	INFORMATION ELEMENT 
	REFERENCE 
	DIRECTION
	TYPE 
	LEN 

	Message Type 
	48.008 Section 3.2.2.1 
	MSC-BSS 
	M 
	1 

	Channel Type 
	48.008 Section 3.2.2.11 
	MSC-BSS 
	M 
	5-10 

	Encryption Information 
	48.008 Section 3.2.2.10 
	MSC-BSS 
	M (note 1)
	3-n 

	Classmark Information 1 or Classmark Information 2 
	48.008 Section 3.2.2.30 48.008 Section 3.2.2.19 
	MSC-BSS MSC-BSS
	M#  M (note 6)
	2  4-5 

	Cell Identifier (Serving) 
	48.008 Section 3.2.2.17 
	MSC-BSS 
	M (note 20) 
	5-10 

	Priority 
	48.008 Section 3.2.2.18 
	MSC-BSS 
	O 
	3 

	Circuit Identity Code 
	48.008 Section 3.2.2.2 
	MSC-BSS 
	O (note 7)
	3 

	Downlink DTX Flag 
	48.008 Section 3.2.2.26 
	MSC-BSS 
	O (note 3) 
	2 

	Cell Identifier (Target) 
	48.008 Section 3.2.2.17 
	MSC-BSS 
	M (note 17) 
	3-10 

	Interference Band To Be Used 
	48.008 Section 3.2.2.21 
	MSC-BSS 
	O 
	2 

	Cause 
	48.008 Section 3.2.2.5 
	MSC-BSS 
	O (note 9)
	 3-4 

	Classmark Information 3 
	48.008 Section 3.2.2.20 
	MSC-BSS 
	O (note 4)
	 3-14 

	Current Channel type 1 
	48.008 Section 3.2.2.49 
	MSC-BSS 
	O (note 8) 
	2 

	Speech Version (Used) 
	48.008 Section 3.2.2.51 
	MSC-BSS 
	O (note 10) 
	2 

	Group Call Reference 
	48.008 Section 3.2.2.55 
	MSC-BSS 
	O (note 5)
	7 

	Talker Flag 
	48.008 Section 3.2.2.54 
	MSC-BSS 
	O (note 11) 
	1 

	Configuration Evolution Indication 
	48.008 Section 3.2.2.57 
	MSC-BSS
	O (note 12) 
	2 

	Chosen Encryption Algorithm (Serving) 
	48.008 Section 3.2.2.44 
	MSC-BSS
	O (note 2)
	2 

	Old BSS to New BSS Information 
	48.008 Section 3.2.2.58 
	MSC-BSS
	O (note 13) 
	2-n 

	LSA Information 
	48.008 Section 3.2.2.23 
	MSC-BSS
	O (note 14) 
	3+4n 

	LSA Access Control Suppression 
	48.008 Section 3.2.2.61 
	MSC-BSS
	O (note 15) 
	2 

	Service Handover 
	48.008 Section 3.2.2.75 
	MSC-BSS
	O (note 21) 
	3 

	IMSI 
	48.008 Section 3.2.2.6 
	MSC-BSC
	O (note 16) 
	3-10 

	Source RNC to target RNC transparent information (UMTS) 
	48.008 Section 3.2.2.76 
	MSC-BSS
	O (note 18) 
	n-m 

	Source RNC to target RNC transparent information (cdma2000) 
	48.008 Section 3.2.2.77 
	MSC-BSS
	O (note 19) 
	n-m 

	SNA Access Information 
	48.008 Section 3.2.2.82 
	MSC-BSC
	O (note 22) 
	2+n 

	Talker Priority
	48.008 Section 3.2.2.89
	MSC-BSC
	O (note 23)
	2

	AoIP Container 
	The container information is exchanged between MGW and BSS. The content is transparent for MSC.
	MSC-BSS
	C 
	 

	Preferred Codec List 
	List of codecs eligible for channel assignment ordered by MSC preference.
	MSC-BSS
	C 
	 

	AoIP Call Instance Code
	Identifies a call in the MSC and BSS.
	MSC-BSS
	C
	


6.2.1.4 Handover Request Acknowledge

	INFORMATION ELEMENT 
	REFERENCE 
	DIRECTION 
	TYPE 
	LEN 

	Message Type 
	48.008 Section 3.2.2.1 
	BSS-MSC 
	M 
	1 

	Layer 3 Information 
	48.008 Section 3.2.2.24 
	BSS-MSC 
	M (note 1)
	11-n 

	Chosen Channel 
	48.008 Section 3.2.2.33 
	BSS-MSC 
	O (note 4) 
	2 

	Chosen Encryption Algorithm 
	48.008 Section 3.2.2.44 
	BSS-MSC 
	O (note 5)
	2 

	Circuit Pool 
	48.008 Section 3.2.2.45 
	BSS-MSC 
	O (note 2)
	2 

	Speech Version (Chosen) 
	48.008 Section 3.2.2.51 
Has to be updated to provide a) codec configuration information for AMR and AMR-WB, b) information if BSS provides transcoder resources.
	BSS-MSC 
	O (note 6)
	2 

	Circuit Identity Code 
	48.008 Section 3.2.2.2 
	BSS-MSC 
	O (note 3)
	3 

	LSA Identifier 
	48.008 Section 3.2.2.15 
	BSS-MSC 
	O (note 7)
	5 

	New BSS to Old BSS Information 
	48.008 Section 3.2.2.80 
	BSS-MSC 
	O (note 8)
	2-n 

	Inter-System Information 
	48.008 Section 3.2.2.81 
	BSS-MSC 
	O (note 9)
	2-n 

	Talker Priority
	48.008 Section 3.2.2.89
	BSS-MSC
	O (note 10)
	2

	AoIP Container 
	The container information is exchanged between MGW and BSS. The content is transparent for MSC.
	BSS-MSC 
	C 
	 

	BSC Supported Codec List 
	List of transcoder resource information supported in BSS.
	BSS-MSC 
	O 
	 

	AoIP Call Instance Code
	Identifies a call in the MSC and BSS.
	MSC-BSS
	C
	


6.2.1.5 Handover Performed

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	48.008 Section 3.2.2.1
	BSS-MSC
	M
	1

	Cause 
	48.008 Section 3.2.2.5
	BSS-MSC
	M
	3-4

	Cell Identifier 
	48.008 Section 3.2.2.17
	BSS-MSC
	M (note 5)
	3-10

	Chosen Channel
	48.008 Section 3.2.2.33
	BSS-MSC
	O (note 1) 
	2

	Chosen Encryption Algorithm
	48.008 Section 3.2.2.44
	BSS-MSC
	O (note 2)
	2

	Speech Version (Chosen)
	48.008 Section 3.2.2.51
	BSS-MSC
	O (note 3)
	2

	LSA Identifier
	48.008 Section 3.2.2.15
	BSS-MSC
	O (note 4)
	5

	Talker Priority
	48.008 Section 3.2.2.89
	BSS-MSC
	O (note 6)
	2

	BSC Supported Codec List 
	List of transcoder resource information supported in BSS.
	BSS-MSC 
	O 
	


6.2.1.6 Complete Layer 3 Information

	INFORMATION ELEMENT 
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	48.008 Section 3.2.2.1 
	BSS-MSC
	M
	1

	Cell Identifier 
	48.008 Section 3.2.2.17 
	BSS-MSC
	M
	3-10 

	Layer 3 Information
	48.008 Section 3.2.2.24 
	BSS-MSC
	M
	3-n 

	Chosen Channel
	48.008 Section 3.2.2.33
	BSS-MSC
	O (note 1)
	2

	LSA Identifier List
	48.008 Section 3.2.2.16
	BSS-MSC
	O (note 2)
	3+3n

	PADU
	48.008 Section 3.2.2.68
	BSS-MSC
	O (note 3)
	3-n

	BSC Supported Codec List
	List of transcoder resource information supported in BSS.
	BSS-MSC
	O
	


6.2.2 DTAP protocol

Note: modifications not necessary.
6.2.3 VGCS/VBS protocol

VGCS/VBS messages are to be investigated if the BSC Codec List has to be added.
6.2.4 H.248 protocol

Procedures to seize, modify and release IP terminations for the A over IP interface user plane connection have to be defined. 
Conclusion

This paper discusses call control signalling for the new A interface User Plane over IP.
It is proposed to include above chapters into the TR after discussion.
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