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Design and evaluation of MCS-0
1 Introduction

Two different solutions for a new MCS to be used for transport of control messages in RTTI configurations when multiplexing BTTI and RTTI MSs on the same resources have been proposed in ‎[3]. 

The first proposal, A, defines a new MCS type with separately coded header and data. 

The second proposal, B, defines an MCS-1 like channel coding with some changes to the header fields and CRC lengths.
In this document the two proposals are evaluated and compared to CS-1 in both design and performance.
The different proposals are referred to as MCS-0A and MCS-0B.

2 Problem description
When there is a mix between BTTI and RTTI users in a network, radio blocks transmitted with different TTIs may be multiplexed on the shared radio resources. In such a multiplexing scenario the USF needs to be scheduled on a BTTI basis in order for BTTI MSs to read them. 
All MCSs used in EGPRS have the USF bits separately coded from the data and header, while control messages, using CS-1, encodes data, header and USF jointly. Thus, a new control message is needed for RTTI where the USFs are separately coded from the rest of the block in order to transmit USFs in BTTI.
3 Design of MCS for control message
3.1 Identification

In order distinguish if the GMSK modulated RTTI block is a MCS-1-4 data block or a control message, identification is needed. Normally the stealing flags are used to distinguish between different GMSK modulated schemes but they are reserved for USF scheduling in the multiplexing scenario.
Two proposals have been considered for the identification:

1. Re-define the CPS field of the MCS-1 header and reserve a code point for control message signaling.
2. Use the dummy stealing flags present in the burst mapping of GMSK modulated blocks.

The two proposals have been simulated to evaluate the robustness of the signaling. In Figure 1 the performance is shown. It can be seen that the SF dummy is more robust than the MCS-1 header up to around 11 dB, but that the performance difference gets large for C/I > 11.
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Figure 1. Control message signaling. SF GMSK is shown as reference.
In Figure 2 the burst placement of the SF and the extra SF are shown. The regular SF are placed in all four bursts as close to the training sequence as possible, whereas the extra stealing flags are placed in only the second burst as far away from the training sequence as possible. This gives rise to a minimized diversity since the bits are also placed consecutively.
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Figure 2. Dummy SFs in GMSK radio blocks.

Since normal operation is at C/I  > 10 dB it is suggested that the modified CPS field should be used as signaling of the control message.
3.2 Design
In Table 1 the different MCSs proposed are compared. For a more detailed description of message type A and B see ‎[3] and ‎Annex A. Also CS-1 is included in the comparison as reference.

Common to proposals A and B is that: 

1. The total block size is 464 bits.

2. 12 encoded USF bits are used, separately coded from the rest of the block.
3. 12 stealing flags are used, where 8 bits are used for legacy signaling.

4. The channel coding of the header is the same as for MCS-1.

Table 1. Control message types.

	Message 
type
	Control 
message 
detection 
	Header and data separately coded
	Header size 

Uncoded
[bits]
	Header 
code rate
	Payload size uncoded

[bits]
	Payload
CRC
[bits]
	Payload 
code rate
	IR support

	A
	CPS
	Yes
	28
	0.53
	20*8
	18
	0.494
	Yes

	B
	CPS
	Yes
	12+0/8/16/23
	0.53
	(20-22)*8
	16
	0.489
	No

	CS-1
	-
	No
	8+0/8/16/24
	-
	(20-22)*8
	40*
	0.50
	No


* For CS-1 a 40 bit Fire Code is used.

The headers and data of MCS-0B and CS-1 can vary in size as can be seen in the table, while the current proposal for MCS-0A keeps the header and data field fixed.
Important differences between the two proposals and CS-1 are:

1. The header of Proposal A always includes the optional octets that are used in case of segmentation of the control message, while the header of CS-1 and proposal B is flexible in size (For proposal B the extra octets are placed in the channel coding of the data part if indicated by the field ‘payload type’, see ‎Annex A).
2. Payload size of CS-1 and proposal B is between 20-22 bytes (depending on whether the optional octets are used), while proposal A uses a constant payload size of 20 bytes.

3. The CRC size of proposal A is 18 bits, and 16 bits for proposal B. For CS-1 a fire code of 40 bits is used which can be used for both error detection and error correction.

4. Incremental redundancy is only supported by proposal A, which enables a more robust signaling channel.

4 Results
Simulations have been performed to evaluate the BLER performance of the two new proposals. As a reference, the performance for CS-1 is shown.

Also, the probability of false positives has been evaluated for proposal B and CS-1. The size of the CRC for proposal A has been based on what is used for SACCH/TP and considered robust enough.
The probability of false positives is defined as the probability that the CRC/Fire Code indicates a correct block, given that the block is erroneous.

In 45.005 the following requirement is put on SACCH channel coded blocks:
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4.1 Simulation assumptions

In Table 2 the simulator settings are shown.

Table 2. Simulation assumptions.
	Parameter
	Value

	Channel profile
	Typical Urban (TU)

	Terminal speed
	3 km/h (TU)

	Frequency band
	900 MHz

	Frequency hopping
	Ideal (TU)

	Interference/noise
	Co-channel

	Antenna diversity
	No

	Equalizer
	DFSE

	Tx pulse shape
	Lin GMSK pulse

	Rx filter

  - Bandwidth
	RRC1
   240 kHz

	RRC rolloff
	0.3

	Impairments:

– Phase noise

– I/Q gain imbalance

–I/Q phase imbalance

– DC offset

– Frequency error

– PA model
	Tx / Rx

0.8 / 1.0   [degrees (RMS)]

0.1 / 0.2   [dB]

0.2 / 1.5   [degrees]

-45 / -40  [dBc]

  -   / 25   [Hz]

Yes/   -

	Simulation length
	15000 radio block per simulation point.

	Note 1: The 3 dB bandwidth of the RRC filter before windowing.


4.2 Simulation results
4.2.1 BLER performance
In Figure 3 the data BLER performance of CS-1, MCS-0A and MCS-0B is shown.
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Figure 3. Control message performance.

For CS-1 (1) the Fire code is partly used to correct errors while still fulfilling the requirements in 45.005, see Section 4. CS-1 (2) only uses the Fire code for error detection.
It can be seen that if the Fire code in CS-1 is partly used to correct errors it is possible to achieve an improved performance compared to MCS-0A and MCS-0B of around 0.3 dB. However, when used only for error detection the performance of the three control blocks are very similar.

NOTE: There is a significant degradation in performance comparing CS-1 in BTTI mode and MCS-0A and MCS-0B in RTTI mode. The degradation is due to the loss in diversity. Thus, a less robust signaling channel is unavoidable in RTTI mode.
NOTE: The impact of IR (which can only be used by MCS-0A) is not covered by these results.

4.2.2 False Positives
To evaluate the rate of false positives CS-1 and MCS-0B have been simulated with 1020000 frames @ C/I = 0 dB. MCS-0A is considered to have robust enough CRC since the same CRC is already used for SACCH/TP.

Table 3. False positives
	Control message type
	False positives prob.

	CS-1
	3.1e-6 (2/636377)

	MCS-0B
	2.4e-5 (15/621691)


From the results it is seen that a longer simulation is needed in order to get good enough statistical significance in the results. However, comparing the results it seems as if a 16 bit CRC is not as robust as what is achieved with the Fire code. 

If the code word is assumed to be random bits at the decoder, the probability of having a false positive is approximately 1/216, i.e. for 621691 blocks approximately 10 errors would occur, which seems reasonable.
5 Discussion

Based on the results presented in this paper it is proposed that the identification of control blocks in RTTI mode should be done via the CPS field. Using the dummy stealing flags present in GMSK modulated blocks gives rise to worse performance due to low diversity.
The performance of the two proposed MCSs for control messages has been compared to CS-1. It has been seen that CS-1 achieves better performance if the Fire code is partly used for error correction. It is therefore proposed to also investigate the performance when having a Fire code instead of a CRC in MCS-0.
Initial investigations were performed regarding the CRC length of the control block. Further investigation is needed before conclusions are drawn.

The gain of incremental redundancy, which can be used by MCS-0A, still needs to be investigated. The impact of limiting the payload size to 20 bytes (MCS-0A) instead of having a flexible size between 20-22 bytes (MCS-0B and CS-1) also needs to be investigated on protocol level.

6 Conclusions

Initial design and evaluation has been investigated for the MCS proposed in ‎[3]. The evaluation includes BLER performance and error detection capabilities. From the results it was concluded that:

1. The new MCS should use the same channel coding for the header as MCS-1 and a code point in the CPS field should be used to indicate the control message.

2. Using a Fire code instead of a CRC should also be considered in the design of the new MCSs. It has been shown that Fire codes can be used to achieve performance gains if used partly for error correction.

3. Error detection capability of the MCS was investigated and compared to CS-1, but needs further study.
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Annex A Control block design

A.1 CS-1

	Bit
	

	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload Type
	RRBP
	S/P
	
	USF
	
	MAC header

	RBSN
	RTI
	FS
	AC
	Octet 1 (optional)

	PR
	TFI
	D
	Octet 2 (optional)

	RBSNe
	FSe
	spare
	Octet 2/3 (optional) see note

	
	
	
	
	
	
	
	
	Octet M

	Control Message Contents
	.

.

.

	
	
	
	
	
	
	
	
	Octet 21

	
	
	
	
	
	
	
	
	Octet 22

	NOTE:
This optional octet is included in case of extended RLC/MAC control message segmentation. Its presence is indicated through the combination of RBSN bit and FS bit equal to (RBSN=’1’ and FS=’0’)


A.2 Proposal A
	Bit
	

	8
	7
	6
	5
	4
	3
	2
	1
	Octet

	Payload type
	Spare
	RRBP
	S/P
	USF
	1

	D
	RBSN
	RTI
	FS
	2

	FSe
	PR
	TFI
	3

	
	RBSNe (cont)
	CPS
	RBSNe
	4


Figure 4: RLC/MAC header for MCS-0

Note1: RRBP should be reduced to 1 bit for RL-EGPRS TBFs.  

Note2: the AC bit might not be needed

A.3 Proposal B

	Bit
	

	8
	7
	6
	5
	4
	3
	2
	1
	Octet

	Payload Type
	CES/P
	USF
	1


	CRC-16 (highest octet)
	2

	CRC-16 (lowest octet)
	3

	
	Spare
	CPS
	Spare
	4












































































































































































































































































































































































































































































































































































































































a)	On a speech TCH (TCH/FS, TCH/EFS, TCH/HS, TCH/AFS, TCH/AHS, TCH/WFS, O-TCH/AHS, O-TCH/WFS or O-TCH/WHS) or a SDCCH with a random RF input, of the frames believed to be FACCH, O-FACCH, SACCH, or SDCCH frames, the overall reception performance shall be such that no more than 0,002 % of the frames are assessed to be error free
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