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********************** First modified section ************************** 
4.4a.1
Requirements on resource distribution function

In an IP sub-network the BSS or SGSN may receive an NS SDU with a request to change the remote IP endpoint. The triggers for generating a request are implementation dependent and are not subject to further standardization. The behaviour on receipt of a request shall meet the following requirements:

-
An NSE may change the IP endpoint at which the NS SDUs for an MS are received by setting the R-bit field to "1" (Request change flow) in the NS SDU Control Bits IE in the next NS SDU or in an NS SDU with no data. (Note: The BSSGP DL-UNITDATA (BSSGP UL-UNITDATA) and the BSSGP UL-MBMS-UNITDATA with an LLC-PDU Length Indicator set to 0 are given in 3GPP TS 48.018).
-
An NSE shall only act on a request for change in IP endpoint if the new IP endpoint has previously been configured and is operational.
-
For MBMS, the resource distribution function is only available at the BSS side. That is, it is only the BSS that can request a change of the IP endpoint to which the NS SDUs for an MBMS session are sent while MBMS data flows are only present in the downlink direction.

-
Upon receiving a  request for change in IP endpoint, an NSE shall notify the NS user entity of the change by an indication in the Link Selector Parameter (that is, the IP endpoint at the peer entity) and direct subsequent NS SDUs for the given MS or MBMS session to the new IP endpoint.

-
The resource distribution functions are independent at the BSS and the SGSN. That is, each entity may independently choose the IP endpoint at which NS SDUs for an MS or MBMS session are received.

-
An NSE shall obtain the new IP endpoint from the source IP endpoint (i.e. in the UDP/IP header) of the NS SDU in which the Request Change Flow bit was set.  The new IP Endpoint is not explicitly transmitted over the Gb.

-
The BSS shall associate an MS with the last used remote IP endpoint  as long as the MS context exist in the BSS or until the MS makes a cell change.

-
The SGSN shall associate an MS with the last used remote IP endpoint as long as the SGSN has location information for the MS on cell level.

-
The SGSN shall associate an MBMS session with the last used remote IP endpoint for the duration of the MBMS session.

********************** Next modified section ************************** 

7.4b
Test Procedure for an IP Sub-network

The test procedure is used on the Gb interface to verify the communications paths between the SGSN and the BSS. At least one of the signalling endpoints of the SGSN shall be tested by the BSS, by sending the NS-ALIVE PDU on any NS-VC terminating at any of the SGSN signalling endpoints. An NSE may test any peer NSE IP endpoint at any time.
It is recommended that all remote IP endpoints of an NSE (signalling and data endpoints) are tested periodically, regardless of their operational status (operational or non-operational). 
Upon successful completion of the Size and configuration procedures when configured by auto-configuration procedures, or upon completion of administrative configuration, the NSE shall start timer Tns-test. Upon expiry of the timer Tns-test the NSE shall:

-
send an NS-ALIVE PDU to a peer IP endpoint.

-
start timer Tns-alive.

-
upon receiving an NS-ALIVE-ACK PDU from the peer NSE IP endpoint, the NSE shall stop timer Tns-alive and shall start again timer Tns-test.

The procedure is repeated each time that the Tns-test expires.

Upon receipt of an NS-ALIVE PDU, on any configured IP endpoint, the NSE shall send an NS-ALIVE-ACK PDU to the source UDP/IP endpoint of the NS-ALIVE PDU.
Upon receipt of an NS-ALIVE-ACK PDU, on an IP endpoint marked as non-operational, the NSE communication path is marked as operational.
7.4b.1
Abnormal Conditions

If an NS-ALIVE-ACK PDU is received when not expected, it shall be discarded.

7.4b.1.1
Abnormal Conditions for signalling endpoints

If the NSE timer Tns-alive expires, the test procedure shall be repeated a maximum of NS-ALIVE-RETRIES times. After NS-ALIVE-RETRIES unsuccessful attempts the NSE communication path is marked as non-operational.

The O&M system and the load sharing function are informed, and an NS-STATUS-Indication is sent to the NS user entity. If more than one signalling endpoint is available at the SGSN, an NS-STATUS PDU may be sent to the SGSN using one of the available signalling endpoints of the peer NSE. The NS-STATUS includes the two IP endpoints that comprise the NS-VC and a cause code "IP test failed". Further actions of the O&M system is out of the scope of the present document.

If more than one signalling endpoints are available at the SGSN the test procedure shall continue on one or more of these endpoints.

If all signalling UDP/IP endpoints of a peer SGSN NSE are marked non-operational and if the NSE is configured by auto-configuration procedures, then the BSS NSE shall start the Size procedure with the Reset-bit field of the Reset Flag IE set to "1" followed by the configuration procedure.

If an SGSN tests IP endpoints of a peer BSS NSE and all signalling IP endpoints of a peer BSS NSE are marked non-operational and if the NSE is configured by auto-configuration procedures, then the SGSN NSE shall not respond to NS-ALIVE messages from that BSS NSE. If the NSE is configured by administrative means, then the SGSN NSE shall respond to NS-ALIVE messages from that BSS NSE.

When the SGSN recovers after a restart or a network failure and if the NSE is configured by auto-configuration procedures, it shall not respond on any NS-PDUs until the Size and configuration procedures have been completed successfully.

7.4b.1.2
Abnormal Conditions for data endpoints

If the test procedure is being performed on a data IP endpoint and timer Tns-alive expires, depending on the implementation, the test procedure may be repeated. After NS-ALIVE-RETRIES unsuccessful retry attempts, the O&M system and the load sharing function are informed, and an NS-STATUS-Indication is sent to the NS user entity. An NS-STATUS procedure may be initiated towards a signalling IP endpoint. The NS-STATUS includes the two IP endpoints that comprise the NS-VC and a cause code "IP test failed". Further actions of the O&M system is out of the scope of the present document.

When an NS-ALIVE fails for a path, the sending side is allowed to change both the local IP endpoint and the remote IP endpoint.

Traffic may be processed if received on an IP endpoint after an unsuccessful test procedure.
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