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4.2
Handover principles

4.2.1
General

The PS Handover procedure is used to handover an MS with one or more packet flows from a source cell to a target cell. The source and target cells can be located within either the same BSS (Intra BSS HO), different BSSs within the same SGSN (Intra SGSN HO) or belonging to different SGSNs (Inter SGSN HO), or systems with different radio access types (Inter RAT HO, Inter mode HO).

While the MS is still in the source cell:

· Radio resources in the target cell are allocated and signalled to the MS.

· System information of the target cell needed for access in the target cell is signalled to the MS.

For each scenario (Intra BSS HO, Intra SGSN HO, Inter SGSN HO and Inter RAT/mode HO) the PS handover procedure is divided into:

· a preparation phase; and

· an execution phase.

By using the Gs interface (together with NMO1) the interruption time for the PS Handover procedure would be shortened since using a combined LAU/RAU procedure would be possible.

4.2.2
PS Handover preparation phase

The PS handover preparation phase consists of the following consecutive steps:

· the decision by the source BSS to request a PS handover for an MS with one or more PFCs subject to handover:

-
the request from the source BSS to the old SGSN for the PS handover;

-
if the target BSS is not connected to the same SGSN the request from the old SGSN to the new SGSN to reserve resources;

· the reservation of resources in the target network nodes prior to ordering the MS to move to the target cell. This involves:

-
in case of Inter SGSN handover, the new SGSN reserving SNDCP/LLC resources and establishing Packet Flow Contexts;

-
in case of RA change the SGSN (which belongs to the RA) allocates a new P-TMSI and derives a new Local TLLI from this P-TMSI;

-
the target BSS reserving/allocating radio resources and Packet Flow Contexts in the target cell;
-
in case of  Inter-SGSN handover,  the definition of security related parameters for the new SGSN, e.g. ciphering algorithm, to be used in the target cell as soon as user data starts to flow uplink and/or downlink.
When handover has to be performed for an MS with multiple active PFCs, the SGSN requests the BSS to create one or more PFCs.

The target BSS may or may not establish radio resources for the created PFCs. If no radio resources at all are established the handover shall be rejected (see Section 5.4.2).

If not all the PFCs can be created successfully the target BSS indicates this to the new SGSN, which  then informs the old SGSN/source BSS on the accepted and failed BSS PFCs.

PFCs with no radio resources reserved will be re-established upon arrival in the target cell.

4.2.3
PS Handover execution phase

The PS Handover execution phase consists of the following consecutive steps:

· packet forwarding by the old SGSN of the received DL packets both to the source BSS, new SGSN (if Inter SGSN HO) and the target BSS as soon as radio resources are reserved in the target BSS;

· the optional "blind" transmission by the target BSS of the DL RLC/MAC blocks over the reserved radio resources in the target cell is only valid for lossy type of services where unacknowledged LLC and RLC protocol modes are used;

· the command generated by the target BSS/RNS sent via the source BSS to order the MS to handover to the target cell;

· the notification by the MS of its presence in the target cell on the allocated radio resources;

· the redirection by the SGSN of the DL packets to the target BSS alone;

· the release of the resources on the source side including PFCs and radio resources.

4.2.4
PS Handover Network Node Responsibilities

This clause would reflect the Agreed Handover principles from the clause A.1 by listing the specific node responsibilities during PS handover.

Next change!

5.1.4
Inter SGSN

5.1.4.1
Inter SGSN HO, Preparation phase
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Figure 9: PS Handover Preparation Phase; Inter-SGSN case (GERAN A/Gb mode ( GERAN A/Gb mode)

1.
The source BSS decides to initiate a PS handover. At this point both uplink and downlink user data is transmitted via the following: TBFs between MS and source BSS, BSSGP PFCs tunnel(s) between source BSS and old SGSN, GTP tunnel(s) between old SGSN and GGSN.

2.
The source BSS sends a PS Handover Required (Old TLLI, Cause, Source Cell Identifier, Target Cell Identifier, Source BSS to Target BSS Transparent Container (RN part)) message to the old SGSN.

3.
The old SGSN determines from the Target Cell Identifier that the type of handover is inter-SGSN. In case of inter-SGSN PS Handover, the old SGSN initiates the PS Handover resource allocation procedure by sending a Forward Relocation Request (IMSI, Cause, Source Cell Identifier, Target Cell Identifier, MM Context, PDP Contexts, Packet Flow ID, SNDCP XID parameters, LLC XID parameters, Tunnel Endpoint Identifier for the Control Plane, SGSN Address for the control plane, Source BSS to Target BSS Transparent Container (RN part) in the BSS container, PDP Context Prioritisation) message to the new SGSN. The old SGSN sends all active PDP contexts to the new SGSN indicating the PFIs and the XID parameters related to those PDP contexts. Each PDP context contains the GGSN Address for the User Plane and the Uplink TEID for Data (to this GGSN Address and Uplink TEID for Data the old SGSN and the new SGSN send uplink packets).

The MM context contains security related information, e.g. used ciphering algorithm and ciphering key as decribed in 3GPP TS 29.060 [11]. The relation between GSM and UMTS security parameters is defined in 3GPP TS 33.102 [27].
· 
· 
· 

The Ciphering key used by the old SGSN is reused by the new SGSN until a new authentication procedure is performed (see clause 5.1.4.2, bullet 13).

If the new SGSN does not support the indicated ciphering algorithm, the new SGSN has to select a new ciphering algorithm. This new algorithm will be sent transparently from the new SGSN to the MS. The IOV-UI parameter generated in the new SGSN and used as input to the ciphering procedure will also be transferred transparently from the new SGSN to the MS.

When the new SGSN receives the Forward Relocation Request message it extracts from the PDP Contexts the associated NSAPIs, SAPIs and PFIs to be used in the new SGSN. In case when the new SGSN does not support the same SAPI and PFI indicated by the old SGSN for a certain NSAPI, the new SGSN shall continue the PS handover procedure only for those NSAPIs for which it can support the same PFI and SAPI as the old SGSN and for which it can allocate resources. All PDP contexts for which no resources are allocated by the new SGSN or for which it cannot support the same SAPI and PFI (i.e. the corresponding NSAPIs are not addressed in the Forward Location Response message of the target SGSN), are maintained in the new SGSN and the related SAPIs and PFIs are kept. When this occurs the packet data transfer corresponding to PDP Contexts for which new SAPI and PFI values are needed are suspended. These PDP contexts may be modified or deactivated by the new SGSN via explicit SM procedures upon the completion of the routing area update (RAU) procedure. When the required PDP, MM, SNDCP and LLC contexts are established and the mapping between NSAPI, SAPI and PFI for each of these PDP Contexts is established, the corresponding packet data transfer can continue.

If for a given PDP Context the new SGSN does not receive a PFI from the old SGSN, it shall not request the target BSS to allocate TBF resources corresponding to that PDP Context. 

If none of the PDP Contexts forwarded from the old SGSN has a valid PFI allocated the new SGSN shall consider this as a failure case and the request for PS handover shall be rejected.
The old SGSN shall indicate the current XID parameter settings (i.e. those used at the old SGSN) to the new SGSN. If the new SGSN can accept all XID parameters as indicated by the old SGSN, the new SGSN shall create a NAS container for PS HO indicating 'Reset to the old XID parameters'.

NOTE 1:
'Reset to the old XID parameters' means that the LLC and SNDCP layer are reset, except for the LLC XID parameters and SNDCP XID parameters which are re-initialized to the latest negotiated values, and the negotiated compression entities which are re-initialized.

NOTE 2: The usage of the 'Reset to the old XID parameters' is FFS.

Otherwise the new SGSN shall create a NAS container for PS HO indicating Reset.

4. In case of Inter-SGSN PS handover, the new SGSN sends a PS Handover Request (Local TLLI, Cause, IMSI, Source Cell Identifier, Target Cell Identifier, Source BSS to Target BSS Transparent Container (RN part), PFCs To Be Set Up List, NAS container for PS HO) message to the target BSS. The new SGSN shall not request resources for PFCs associated with PDP contexts with a maximum bit rate for uplink and downlink of 0 kbit/s.

NOTE 3:
The BSS PFCs required to be set up are downloaded to the target BSS from the new SGSN, i.e. all information required for PFC creation.

5. Based upon the ABQP for each PFC the target BSS makes a decision about which PFCs to assign radio resources. The algorithm by which the BSS decides which PFCs that need resources is implementation specific. Due to resource limitations not all downloaded PFCs will necessarily receive resource allocation. The target BSS allocates TBFs for each PFC that can be accommodated by the target BSS.

6. The target BSS shall prepare the Target BSS to Source BSS Transparent Container which contains a PS Handover Command including the CN part (NAS container for PS HO) and the RN part (PS Handover Radio Resources).

7. The target BSS shall send the PS Handover Request Acknowledge (Local TLLI, PFCs Setup/Failed to Setup, Target BSS to Source BSS Transparent Container) message to the new SGSN. Upon sending the PS Handover Request Acknowledge message the target BSS shall be prepared to receive downlink LLC PDUs from the new SGSN for the accepted PFCs.

8. When the new SGSN receives the PS Handover Request Acknowledge message the Forward Relocation Response (Cause, NSAPI(s), Target BSS to Source BSS Transparent Container in the BSS Container, Tunnel Endpoint Identifier Control Plane, SGSN Address for the control plane, Tunnel Endpoint Identifier Data II) message is sent from the new SGSN to the old SGSN. This message indicates that the new SGSN is ready to receive packets forwarded from the old SGSN. If the target BSS or the new SGSN failed to allocate resources this shall be indicated in the message. The Tunnel Endpoint Identifier Data II, one information for each PDP context, contains the tunnel endpoint of the new SGSN and the IP address of the new SGSN for data forwarding from the old to the new SGSN.

The new SGSN activates the allocated LLC/SNDCP engines as specified in 3GPP TS 44.064 [21] for an SGSN originated Reset or 'Reset to the old XID parameters'.


When the old SGSN receives the Forward Relocation Response message and it decides to proceed with the handover, the preparation phase is finished and the execution phase will follow.
Next change!
5.2.2
Inter SGSN

5.2.2.1
Inter-SGSN GERAN A/Gb mode to UTRAN/GERAN Iu mode HO; Preparation phase
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Figure 13: PS Handover Preparation Phase; Inter-RAT/mode,
Inter-SGSN case (GERAN A/Gb mode ( UTRAN, GERAN Iu mode)

1.
The source BSS decides to initiate a PS handover. At this point both uplink and downlink user data is transmitted via the following: TBFs between MS and source BSS, BSSGP PFCs tunnel(s) between source BSS and old SGSN, GTP tunnel(s) between old SGSN and GGSN.

2.
The source BSS sends a PS Handover Required (TLLI, Source Cell Identifier, Target ID, Source RNC to Target RNC Transparent Container) message to the old SGSN.

3.
The old SGSN determines from the Target Cell Identifier that the type of handover is inter-RAT/mode handover. In case of inter-SGSN inter-RAT/mode PS handover the old SGSN initiates the relocation resource allocation procedure by sending a Forward Relocation Request  (IMSI, Target Identification, MM Context, PDP Context, PDP Context Prioritisation, Tunnel Endpoint Identifier Control Plane, SGSN Address for Control plane, Source RNC to Target RNC Transparent Container in the UTRAN Transparent Container, RANAP Cause) message to the new SGSN.


The old SGSN sends all active PDP Contexts to the new SGSN indicating the PFIs and the XID parameters related to those PDP Contexts. Each PDP context contains the GGSN Address for the User Plane and the Uplink TEID for Data (to this GGSN Address and Uplink TEID for Data the old SGSN and the new SGSN send uplink packets).

The MM context contains security related information, e.g. supported ciphering algorithms as decribed in 3GPP TS 29.060 [11]. The relation between GSM and UMTS security parameters is defined in 3GPP TS 33.102 [27].
· 
· 
· 
· 

NOTE 1:
For relocation to an area where Intra Domain Connection of RAN Nodes to Multiple CN Nodes is used, the old SGSN may - if it provides Intra Domain Connection of RAN Nodes to Multiple CN Nodes -have multiple new SGSNs for each handover target in a pool area, in which case the old SGSN will select one of them to become the new SGSN, as specified in 3GPP TS 23.236 [22].

Upon receipt of the message, the new SGSN establishes all MM and PDP contexts and initiates the RAB setup procedures for all PDP contexts received.

4.
In case of Inter-RAT/Inter-SGSN PS handover, the new SGSN constructs a Relocation Request (Permanent NAS Identity, Cause, CN Domain Indicator, Integrity protection information (i.e. IK and allowed Integrity Protection algorithms, Encryption information (i.e. CK and allowed Ciphering algorithms), RABs to be setup list, Source RNC to Target RNC Transparent Container, Iu Signalling connection identifier, Global CN-ID, SNA Access Information, UESBI-Iu) message to the target RNC/BSS.


For each RAB requested to be established, RABs To Be Setup shall contain information such as RAB ID, RAB parameters, Transport Layer Address, and Iu Transport Association. The new SGSN shall not request resources for PFCs associated with PDP contexts with a maximum bit rate for uplink and downlink of 0 kbit/s. The RAB ID information element contains the NSAPI value, and the RAB parameters information element gives the QoS profile. The Transport Layer Address is the SGSN Address for user data, and the Iu Transport Association corresponds to the uplink Tunnel Endpoint Identifier Data.


Ciphering and integrity protection keys are sent to the target RNC/BSS to allow data transfer to continue in the new RAT/mode target cell without requiring a new AKA (Authentication and Key Agreement) procedure.  Information that is required to be sent to the MS (either in the PS Handover Command message or after the handover completion message) from RRC in the target RNC/BSS shall be included in the RRC message sent from the target RNC/BSS to the MS via the transparent container.


In the target RNC/BSS radio and Iu user plane resources are reserved for the accepted RABs.

5.
The target RNC/BSS sends the Relocation Request Acknowledge (Target RNC to Source RNC Transparent Container, RABs setup list, RABS failed to setup list) message to the new SGSN. Upon sending the Relocation Request Acknowledge message the target RNC/BSS shall be prepared to receive downlink LLC PDUs from the new SGSN for the accepted PFCs.

Each RAB to be setup is defined by a Transport Layer Address, which is the target RNC/BSS Address for user data, and the Iu Transport Association, which corresponds to the downlink Tunnel Endpoint Identifier for user data.

NOTE 2:
The information to be included in the containers differs for UTRAN and GERAN Iu mode. For UTRAN, the information included in the container is related to RAB setup and other IE similar to those in the Handover to UTRAN message defined in 3GPP TS 25.331 [17]. For GERAN Iu mode the Radio Bearer Reconfiguration message defined in 3GPP TS 44.118 [16] is the RRC message to be included.

6.
When resources for the transmission of user data between target RNC/BSS and new SGSN have been allocated and the new SGSN is ready for the PS handover, the Forward Relocation Response (Cause, Tunnel Endpoint Identifier Control Plane, RANAP cause, SGSN Address for control plane, Target RNC to Source RNC Transparent Container in the UTRAN Transparent Container, RAB setup information, Additional RAB setup information) message is sent from the new SGSN to the old SGSN. RAN Transparent Container and RANAP Cause contain information from the target RNC/BSS to be forwarded to the source BSS.


The RAB Setup Information Element, one information for each PDP context, contains the RNC tunnel endpoint and the RNC IP address for data forwarding from the old SGSN to the target RNC.


When the old SGSN receives the Forward Relocation Response message and it decides to proceed with the handover, the preparation phase is finished and the execution phase will follow.
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Inter SGSN

5.3.2.1
Inter RAT/mode UTRAN/GERAN Iu mode to GERAN A/Gb mode PS HO; Preparation phase
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Figure 17: PS Handover Preparation Phase; Inter-RAT/mode,
Inter-SGSN case  (UTRAN/GERAN Iu mode ( GERAN A/Gb mode)

1.
Based on measurement results and knowledge of the RAN topology, the source RNC/BSS decides to initiate an inter RAT/mode PS handover towards the GERAN A/Gb mode. At this point both uplink and downlink user data flows via the tunnel(s): Radio Bearer between the MS and the source RNC/BSS; GTP-U tunnel(s) between the source RNC/BSS and the old SGSN; GTP-U tunnel(s) between the old SGSN and the GGSN.

NOTE 1:
The process leading to the handover decision is outside of the scope of this paper.

2.
The source RNC/BSS sends a Relocation Required (Relocation Type, Cause, Source ID, Target ID, MS Classmark 2, MS Classmark 3, Source BSS To Target BSS Transparent Container (RN part)) message to the old SGSN. The source RNC/BSS shall set Relocation Type to "UE Involved in relocation of SRNS".


Target Cell Identifier contains the ID of the target cell BSS.

NOTE 2:
The Target Cell Identifier contains the CGI if GERAN is the target cell. Considering that CGI contains only LAI and CI, it will be problematic for the SGSN to determine the target cell in PS domain without the RAI. The same is valid in case of UTRAN-GERAN PS handover.

3.
The old SGSN determines from the Target Cell Identifier that the type of handover is inter-RAT/mode handover. In case of Inter-RAT/ mode Inter-SGSN PS handover, the old SGSN initiates the PS Handover resource allocation procedure by sending a Forward Relocation Request (IMSI, Tunnel Endpoint Identifier Control PlaneRANAP Cause, Target Cell Identifier, MM Context, PDP Contexts, Packet Flow ID, SNDCP XID parameters, LLC XID parameters, PDP Context Prioritisation, Source BSS To Target BSS Transparent Container [RN part] in the BSS Container, Source RNC Id, SGSN Address for control plane) message to the new SGSN. If the old SGSN supports PS handover procedures then it has to allocate a valid PFI according to subclause 4.4.1 during the PDP Context activation procedure. Each PDP context contains the GGSN Address for User Plane and the Uplink TEID for Data (to this GGSN Address and Uplink TEID for Data the old SGSN and the new SGSN send uplink packets).


The MM context contains security related information, e.g. supported ciphering algorithms as described in 3GPP TS 29.060 [11]. The relation between GSM and UMTS  security parameters is defined in 3GPP TS 33.102 [27],
· 
· 
· 
· 


The new SGSN selects the ciphering algorithm to use. This algorithm will be sent transparently from the new SGSN to the MS. The IOV-UI parameter generated in the new SGSN and used, as input to the ciphering procedure will also be transferred transparently from the new SGSN to the MS.


When the new SGSN receives the Forward Relocation Request message the required PDP, MM, SNDCP and LLC contexts are established and a new P-TMSI is allocated for the MS. When this message is received by the new SGSN it begins the process of establishing PFCs for all PDP contexts.


When the new SGSN receives the Forward Relocation Request message it extracts from the PDP Contexts the NSAPIs and SAPIs and PFIs to be used in the new SGSN. If for a given PDP Context the new SGSN does not receive a PFI from the old SGSN, it shall not request the target BSS to allocate TBF resources corresponding to that PDP Context. If none of the PDP Contexts forwarded from the old SGSN has a valid PFI allocated the new SGSN shall consider this as a failure case and the request for PS handover shall be rejected.


In case when an SAPI and PFI was available at the old SGSN but the new SGSN does not support the same SAPI and PFI for a certain NSAPI as the old SGSN, the new SGSN shall continue the PS handover procedure only for those NSAPIs for which it can support the same PFI and SAPI as the old SGSN. All PDP contexts for which no resources are allocated by the new SGSN or for which it cannot support the same SAPI and PFI (i.e. the corresponding NSAPIs are not addressed in the response message of the target SGSN), are maintained and the related SAPIs and PFIs are kept. These PDP contexts may be modified or deactivated by the new SGSN via explicit SM procedures upon RAU procedure.


The old SGSN shall indicate the current XID parameter settings (i.e. those negotiated at the old SGSN when the MS was in A/Gb mode or received during a previous inter-SGSN PS handover) to the new SGSN. If the new SGSN can accept all XID parameters as indicated by the old SGSN, the new SGSN shall create a NAS container for PS HO indicating 'Reset to the old XID parameters'. Otherwise the new SGSN shall create a NAS container for PS HO indicating Reset.

4.
The new SGSN sends a PS Handover Request (Local TLLI, IMSI, Target Cell Identifier, Source BSS to Target BSS Transparent Container (RN part), PFC(s) To Be Set Up List, NAS container for PS HO) message to the target BSS. The new SGSN shall not request resources for PFCs associated with PDP contexts with maximum bit rate for uplink and downlink of 0 kbit/s.

5. Based upon the ABQP for each PFC the target BSS makes a decision about which PFCs to assign radio resources. The algorithm by which the BSS decides which PFCs that need resources is implementation specific. Due to resource limitations not all downloaded PFCs will necessarily receive resource allocation. The target BSS allocates TBFs for each PFC that it can accommodate.
6.
The target BSS shall prepare the Target BSS to Source BSS Transparent Container which contains a PS Handover Command including the CN part (NAS container for PS HO) and the RN part (PS Handover Radio Resources).

7.
Target BSS shall send the PS Handover Request Acknowledge message (Local TLLI, PFCs Setup, failed PFCs, Target BSS to Source BSS Transparent Container) message to the new SGSN. Upon sending the PS Handover Request Acknowledge message the target BSS shall be prepared to receive downlink LLC PDUs from the new SGSN for the accepted PFCs.


Any PDP contexts for which a PFC was not established  are maintained in the new SGSN and the related SAPIs and PFIs are kept. These PDP contexts may be modified or deactivated by the new SGSN via explicit SM procedures upon the completion of the routing area update (RAU) procedure.

8.
The new SGSN passes the assigned list of TEIDs for each PDP context for which a PFC was assigned in the RAB setup information IE in the Forward Relocation Response (Cause, NSAPI(s) Target BSS to Source BSS Transparent Container) in the BSS Container, Tunnel Endpoint Identifier Control Plane, SGSN Address, Tunnel Endpoint Identifier Data II) message to the old SGSN. The NSAPIs of the active PDP Contexts received in the Forward Relocation Request message for which the PS handover continues, i.e. for which resources are allocated for the PFCs in the target BSS, are indicated in this message. The Tunnel Endpoint Identifier Data II, one information for each PDP context, contains the tunnel endpoint of the new SGSN and the IP address of the new SGSN for data forwarding from the SRNC to the new SGSN.



The new SGSN activates the allocated LLC/SNDCP engines as specified in 3GPP TS 44.064 [21] for an SGSN originated Reset or 'Reset to the old XID parameters'.

Note:
The usage of 'Reset to the old XID parameters' is FFS.


When the old SGSN receives the Forward Relocation Response message and it decides to proceed with the handover, the preparation phase is finished and the execution phase will follow.
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