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3.1.5a
Handover from GSM to another System

Using this protocol the BSS should support handover transitions to other systems from an SDCCH, a Full Rate TCH a Half Rate TCH and Multiple Full Rate TCHs.

There are three procedures which are used for inter-system handover. They are:

-
Inter-System Handover Required Indication;

-
Inter-System Handover Resource Allocation;

-
Inter-System Handover Execution.

The first and part of the third of these procedures are specified in this specification, additionally, inter-system handover specific procedural text for the second part is given. The second and other part of the third procedures are specified in the relevant specification of the target system.

For any HANDOVER REQUIRED message at most one HANDOVER COMMAND message may be sent.

In the case of inter-MSC handover the term "the MSC" in this clause is taken to mean the relevant MSC in the handover operation.

The inter-system handover procedures are specified in the following clauses.

All messages concerned with inter-system handover are sent using the connection oriented mode of the SCCP.

3.1.5a.1
Generation of the HANDOVER REQUIRED message for intersystem handover

The HANDOVER REQUIRED message contains the following information elements:

-
Message Type;

-
Cause;

-
Cell Identifier List

In case of Inter System Handover it contains the information element: "Source RNC to target RNC transparent information".

The "Source RNC to target RNC transparent information" is used to pass information from the old BSS to the target RNC. The information in the "Source RNC to target RNC transparent information" is transparent for the MSC. At presence of the "Source RNC to target RNC transparent information" in the HANDOVER REQUIRED message the MSC shall pass it unchanged to the Target RNC when initiating the Handover resource allocation procedure. The Target RNC is identified by the Target ID information contained in the Cell Identifier List IE. The Target ID information is structured routeing information as required by the core network [31].The information contained in the "Source RNC to target RNC transparent information" information element is coded as required by the target system.

Clause 3.2.1.9. gives coding details of the above message.

The "Cause" field indicates the reason for the HANDOVER REQUIRED message e.g. "downlink quality".

The Cell Identification Discriminator field within the Cell Identifier List IE in the HANDOVER REQUIRED message can be used to deduce that this is an intersystem handover.

If present the "Response Request" Information Element indicates, that the BSS requires an indication if the HANDOVER REQUIRED message does not result in a HANDOVER COMMAND message.

The Cell Identifier List IE contains the RNC-ID (and additionally the LAC or LAC and PLMN-ID depending on the configuration of the network) of the target for intersystem handover

It is mandatory for BSS to produce the RNC-ID. It is mandatory for the MSC to be able to receive and interpret this Information Element for routeing purpose.

The BSS may recommend to the target RNC to allow pre-emption or not allow pre-emption by sending the "prec" bit. The target RNC may take this information into account when performing the Handover resource allocation procedure.
The old BSS may provide information about the traffic load of the old cell by including the Downlink Cell Load Information and/or the Uplink Cell Load Information field elements in the Source RNC to Target RNC Transparent Information information element.

In case of handover to GERAN Iu-mode the BSS may include the "GERAN Classmark" Information Element, indicating the supported CS services of the target cell in the HANDOVER REQUIRED message (see [45]). In case the serving and the target cells provide the same capabilities with regard to CS services the exchange of the “GERAN Classmark” between RAN and CN is not required during the handover procedure. In case the serving and the target cells do not provide the same capabilities with regard to CS services, the exchange of the "GERAN Classmark" between RAN and CN is required during the handover procedure to avoid that the CN has to store cell related information and to be able to reuse the existing handover procedure inside the CN.

The HANDOVER REQUIRED message shall be updated and repeated by the BSS with a periodicity of T7 until:

-
A HANDOVER COMMAND message is received from the MSC, or;

-
A RESET message is received, or;

-
The reason for the original HANDOVER REQUIRED message disappears e.g. the MS transmission improves, or;

-
All communication is lost with the MS as defined in 3GPP TS 44.018 [32], and the transaction is abandoned, or;

-
The transaction ends, e.g., call clearing.

3.1.5a.2
Inter-System Handover Resource Allocation Failure

If the new BSS supports cell load-based intersystem handover the Inter-System Information information element may be included in the HANDOVER FAILURE message.

If the MSC receives a HANDOVER REQUIRED message indicating an unknown target RNC then the MSC shall send a HANDOVER REQUIRED REJECT message to the old BSS with a cause value indicating 'invalid cell'

If the MSC or the target system is unable to allocate resources for the handover attempt, the MSC shall send a HANDOVER REQUIRED REJECT message to the old BSS with an appropriate cause value.
The old BSS may receive the New BSS to Old BSS Information Information element containing the downlink cell load information and/or the uplink cell load information elements within the HANDOVER REQUIRED REJECT message. The old BSS may use the information to update the information about the load on the new cell, which may be used in the initiation of future cell load based handover procedures.
3.1.5a.2a
Inter-System Handover Resource Allocation

The new BSS may receive the Doenlink Cell Load Information information element and/or the Uplink Cell Load Information information element within the Old BSS to New BSS Information information element.

If the BSS supports cell load-based intersystem handover, then in case of inter-system handover, the Inter-system Information information element may be included in the HANDOVER REQUEST ACKNOWLEDGE message.

3.1.5a.3
Intersystem handover Execution

The correct operation of the procedure is as follows:

The BSSMAP HANDOVER COMMAND message is generated by the MSC and transmitted over the BSSAP connection to the old BSS which is currently supporting the concerned MS. At the old BSS timer T8 is started on the receipt of the BSSMAP HANDOVER COMMAND message which contains the Layer 3 Information IE including radio interface handover command message. A radio interface INTER SYSTEM HANDOVER COMMAND message is then sent by the old BSS, to the concerned MS.
The old BSS may receive the New BSS to Old BSS Information Information element containing the downlink cell load information and/or the uplink cell load information elements within the HANDOVER COMMAND message. The old BSS may use the information to update the information about the load on the new cell, which may be used in the initiation of future cell load based handover procedures.

When the MS accesses the radio resource(s) of the new RNC then:


the new RNC shall cause a Handover Detect indication to be sent to the MSC;


When the MS is successfully in communication with the network, then the new RNC shall cause a Handover Complete indication to be sent to the MSC and terminate the procedure.

The relevant radio interface layer 3 procedures are described in 3GPP TS 25.331 [33] and 3GPP TS 44.018 [32].

The MSC always terminates this procedure by use of a clear sequence as follows:


The MSC sends a CLEAR COMMAND to the old BSS. On receipt of a CLEAR COMMAND from the MSC the old BSS shall stop timer T8 and release all involved resources that were allocated to the MS that had been handed over and returns a CLEAR COMPLETE message to the MSC.


On receipt of the CLEAR COMPLETE, the MSC shall initiate the release of the SCCP connection to the old BSS and thereby terminate association with the old BSS for this process.

3.1.5a.4
Inter System Handover Failure

If a HANDOVER FAILURE radio interface message is received from the MS on the old (main) channel by the old BSS, the old BSS shall then send to the MSC the BSSMAP message HANDOVER FAILURE. If the radio interface HANDOVER FAILURE message is the result of the MS returning to the old BSS after failing to establish on the new BSS, then the cause value "radio interface failure, reversion to old channel" shall be included in the BSSMAP message HANDOVER FAILURE. Furthermore, it is recommended that the air interface RR cause be included as well in this message.

If the MSC receives the BSSMAP HANDOVER FAILURE message from the old BSS (with any cause value, the handover procedure at the target is then terminated by the MSC.

The call between the MS and the old BSS and between the old BSS and the MSC shall continue as if there had been no handover attempt.

3.1.5a.5
Abnormal Conditions

Whilst the handover execution procedure is in operation, any other messages received at the old BSS relating to this connection and concerning assignment, handover, or cipher mode control should be discarded.

Whilst the handover execution procedure is in operation the old BSS should not attempt to invoke any other procedure related to this call e.g. handover required indication.

If at the old BSS a CLEAR COMMAND message from the MSC or a HANDOVER FAILURE message from the MS is not received before the expiry of timer T8 then the old BSS shall release the dedicated radio resources. A BSSMAP message CLEAR REQUEST is also sent to the MSC with a cause "Radio Interface Message Failure". The terrestrial resource in the old BSS shall remain assigned until a CLEAR COMMAND is received from the MSC, at which point the old BSS shall mark the terrestrial resources as IDLE and return a CLEAR COMPLETE message to the MSC. The MSC shall subsequently release the SCCP connection to the old BSS and thereby terminate association with the old BSS for this process.

In the case of a handover from a Group call channel, if at the old BSS a CLEAR COMMAND or HANDOVER SUCCEEDED message from the MSC or a HANDOVER FAILURE message from the MS is not received before the expiry of timer T8 then the old BSS shall release the uplink and send a UPLINK RELEASE INDICATION to the MSC.
The MSC shall also initiate release of the resources allocated by the new BSS during the handover resource allocation procedure by sending a CLEAR COMMAND to the new BSS. The new BSS shall release all the resources that were assigned for that aborted handover and return a CLEAR COMPLETE to the MSC. The MSC shall subsequently release the SCCP connection to the new BSS and thereby terminate association with the new BSS for this process.

3.1.19.7
Field Elements

This section defines the generic error handling to be applied to the field elements found in the Old BSS to New BSS information, New BSS to Old BSS Information and Inter-System Information information elements.

All field elements shall be treated as non-essential.
The following events shall not be regarded as errors by the recipient:

-
spare bits with an unexpected value in any field element;

-
the use of additional octets in any field element;

-
a missing field element;

-
a field element whose length is either too short or too long

When the recipient detects one or more of these events the receiving entity shall ignore the information that it is unable to understand and treat the message on the basis of the information that remains.

Additionally,


When an unknown field element identifier is encountered, the unknown field element shall be skipped and the receiver shall continue processing any remaining field elements;

and,


when more field elements of a particular type are received than are expected, the last one(s) shall be ignored;

and,


 when a sub-field in a field element contains a value, which the recipient knows to be incorrect, the recipient shall either ignore that sub-field or ignore the entire field (treating it as if the field element had not been received).

and,


 when a sub-field in a field element contains a reserved value, the recipient shall ignore the entire field element (treating it as if the field element had not been received).

3.2.1.8
HANDOVER REQUEST

This message is sent from the MSC to the BSS via the relevant SCCP connection to indicate that the MS is to be handed over to that BSS.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1 
	MSC-BSS 
	M
	1

	Channel Type
	3.2.2.11
	MSC-BSS 
	M
	5-10 

	Encryption Information
	3.2.2.10
	MSC-BSS 
	M (1)
	3-n

	Classmark Information 1 
or
Classmark Information 2
	3.2.2.30
3.2.2.19
	MSC-BSS
 
MSC-BSS
	M# 

M (6)
	2 

4-5

	Cell Identifier (Serving) 
	3.2.2.17
	MSC-BSS 
	M (20)
	5-10 

	Priority
	3.2.2.18
	MSC-BSS 
	O
	3 

	Circuit Identity Code 
	3.2.2.2 
	MSC-BSS 
	O (7)
	3 

	Downlink DTX Flag 
	3.2.2.26
	MSC-BSS 
	O (3) 
	2 

	Cell Identifier (Target)
	3.2.2.17
	MSC-BSS 
	M (17)
	3-10 

	Interference Band To Be Used
	3.2.2.21
	MSC-BSS 
	O
	2 

	Cause 
	3.2.2.5 
	MSC-BSS 
	O (9)
	 3-4 

	Classmark Information 3 
	3.2.2.20
	MSC-BSS 
	O (4)
	 3-14

	Current Channel type 1
	3.2.2.49
	MSC-BSS 
	O (8) 
	2 

	Speech Version (Used) 
	3.2.2.51
	MSC-BSS 
	O (10)
	2

	Group Call Reference
	3.2.2.55
	MSC-BSS 
	O (5)
	 3-8

	Talker Flag 
	3.2.2.54
	MSC-BSS 
	O (11)
	1

	Configuration Evolution Indication
	3.2.2.57
	MSC-BSS
	O (12)
	2

	Chosen Encryption Algorithm (Serving)
	3.2.2.44
	MSC-BSS
	O (2)
	2

	Old BSS to New BSS Information
	3.2.2.58
	MSC-BSS
	O (13)
	2-n

	LSA Information
	3.2.2.23
	MSC-BSS
	O (14)
	3+4n

	LSA Access Control Suppression
	3.2.2.61
	MSC-BSS
	O (15) 
	2

	Service Handover
	3.2.2.75
	MSC-BSS
	O (21)
	3

	IMSI
	3.2.2.6
	MSC-BSC
	O (16)
	3-10

	Source RNC to target RNC transparent information (UMTS)
	3.2.2.76
	MSC-BSS
	O (18)
	n-m

	Source RNC to target RNC transparent information (cdma2000)
	3.2.2.77
	MSC-BSS
	O (19)
	n-m


1
If the MSC has not sent a CIPHER MODE COMMAND for this RR connection (or has had all such CIPHER MODE COMMAND messages rejected with CIPHER MODE REJECT messages) then the MSC shall indicate that the only "permitted algorithm" is "no encryption".

2
If this information element is included, it shall be equal to the last received "Chosen Encryption Algorithm" information element.

3
This element may be included in the case of a speech TCH, and only in this case. If not included, this has no impact on the DTX function in the BSS.

4
This element is included if the MSC has received such information.

5
This element is included if the MS is in a voice broadcast or voice group call.

6
One of these two elements is sent.

7
This element is included when the channel type Information Element indicates speech or data, and only in those cases. In case of Voice Group Call talker handover, this element may contain the Circuit Identity Code already allocated during the VBS/VGCS assignment procedure, meaning that the already allocated terrestrial resource of the new cell is used.

8
This element is included at least when the message is sent as a reaction to reception of a HANDOVER REQUIRED message containing a "Current channel type 1" information element. In this case it shall be equal to the received element.

9
This information element should always be included. Its cause value should be the same as indicated in the corresponding Handover Required message.

10
This element is included at least when the message is sent as a reaction to reception of a HANDOVER REQUIRED message containing a "Speech version (used)" information element. In this case it shall be equal to the received element.

11
This information element is included for voice group call, when this is included it indicates that the mobile is a talker in the call else the mobile is a listener.

12
The information is indicated by the MSC if known

13
This element is included if and only if the message is sent as a reaction to the reception of a HANDOVER REQUIRED message containing an "old BSS to new BSS information" information element. Its contents shall be equal to the received element.

14 This information element is included when the subscriber has localised service area support.

15
This information element is included if LSA access control function shall be suppressed in the BSS.

16
This information element is included at least when the MS is dual transfer mode capable and the IMSI is available at the MSC.

17
If intersystem handover from GSM to UMTS or to cdma 2000 is performed, this information element indicates the target RNC-ID..

18
This information element shall be included when intersystem handover (UMTS) is performed. This element is included if and only if the message is sent as a reaction to the reception of a HANDOVER REQUIRED message containing an "Source RNC to Target RNC transparent information (UMTS)" IE. Its contents shall be equal to the received element. 

NOTE:
Only provided in the HANDOVER REQUEST message on the MAP-E interface.

19
This information element shall be included when intersystem handover (cdma2000) is performed. This element is included if and only if the message is sent as a reaction to the reception of a HANDOVER REQUIRED message containing an "Source RNC to Target RNC transparent information (cdma2000)" IE. Its contents shall be equal to the received element. Note: Only provided in the HANDOVER REQUEST message on the MAP-E interface.

20
In intersystem handover from UMTS (or cdma2000) to GSM this IE indicates the serving area of the UE.

21
This information element is included if a preference for other radio access technologies shall be applied to the MS connection. 

Typical Cause values are:

uplink quality,
uplink strength,
downlink quality,
downlink strength
distance,
better cell,
response to MSC invocation
O and M intervention,
directed retry,
switch circuit pool,
traffic,
preemption
reduce load in serving cell.

3.2.1.9
HANDOVER REQUIRED

This message is sent from the BSS to the MSC to indicate that for a given MS which already has dedicated radio resource(s) assigned, a handover is required for the reason given by the cause element.

The message is sent via the BSSAP SCCP connection associated with the dedicated resource(s).

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1 
	BSS-MSC 
	M
	1

	Cause 
	3.2.2.5 
	BSS-MSC 
	M
	 3-4 

	Response Request
	3.2.2.28
	BSS-MSC 
	O
	1

	Cell Identifier List
(Preferred)
	3.2.2.27 
	BSS-MSC 
	M (4)
	2n+3
to
7n+3

	Circuit Pool List 
	3.2.2.46
	BSS-MSC 
	O (1)
	V

	Current Channel Type 1 
	3.2.2.49
	BSS-MSC 
	O (2)
	2

	Speech Version (Used) 
	3.2.2.51
	BSS-MSC 
	O (3)
	2

	Queueing Indicator
	3.2.2.50
	BSS-MSC 
	O
	2

	Old BSS to New BSS Information
	3.2.2.58
	BSS-MSC
	O
	2-n

	Source RNC to target RNC transparent information (UMTS)
	3.2.2.76
	BSS-MSC
	O (5)
	3-m

	Source RNC to target RNC transparent information (cdma2000)
	3.2.2.77
	BSS-MSC
	O (6)
	n-m

	GERAN Classmark
	3.2.2.78
	BSS-MSC
	O (7)
	V


1
Shall be included when cause "switch circuit pool" and the MSC allocates the A interface circuit.

2
This information element should always be included.

3
This information element should always be included when the channel mode is speech, and only in this case.

4
If intersystem handover from GSM to UMTS or to cdma2000 is performed, this information element indicates the target.Only one RNC identity is included for Intersystem Handover to UTRAN or to cdma2000.

5
This information element shall be included when intersystem handover (UMTS) is performed. Source RNC to target RNC information is a general container to carry Inter RAT Handover Info (UTRAN specific information) and Inter RAT UE radio access capability (Classmark Information Type 2 and Classmark Information Type 3) from BSS to RNC. The Inter RAT Handover Info and the Inter RAT UE radio access capbility is conveyed in the RRC container Inter RAT Handover Info with Inter RAT Capbilities as defined in TS 25.331.

6
This information element shall be included when intersystem handover (cdma2000) is performed. Source RNC to target RNC information is a general container to carry cdma2000 specific information from BSS to RNC.

7
This information element may be included when handover of CS services from GERAN A/Gb mode to GERAN Iu mode is performed (see clause 3.1.5a.1).

Typical Cause values are:


uplink quality,
uplink strength,
downlink quality,
downlink strength,
distance,
better cell,
response to MSC invocation,
O&M intervention,
directed retry,
switch circuit pool,
traffic,
preemption
reduce load in serving cell.

3.2.1.10
HANDOVER REQUEST ACKNOWLEDGE

This message is sent from the BSS to the MSC and indicates that the request to support a handover at the target BSS can be supported by the BSS, and also to which radio channel(s) the MS should be directed.

The message is sent via the BSSAP SCCP connection associated with the dedicated resource.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1 
	BSS-MSC 
	M
	1

	Layer 3 Information 
	3.2.2.24
	BSS-MSC 
	M (1)
	11-n 

	Chosen Channel
	3.2.2.33
	BSS-MSC 
	O (4) 
	2

	Chosen Encryption Algorithm 
	3.2.2.44
	BSS-MSC 
	O (5)
	2

	Circuit Pool
	3.2.2.45
	BSS-MSC 
	O (2)
	2

	Speech Version (Chosen) 
	3.2.2.51
	BSS-MSC 
	O (6)
	2

	Circuit Identity Code
	3.2.2.2 
	BSS-MSC 
	O (3)
	3

	LSA Identifier
	3.2.2.15
	BSS-MSC
	O (7)
	5

	Inter-System Information
	3.2.2.81
	BSS-MSC
	O (8)
	2-n


1
This information element carries a radio interface message. In the case of an Intersystem handover to UMTS the information field contains (on MAP-E interface) a HANDOVER TO UTRAN COMMAND message as defined in 3GPP TS 25.331 [33]. In the case of an Inter BSC handover or in case of an Intersystem Handover from UTRAN to GSM a HANDOVER COMMAND message as defined in 3GPP TS 4.018.In the case of an Intersystem Handover from cdma2000 a HANDOVER COMMAND as defined in 3GPP TS 44.018 [32]. In the case of an Intersystem handover to cdma2000 the information field contains (on MAP-E interface) the HANDOVER TO CDMA2000 COMMAND message, as defined in 3GPP TS 44.018 [32].

2
Shall be included when several circuit pools are present on the BSS MSC interface and a circuit was allocated by the HANDOVER REQUEST message.

3
The Circuit identity code information element is included mandatorily by the BSS if the BSS allocates the A interface circuits and a circuit is needed.

4
Included at least when the channel rate/type choice was done by the BSS.

5
Included at least when the encryption algorithm has been selected by the BSS.

6
Included at least when the speech version choice was done by the BSS.

7 Shall be included if a potential current LSA in the target cell has been identified (see 3GPP TS 43.073 [40]). Not included means that there is no potential current LSA in the target cell.
8 In the case of an inter-system handover from UTRAN or from cdma2000 to GSM, 
this information element may be included by the target BSS if the target BSC supports inter-system cell load-based handover.
3.2.1.11
HANDOVER COMMAND

This message is sent from the MSC to the BSS via the relevant SCCP connection and contains the target channel to which the MS should retune.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1 
	MSC-BSS 
	M
	1

	Layer 3 Information 
	3.2.2.24
	MSC-BSS 
	M (1)
	11-n 

	Cell Identifier 
	3.2.2.17
	MSC-BSS 
	O
	3-10 

	New BSS to Old BSS Information
	3.2.2.80
	MSC-BSS
	O (2)
	2-n


1 This information element carries a radio interface message. In the case of an Intersystem handover to UMTS the information field contains a HANDOVER TO UTRAN COMMAND message as defined in 3GPP TS 25.331 [33]. In case of Inter BSC handover a RR HANDOVER COMMAND message as defined in 3GPP TS 44.018 [32]. In the case of an Intersystem HANDOVER TO CDMA2000 COMMAND message the information element contains the Handover To cdma2000 Command, as defined in 3GPP TS 44.018 [32].
2 In case of an inter-system handover from GSM to UTRAN or cdma2000, this information element may be included if received from the target system.

3.2.1.16
HANDOVER FAILURE

This message is sent from the BSS to the MSC via the relevant SCCP connection. It indicates to the MSC that there has been a failure in the resource allocation process on handover, and that the handover has been aborted.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type 
	3.2.2.1 
	BSS-MSC 
	M
	1

	Cause
	3.2.2.5 
	BSS-MSC 
	M
	3-4

	RR Cause
	3.2.2.22 
	BSS-MSC 
	O
	2

	Circuit Pool
	3.2.2.45
	BSS-MSC 
	O (1)
	2

	Circuit Pool List 
	3.2.2.46
	BSS-MSC 
	O (2)
	V

	GERAN Classmark
	3.2.2.78
	BSS-MSC
	O (3)
	V

	Inter-System Information
	3.2.2.81
	BSS-MSC
	O (4)
	2-n


1
Shall be included when several circuit pools are present on the BSS MSC interface.

2
May be included when cause is "circuit pool mismatch" or "switch circuit pool" to indicate circuit pool preferences.

3 May be included in case of inter-system handover to GERAN Iu-mode via the E interface, if the "GERAN Classmark" IE was provided by the target BSC (see [45]). 
4 May be included in the case of an inter-system handover from UTRAN or cdma2000 to GSM, if the new BSS supports cell load-based intersystem handover. 
Typical Cause values are:


radio interface message failure;
O and M intervention;
Equipment failure;
no radio resource available;
requested terrestrial resource unavailable;
requested transcoding/rate adaption unavailable;
terrestrial resource already allocated;
invalid message contents;
radio interface failure - reversion to old channel;
ciphering algorithm not supported;
circuit pool mismatch;
switch circuit pool;
requested speech version unavailable
traffic load in target cell higher than in source cell.

3.2.1.37
HANDOVER REQUIRED REJECT

This message is sent from the MSC to the BSS via the relevant SCCP connection. It indicates to the BSS that the HANDOVER REQUIRED message has not resulted in handover.

	 INFORMATION ELEMENT 
	REFERENCE
	DIRECTION
	TYPE
	LEN

	 Message Type
	 3.2.2.1 
	 MSC-BSS
	 M
	 1 

	 Cause
	 3.2.2.5 
	 MSC-BSS
	 M
	 3-4 

	New BSS to Old BSS Information
	3.2.2.80
	MSC-BSS
	O (1)
	2-n


1 In case of an inter-system handover from GSM to UTRAN or cdma2000, this information element may be included if received from the target system.

Typical Cause values are:


equipment failure,
no radio resource available,
requested terrestrial resource unavailable,
invalid message contents,
requested transcoding/rate adaptation unavailable,
O and M intervention
traffic load in target cell higher than in source cell.

3.2.2
Signalling element coding

This paragraph contains the CODING of the signalling elements used.

The following conventions are assumed for the sequence of transmission of bits and bytes:

-
Each bit position is marked as 1 to 8. Bit 1 is the least significant bit and is transmitted first.

-
In an element octets are identified by number, octet 1 is transmitted first, then octet 2, etc.

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.

-
For variable length elements a length indicator is included, this indicates the number of octets following in the element.

-
All fields within Information Elements are mandatory unless otherwise specified. The Information Element Identifier shall always be included.

All spare bits are set to 0.

Table: Signalling elements used and their CODING

	Element Identifier Coding
	Element name
	Reference

	0000 0001
	Circuit Identity Code
	3.2.2.2

	0000 0010
	Reserved
	*

	0000 0011
	Resource Available
	3.2.2.4

	0000 0100
	Cause
	3.2.2.5

	0000 0101
	Cell Identifier
	3.2.2.17

	0000 0110
	Priority
	3.2.2.18

	0000 0111
	Layer 3 Header Information
	3.2.2.9

	0000 1000
	IMSI
	3.2.2.6

	0000 1001
	TMSI
	3.2.2.7

	0000 1010
	Encryption Information
	3.2.2.10

	0000 1011
	Channel Type
	3.2.2.11

	0000 1100
	Periodicity
	3.2.2.12

	0000 1101
	Extended Resource Indicator
	3.2.2.13

	0000 1110
	Number Of MSs
	3.2.2.8

	0000 1111
	Reserved
	*

	0001 0000
	Reserved
	*

	0001 0001
	Reserved
	*

	0001 0010
	Classmark Information Type 2
	3.2.2.19

	0001 0011
	Classmark Information Type 3
	3.2.2.20

	0001 0100
	Interference Band To Be Used
	3.2.2.21

	0001 0101
	RR Cause
	3.2.2.22

	0001 0110
	Reserved
	*

	0001 0111
	Layer 3 Information
	3.2.2.24

	0001 1000
	DLCI
	3.2.2.25

	0001 1001
	Downlink DTX Flag
	3.2.2.26

	0001 1010
	Cell Identifier List
	3.2.2.27

	0001 1011
	Response Request
	3.2.2.28

	0001 1100
	Resource Indication Method
	3.2.2.29

	0001 1101
	Classmark Information Type 1
	3.2.2.30

	0001 1110
	Circuit Identity Code List
	3.2.2.31

	0001 1111
	Diagnostic
	3.2.2.32

	0010 0000
	Layer 3 Message Contents
	3.2.2.35

	0010 0001
	Chosen Channel
	3.2.2.33

	0010 0010
	Total Resource Accessible
	3.2.2.14

	0010 0011
	Cipher Response Mode
	3.2.2.34

	0010 0100
	Channel Needed
	3.2.2.36

	0010 0101
	Trace Type
	3.2.2.37

	0010 0110
	Triggerid
	3.2.2.38

	0010 0111
	Trace Reference
	3.2.2.39

	0010 1000
	Transactionid
	3.2.2.40

	0010 1001
	Mobile Identity
	3.2.2.41

	0010 1010
	OMCId
	3.2.2.42

	0010 1011
	Forward Indicator
	3.2.2.43

	0010 1100
	Chosen Encryption Algorithm
	3.2.2.44

	0010 1101
	Circuit Pool
	3.2.2.45

	0010 1110
	Circuit Pool List
	3.2.2.46

	0010 1111
	Time Indication
	3.2.2.47

	0011 0000
	Resource Situation
	3.2.2.48

	0011 0001
	Current Channel type 1
	3.2.2.49

	0011 0010
	Queueing Indicator
	3.2.2.50

	0100 0000
	Speech Version
	3.2.2.51

	0011 0011
	Assignment Requirement
	3.2.2.52

	0011 0101
	Talker Flag
	3.2.2.54

	0011 0110
	Connection Release Requested
	3.2.2.3

	0011 0111
	Group Call Reference
	3.2.2.55

	0011 1000
	eMLPP Priority
	3.2.2.56

	0011 1001
	Configuration Evolution Indication
	3.2.2.57

	0011 1010
	Old BSS to New BSS Information
	3.2.2.58

	0011 1011
	LSA Identifier
	3.2.2.15

	0011 1100
	LSA Identifier List
	3.2.2.16

	0011 1101
	LSA Information
	3.2.2.23

	0011 1110
	LCS QoS
	3.2.2.60

	0011 1111
	LSA access control suppression
	3.2.2.61

	0100 0011
	LCS Priority
	3.2.2.62

	0100 0100
	Location Type
	3.2.2.63

	0100 0101
	Location Estimate
	3.2.2.64

	0100 0110
	Positioning Data
	3.2.2.65

	0100 0111
	LCS Cause
	3.2.2.66

	0100 1000
	LCS Client Type
	3.2.2.67

	0100 1001
	APDU
	3.2.2.68

	0100 1010
	Network Element Identity
	3.2.2.69

	0100 1011
	GPS Assistance Data
	3.2.2.70

	0100 1100
	Deciphering Keys
	3.2.2.71

	0100 1101
	Return Error Request
	3.2.2.72

	0100 1110
	Return Error Cause
	3.2.2.73

	0100 1111
	Segmentation
	3.2.2.74

	0101 0000
	Service Handover
	3.2.2.75

	0101 0001 (NOTE)
	Source RNC to target RNC transparent information (UMTS)
	3.2.2.76

	0101 0010 (NOTE)
	Source RNC to target RNC transparent information (cdma2000)
	3.2.2.77

	0101 0011
	GERAN Classmark
	3.2.2.78

	0101 0100
	GERAN BSC Container
	3.2.2.79

	0100 0001
	Reserved
	#

	0100 0010
	Reserved
	#

	0110 0001
	New BSS to Old BSS Information
	3.2.2.80

	0110 0011 (NOTE)
	Inter-System Information
	3.2.2.81


NOTE. This encoding aligns with the RANAP specified tagging.The coding is defined in relevant RANAP specification 3GPP TS 25.413 [31].

*
Information Element codes marked as "reserved" are reserved for use by previous versions of this interface specification

#
Information Element codes marked as "reserved" are reserved for use by ANSI version of this interface specification

3.2.2.5
Cause

The cause element is used to indicate the reason for a particular event to have occurred and is coded as shown below.

The cause value is a single octet element if the extension bit (bit 8) is set to 0. If it is set to 1 then the cause value is a 2 octet field. If the value of the first octet of the cause field is 1XXX 0000 then the second octet is reserved for national applications (XXX will still indicate the class).

	8
	7
	6
	5
	4
	3
	2
	1
	

	Element identifier
	octet 1

	Length
	octet 2

	0/1 ext
	Cause Value
	octet 3

	
	(octet 4)


The length indicator is a binary representation of the length of the following element.

Cause Value:

Class (000):
Normal event

Class (001):
Normal event

Class (010):
Resource unavailable

Class (011):
Service or option not available

Class (100):
Service or option not implemented

Class (101):
invalid message (eg parameter out of range)

Class (110):
protocol error

Class (111):
interworking

In the following table, "reserved for international use" means that this codepoint should not be used until a meaning has been assigned to it following the process of international standardisation. "Reserved for national use" indicates codepoints that may be used by operators without the need for international standardiztion.

	Cause value
	Cause
	

	Class
	Value
	Number
	

	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	
	Radio interface message failure

	0
	0
	0
	0
	0
	0
	1
	
	Radio interface failure

	0
	0
	0
	0
	0
	1
	0
	
	Uplink quality

	0
	0
	0
	0
	0
	1
	1
	
	Uplink strength

	0
	0
	0
	0
	1
	0
	0
	
	Downlink quality

	0
	0
	0
	0
	1
	0
	1
	
	Downlink strength

	0
	0
	0
	0
	1
	1
	0
	
	Distance

	0
	0
	0
	0
	1
	1
	1
	
	O and M intervention

	0
	0
	0
	1
	0
	0
	0
	
	Response to MSC invocation

	0
	0
	0
	1
	0
	0
	1
	
	Call control

	0
	0
	0
	1
	0
	1
	0
	
	Radio interface failure, reversion to old channel

	0
	0
	0
	1
	0
	1
	1
	
	Handover successful

	0
	0
	0
	1
	1
	0
	0
	
	Better Cell

	0
	0
	0
	1
	1
	0
	1
	
	Directed Retry

	0
	0
	0
	1
	1
	1
	0
	
	Joined group call channel

	0
	0
	0
	1
	1
	1
	1
	
	Traffic

	0
	0
	1
	0
	0
	0
	0
	
	Reduce load in serving cell

	0
	0
	1
	0
	0
	0
	1
	
	Traffic load in target cell higher than in source cell

	0
	0
	1
	0
	0
	0
	0
	
	}

	
	
	to
	
	
	
	
	} Reserved for international use

	0
	0
	1
	0
	1
	1
	1
	
	}

	0
	0
	1
	1
	0
	0
	0
	
	}

	
	
	to
	
	
	
	
	} Reserved for national use

	0
	0
	1
	1
	1
	1
	1
	
	}

	0
	1
	0
	0
	0
	0
	0
	
	Equipment failure

	0
	1
	0
	0
	0
	0
	1
	
	No radio resource available

	0
	1
	0
	0
	0
	1
	0
	
	Requested terrestrial resource unavailable

	0
	1
	0
	0
	0
	1
	1
	
	CCCH overload

	0
	1
	0
	0
	1
	0
	0
	
	Processor overload

	0
	1
	0
	0
	1
	0
	1
	
	BSS not equipped

	0
	1
	0
	0
	1
	1
	0
	
	MS not equipped

	0
	1
	0
	0
	1
	1
	1
	
	Invalid cell

	0
	1
	0
	1
	0
	0
	0
	
	Traffic Load

	0
	1
	0
	1
	0
	0
	1
	
	Preemption

	0
	1
	0
	1
	0
	1
	0
	
	}

	
	
	to
	
	
	
	
	} Reserved for national use

	0
	1
	0
	1
	1
	1
	1
	
	}

	0
	1
	1
	0
	0
	0
	0
	
	Requested transcoding/rate adaption unavailable

	0
	1
	1
	0
	0
	0
	1
	
	Circuit pool mismatch

	0
	1
	1
	0
	0
	1
	0
	
	Switch circuit pool

	0
	1
	1
	0
	0
	1
	1
	
	Requested speech version unavailable

	0
	1
	1
	0
	1
	0
	0
	
	LSA not allowed

	0
	1
	1
	0
	1
	0
	1
	
	}

	
	
	to
	
	
	
	
	} Reserved for international use

	0
	1
	1
	1
	1
	1
	1
	
	}

	1
	0
	0
	0
	0
	0
	0
	
	Ciphering algorithm not supported

	1
	0
	0
	0
	0
	0
	1
	
	GERAN Iu-mode failure

	1
	0
	0
	0
	0
	1
	0
	
	}

	
	
	to
	
	
	
	
	} Reserved for international use

	1
	0
	0
	0
	1
	1
	1
	
	}

	1
	0
	0
	0
	1
	1
	1
	
	}

	
	
	to
	
	
	
	
	} Reserved for national use

	1
	0
	0
	1
	1
	1
	1
	
	}

	1
	0
	1
	0
	0
	0
	0
	
	Terrestrial circuit already allocated

	1
	0
	1
	0
	0
	0
	1
	
	Invalid message contents

	1
	0
	1
	0
	0
	1
	0
	
	Information element or field missing

	1
	0
	1
	0
	0
	1
	1
	
	Incorrect value

	1
	0
	1
	0
	1
	0
	0
	
	Unknown Message type

	1
	0
	1
	0
	1
	0
	1
	
	Unknown Information Element

	1
	0
	1
	0
	1
	1
	0
	
	}

	
	
	to
	
	
	
	
	} Reserved for international use

	1
	0
	1
	0
	1
	1
	1
	
	}

	1
	0
	1
	1
	0
	0
	0
	
	}

	
	
	to
	
	
	
	
	} Reserved for national use

	1
	0
	1
	1
	1
	1
	1
	
	}

	1
	1
	0
	0
	0
	0
	0
	
	Protocol Error between BSS and MSC

	1
	1
	0
	0
	0
	0
	1
	
	VGCS/VBS call non existent

	1
	1
	0
	0
	0
	1
	0
	
	}

	
	
	to
	
	
	
	
	} Reserved for international use

	1
	1
	0
	0
	1
	1
	1
	
	}

	1
	1
	0
	1
	0
	0
	0
	
	}

	
	
	to
	
	
	
	
	} Reserved for national use

	1
	1
	0
	1
	1
	1
	1
	
	}

	1
	1
	1
	0
	0
	0
	0
	
	}

	
	
	to
	
	
	
	
	} Reserved for international use

	1
	1
	1
	0
	1
	1
	1
	
	}

	1
	1
	1
	1
	0
	0
	0
	
	}

	
	
	to
	
	
	
	
	} Reserved for national use

	1
	1
	1
	1
	1
	1
	1
	
	}


3.2.2.58
Old BSS to New BSS information

This information element is defined as a general container for passing Field Elements transparently between BSSs via the MSC.

These Field Elements are passed in the "Old BSS to New BSS information elements" octets field. The error handling performed by the receiving entity for the "Old BSS to New BSS information elements" field is that specified in clause 3.1.19.7.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Element identifier
	octet 1

	Length
	octet 2

	Old BSS to New BSS information elements
	octet 3-n


The length indicator (octet 2) is a binary number indicating the absolute length of the contents after the length indicator octet and may be set to zero.

The Old BSS to New BSS information elements field is made up of 0 or more Field Elements listed in the table shown below.

Field elements may occur in any order in the Old BSS to New BSS information elements field.

The construction of the Field Elements allows the receiver to ignore unknown Field Elements.

Due to backward compatibility issues Field Elements in the "Old BSS to New BSS information" may duplicate Information Elements in the HANDOVER REQUEST, when this occurs and the new BSS detects an inconsistency between this information then the information contained in the "Old BSS to New BSS information" shall take precedence as long as the coding is understood by the new BSS.

Reception of an erroneous "Old BSS to New BSS information" shall not cause a rejection of the HANDOVER REQUEST message; the "Old BSS to New BSS information" information element shall be discarded and the handover resource allocation procedure shall continue.

	FIELD ELEMENT
	REFERENCE
	LEN

	Extra information
	3.2.3.1
	3

	Current Channel Type 2
	3.2.3.2
	4

	Target cell radio information
	3.2.3.3
	3

	GPRS Suspend information
	3.2.3.4
	19

	MultiRate configuration information
	3.2.3.5
	3-8

	Dual Transfer Mode information
	3.2.3.6
	3

	Inter RAT Handover Info
	3.2.3.7
	3-n

	cdma2000 Capability Information
	3.2.3.8
	n

	Downlink Cell Load Information
	3.2.3.9
	6

	Uplink Cell Load Information 
	3.2.3.10
	6


3.2.2.80
New BSS to Old BSS Information

This information element is defined as a general container for passing field elements transparently between BSSs via the MSC.

These field elements are passed in the New BSS to Old BSS information elements field. The error handling performed by the receiving entity for the New BSS to Old BSS information elements field is that specified in subclause 3.1.19.7.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Element identifier
	octet 1

	Length
	octet 2

	New BSS to Old BSS information elements
	octet 3-n


The length indicator (octet 2) is a binary number indicating the absolute length of the contents after the length indicator octet and may be set to zero.

The New BSS to Old BSS information elements field is made up of 0 or more field elements listed in the table shown below. Field elements may occur in any order in the Old BSS to New BSS information elements field. The construction of the Field Elements allows the receiver to ignore unknown Field Elements.

Reception of an erroneous New BSS to Old BSS information IE shall not cause a rejection of the HANDOVER COMMAND or HANDOVER FAILURE messages. In that case, the New BSS to Old BSS information IE shall be discarded and the handover procedure shall continue.

	FIELD ELEMENT
	REFERENCE
	LEN

	Downlink Cell Load Information
	3.2.3.9
	6

	Uplink Cell Load Information
	3.2.3.10
	6


3.2.2.81
Inter-System Information

This information element is defined as a general container for passing RNC specific information transparently through the core network from a BSS to an RNC.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Element identifier
	octet 1

	Length
	octet 2

	Inter-System Information Transparent Container
	octet 3-n


The container structure and encoding of the Inter-System Information Transparent Container is defined in the RANAP specification (see 3GPP TS 25.413 [31]), excluding RANAP tag.

3.2.3
Signalling Field Element Coding

The coding rules for signalling field elements are the same as the signalling element coding rules which are defined in clause 3.2.2.

Signalling field elements shall always include a Field Length indicator. A Field Length indicator with a value of zero shall not be considered as an error.

	Field Element Identifier Coding
	Field Element name
	Reference

	0000 0001
	Extra information
	3.2.3.1

	0000 0010
	Current Channel Type 2
	3.2.2.2

	0000 0011
	Target cell radio information
	3.2.3.3

	0000 0100
	GPRS Suspend information
	3.2.3.4

	0000 0101
	MultiRate configuration information
	3.2.3.5

	0000 0110
	Dual Transfer Mode information
	3.2.3.6

	0000 0111
	Inter RAT Handover Info
	3.2.3.7

	0000 0111
	UE Capability information
	3.2.3.7

	0000 1000
	cdma2000 Capability Information
	3.2.3.8

	0000 1001
	Downlink Cell Load Information
	3.2.3.9

	0000 1010
	Uplink Cell Load Information
	3.2.3.10


All other values are for future use.

3.2.3.9
Downlink Cell Load Information

This field element contains information about the downlink traffic load of a cell during a handover procedure. It refers either to the source or target cell depending on the direction of the message containing the Information Element where this field element is present. It is coded as follows:

	8
	7
	6
	5
	4
	3
	2
	1
	

	Field Element identifier
	octet 1

	Length
	octet 2

	Cell Load Information 
	octet 3-n


The field element structure of the Cell Load Information is defined in the RANAP specification (see 3GPP TS 25.413 [31]). 
3.2.3.10
Uplink Cell Load Information

This field element contains information about the uplink traffic load of a cell during a handover procedure. It refers either to the source or target cell depending on the direction of the message containing the Information Element where this field element is present. It is coded as follows:

	8
	7
	6
	5
	4
	3
	2
	1
	

	Field Element identifier
	octet 1

	Length
	octet 2

	Cell Load Information 
	octet 3-n


The field element structure of the Cell Load Information is defined in the RANAP specification (see 3GPP TS 25.413 [31]).
5
Vocabulary

This clause contains definition of terms:

BSS
Base Station System. This is the equipment which is accessed through the interface defined in the 48‑series of Technical Specifications. It contains the functionality described in 3GPP TS 48.002 [16], and supports one or more cells. See 3GPP TS 41.004 [1].

BSSAP
The Base Station System Application Part, this is the subsystem that contains the process dealing with radio resource control and management known as the Base Station System Management Application Part (BSSMAP) and transparent transfer of call control and mobility management information known as the Direct Transfer Application Part (DTAP). The BSSAPs at the BSS and the MSC are connected by means of SCCP connections.

DTAP
The DTAP, Direct Transfer Application Part is a process which allows the direct transfer of messages between individual MSs and the MSC with no interpretation of layer 3 information at the BSS.

BSSMAP
Base Station System Management Application Part. This is the process within the BSS that controls radio resources in response to instructions from the MSC.

INTERNAL HANDOVER
An internal handover is a handover which takes place between channels on a cell or cells controlled by a single BSS. This handover operates without reference to the MSC (although the MSC will be informed on completion). Handovers of this type in one cell are called internal intra cell handovers and between cells are called internal inter cell handovers.

Handovers between channels on the same cell or between cells on the same BSS which are controlled by the MSC are external handovers and use identical procedures to those for inter-BSS handovers.

INTERSYSTEM HANDOVER

An intersystem handover is a handover which takes place between different radio access systems (e.g. GSM BSS and UTRAN or GSM BSS and cdma2000 RAN)..

CELL LOAD BASED INTER-SYSTEM HANDOVER

A cell load based inter-system handover is a inter-system handover which takes place in order to avoid congestion in the old cell by handing traffic off to another cell, typically less loaded. A cell load based inter-system handover is initiated with the handover cause set to "reduce load in serving cell".

DIRECTED RETRY
Directed Retry is the process of assigning a Mobile Station to a TCH in a cell other than the serving cell, e.g. in situations of congestion. It is triggered by the assignment procedure and employs internal or external handover procedures.

VGCS/VBS
VGCS/VBS call controlling SCCP connection: The VGCS/VBS call controlling SCCP connection is an SCCP connection which supports the signalling for call SETUP of a VGCS/VBS call. One of these connections is needed to support each instance of a VGCS/VBS call within a BSS.

VGCS/VBS resource controlling SCCP connection: The VGCS/VBS resource controlling SCCP connection is an SCCP connection which supports the allocation of resources for a VGCS/VBS call. One or more of these connections is needed to support each instance of a VGCS/VBS call. The eact number of these SCCP connections is equal to the number of cells to which the VGCS/VBS call is to be supported.
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