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Logical Channel Use – The Short Story
1. RRC Signaling Overview
Decisions regarding what specific logical channels to use when sending RRC payload (i.e. when realizing an SRB) requires that agreement first be reached regarding the possible set of logical channels can be used by an SRB. It is therefore proposed that SRBs be limited to using the logical channels indicated in Figure 1 below.

Figure 1 – Overview of SRB Realization Options





* RLC/MAC control messages other than Channel Measurement Reports

2. Rules for Resource Selection
The following rules specify which logical channel shall be used for a given SRB.

Downlink Rules

1. RRC shall determine which SRB to use whenever RRC payload needs to be sent.

2. When no downlink resources are allocated and downlink SRB traffic is pending, GERAN shall choose and allocate a logical channel to carry the traffic.

3. When downlink resources are currently allocated, SRB4 based RRC payload transmission is managed as follows:

· If SACCH is supported on one or more of these resources, the RRC payload shall be sent using one SACCH.

· If SACCH is not supported on any of these resources, the RRC payload shall be sent using FACCH-P on a newly allocated resource.

· The SAPI field carried in a Direct Transfer message sent from the CN to GERAN shall provide an indication that allows the GERAN determine that it is deliver the NAS payload using SRB4. 

· All NAS applications that can tolerate the use of SACCH (e.g., SMS) shall set SAPI in the Direct Transfer message to indicate that SRB4 is to be used.

4. When downlink resources are currently allocated, SRB3 based RRC payload transmission is managed as follows:

· If the volume of RLC/MAC data blocks required to send the RRC payload is less than an implementation specific threshold, they shall be sent using SDCCH, FACCH or FACCH-P on a currently allocated resource.

· If the volume of RLC/MAC data blocks required to send the RRC payload is greater than or equal to an implementation specific threshold, they shall be sent using one SACCH on a currently allocated resource or using FACCH-P on a newly allocated resource.

· The SAPI field carried in a Direct Transfer message sent from the CN to GERAN shall provide an indication that allows the GERAN determine that it is deliver the NAS payload using SRB3. 

· All NAS applications that can tolerate the possible use of SACCH shall set SAPI in the Direct Transfer message to indicate that SRB3 is to be used.

5. When downlink resources are currently allocated, SRB2 based RRC payload transmission is managed as follows:

· If the volume of RLC/MAC data blocks required to send the RRC payload is less than an implementation specific threshold, they shall be sent using FACCH, FACCH-P or SDCCH of a currently allocated resource.

· If the volume of RLC/MAC data blocks required to send the RRC payload is greater than or equal to an implementation specific threshold, they shall be sent using FACCH, FACCH-P or SDCCH on a newly allocated resource.

6. When downlink resources are currently allocated, SRB1 based RRC payload transmission is managed as follows:

· If RRC payload consists of System Information, resources shall be managed as follows:

· If one or more TCHs are allocated the RRC payload shall be sent using SACCH on one TCH.

· If no TCHs are allocated the RRC payload shall be sent using SACCH on one PDTCH on a DBPSCH.

Note:  This is the only case where resource management in RLC/MAC needs to know more than just the SRB associated with downlink RRC payload. To avoid this exception case a new SRB class (and therefore SRB SAP) can be defined. 

· Otherwise, resources shall be managed as follows:

· If the volume of RLC/MAC data blocks required to send the RRC payload is less than an implementation specific threshold, they shall be sent using FACCH, FACCH-P or SDCCH of a currently allocated resource.

· If the volume of RLC/MAC data blocks required to send the RRC payload is greater than or equal to an implementation specific threshold, they shall be sent using FACCH, FACCH-P or SDCCH on a newly allocated resource.

7. If FACCH, FACCH-P or SDCCH of a currently allocated downlink resource is used to send RRC payload, then the following shall be taken into account:

· The maximum rate at which bandwidth may be safely stolen from the primary application on the allocated resource shall be determined. This maximum stealing rate (MSR) is an implementation issue.

· The priority treatment and quantity of RLC/MAC data blocks required to send RRC payload associated with any given SRB shall determine the rate at which bandwidth needs to be stolen from the primary application.

· The cumulative demands of all SRBs to be realized by stealing bandwidth from the same primary application will determine if the MSR will be exceeded.

· If the realization of an SRB using a currently allocated resource results in the MSR being exceeded, then a new resource shall be allocated (FACCH, FACCH-P or SDCCH).

Uplink Rules

1. RRC shall determine which SRB to use whenever RRC payload needs to be sent.

2. When no uplink resources are allocated and uplink RRC traffic is pending, an MS sends a Packet Channel Request (PCR) to the GERAN in an attempt to realize an SRB. If the PCR indicates TBF establishment, then GERAN shall allocate a PDTCH on SBPSCH. Otherwise, the GERAN may allocate a DBPSCH based on information provided within the PCR message.
3. When uplink resources are currently allocated, SRB4 based RRC payload transmission is managed as follows:

· If SACCH is supported on one or more of these resources, the RRC payload shall be sent using one SACCH.

· If SACCH is not supported on any of these resources, the RRC payload shall be sent using FACCH-P on a newly allocated resource.

4. When uplink resources are currently allocated, SRB3 based RRC payload transmission is managed as follows:

· If the volume of RLC/MAC data blocks required to send the RRC payload is less than the threshold TH1 (broadcast on PBCCH), they shall be sent using SDCCH, FACCH or FACCH-P on a currently allocated resource.

· If the volume of RLC/MAC data blocks required to send the RRC payload is greater than or equal to the threshold TH1, they shall be sent using one SACCH on a currently allocated resource or using FACCH-P on a newly allocated resource.

5. When uplink resources are currently allocated, SRB2 based RRC payload transmission is managed as follows:

· If the volume of RLC/MAC data blocks required to send the RRC payload is less than the threshold TH2, they shall be sent using FACCH, FACCH-P or SDCCH of a currently allocated resource.

· If the volume of RLC/MAC data blocks required to send the RRC payload is greater than or equal to the threshold TH2, they shall be sent using FACCH, FACCH-P or SDCCH on a newly allocated resource.

6. When uplink resources are currently allocated, SRB1 based RRC payload transmission is managed as follows:

· If RRC payload consists of Channel Measurement Report message, resources shall be managed as follows:

· If one or more TCHs are allocated the RRC payload shall be sent using SACCH on one TCH.

· If no TCHs are allocated the RRC payload shall be sent using SACCH on one PDTCH on a DBPSCH.

Note:  This is the only case where resource management in RLC/MAC needs to know more than just the SRB associated with uplink RRC payload. To avoid this exception case a new SRB class (and therefore SRB SAP) can be defined.

· Otherwise, resources shall be managed as follows:

· If the volume of RLC/MAC data blocks required to send the RRC payload is less than the threshold TH2, they shall be sent using FACCH, FACCH-P or SDCCH of a currently allocated resource.

· If the volume of RLC/MAC data blocks required to send the RRC payload is greater than or equal to the threshold TH2, they shall be sent using FACCH, FACCH-P or SDCCH on a newly allocated resource.

7. If FACCH, FACCH-P or SDCCH of a currently allocated uplink resource is used to send RRC payload, then the following shall be taken into account:

· The maximum rate at which bandwidth may be safely stolen from the primary application on the allocated resource shall be determined. This maximum stealing rate (MSR) is an implementation issue.

· The priority treatment and quantity of RLC/MAC data blocks required to send RRC payload associated with any given SRB shall determine the rate at which bandwidth needs to be stolen from the primary application.

· The cumulative demands of all SRBs to be realized by stealing bandwidth from the same primary application will determine if the MSR will be exceeded.

· If the realization of an SRB using a currently allocated resource results in the MSR being exceeded, then a new resource shall be allocated (FACCH, FACCH-P or SDCCH).

3. Conclusion

· Adopt the rules for mapping SRBs onto logical channels as described in sections 1 and 2 above. 

· The priority treatment for an RRC message shall be established by determining the SRB to be used for that message (i.e. each RRC message defined in 44.118 must indicate an associated SRB). 

· In addition to having a priority relative to other SRBs, each SRB shall have an absolute priority attribute which requires the determination of the maximum time that can be used to transmit any RRC message using that SRB class.






















An R5 MS is assigned either a SBPSCH or a DBPSCH during the process of contention resolution.
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