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1
Introduction

The objective of this contribution is to identify what issues require further investigation in relation to handover and cell reselection in GERAN. Handover scenarios within GERAN Iu, between GERAN Iu and GSM-A and between GERAN Iu and UTRAN will be considered. The fundamental principle regarding intersystem handover today will be adhered to, being that the source system adapts to the requirements of the target system with respect to protocols, messages and information elements.
In relation to cell reselection, only intra-Iu cell reselection with Iur-g interface present will be considered.

The procedures to execute these scenarios are as described in [1]. Of particular interest is the information required within the transparent containers passed between source and target RAN when executing these procedures. The working assumption is that for all scenarios introduced by GERAN it shall be possible to minimise the protocol reconfiguration required in the MS and thus reduce signalling load and delay impacts.

Additionally, it is agreed that for all handover scenarios the target RAN provides the information required by the MS to attach to it and that it is transmitted to the MS via the source RAN.

2 Source RNC to Target RNC Container

The Source RNC to Target RNC container is used today whenever the MS performs handover or cell reselection to UTRAN from another RNC in UTRAN or from GSM. Since it is used over the Iu interface it is proposed that it also shall be adopted in GERAN Iu mode for all handover and cell re-selection scenarios to GERAN Iu mode.

When handing over between GSM-A and GERAN Iu, the assumption is that the Source RNC to Target RNC and Target RNC to Source RNC containers will be similar in structure as is defined for handover between GSM-A and UTRAN today. Similarly, the contents of these containers when handing over within GERAN Iu and between GERAN Iu and UTRAN will be similar in structure as is defined for handover within UTRAN today (see tables following). However, significant modifications to the RRC container and Layer 3 information in these containers are required and are dependent on source and target system involved. The Source RNC to Target RNC and Target RNC to Source RNC are defined in [3].

Within this container, modifications are required to the RRC container IE to incorporate new GERAN specific radio related information. It is for further study whether a new IE is needed for the RRC container used for handover/cell reselection to GERAN or if the GERAN RRC container shall be considered as a modified UTRAN RRC container.

In relation to integrity protection and encryption, it is assumed that no modifications to associated variables are introduced by GERAN. GERAN will adopt these ciphering and integrity protection parameters as they are. However the standard must be modified to include GERAN as an option.  

It is for further study if additional functional areas such as target cell structure, RAB mapping and transport channel information require modifications. 

Handover Scenarios
GERAN-Iu to UTRAN
UTRAN to GERAN-Iu
GERAN-Iu to GERAN-Iu (Inter BSC)
GSM-A to GERAN-Iu



Container IE’s





RRC Container
See subchapter following
See subchapter following
See subchapter following
See subchapter following

No. of Iu Instances
No modifications
No modifications
No modifications
No modifications. It is assumed that this variable is set to one.

Relocation Type
N/A  (for GSM, MS is always involved in handover)
N/A  (for GSM, MS is always involved in handover)
N/A  (for GSM, MS is always involved in handover)
-

Chosen Integrity protection algorithm
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
-

Integrity protection key
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
-

Chosen encryption algorithm (for signalling data) 
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
-

Ciphering Key
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
-

Chosen encryption algorithm (for PS user data) 
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
-

Chosen encryption algorithm (for CS user data
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
-

d-RNTI
N/A
N/A
N/A
-

Target Cell ID
No modifications
See chapter 2.3
See chapter 2.3
See chapter 2.3

RAB TrCH Mapping
N/A
N/A
N/A
-

In relation to cell reselection, the proposed GERAN impacts on the source RNC to Target RNC Container are as shown below.

Cell Reselection Scenarios
GERAN-Iu to UTRAN
UTRAN to GERAN-Iu
GERAN-Iu to GERAN-Iu (Inter BSC)

Container IE’s




RRC Container
See subchapter following
See subchapter following
See subchapter following

No. of Iu Instances
No modifications
No modifications
No modifications

Relocation Type
N/A  (for GSM, MS is always involved in handover)
N/A  (for GSM, MS is always involved in handover)
N/A  (for GSM, MS is always involved in handover)

Chosen Integrity protection algorithm
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)

Integrity protection key
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)

Chosen encryption algorithm (for signalling data) 
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)

Ciphering Key
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)
No Modifications perceived. (FFS)

Chosen encryption algorithm (for PS user data) 
-
-
-

Chosen encryption algorithm (for CS user data) 
-
-
-

d-RNTI
-
-
-

Target Cell ID
No modifications
See chapter 2.3
See chapter 2.3

RAB TrCH Mapping
N/A
N/A
N/A

2.1
RRc container

In UTRAN today, the RRC container is required when handing over within UTRAN and to UTRAN from another system.

It is a working assumption that the RRC container will also be required when handing within GERAN and to GERAN from another system. The RRC container may include information on UE capabilities, UE system specific capabilities, UE security and possible UE stored predefined configurations in target system, all of which will require modifications for GERAN. Additionally, for handover within GERAN and between GERAN and UTRAN, the working assumption is to transfer all necessary RRC related information in the RRC container in order to minimise protocol reconfiguration in MS. The exact parameters to achieve this are further study. For comparison reasons this paper also assumes that the GERAN specific RRC impacts will be incorporated into the UTRAN RRC container as defined today however this is still left as an open issue (Ch.5)

Handover Scenarios
GERAN-Iu to UTRAN
UTRAN to GERAN-Iu
GERAN-Iu to GERAN-Iu (Inter BSC)
GSM-A to GERAN-Iu

Container IE’s





CHOICE case
FFS
FFS
FFS
FFS

UE Radio Access Capability
No modifications
See chapter 2.1.1
See chapter 2.1.1
See chapter 2.1.1

UE System Specific Capability
See chapter 2.1.1
See chapter 2.1.1
-
No modifications (same as GSM-A to UTRAN)

UE Security Information
See chapter 2.2
See chapter 2.2
-
See chapter 2.2

Pre-defined configuration status information
Similar to GSM-A to UTRAN with possible extensions thereof. See chapter 2.1.2 (FFS)
See chapter 2.1.2. (FFS)
See chapter 2.1.2.  (FFS)
See chapter 2.1.2. (FFS)

State of RRC
FFS
FFS
GERAN RRC State. (FFS)
-

State of RRC Procedure
FFS
FFS
State of GERAN RRC Procedure. (FFS)
-

Ciphering related information
See chapter 2.2
See chapter 2.2
See chapter 2.2
-

Integrity Protection related information
See chapter 2.2
See chapter 2.2
See chapter 2.2
-

U-RNTI/G-RNTI
U-RNTI applicable
G-RNTI applicable
G-RNTI applicable
-

C-RNTI
FFS
FFS
FFS
-

Inter-System message
-
-
Modifications are FFS
-

URA/GRA Identifier
URA Identifier applicable
GRA Identifier applicable
GRA Identifier applicable
-

CN Common GSM-MAP NAS SI
No modifications
No modifications
No modifications
-

CN Domain related Information
No modifications
No modifications
No modifications
-

CN Domain Identity
No modifications
No modifications
No modifications
-

CN Domain specific GSM-MAP NAS SI
No modifications
No modifications
No modifications
-

Measurement related Information
FFS
FFS
This information may require modification, which would closer reflect what exists in GSM today. [FFS}
-

Signalling RB information list
See chapter 2.1.2. (FFS)
See chapter 2.1.2.(FFS)
See chapter 2.1.2
-

Signalling RB information
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
-

RAB Information list
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
-

RAB Information
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
-

Transport Channel Information
N/A
N/A
N/A
-

In relation to cell reselection, the proposed GERAN impacts on the RRC Container within the source RNC to Target RNC Container are as shown below.

Cell Reselection Scenarios
GERAN-Iu to UTRAN
UTRAN to GERAN-Iu
GERAN-Iu to GERAN-Iu (Inter BSC)

Container IE’s




CHOICE case
FFS
FFS
FFS

UE Radio Access Capability
No modifications
See chapter 2.1.1
See chapter 2.1.1

UE System Specific Capability
See chapter 2.1.1
See chapter 2.1.1
-

UE Security Information
See chapter 2.2
See chapter 2.2
-

Pre-defined configuration status information
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)

State of RRC
FFS
FFS
GERAN RRC State (FFS)

State of RRC Procedure
FFS
FFS
State of GERAN RRC Procedure (FFS)

Ciphering related information
See chapter 2.2
See chapter 2.2
See chapter 2.2

Integrity Protection related information
See chapter 2.2
See chapter 2.2
See chapter 2.2

U-RNTI/G-RNTI
U-RNTI applicable
G-RNTI applicable
G-RNTI applicable

C-RNTI
FFS
FFS
FFS

Inter-System message
-
-
Modifications are FFS

URA /GRA Identifier
URA Identified applicable
GRA Identified applicable
GRA Identified applicable

CN Common GSM-MAP NAS SI
No modifications
No modifications
No modifications

CN Domain related Information
No modifications
No modifications
No modifications

CN Domain Identity
No modifications
No modifications
No modifications

CN Domain specific GSM-MAP NAS SI
No modifications
No modifications
No modifications

Measurement related Information
FFS
FFS
This information may require modification, which would closer reflect what exists in GSM today. (FFS)

Signalling RB information list
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)

Signalling RB information
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)

RAB Information list
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)

RAB Information
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)
See chapter 2.1.2. (FFS)

Transport Channel Information
N/A
N/A
N/A

2.1.1
UE Capabilities

The capabilities of the UE are grouped as UE Radio Access Capabilities which refer to UE capabilities in target system and UE System Specific Capabilities which refer to all other possible UE capabilities in RAT’s other than target system. UE Radio Access Capabilities are in effect a subset of the UE System Specific Capabilities. When the target system is GERAN, UE Radio Access Capabilities will be replaced by GERAN Iu MS Radio Access Capabilities. UE System Specific Capabilities will be modified to include the options of GERAN and UTRAN system specific UE Capabilities.

This information must also for multi-RAT capable MS be transferred to the RAN at RRC set-up regardless whether the MS is attaching to UTRAN or GERAN.

2.1.2
GERAN RB Parameters

Source RNC to Target RNC RB Parameters

The new GERAN RB parameters, which are to be specified, are for further study. The assumption is that these parameters will always be passed in the RRC container for intra-GERAN handover.

For handover between GERAN-Iu and UTRAN, it is for further study if any RB parameters will be transferred. This will depend on how similar the RB parameters in GERAN will be to those existing in UTRAN today.

Target RNC to MS RB Parameters

It is for further study whether predefined GERAN RB configuration will be defined for transferring RB information to the MS when handing over to GERAN-Iu from another system. This depends on the size of the handover command and the capacity of the source systems (e.g. GSM handover command can be up to 20 octets assuming no segmentation). When handing over to UTRAN from GERAN-Iu it is assumed that existing predefined UTRAN RB configurations can be re-used. It is FFS if some modifications is needed to the predefined UTRAN RB configurations in order to support handover in the PS domain due to the fact that today the predefined configurations does not specify multiple RAB’s.

2.2
Security
Within the Source RNC to Target RNC container, it is proposed that integrity protection, encryption and ciphering in GERAN will adapt what exists for UTRAN today as these parameters are known in the CN and over Iu. However in relation to the RRC container, GERAN impacts on ciphering and integrity protection needs to be studied both for intra-GERAN and GERAN/UTRAN handover and cell re-selection. These issues are dealt with in [5]. 

It is assumed that two different data messages will not be ciphered with the same sequence number and key. Additionally, it should be avoided to re-transmit messages with different sequence numbers and keys. 

The following questions related to handover/SRNS relocation and security are left open:

- What sequence number will be used for Ciphering in GERAN? Extended TDMA frame number, or HFN (initiated by START) plus some short sequence number or a hybrid of HFN and TDMA FN?

- How will the sequence in GERAN be handled at inter-BSC handover for Transparent Mode RLC? Will it be synchronized or will it be “re-started” from the HFN increased by one.

- Will it be possible to execute a handover/SRNS relocation between UTRAN and GERAN without restarting ciphering and integrity protection in target cell?
- How will it be possible to exchange new ciphering keys with the MS before the sequence number in GERAN repeats itself?

2.3
Target Cell ID

Target Cell ID will also be used in GERAN and will have the same structure as in standards today for handover within GERAN and between GERAN and UTRAN. However when the target RAN is GERAN the RAN internal part of Target Cell ID may require modifications and is for further study.

3
Target RNC to Source RNC Container

Within this container, only required modifications are to the RRC container. [3] It is for further study whether the resulting RRC container will be a modified UTRAN container or a new GERAN specific RRC container.  In order to support handover to GERAN, an existing layer 3 message (i.e. RRC Handover Command) generated by target will be modified and will be contained in the RRC container.

Assuming that for cell reselection, the UE is already under the control of target RNC, there will be no RRC container encapsulated in Target RNC to Source RNC container.

Handover Scenarios
GERAN-Iu to UTRAN
UTRAN to GERAN-Iu
GERAN-Iu to GERAN-Iu (SRNC Relocation)
GSM-A to GERAN-Iu

Container IE’s





RRC Container
See subchapter following
See subchapter following
See subchapter following
See subchapter following

d-RNTI
N/A
N/A
N/A
-

3.1
RRC Container (Target RNC/BSC to SOURCE RNC/BSC)

Note that this chapter only addresses GERAN impacts on the contents of the RRC container. RRC container ownership and encoding are for further study.

Handover Scenarios
GERAN-Iu to UTRAN
UTRAN to GERAN-Iu
GERAN-Iu to GERAN-Iu (SRNC Relocation)
GSM-A to GERAN-Iu

Container IE’s





CHOICE RRC message
Modifications required if GERAN introduces new message types.
Modifications required if GERAN introduces new message types.
Modifications required if GERAN introduces new message types.
Modifications required if GERAN introduces new message types.

RADIO BEARER SETUP message
N/A
N/A
-
-

RADIO BEARER RECONFIGURATION message
N/A
N/A
-
-

RADIO BEARER RELEASE message
N/A
N/A
-
-

TRANSPORT CHANNEL RECONFIGURATION message
N/A
N/A
-
-

PHYSICAL CHANNEL RECONFIGURATION message
N/A
N/A
-
-

RRC Handover to UTRAN Command
No modifications
-
-
-

RRC Handover Command
N/A
Modified existing message (FFS)
Modified existing message (FFS)
Modified existing message (FFS)

5 
Open Issues

The following open issues are identified for further study:

( 
When target system is GERAN will CI or C-id be used in Target Cell ID?

( 
Will RRC State and RRC Procedure IE’s be maintained for handover between UTRAN and 

   
GERAN?

( 
How will ciphering and integrity protection be started in new cell? What new parameters, if any are required for GERAN?

( 
Will C-RNTI or something similar be used in GERAN?

( 
Will the measurement reporting configuration set in the source system (e.g. UTRAN) be maintained when handing over between UTRAN and GERAN?

(  
For inter-system handover, will any RB parameters be transferred?

(  
What new predefined GERAN RB configuration will be proposed if any and what extensions to the existing predefined UTRAN RB configurations will be required if any, in order to support handover of multiple PS RAB’s?

(  
Will the GERAN specific impacts to RRC related information be incorporated in the existing 

UTRAN RRC container or will system specific RRC containers be defined? Who will own these containers from a standards point of view and what coding technique will be used (i.e. ASN.1 etc.)?

6 
Conclusion

As highlighted herein, supporting handover and cell reselection within GERAN and between GERAN, GSM-A and UTRAN presents many open issues. Although some working assumptions are proposed, no complete solutions are presented. The hope is that this paper can serve as a living document and a starting point for further discussion within TSG GERAN. Companies are urged to contribute around the open issues.
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