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EC-PACCH /EC-PDTCH Downlink block discrimination 
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At GERAN#67 a new Work Item called Extended Coverage GSM (EC-GSM) for support of Cellular Internet of Things was approved, see [1]. One objective is the introduction of a new set of Extended Coverage (EC) logical channels. Among these new channels are the EC-PDTCH and EC-PACCH channels.
For EC-EGPRS UL TBFs the concept of Fixed Uplink Allocation (FUA) has been introduced. A device may during a FUA only transmit EC-PDTCH/U blocks. As a result no EC-PACCH/U blocks should be observed by the BSS during the FUA. After completion of the FUA the BSS transmits downlink (DL) EC-PACCH/D blocks to the device. These will typically carry the Packet Uplink Ack/Nack (PUAN) message.
For EC-EGPRS DL TBFs the situation is different and the BSS may dynamically multiplex EC-PDTCH/D and EC-PACCH/D blocks on the resources assigned to one or more devices. A device is hence expected to monitor its assigned resources to determine the received block format and decode the block accordingly. 
The intention of this contribution is to propose and motivate a requirement for detecting between EC-PDTCH/D and EC-PACCH/D block formats.
EC-PACCH block format
One important design criteria of EC-EGPRS is to reuse as much as possible of the EGPRS physical layer design. PDTCH MCS-1 encoding has e.g. been fully reused for the EC-PDTCH. But since it’s desirable to make the EC-PACCH more robust than the EC-PDTCH MCS-1, to minimize the risk of losing important PDANs/PUANs when in extended coverage, the EC-PACCH has been designed with a block format different from the CS-1 block format used by the PACCH.
As a consequence an EC-EGPRS device needs to be able to distinguish a received EC-PDTCH/D block from a received EC-PACCH/D block. In 3GPP TR 45.820 [3] it was proposed to support this detection through the Stealing Flags (SF), and for EC-PACCH re-use the code point designated to signal CS-3 block format. As the MCS-1 SF is configured to signal CS-4 block format this would efficiently allow an EC-EGPRS device to identify the used block format. It is however clear that this design choice for the EC-PACCH introduces an USF segregation between EC-EGPRS and GPRS, EGPRS and EGPRS2 since the USF bits for a CS-3 coded block is encoded together with the full block, and not in a separate block as done for CS-4 and MCS-1-9.
To address this issue the final EC-PACCH encoding, described in 3GPP TS 45.003 V13.0.0 [4], was chosen with the SFs configured to signal the CS-4 block format. This ensures USF backwards compatibility, but invalidates the SF as a mean to determine the received block format since EC-PACCH and EC-PDTCH MCS-1-4 would use the same SF state. Instead it is expected that an EC-EGPRS device can blindly detect between the received block formats. 
Detection of block format
As pointed out in Section 1, detection between EC-PACCH and EC-PDTCH is only required for DL TBFs. A device is further only required to detect between GMSK modulated MCS-1-4 and the EC-PACCH, since MCS-1-4 share the same RLC/MAC header format. If 8PSK is supported, TSC rotation is used to discriminate between modulations, while the SF in 8PSK modulated blocks cater for detection of MCS-5-6 and MCS-7-9. MCS-5-6 have a common RLC/MAC header format, and so have MCS-7-9. Within the RLC/MAC header, the CPS field caters for the identification of the used MCS. This is illustrated in Figure 1.
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[bookmark: _Ref441147552]Figure 1: Block format detection
A DL TBF is expected to be dominated by EC-PDTCH blocks, while EC-PACCH blocks are expected to be transmitted with low frequency. Since the EC-PACCH is expected to be received only occasionally a straightforward implementation to detect the received block format, when the SF signals CS-4 encoding, is to make the default assumption that an EC-PDTCH has been received, and decode the block accordingly. If a header CRC error is detected, attempt to decode the same block under the assumption that an EC-PACCH block has been received. 
If relying on EC-PDTCH and EC-PACCH decoding for the detection of the received block format the false detection rate will become dependent on the CRC length of these block formats. Since the RLC/MAC header of MCS-1-4 is equipped with an 8 bit header CRC, while the EC-PACCH uses an 18 bit CRC, it is the 8 bits CRC that will limit the detection accuracy. The discrimination between EC-PDTCH MCS-1-4 and EC-PACCH block formats should hence be able to achieve a false detection ratio of 1/28, or 0.4%, if a decoding based approach would be used for the block format detection.
In the light of this accuracy and in an attempt to keep things simple it is proposed to include the block discrimination error between EC-PDTCH and EC-PACCH as an error source in the EC-PDTCH and EC-PACCH Block Error Rate (BLER) reference performance for Packet Channels. As a consequence this proposal has also been captured in GP-160052 “CR 45.005-0578 Introduction of EC-EGPRS” [6] in the updated sentence; 
“The reference performance shall be according to Table 6.2-5, where BLER is the Block Error Rate, referring to all erroneously decoded data blocks including any headers, stealing flags, parity bits as well as any implicit information in the training sequence, or any downlink block discrimination error between EC-PDTCH and EC-PACCH.”
This will also simplify the mobile testing as the block discrimination performance will be tested as part of EC-PDTCH and EC-PACCH link level performance.
Conclusions
The contribution has discussed the detection between DL EC-PDTCH MCS-1-4 and EC-PACCH block formats. It has been proposed to include block discrimination error between EC-PDTCH and EC-PACCH block formats as a part of the TS 45.005 reference performance for Packet Channels in the sentence;
“The reference performance shall be according to Table 6.2-5, where BLER is the Block Error Rate, referring to all erroneously decoded data blocks including any headers, stealing flags, parity bits as well as any implicit information in the training sequence, or any downlink block discrimination error between EC-PDTCH and EC-PACCH.”
[bookmark: _GoBack]This proposal is also captured in GP-160052 “CR 45.005-0578 Introduction of EC-EGPRS” [6].
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