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EC-GSM, Overload Control
Introduction
At GERAN#62 a new feasibility study named Cellular System Support for Ultra Low Complexity and Low Throughput Internet of Things  [1] (WI code: FS_IoT_LC)  was approved.
In this contribution, the procedure for EC-GSM overload control is identified based on an Implicit Reject type mechanism that allows for barring devices based on whether they are in a home PLMN, a visited PLMN or are attempting to send an exception report.  
Implicit Reject Status
[bookmark: _GoBack]As described in [3] the EC-SCH supports payload space that can be used for conveying information in addition to the TDMA frame reference information within the hyperframe. Since the EC-SCH must be read prior to attempting system access, and since its repetition period is always chosen to cater for devices in the worst case coverage scenarios, it serves as a convenient logical channel from which CIoT devices can read an Implicit Reject Status (IRS) field that determines the type of access barring in effect at any point in time. In addition, the EC-SCH content can be changed as often as once every two 51-multiframes (~470ms) thereby allowing for a near real time mechanism for setting IRS in response to any access loading problem that may be detected. For EC-GSM overload control IRS is seen as consisting of a 2 bit field having the following meaning: 
· 00 - no barring
· 01 - bar all roamers (homers and exception reporting are enabled)
· 10 - bar homers and roamers (only exception reporting is enabled)
· 11 - bar all devices (homers, roamers and exception reporting are all barred)
Homers:  Devices operating in a home PLMN (HPLMN).
Roamers: Devices operating in a visited PLMN (VPLMN).
Exception Reporting: Devices that want to send an exception report

Device Response to Barring Indication
A device not attempting exception reporting and that considers itself to be in a HPLMN shall first read IRS prior to attempting system access. If IRS = 10 the device shall immediately consider itself as barred and shall then read system information to determine which specific home PLMN(s) are barred and proceed as follows: 
· If system information does not indicate its specific HPLMN is barred it shall proceed with its system access attempt. In this case it will at most experience a few seconds of delay in attempting its system access (due to SI acquisition) but this is not considered to be a major concern for these devices.
· Otherwise, it shall start a timer TBAR and shall not re-attempt system access until this timer expires. TBAR is similar to legacy timer T3236 (range 10 to 200 seconds with .1 second granularity) but may have a different set of values from which a device draws a value according to a uniform probability distribution.
A device not attempting exception reporting and that considers itself to be in a HPLMN shall first read IRS prior to attempting system access. If IRS = 11 the device shall start a timer TBAR and shall not re-attempt system access until this timer expires. 
A device not attempting exception reporting and that considers itself to be in a VPLMN shall first read IRS prior to attempting system access. If IRS = 01, 10 or 11 the device shall start a timer TBAR and shall not re-attempt system access until this timer expires. 
A device attempting exception reporting shall first read IRS prior to attempting system access. If IRS = 11 the device shall start a timer TBAR and shall not re-attempt system access until this timer expires. 
· Note that the barring of devices attempting exception reporting is not expected to occur frequently but is supported given the potential for excessive exception reporting due to poor device configuration practices wherein certain types of reporting are incorrectly marked as falling into the exception reporting category. 
· In addition, to allow for emergency related exception reporting (e.g. public safety related) to take precedence over non-emergency exception reporting, allowing for IRS = 11 is seen to be essential. 

Gradual Reduction of Barring
The IRS field in the EC-SCH can be used to bar any fraction of devices (by toggling the state of the IRS field over successive sets of EC-SCH information) from attempting system access for as long as necessary in response to a transient loading condition. If a high percentage of devices are barred for an extended time period then this can lead to an increasing number of devices with a pending system access which means care must be taken to avoid a sudden re-admittance of these devices once the loading condition subsides.  This can, for example, be realized by managing the IRS field to gradually allow more and more devices to attempt system access over any given time interval.
For example, considering the case where the IRS field has been set to ‘01’ for an extended time period T1 (e.g. T1 = 100 seconds) then it can be managed to allow the gradual re-admittance of devices in a visited PLMN as follows:
· Time period T2 is 4.7 seconds long, immediately follows T1 and consists of 10 pairs of 51-multiframes (i.e. each pair provides a complete instance of EC-SCH information) where IRS = 00 in 1 of these 10 pairs of 51-multiframes.
· Time period T3 is 4.7 seconds long, immediately follows T2 and consists of 10 pairs of 51-multiframes where IRS = 00 in 2 of these 10 pairs of 51-multiframes.
· Time period T4 is 4.7 seconds long, immediately follows T3 and consists of 10 pairs of 51-multiframes where IRS = 00 in 3 of these 10 pairs of 51-multiframes.
· This process continues until the IRS field no longer indicates any barring condition during time period T11 as shown in Figure 1.

[image: ]
Figure 1 – Gradual Re-admittance of VPLMN devices
Conclusions
The paper describes the overload control mechanism for EC-GSM. 
It is concluded that the Implicit Reject functionality introduced in 3GPP Rel-10, adapted to extended coverage conditions by placing an IRS field in the EC-SCH content, is a sufficient overload control mechanism for EC-GSM. No classmark based functionality for access barring is for example seen as needed (i.e. there is no need to send bit maps to indicate which subset of devices are subject to barring).
An accompanying pCR to introduce the overload control mechanism for EC-GSM is provided in [2].
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