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EC-GSM – Random Access Procedure
1 Introduction
The number of IoT devices is expected to increase dramatically over the years to come. These devices must be able to operate in most diverse environments and as such these devices shall handle poor radio conditions and at the same time use a minimum of power to extend battery lifetime to reach 10 years [1]. 
To handle poor radio conditions, repetition based schemes have been proposed for the proposal of evolving GSM towards these requirements. This will effectively mean that devices will need to be managed according to different coverage classes if excessive resource usage is to be avoided (i.e. always apply the maximum number of repetitions). 
The key aspects of the Random Access Procedure for Extended Coverage for GSM (EC-GSM) are considered herein where, depending on the coverage class of an IoT device, a different number of repetitions will be used when sending each of the messages associated with the overall Random Access Procedure. 
This document is an update of GPC150074 submitted to Ad Hoc#1 on FS_IoT_LC. Major updates are marked with red font color.

2 Initial RACH message for contention based access 

2.1 Coverage classes
When an IoT device is powered up for the first time it will not have any knowledge about its surroundings and will have to perform a first estimate of how many repetitions are needed to access the system, see [6]. 
For the EC-GSM solution it is assumed that any device estimating that it is operating in normal coverage, also here referred to as coverage class 1 (CC1) will use TS0, and will therefore essentially use legacy procedures (with some optimizations regarding Access Request content, see below) when accessing the system. 
A possible realization of coverage classes within the context of the EC-RACH and EC-AGCH on TS1 is presented in [6] as follows: 

· Coverage Class 1 (normal coverage), CC1, devices use a single  transmission

· Coverage Class 2, CC2, devices using 2 repetitions

· Coverage Class 3, CC3, devices using 4 repetitions

· Coverage Class 4, CC4, devices using 8 repetitions

· Coverage Class 5, CC5, devices using 16 repetitions

· Coverage Class 6, CC6, devices using 32 repetitions
The number of repetitions used at system access is determined by the estimated UL coverage which is based on the DL coverage class estimated by reading DL EC-SCH, see [6] for details. Each UL coverage class has its own distinct TSC used for collision handling of access attempts between devices of different coverage classes. 
The estimated DL CC will be included in the access request sent on the EC-RACH to indicate to the BTS the number of repetitions needed on the DL. The BTS will also need to know the UL CC used by the device to e.g. be able to calculate the frame reference used in the assignment message. Due to the EC-RACH  mapping on the 51-multiframe, see [8], for different coverage classes and also illustrated in Figure 1, and the use of different TSC’s between each coverage class the BTS can detect the UL coverage class used for a received Access Request regardless of the actual number of EC-RACH bursts it used to decode the access request. It is therefore not needed to include the UL coverage class in the Access Request. 
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2.2 Burst types supported on EC-RACH

For IoT devices, transmission of access requests (on EC-RACH) will be supported both by the use of a single transmission instance (in normal coverage) or repeated transmission instances (in extended coverage).

Two types of burst types are expected; 11 bit Access bursts (the burst type used today on RACH) and Normal Bursts (the use of Normal burst for RACH is described more in detail in [2]). 
In the remainder of this document, the burst types are referred to as AB (Access Burst) and NB (Normal Burst) respectively. As mentioned above, both bursts types can operate in normal coverage (as today, only transmitting one instance per access) or extended coverage (using blind transmissions according to coverage class estimation).
The following principles apply:

·  An AB will follow the existing 11 bit format of the legacy EGPRS Packet Channel Request message but with optimizations expected in the way of re-used code points (e.g. Short Access Request). These bursts are sent on EC-RACH of TS1. When sent on TS1, all 11 bits could be re-defined, since there will be no collisions with legacy devices, although several of the existing field definitions are expected to remain the same.
·  A NB will support substantially more payload space than an AB as described in [2] and will be sent when a device is operating in small cell environment or is otherwise able to determine what Timing Advance to apply at the point of sending the Access Request. Also these bursts can be sent on the EC-RACH of TS1.
Access Bursts
An AB burst sent on TS0 shall include (see Figure 2):

· random bits (3 bits) – used as today to resolve contention in the access

· a priority indication (1 bit) – used to indicate if the access is of alarm type or not
· a block count indication (4 bits) - based on MCS-1 (see Table 2)
An AB burst sent on TS1 shall include (see Figure 3):

· random bits (3 bits) – used to resolve contention in the access

· a priority indication (1 bit) – used to indicate if the access is of alarm type or not

· an indication of the estimated DL coverage class (3 bits) - expected to be used by the BSS when sending the matching response on the EC-AGCH
· a block count indication (4 bits) - based on MCS-1 (see Table 2)
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Figure 2 – AB Burst Sent on TS0
< One Phase Access Request : 





< Priority : bit (1) >








< Random Bits : bit (3) >







< DL CC : bit (3) >







< Block Count : bit (4) > >
Figure 3 – AB Burst Sent on TS1. Current 11-bit access re-defined.

It should be noted that the number of coverage classes to be used for EC-GSM is not determined, see [6], but an example of signaling DL CCs when using six different levels are shown in Table 1.

Table 1 DL Coverage Class Code Point details

	DL Coverage Class Code point
	DL Coverage Class value
	DL Coverage Class Code point
	DL Coverage Class value

	000
	Reserved
	100
	CC4

	001
	CC1
	101
	CC5

	010
	CC2
	110
	CC6

	011
	CC3
	111
	Reserved


A request for an open ended UL transmission (i.e. more than 396 octets) can be supported by a device indicating the maximum Block Count value the details are left as FFS.  A request for a closed ended UL transmission (i.e. 110 to 396 octets) is supported using Fixed Uplink Allocation as indicated in the assignment message (see [9]). Table 2 includes the code points for the Block Count field of an AB Access Request sent on TS1. 
Table 2 TS1 AB Block Count Code point details

	Block Count Code Point
	MCS-1 blocks pending
	Block Count Code Point
	MCS-1 blocks pending

	0000
	
Page Response Or Cell Update 
	1000
	12

	0001
	5 (110 octets min)
	1001
	13

	0010
	6
	1010
	14

	0011
	7
	1011
	15

	0100
	8
	1100
	16

	0101
	9
	1101
	17

	0110
	10
	1110
	18 (396 octets max)

	0111
	11
	1111
	Reserved


Normal Burst in Extended Coverage

A NB burst sent on TS0 and TS1 will include a MSID (e.g. using the 32 bits long TLLI). This is to minimize the signalling required for contention resolution and also allow for a faster acquisition of the MS capabilities (for more information see [2]). 
In addition, it will also include the information sent in the AB according to the TS used, see Figure 2 and Figure 3, except for the random bits, which are not needed due to the inclusion of MS ID.
In [2] a 40-48 bit Access Request was investigated, maintaining performance of the current 11 bit access burst. The 32 bits for MS ID and at most 8 bits of additional information, see figure 2-3, will in total consume 40 bits, and hence will still fit within the sizes of payload investigated.

2.3 Training Sequence Codes

EC-GSM devices are required to support the 11bit AB format as well as the NB format and TSC’s will be used for indicating the burst format used in the access attempt. To also support the legacy 8 bit AB format on TS0 a separate TSC will be allocated. Each coverage class will be allocated a TSC to distinguish between different coverage class users trying to access the EC-RACH on TS1. Different TSC´s will also be used to indicate the supported capabilities for the device i.e. a MCS-1-4 capable device or a MCS-1-9 capable device but there is no need for an extended coverage class device to indicate anything else than MCS-1-4 support. The RACH on TS0 only supports coverage class 1 devices and there will therefore be no need to indicate UL coverage class.

The TSC usage on TS0 for EC-GSM devices is therefore proposed to be:

· 1 TSC for 8 bit access (legacy devices only) 

· 1 TSC for NB access 
· 1 TSC for AB access MCS-1-4 

· 1 TSC for AB access MCS-1-9 
 The TSC usage on TS1 for EC-GSM devices is proposed to be:
· 3 TSC’s for CC1: 

· 1 TSC for NB access

· 1 TSC for AB access + MCS-1-4 support 

· 1 TSC for AB access + MCS-1-9 support

· 10 TSC’s for CC2 to CC6: 

· 1 TSC per coverage class for AB access 

· 1 TSC per coverage class for NB access

This results in a maximum TSC usage of 4 on TS0 and 13 on TS1. It is important to differentiate TSC usage with TSC detection. By coupling the TSC usage with coverage class only one TSC can be used per coverage class. In addition, each device can only send its bursts using TDMA frames specific to its coverage class. This leads to a very reasonable BTS implementation regarding TSC detection complexity as it will be four TSC’s to detect on TS0, a maximum of three on TS1 for CC1 devices and a maximum of two on TS1 for each of CC2 through CC6. 
2.4 Overlaid CDMA

To handle collision on the RACH, overlaid CDMA codes could be used. Orthogonal codes are used to separate users within a coverage class that try to access the system at the same time.
3 Performing Contention Resolution
When an access attempt is made by transmitting an AB burst on the EC-RACH, contention resolution will be based on legacy 1 phase access (i.e. to minimize control plane signaling).

When an access attempt is made by transmitting an NB burst on the EC-RACH, contention resolution will be based on an Access Request – Access Response exchange. The Response sent on the EC-AGCH will contain the MSID received by the BSS in the corresponding Access Request, thereby immediately resolving contention from the device perspective, see [9] for more details.  

4 Use of Resources Assigned by the Access Response 

The code points used by a device when sending an AB burst on the RACH of TS0 will uniquely identify it as an EC-GSM device and thereby implicitly inform the BSS that the IoT specific time window should be applied when sending an Access Response. A device sending an AB burst on the EC-RACH of TS1 will implicitly identify it as an EC-GSM device and thereby implicitly inform the BSS that an EC-GSM specific time window should be applied when sending an Access Response.
Resources assigned to EC-GSM devices by the Access Response sent on TS0 will manage uplink transmissions based on USF or Fixed Uplink Allocation. 
Resources assigned to EC-GSM devices by the EC-RACH Response sent on TS1 will manage uplink transmissions based only on Fixed Uplink Allocation for devices in extended coverage and based on USF or Fixed Uplink Allocation for devices in normal coverage.

5 System Access Procedure and Overload Control
The EC-GSM device will to a large extent follow legacy RACH behavior but with adaptations and repetitions according to its estimated UL coverage class. The device shall send the first Access Request message in the first available TDMA frame belonging to the set of EC-RACH bursts corresponding to its estimated UL coverage class . The device may send a maximum number of Access Request messages (retries) according to its UL coverage class on the EC-RACH where the maximum value may be broadcasted in the system information on TS1. If the maximum number of retries N for a given access attempt is reached (where each retry involves transmitting X bursts on the EC-RACH where X is determined according to the estimated uplink coverage class), legacy type behaviour is used whereby a timer is started while waiting for a matching Access Response. However, this timer value shall be updated to account for the Y repetitions expected for the matching Access Response (determined by the estimated downlink coverage class included in the Access Request). 
When sending an Access Request using an AB burst or NB on TS1, a device will look for a matching Access Response within a limited time window that may be different from that associated with legacy operation. The RACH parameter T, used by the CIoT device to get a random wait value before next retry is made for the current access attempt, will be broadcasted on EC-BCCH, see [4]. Note however that regardless of the parameter T, the CIoT device is only allowed to start any given retry of its current access attempt according to the set of slots specific to its uplink coverage class, see Figure 1. Similarly:
· For an Access Request sent on TS1, if a device does not receive a matching Access Response in the expected time window after N re-tries (i.e. a system access attempt failure occurs) then when it performs a subsequent system access attempt it may increment its coverage class (functionality could also be controlled using System Information) and adjust the maximum number of retries allowed for that access attempt (e.g. to N – 1 retries).

· SI sent on EC-BCCH will be used to indicate the value by which N should be adjusted and if an increment of coverage class is to be used after an access attempt failure. 
However, supplementary implicit reject information that takes into account device roaming status can be supported to take into account whether or not a device is in its HPLMN.
A device will make use of an EC-SCH based implicit reject type of overload control (applicable to the PS domain only) with the flexibility of discriminating between devices in their home PLMN and devices in a visited PLMN (see [5]). 
The use of a device specific Access Response consisting of a reject message is not seen as useful as a tool for realizing overload control. Whether or not it will useful for other purposes is FFS.
6 Conclusions
This document is an update of GPC150074 submitted to the AD Hoc#1 on FS_IoT_LC. In this update some clarifications regarding the complexity of using multiple TSC’s for signalling is discussed.

The key principles of operation associated with Random Access Procedure for EC-GSM have been described herein. The intent is to include them as part of the EC-GSM content of the CIoT pCR.
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