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Enhanced GAN “A/Gn” solution mobility principles

1 Introduction

SA1 has sent a LS on GAN Enhancements (S1-061408) asking GERAN to study GAN Enhancements. 

Contribution GP-062101 [3] gives an overview of the Alcatel proposal for Enhanced GAN. This paper describes A/Gn solution mobility principles. 

2 Discussion

2.1 Principles

A GAN terminal under WLAN coverage, has several specificities that do not exist for a GERAN/UMTS terminal:

1) Once authenticated, authorized and GAN registered, the GAN terminal has an IPSec tunnel and a TCP connection with the GANC. Therefore, it is possible to reach the terminal without any paging. Moreover, as no paging is required, there is no need for LA/RA concept.

2) WLAN radio and GERAN/UMTS radio can operate simultaneously. This allows for a simpler handover mechanism. The handover mechanism consists in establishing a second leg in the new RAT, switching in GGSN and then releasing the first leg in the old RAT. This is a similar principle as in 3GPP VCC, except that the user plane anchor point is the GGSN instead of VCC-AS. 

· No need for MM/PDP context transfer from one RAT to another. 

· The two systems can remain fully independent: they can have their own radio parameters, their own security mechanisms, etc. For example, no need for transferring Security parameters, DRX nor Classmark. 
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Figure 1: GGSN as anchor point in the user plane

The establishment of the legs (bearers) is performed via the TS 24.008 legacy Session Management procedures (Activate PDP Context, Modify PDP Context, Deactivate PDP Context).

The following figure recalls the control plane protocol stacks. 


[image: image2.emf] 

UDP  

Remote IP  

IpSec ESP  

Transport IP  

Access Layers  

UDP  

Remote IP  

IpSec ESP  

Transport IP  

Access Layers  

GTP - c  

IP  

L2  

Physical  

GPRSGAN   -  S AP      

   

L2  

Physical  

GA - PA    ( 24.008 subset )  

Transport IP  

Access Layers  

Up Interface  

Gn   

MS   Generic Network   EGANC - PS   GGSN  

UDP  

GTP - c  

IP  

UDP  

GA - PA    ( 24.008 subset )  

Figure 2: PS control plane protocol stacks

Because there is no need for LA/RA concept nor MM/PDP Context transfer, GA-PA (GAN Packet Access) protocol only deals with the Session Management part (section 6) of TS 24.008. Mobility Management part (Section 5 of TS 24.008) is not needed. 

Control plane anchor plane

To allow for mobility between GAN and GERAN/UMTS, the EGANC acts as a GGSN Proxy i.e. when the UMA capable terminal activates a PDP context in the GERAN/UMTS system, the APN address resolution by the SGSN allows to route the signalling messages towards the GGSN Proxy (EGANC). The GGSN Proxy (EGANC) will route them to the GGSN. In other words, the EGANC is an anchor point for control plane. 


[image: image3]
The EGANC has therefore three signalling plane terminations: one for GGSN side (anchor point), one for SGSN sides, one for EGANC side. 


[image: image4]
The address of the GGSN Proxy (EGANC) anchor point is provided to the terminal via:

· user-to-user field already existing in 24.008 messages, when the terminal is under GERAN/UMTS

· GAN registration messages, when the terminal is under GAN

Details are provided in another contribution. 

2.2 Attachment to the Core Network in PS domain
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First, there is no changes to the authentication (EAP-SIM/AKA-USIM), security (IPsec) and GAN discovery and registration procedures.  

Figure 3: Enhanced GAN architecture

Wm and D/Gr interfaces are used for terminal authentication, whereas Wx’ and Wx’’ are used for Core Network attachment, APN authorization, subscriber updating and NRPCA (network requested PDP context activation) as explained below. 

Attachment to the Core Network can be implicitly performed in PS domain by the EGANC when the terminal has been successfully GAN-registered. The EGANC emulates a “Registration” to the AAA Server via Wx’ interface. The AAA server accesses the HSS via Wx standardised interface. The AAA server stores the EGANC address and the HSS stores the AAA server address during that procedure. This is to allow to notify the EGANC when the subscriber profile is modified or deleted from HSS (O&M), and to allow NRPCA according to TS 23.060. 

Note that the AAA server accesses the HSS instead of the HLR in order to avoid impacts to the HLR: this allows simultaneous operation of GPRS/UMTS system and EGAN system. The address of the SGSN stored in the HLR is not overwritten when the terminal moves to GAN. 


[image: image5]
Figure 4: MM independency of GERAN/UMTS and GAN

2.3 Advantages due to independent EGAN and GERAN/UMTS mobility

The mobility independency allows for reducing the RA Update signalling traffic: 

· No RA Update when moving to WLAN

· No RA Update when returning to GERAN/UMTS if same area 

Furthermore, there is no impact to the existing GERAN/UMTS core network mobility (SGSN, GGSN, HLR). 

2.4 Advantages due to Gn interfacing

One of the advantages is that there is no need to have two network access authentication processes in a row as in legacy GAN (one for GAN access, one for CN access): once the user has been authenticated/authorized by EGANC thanks to HLR/HSS subscriber credentials and profile, the user has access the Core Network services.

Another advantage is that Gn interface is common for 2G, 3G, IWLAN (TTG), SAE-LTE (S3 and S4 interfaces): it is a future safe interface, independent from the radio technology. 

3 Conclusions

It is proposed to include the text of section 2 in the Technical Report for Enhanced GAN as a candidate solution. 
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