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Burst structure for the CFCH

1 Introduction

At GERAN#18, a paper was presented [1] discussing the possibility of using a new burst structure (using Kasami sequences) for the NACKs used in the p-t-m with feedback proposal. One of the major concerns, particularly from vendors, is that it may not be possible to support the proposed burst structure on all BTS platforms. This is primarily due to the fact that it would be necessary to introduce additional algorithms for the detection of the NACK feedback bursts. The present document looks at the possibility of using the existing access burst structure for NACKs and relying upon the existing detection algorithms used in legacy equipment. The performance of the p-t-m with feedback solution using the existing access bursts on the CFCH is assessed in [2].

Among others, one concern with using the existing access burst structure is the possibility of spurious or phantom RACH accesses. It is demonstrated that with careful BSIC planning the likelihood of a phantom RACH occurrence is low. In order to provide additional protection against phantom RACH events it is proposed to use an unused code word from the CHANNEL REQUEST message explicitly indicating the presence of a NACK. 

2 CFCH using the existing access burst

Two types of access burst can be sent by the mobile, either at initial access on the RACH or during a handover on the new channel allocated to the mobile by the target BTS. The two types are presented in the Annex. An important feature of the access burst coding is that the parity check bits of the CHANNEL REQUEST message are protected with the BSIC. As a result, only the cell for which the access burst is intended should be able to successfully decode it. The burst structure of the access bursts is shown in Figure 1, as defined in 45.002.
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Figure 1: Burst structure of access burst as defined in 45.002.

Detection of the NACKs can be based on two basic algorithms:

i) Full decoding of the access burst

In this case the detection of CFCH NACK bursts is achieved by completely decoding the access burst. If a collision between bursts from different mobiles occurs the burst may not be recoverable and the NACK will be missed. This approach forms the basis of the “Restricted CFCH” proposal in [3].

ii) Correlation and threshold  detection

Alternatively, the detection of the NACK bursts can be based on detecting the presence of the burst by correlating for the synchronisation sequence. When a peak above a certain threshold occurs, a NACK is detected. This technique has the benefit of improving the likelihood of a successful detection even when collisions occur. However, the detection method may be more prone to the possibility of false positives as a result of interfering NACKs or access bursts in neighbouring cocells.

It should be noted that neither of these detection techniques need to be standardised and it is entirely an implementation issue as to which detection method is most preferable for a manufacturer’s equipment and operator’s network.

3 Simulation results

Using the same simulation parameters as in [1], the performance of the CFCH using the existing access burst is shown in Figure 2. The results for the new access burst structure are presented in Figure 3 [1]
. 
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Figure 2: Probability of missed NACK for CFCH using the existing access burst and a correlation detector.
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Figure 3: Probability of missed NACK for CFCH using the new NACK burst structure (with a Kasami sequence) and a correlation detector.

When comparing Figure 2 and Figure 3, the results demonstrate that the performance of the CFCH NACK detection is similar when using either the new burst structure or the existing access burst structure. Therefore the use of the existing access burst will not reduce the performance of the CFCH channel. 

4 Interference and phantom RACHs

A number of problems may be encountered as a result of using access bursts as NACKs. There are essentially three main problems (these issues are also raised in [3]):  

i) The impact of the CFCH on existing channels (e.g. RACH and handover performance).

There is the possibility of triggering a so called “phantom RACH”, whereby a NACK from a neighbouring cocell collides with the RACH timeslot and is misinterpreted as an access attempt leading to the allocation of a SDCCH. It should be noted that in order to protect the RACH channel from spurious access bursts, the parity bits of the access bursts are protected by the BSIC (details are contained in the Annex). Alternative, it is suggested that minor alterations to the access burst channel coding or the parity bit calculation could further enhance the protection against spurious RACH accesses caused by NACKs.

The additional access bursts being sent may also interfere with handover performance. However, if frequency hopping is used the effect may be negligible. This aspect is for further study.

ii) The impact of the existing channels on the CFCH

The possibility of spurious NACKs from neighbouring cocells
 caused by either RACH accesses or a handover access bursts. Since these events do not occur continuously and as only a limited number of access bursts are sent it is probable that a spurious NACKs from access attempts and handover will be rare and thus the impact on the CFCH will be limited.

iii) The effect of the CFCH on CFCH in cocells

It is possible that spurious NACKs may be caused by NACKs from neighbouring cocells
. In order to mitigate this problem it is important to reduce the collision rate between cocell CFCHs. This aspect is discussed further in section 5.

Additionally, the sending NACKs with full power leads to increased interference affecting voice quality and capacity
. A simple open loop power control mechanism is suggested, which will significantly reduce the strong cochannel interference generated by the sending of multiple NACKs from several MSs simultaneously. One problem is that most NACKs will be sent by mobiles close to the border and thus will be transmitted with full power. However, not every MS in the cell is forced to send with full power and thus the total interference generated will be less. 

Today most networks deploy at least two separate layers, a BCCH layer, and a frequency hopping, TCH layer. The frequency reuse for each layer is different in order to provide a robust BCCH and maximise capacity from the TCH layer. MBMS could be deployed on either of these layers or indeed on a separate layer altogether
.

4.1 MBMS deployed on the BCCH carrier frequency 

In this section the impact of the CFCH when MBMS is deployed on the BCCH frequency is assessed. Figure 4 shows typical BCCH planning with a reuse factor of 4/12. The BSIC allocation for the reuse is also shown for each cell.
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Figure 4: BCCH deployment with reuse 4/12, and BSIC allocation.

The impact of the CFCH is assessed under the following condition for synchronised and unsynchronised networks as depicted in Figure 5. In this example, a CFCH sent in one cell collides with a RACH timeslot in a neighbouring cocell. 
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Figure 5: Interference caused on the RACH of a neighbouring cocell by the sending of NACKs on the CFCH.

With no frequency hopping and with a synchronised network the probability of a collision between a CFCH NACK burst and a cocell RACH timeslot is low and can be completely avoided by allocating the MBMS timeslots carefully, possibly with a guard timeslot(s) in-between the MBMS and RACH timeslots. In unsynchronised networks there is the possibility of collisions. However, since the parity bits of access message XOR’d with the BSIC the possibility of successfully decoding the NACK on the RACH timeslot is low. Another problem is the possibility of spurious NACKs being received from cocells (a phantom NACK), however, it has already been demonstrated that in order to obtain good performance for the MBMS service frequency hopping will be required. 

With frequency hopping and with a synchronised network collisions between CFCH NACK burst and RACH channels can be avoided. In unsynchronised networks the probability of collisions will be reduced by a factor
. The likelihood of collisions of CFCH is also reduced. Reducing the CFCH collision rate between cocells is discussed in section 5. It is also thought that by using a detection threshold on the CFCH, the likelihood of phantom NACKs can be made unlikely.

In conclusion, when MBMS is deployed on the BCCH with careful allocation of the MBMS timeslots, BSIC and the use of frequency hopping, the phantom RACH occurrence will be negligible. 

4.2 MBMS deployed on a TCH carrier 

Alternatively, MBMS may be deployed on a TCH frequency
. A typical network deployment with reuse factor 1/3 is shown in Figure 6.
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Figure 6: BSIC planning for TCH with reuse factor 1/3.
In this case the tighter reuse may be a problem increasing the likelihood of a spurious RACH despite careful BSIC planning and hence to mitigate this it is proposed to use an unused code point in the access burst
 as briefly discussed in [3]. The use of an unused code point is described in the Annex. However, even if this modification to the standard is not possible, the probability of phantom RACH remains low.

In the case where the MBMS channel is located on a TCH channel it is possible to reduce collisions between cocell CFCHs by allocating different HSN number and different MAIOs. A possible allocation strategy to reduce the chances of a spurious NACK when MBMS is deployed on the BCCH or TCH layers is discussed in the next section.

5 Hopping sequence, MAIO and HSN planning for MBMS with feedback

Whether MBMS is deployed on the BCCH carriers or the TCH carriers (and in both synchronised and unsynchronised networks), it is important to reduce the collision rate between cocell CFCHs in order to reduce the likelihood of a spurious NACK.

In [4] the collision properties of GSM hopping sequences are investigated. For two truly random hopping sequences the two MBMS hopping sequences should not collide more often than 1/n%, were n is the number of hopping frequencies. The aim is to select MAIO, HSNs to form pairs of sequences with as low collision properties as possible. By doing this the probability of cocell CFCHs interfering with each other is greatly reduced. The optimum performance can only be obtained in synchronised networks, but it is expected that similar planning will lead to significant gains in unsynchronised networks as well. In [4], for synchronised networks the use of HSN 1 and 33 with MAIOs equal to zero leads to low collision rates. For unsynchronised networks, an example is shown with HSN 1, 3 and non-zero MAIOs. An example allocation of HSN and MAIO for each cell (3 cells per site) is shown in Figure 7 for both synchronised and unsynchronised networks
. 
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Figure 7: Possible HSN, MAIO use for MBMS with reuse factor 3/9.

With tighter reuse the FHS allocation becomes more complex, however it is still possible to select sets of hopping sequences (MAIO and HSN parameters) that reduce the potential for collisions.

The analysis in [4] demonstrates that it is possible to have collision rates between hopping sequences from a minimum of 2.2% and maximum of 5.6% in both synchronised and unsynchronised networks. It is also worth noting that when some collisions occur there may actually be an intended NACK being sent by an MS and hence in this case the collision is not a problem. It is estimated that the number of spurious NACKs could be in the region of 1-5% which will lead to only 1-5% of unnecessary retransmissions. 

6 Conclusions

The document presents results for the performance of the CFCH using the existing access burst structure and shows that the missed NACK probability using the existing access burst structure is similar to that for the new access burst structure. By careful allocation of the BSIC the likelihood of spurious RACH access attempts. Furthermore, it is proposed to use an unused code-point in the CHANNEL REQUEST message to reduce the likelihood of a spurious RACH attempt. 

It is also demonstrated that by carefully allocating the MAIO, HSN the interference caused to cocell CFCH can be minimised reducing the probability of a spurious NACK.

Although the effects are thought small, further work is required to quantify the magnitude of the effects of the CFCH discussed in the present document. The following issues need to be clarified for the definition of interference scenarios for future investigations:

· What is the preferred resource for MBMS deployment, BCCH or TCH layer?

· Can a MBMS be deployed with a different frequency reuse to the TCH layer? 

· What type of reuse for MBMS should be studied?

· What type of handover should be considered e.g. (non-synchronised, finely synchronised, etc)? This is significant when accessing the impact of the CFCH bursts on the handover performance. 
· Is the assumption that MBMS will be transmitted with full power on the downlink justified?

· It is assumed that a BSIC reuse pattern equal to 8 is used.
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8 Annex

8.1 Usage of an unused code point in the access burst message

In 44.018, section 9.1.8 table 9.1.8.1 indicates that there is a, as yet, unused code-point. This code-point could be used for MBMS NACKs. If the NACK is received by a cell using the same TCH/(P)BCCH frequencies and interpreted as an access attempt, (hopefully, and this needs to be clarified) the network should not respond

In 44.018, the codepoint in question is “01100xx0”, however note 2a states that “If such messages are received by a network, an SDCCH may be allocated.”. One interpretation of this statement is that in the event that a mobile from an earlier release accidentally uses this codepoint in a network of a later release that makes use of this codepoint, then the result could be the allocation of an SDCCH.

8.2 Channel information and coding for the 8 bit access burst

The information bits contain the following parameters, the CHANNEL REQUEST message, the PLMN colour code (or network colour code, NCC) and base station colour code (BCC). The CHANNEL REQUEST message consists of one octet (8 bits) indicating the type of access being requested by the MS, for example, indicating a response to a page or an emergency call.

The PLMN colour code is 3 bits allowing 8 PLMNs to be defined, and the BCC is also 3 bits allowing 8 unique code points for identifying base stations. These parameters are defined in 23.003. The two parameters are used to create the Base Station Identity Code (BSIC) as shown in fig. A1.
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Fig. A1: BSIC

The channel coding for the 8-bit access burst is depicted in fig. A2  (as described in section 4.6 of 45.003). Firstly, six parity bits are generated from the 8 bits of the uplink access message. These 6 bits are then XOR’d with the 6 bit BSIC
. Four tails bits are appended before a ½ convolutional code is applied to generate the 36 information bits carried in the access burst.
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Fig. A2: Channel coding for 8-bit access burst

8.3 Channel information and coding for the 11 bit access burst

An 11 bit access burst for EGPRS can also be transmitted either on the RACH or PRACH. The access burst carries the 11bit EGPRS CHANNEL REQUEST message as defined in section 11.2.5.a of 44.060. The channel coding for the 11 bit access burst is depicted in fig. A3 (see 45.003, section 5.3.2). The channel coding is almost identical to that for the 8-bit access burst, but 6 bits, of the 42 bits after channel coding, are punctured.
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Fig. A3: Channel coding for 11-bit access burst

To distinguish between the 8-bit and 11-bit, different training sequences are used as defined in 45.002 section 5.2.7.

Although there is the possibility of using an 11 bit access burst, it is unlikely that it can be supported by legacy BTSs (which may only support GPRS), so is not suitable for use as a NACK burst.







� Not that in 45.002 the information bits are referred to as encrypted bits, although they are not actually encrypted at all.


Note that in the simulations the NACKs from different mobiles are not synchronised and instead a delayed according to their distance from the BTS. This has been done to ensure that the results are accurate and a good approximation to the expected performance.


� A cocell is a cell with in the reuse plan using the same set of frequencies as another cell.


� A cocell is a cell with in the reuse plan using the same set of frequencies as another cell.


� This problem is true for the CFCH whether a new access burst structure or the existing access burst structure is used.


� This option is probably the most spectrally inefficient of the possible deployment scenarios but avoids all of the problems discussed in the present document.


� This factor is dependent on the MAIO, HSN used. Assuming that good hopping sequence parameters have been used with low collision properties the hopping sequences should not collide more often that 1/n percent of the time.


� The MBMS p-t-m bearer may need to be transmitted with full power and hence deploying MBMS on the BCCH may be preferable.


� In 44.018, the codepoint in question is “01100xx0”, however note 2a states that “If such messages are received by a network, an SDCCH may be allocated.”. One interpretation of this statement is that in the event that a mobile from an earlier release accidentally uses this codepoint in a network of a later release that makes use of this codepoint, then the result could be the allocation of an SDCCH.


� In the planning it is assumed that only the closest cluster of cocells cause the majority of the interference. All other cocells are neglected.


� This reduces the likelihood that an access burst from a cell using the same BCCH frequency does not trigger the allocation of unnecessary resources (SDCCHs or TCHs).
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