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1 MBMS Application Characteristics

Two main application classes:

· Download applications. Applications that use MBMS data download requiring storage on the handset. These can range from multimedia clips, games, configuration files, etc.

· Streaming applications. Applications that use streaming delivery i.e. a continuous data flow. Data is not stored as a whole on the handset and is consumed in real-time.

There was no agreement to work only on download in the release-6 timeframe, hence both types of application must be supported.

Comments on the amount of content storage required in the MS varied greatly, from 1 to 2 minutes for ‘download and play’ up to 30 minutes for streaming!  This range was widely criticised, an average clip length of 2 to 3 minutes was mentioned several times.

2 MBMS Use cases

There are three use cases defined, streaming, file download and carousel.

2.1 Streaming service

Streaming of continuous media (i.e., audio and video) is basic service in MBMS user services.  Like digital video broadcasting, supplementary information of texts and/or still images (static media) is also important.  For example, if texts have URLs of some content on the Internet, users can easily access the content without entering the URL for herself.  And still images may be used for banner images that advertise some product or service.  These static media need to be synchronized and displayed with audio/video streams. Streaming can tolerate a certain amount of packet loss.

2.2 File download service

This service delivers any binary data (file data) on an MBMS bearer.  An MBMS client (i.e. UE) activates an appropriate application, and executes the delivered data.  The most important functionality for this service is reliability (requires 100% reliability).  Delivery verification is also required for some end user services.

2.3 Carousel use case

Requirements for the carousel case are FFS.
One definition of carousel was given as having similar requirements to the streaming service (less than 100% reliability..) but with the content being “static” as opposed to “continuous” media. Alternatively, carousel may be merely a concatenation of short-time downloadings. [013]

The word “Carousel” relates to the cyclical repetition/update of download data by the application, otherwise referred to as “repeated download of the same file, or retransmission of the same streamed data” [019].  

It is expected that the content will be “static media”, i.e. text, still image or low frame-rate video (not continuous audio/video media which are characteristic of streaming services).  These objects may be updated from time to time (e.g. a web-cam).   Some reliability (100% reliability is not necessary) and time synchronization with other media are required. [011]
2.4 User Service Capabilities

Each user service should be defined in terms of its capabilities and requirements as indicated in this figure.
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[Source MBMS-030011]

Note that SA4 was tasked to study the areas in grey.

The main issues that are to be considered (some are already in the figure) are:

· Security. Encryption, key management, user authorization
· Session description & media identification

· Data transmission. Data segmentation and framing, error resilience mechanisms (ECCs, repetition).

· Reliability. The MBMS Bearer Service is unreliable, but the User Services must obviously be reliable.

· Congestion control
· Data distribution and reception verification. Supplement missing data via point-to-point sessions. Generate charging information.

· Statistics gathering. Ability to gather statistics regarding levels of reception on different communication layers.

· Inter-operator services. Ability to provide local multicast services to roaming subscribers based on their home PLMN subscriptions.

· DRM support. Support for DRM mechanisms for multicast/broadcast transmissions.

· Service announcement
· Layout description 
· Time synchronisation
3 Agreements 

3.1 Concept
· Download and streaming applications are to be considered in R6 MBMS (with download as first priority).
· Carousel is a type of streaming service with some download characteristics.
· Congestion control is de facto but additional requirements are a low priority for Release 6.
· UTRAN and GERAN provide protection against normal transmission errors not related to cell change.
· BMSC provides protection against errors caused by cell changes (e.g. via FEC and long interleaving and/or point to point repairing the transmission).

3.2 Areas of study
· SA4 should study FEC - Consideration should be given to using FEC at different layers and not exclusively at any one layer. Link and application layer mechanisms for reliability should also be considered.
· SA4 should work on how to make file download a useful service by means of p-t-p repair.
· SA4 should study the issues in “grey” in MBMS-030011 (see figure 1).
· SA3 and SA4 should study requirements to have key availability ahead of time.

· SA4 should study ptp repair.

· SA2 & SA4 should decide whether or not real-time, application-layer, per-packet ACKs and/or NACKs are needed.
· At a minimum, SA4 should study the re-use of codecs from other services for MBMS.
4 Way Forward

Additional Issues for SA1 to work on:

· All QoS requirements for the MBMS bearer service should be explicitly stated in TS 22.146 so that the architecture work in SA2 can be based solely on that.

· If buffering/storage is required in the network, it should be added to the stage 1 requirements.

· If progressive download is required, it should be added to the stage 1 requirements.

· A table showing which user service capabilities are required for the download and streaming application classes (see general notes)

· What is the functionality included in the BM-SC?  (In particular, is the user data sent via the BM-SC or is the BM-SC merely a registration/control server?) ( Decision to go to CN3
· What coverage (%) is required over each cell area?
· What are the relative priorities between throughput, SDU error rate and SDU size (i.e. given the RAN limitations, which combinations of these variables are useful?)
Issues for SA2 to work on:


· Can individual application-level acknowledgements be used for charging?  If so, is a positive acknowledgement or only negative required?

· Is there a need for congestion control mechanisms in R6? Options include dropping one or more of several multicast streams used for the same service or choosing a lower rate stream transmitting the equivalent content.  If required, tell SA4!
· What is the functionality included in the BM-SC?  (In particular, is the user data sent via the BM-SC or is the BM-SC merely a registration/control server?) ( Decision to go to CN3
· What is the status of SA2 specification with respect to the Local Multicast Area requirement (how does the service ID relate to locally distributed information – is a unique ID provided for each local area, or is different data sent in different areas with the same service ID?)

· At joining, are the (variable) MS capabilities relating to the radio interface sent to the BM-SC to be considered during the join accept/reject procedure?

· Could ROHC be used if the IP packets were encrypted, and if so, how would the MS know about which packets to nack back to the network?

· How does the MS know that a clip has finished (to know if it has missed data and also to know when it is “safe” to request post-session repair)?

· What is requirement for streaming service to get “back on track” after outage?

· Are IP and header compression required, or could they be removed and MBMS defined as a teleservice?

Issues for SA3 to work on:

· Is DRM capable of providing acknowledgement to be used for charging mechanism?
Issues for RAN/GERAN to work on:

· RAN level radio (channel coding) should provide protection against normal transmission errors not related to cell change.
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