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Functional split between RAN and CN for A/Gb mode

1 Introduction

This paper investigates the need for a modified functional split between the RAN and CN in order to support Conversational QoS class in GERAN A/Gb mode. 
2 Description of Conversational QoS Class

The fundamental characteristics of Conversational class QoS is according to TS 23.107 the need to preserve the time relation between information entities of the stream and to support a Conversational pattern (stringent and low delay)

Important QoS attributes are:

· Maximum bitrate

· Guaranteed bitrate. 
· Transfer delay

· Maximum SDU size or SDU format information
· SDU error ratio
· Residual bit error ratio
3 Existing User plane functions performed in the SGSN for GERAN A/Gb mode

In order to determine if there is a need to move any functions today performed in the CN to the RAN in order to support Conversational class QoS we here list all the user plane functions that the SNDCP/LLC protocols perform. We also try to determine if there are any inherent problems in each function that will require the function to be moved to the RAN in order to support the Conversational class QoS.

The table below only discusses existing functions in the CN and not any new functionality. Introducing new functionality will not qualify as a change to the existing functional split.

	Functions
	Need to move to another protocol layer or network node

	Mapping of SNDCP primitives received from the network layer into corresponding LLC primitives to be passed to the LLC layer, and vice versa. 
	Does not affect any of the parameters listed in chapter 2. Does not need to be moved to the RAN.

	Multiplexing of N‑PDUs from one or several NSAPIs onto one LLC SAPI. NSAPIs that are multiplexed onto the same LLC SAPI shall use the same radio priority level, QoS traffic handling priority, and traffic class.
	This service does not need to be performed for Conversational QoS Class since it would just introduce queuing delay and it is better to have one to one mapping between NSAPI and SAPI. No impact to the support of Conversational QoS Class. Does not need to be moved RAN since it does not affect the possibilities to support Conversational QoS.

	Compression of redundant protocol control information and user data.
	This service may be performed. See other paper [ref] for impacts on the Conversational service. Does not need to be moved RAN since it does not affect the possibilities to support Conversational QoS.

	Segmentation and reassembly. The output of the compression sub functions are segmented to maximum-length LLC frames.
	This service may be performed. No impact to any of the parameters listed in chapter 2 other than that there is of course benefits for Real Time applications to send small packets. Does not need to be moved RAN since it does not affect the possibilities to support Conversational QoS.

	
	

	Procedures for unacknowledged delivery of LL‑PDUs between the MS and the SGSN; and
	These procedures are needed. No impact to any of the parameters listed in chapter 2. Does not need to be moved to the RAN.

	Procedures for acknowledged, reliable delivery of LL‑PDUs between the MS and the SGSN.
	Not needed for Conversational QoS Class due to stringent delay requirements. Does not need to be moved to the RAN.

	Procedures for detecting and recovering from lost or corrupted LL‑PDUs;
	These procedures are needed. Does not need to be moved to the RAN.

	Procedures for flow control of LL‑PDUs between the MS and the SGSN;
	These procedures may not be needed for conversational service. In any case the procedures does not need to be moved to the RAN.

	Procedures for ciphering of LL‑PDUs. The procedures are applicable to both unacknowledged and acknowledged LL‑PDU delivery.
	These procedures are needed. From QoS this function does not need to be moved to the RAN, however it may be moved for performance reasons in order to maximize the bandwidth (see CH 6).


Conclusion:

From a QoS perspective there are no user plane functions that need to be moved to another protocol layer or network node in order to support Conversational class QoS.

4 Control plane functions performed in the SGSN today for GERAN A/Gb mode

So far no control plan functions have been identified that need to be moved to the RAN from the CN. However, it is clear from the other work in the feasibility study that new control plane functions need to be introduced both in the CN and RAN in order to support Conversational class QoS (however no change to the existing functional split is expected). 

5 Efficient support of Services with small packets

In previous chapters it was shown that the introduction of support for Conversational class QoS does not require any modifications to the functional split between the CN to the RAN. It should, however, be noted that in order to efficiently support some Conversational class services that are characterized by small and frequent packet transmissions (e.g. Voice over IP service) it could be beneficial to introduce some additional improvements to existing functions. For these types of service the existing SNDCP/LLC functions will introduce a relatively high amount of overhead. This overhead is undesirable as it may affect the delay (could be neglected) or result in a less efficient use of radio resources. This chapter deals with the possible impacts to the functional split when these improvements are introduced.

In [GP-021747] and [GP-021748] changes to the functions of SNDCP/LLC protocols are discussed. The only user plane functionality identified in these papers that may be required to move from the CN to the RAN is the ciphering. The motivation for this is that the ciphering adds some overhead due to the transfer of the sequence number within LLC header.This can be avoided if the ciphering instead would be moved to the RAN and based on the TDMA frame number. 

Other potential functions like error detection capability can also of course be moved to the RAN however this functionality does not in any way affect the performance of the Conversational service since the detection of errors is equally effective on all protocol layers assuming the FCS covers the same payload. (i.e. the FCS overhead must be provided somewhere to ensure acceptable performance from a residual bit error rate perspective).

6 Location of Ciphering for Voice over IP service and impact to functional split

A description of the existing LLC ciphering can be found in TS 3GPP 04.64 Ch. A.2. 

A number of different solutions have been identified so far regarding the placements on the ciphering for VoIP services. Some include the movement of ciphering from the LLC protocol layer. This should not be considered as a completely new Gb protocol stack since legacy services will still use existing LLC ciphering and even in UTRAN and GERAN Iu the ciphering is performed at different layers depending on the service (TM and NT). The Gb protocol stack (BSSGP) is in principle still unchanged.

Possible solutions envisioned:

Solution 1:

Keep the ciphering unchanged. It is proposed to use this solution for most Conversational and Streaming services. The ciphering introduces 9-10 bits overhead, which is acceptable for most services (maybe all services). This solution has minimum impact to the existing system. This solution is currently preferred by Ericsson see [1] for more details.

Solution 2:

Reduce the sequence number sent in the LLC header and possible increase the over flow counter accordingly (OC). From a security point of view there are no impacts with this solution, the number of packets that may be lost until the security gets unsynchronised is more an issue of system performance. It is unclear how large gain there will be with this solution but a fair assumption could be to reduce the LLC overhead to 1 octet including ciphering and protocol discriminator. This solution also has minimum impact to the existing system.

Solution 3:

Solutions based on moving the ciphering to the RAN and use the TDMA number as the main input to the ciphering algorithm. From a security point of view SA3 prefers in this case that the ciphering is introduced in the BSC. It assumed that similar solution as in GERAN Iu mode can be used. The key for the ciphering is negotiated between the MS and SGSN according to legacy procedures. Summary of impacts:

· Ciphering is introduced on the RLC layer for Acknowledge RLC and below MAC layer for Transparent RLC. 

· New BSSGP procedure is needed to send ciphering keys to the RAN. Possible extension to PFC procedures should be considered.

· New methods are introduced to synchronize the ciphering at Handover.

· HFN number is introduced in the BSC as an overflow counter to the TDMA number.

As seen above this solution has larger impacts to the existing system compared to solution 1 and 2.

Solution 4:

Introduce ciphering in higher layer (S-RTP) for these kinds of service and run LLC un-ciphered. Description of solution is out of scope of this paper. S-RTP solution will give no extra overhead to the payload. This solution has minimum impact to the existing system.

7 Conclusion 

No change of the functional split is required in order to support Conversational class QoS in A/Gb mode. In order efficiently support some services with small IP packet sizes and frequent transmissions thereof, the moving of ciphering can be considered. However,  when realistically balancing the possible gain in protocol efficiency against the introduction of extra complexity it is proposed that existing LLC based ciphering solution should be kept. 
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