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***** Next change *****
6.2.2.2
Accessing group document by group ID

In order to address an existing group document defining a group ID known by GC, the GC shall set the Request-URI of an HTTP request to a XCAP URI identifying a group document addressed by a group ID as described in subclause 7.2.10.2, where the group ID is set to the group ID known by GC and where the XCAP root URI is the XCAP root URI configured in the UE.
***** Next change *****
6.2.5.2
Configuration for access to group document of another MCPTT provider
The GMS shall be configured with a group ID routing database. The group ID routing database consists of mapping of a group ID of another MCPTT provider to an XCAP root URI of the MCPTT provider.

6.2.5.3
Forwarding HTTP request accessing a group document of other MCPTT provider

If the GMS receives an HTTP request with Request-URI identifying a group document addressed by a group ID as described in subclause 7.2.10.2 and the group ID in the Request-URI identifies a group of another MCPTT provider, then GMS:
a)
shall derive XCAP root URI of the other MCPTT provider using the group ID routing database as specified in subclause 6.2.5.2 and the group ID in the Request-URI;

b)
shall replace the XCAP root URI of the Request URI with the derived XCAP root URI of the other MCPTT provider;

c)
if the X-3GPP-Asserted-Identity header field is not present in the received HTTP request, shall insert an X-3GPP-Asserted-Identity header field with the identity of the sender of the HTTP request determined as specified in 3GPP TS 24.382 [10];

c)
if the Authorization header field is present in the received HTTP request, shall remove the Authorization header field from the HTTP request; and

e)
shall forward the HTTP request.

***** Next change *****
6.3.14.3.1
Procedure of GMS creating a temporary MCPTT group

Upon reception of an HTTP POST request:

a)
with a Request-URI with an XCAP URI identifying a non-existing group document; and

b)
with an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup creation specified in subclause 7.3.4.3;
then the GMS:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in subclause 6.2.5;

b)
if the identity of the sender of the received HTTP POST request is not authorized to initiate temporary MCPTT group formation, shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with rest of the steps; and

c)
for each MCPTT group ID of an MCPTT group to be combined indicated in content of a <constituent-MCPTT-group-ID> element of the <constituent-MCPTT-group-IDs> element of the <on-network-temporary> element of the group document of the <group> element of the GMOP document requesting group regroup creation specified in subclause 7.3.4.3 of the received HTTP POST request:

1)
shall send a HTTP POST request according to procedures specified in IETF RFC 2616 [2] and subclause 6.2.5. In the HTTP POST request, the GMS:

A)
shall set the Request-URI to an XCAP URI:

i)
with the document selector identifying a group document addressed by a group ID as specified in subclause 7.2.10.2, where the group ID is set to the MCPTT group ID of the MCPTT group to be combined;
ii)
with the node selector identifying a <on-network-regrouped> element of the constituent MCPTT group such that the <on-network-regrouped> element has the "temporary-MCPTT-group-ID" attribute set to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;
iii)
if the MCPTT group ID of the MCPTT group to be combined is owned by the MCPTT provider of the GMS, with the XCAP root URI of the MCPTT provider of the GMS; and

iv)
if the MCPTT group ID of the MCPTT group to be combined is owned by an MCPTT provider other than the MCPTT provider of the GMS, with XCAP root URI derived using the group ID routing database as specified in subclause 6.2.5.2 and the MCPTT group ID of the MCPTT group to be combined;

B)
shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.382 [10] to a public service identity of the GMS; and

C)
shall include an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup check specified in subclause 7.3.4.4 with a <on-network-regrouped> element. In the <on-network-regrouped> element, the GMS:

i)
shall set the "temporary-MCPTT-group-ID" attribute to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

ii)
shall set the "temporary-MCPTT-group-requestor" attribute to the identity of the sender of the received HTTP POST request;

iii)
shall include the <on-network-group-priority> element set to content of the <on-network-group-priority> of the <list-service> element of the group document included in the received HTTP POST request; and

iv)
shall include the <constituent-MCPTT-group-IDs> element set to content of the <constituent-MCPTT-group-IDs> element of <on-network-temporary> element of the <list-service> element of the group document of the MCPTT group included in the received HTTP POST request.

Upon reception of a HTTP 3xx, 4xx, or 5xx responses to a sent HTTP POST request or upon timeout, the GMS shall send a HTTP 403 (Forbidden) response to the received HTTP request and shall not continue with rest of the steps.
Upon reception of HTTP 2xx responses to all sent HTTP POST requests, the GMS:
a)
for each MCPTT group ID of an MCPTT group to be combined indicated in content of a <constituent-MCPTT-group-ID> element of the <constituent-MCPTT-group-IDs> element of the <on-network-temporary> element of the <group> element of the GMOP document requesting group regroup creation specified in subclause 7.3.4.3 of the received HTTP POST request:

1)
shall send an HTTP POST request according to procedures specified in IETF RFC 2616 [2] and subclause 6.2.5. In the HTTP POST request, the GMS:

A)
shall set the Request-URI to an XCAP URI:

i)
with the document selector identifying a group document addressed by a group ID as specified in subclause 7.2.10.2, where the group ID is set to the MCPTT group ID of the MCPTT group to be combined;
ii)
with the node selector identifying a <on-network-regrouped> element of the constituent MCPTT group such that the <on-network-regrouped> element has the "temporary-MCPTT-group-ID" attribute set to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

iii)
if the MCPTT group ID of the MCPTT group to be combined is owned by the MCPTT provider of the GMS, with the XCAP root URI of the MCPTT provider of the GMS; and

iv)
if the MCPTT group ID of the MCPTT group to be combined is owned by an MCPTT provider other than the MCPTT provider of the GMS, with XCAP root URI derived using the group ID routing database as specified in subclause 6.2.5.2 and the MCPTT group ID of the MCPTT group to be combined;

B)
shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.382 [10] to a public service identity of the GMS; and

C)
shall include an application/g.3gpp.GMOP+xml MIME body with a GMOP document requesting group regroup notification specified in subclause 7.3.4.5. In the GMOP document requesting group regroup notification, the GMS:

i)
shall include a <on-network-regrouped> element. In the <on-network-regrouped> element, the GMS:

-
shall set the "temporary-MCPTT-group-ID" attribute to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

-
shall set the "temporary-MCPTT-group-requestor" attribute to the identity of the sender of the received HTTP POST request;

-
shall include the <on-network-group-priority> element set to content of the <on-network-group-priority> of the <list-service> element of the group document included in the received HTTP POST request; and

-
shall include the <constituent-MCPTT-group-IDs> element set to content of the <constituent-MCPTT-group-IDs> element of <on-network-temporary> element of the <list-service> element of the group document of the MCPTT group included in the received HTTP POST request.
NOTE:
GMK, and MKFC are not included in the GMOP document requesting group regroup notification as GMK and MKFC are provided only using SIP.
Upon reception of HTTP 2xx responses to all sent HTTP POST requests, the GMS shall create the group document of the temporary MCPTT group at the location specified by the Request-URI of the received HTTP POST request and shall send an HTTP 2xx response to the received HTTP request.

***** Next change *****
6.3.15.3.1
Procedure of GMS owning the temporary MCPTT group

Upon reception of an HTTP DELETE request with Request-URI with an XCAP URI identifying a group document of a temporary MCPTT group, the GMS:

a)
for each constituent MCPTT group indicated in the group document indicated by Request-URI:

1)
shall send an HTTP DELETE request. In the HTTP DELETE request, the GMS:

A)
shall set the Request-URI to an XCAP URI:

i)
with the document selector identifying a group document addressed by a group ID as specified in subclause 7.2.10.2, where the group ID is set to the MCPTT group ID of the constituent MCPTT group;

ii)
with the node selector identifying a <on-network-regrouped> element of the constituent MCPTT group, such that the "temporary-MCPTT-group-ID" attribute of the <on-network-regrouped> element contains the temporary MCPTT group ID of the temporary MCPTT group;
iii)
if the MCPTT group ID of the constituent MCPTT group is owned by the MCPTT provider of the GMS, with the XCAP root URI of the MCPTT provider of the GMS; and

iv)
if the MCPTT group ID of the constituent MCPTT group is owned by an MCPTT provider other than the MCPTT provider of the GMS, with XCAP root URI derived using the group ID routing database as specified in subclause 6.2.5.2 and the MCPTT group ID of the constituent MCPTT group; and
B)
shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.382 [10] to a public service identity of the GMS.

Upon reception of an HTTP response to all sent HTTP DELETE requests, the GMS shall remove the group document of the temporary MCPTT group and shall send an HTTP 2xx response to the received HTTP request.

