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4.5.5.3
Policy enforcement for authorized QoS per service data flow

If an authorized QoS is defined for a PCC rule, the PCEF shall limit the data rate of the service data flow corresponding to that PCC rule not to exceed the maximum authorized bandwidth for the PCC rule by discarding packets exceeding the limit. 
NOTE 1:  
 In order to support services that generate media with variable bitrate (e.g. video), the policing function in the PCEF could need to measure the enforced MBR with a sliding window that averages over a suitable time period. For example, for MTSI media, 3GPP TS 26.114 [xx] recommends a default period of 2 seconds and provides further considerations regarding suitable time periods for speech and video.
The PCEF shall reserve the resources necessary for the guaranteed bitrate for the PCC rule upon receipt of a PCC rule provisioning including QoS information. For GBR bearers the PCEF should set the bearer's GBR to the sum of the GBRs of all PCC rules that are active/installed and bound to that GBR bearer. For GBR bearers the PCEF should set the bearer's MBR to the sum of the MBRs of all PCC rules that are active/installed and bound to that GBR bearer.
NOTE 2:
Since the PCRF controls the GBR value in the PCC rule, the PCRF can prevent that uplink GBR resources are reserved by providing an uplink GBR value of zero for that PCC rule This may be useful e.g. for a PCC rule with application identifier as the uplink traffic can be received in other bearers than the one the PCC rule is bound to.
 For non-GBR bearers, when the IP-CAN type supports non-GBR bearers that have a separate MBR (i.e. 3GPP-GPRS), the PCEF may also set the bearer's MBR to the sum of the MBRs of all PCC rules that are active and bound to that non-GBR bearer unless that sum exceeds a possibly provisioned authorized QoS per QCI for the bearer's QCI (see clause 4.5.5.6). If an authorized QoS per QCI has been provisioned for the bearer's QCI, the PCEF should set the bearer's MBR to the corresponding MBR. The access-specific BS Manager (as included in 3GPP TS 29.213 [8]) within the PCEF receives the authorised access-specific QoS information from the Translation/mapping function. Then the PCEF shall start the needed procedures to ensure that the provisioned resources are according to the authorized values. This may imply that the PCEF needs to request the establishment of new IP CAN bearer(s) or the modification of existing IP CAN bearer(s). If the enforcement is not successful, the PCEF shall inform the PCRF as described in clause 4.5.5.0.

Upon deactivation or removal of a PCC rule, the PCEF shall free the resources reserved for that PCC rule.
* * * Third Change * * * *

4b.3.2
Application Detection and Control Rule Definition
The purpose of the ADC rule is to provide and apply the detection, enforcement actions and applicable charging parameters for the specified application traffic.
There are two different types of ADC rules as defined in 3GPP TS 23.203 [7]:

-
Dynamic ADC rules. The PCRF can however provide and modify some parameters via the Sd reference point, respectively. These ADC rules can be installed, modified and removed at any time. The dynamic ADC rules are applicable only in case of solicited application reporting.
-
Predefined ADC rules. Preconfigured in the TDF. In the case of solicited reporting, the Predefined ADC rules can be activated or deactivated by the PCRF at any time. Predefined ADC rules within the TDF may be grouped allowing the PCRF to dynamically activate a set of ADC rules.

An ADC rule consists of:

-
a rule identifier;

-
TDF application identifier; 
-
service data flow filter(s);
-
precedence;

-
charging key (i.e. rating group);
-
other charging parameters;
-
monitoring key;

-
gate status;

-
UL maximum bit rate;

-
DL maximum bit rate;

-
redirect;
-
DL DSCP value;

-
Traffic steering policy identifier(s).

The rule identifier shall be used to reference an ADC rule in the communication between the TDF and the PCRF.
NOTE 1:
The PCRF has to ensure that there is no dynamically provided ADC rule that has the same rule identifier value as any of the predefined ADC rules.
The TDF application identifier shall be used to reference the corresponding application, for which the rule applies during reporting to the PCRF. The same application identifier value can occur in more than one ADC rule. If so, the PCRF shall ensure that there is at most one ADC rule active per application identifier value at any time. Instead of TDF Application identifier, the service data flow filter(s) list may be provided which comprises one or more service data flow filters and is used by the TDF to identify the packets belonging to a detected traffic. The service data flow filter(s) or the TDF application identifier shall be used to select the traffic for which the rule applies. Either service data flow filter(s) or TDF application identifier shall exist in an ADC rule.
NOTE 2:
The same application identifier value could be used for a dynamic ADC rule and a pre-defined ADC rule or for multiple pre-defined ADC rules.
The precedence defines, if multiple ADC rules overlap in the application traffic detection, the ADC Rule with the highest precedence will be applied for the purpose of enforcement, reporting of application starts and stops, usage monitoring, and charging. When a dynamic ADC rule and a predefined ADC rule have the same precedence, the dynamic ADC rule takes precedence. For dynamic ADC rules, the Precedence will be either preconfigured at the TDF or provided dynamically by the PCRF within the ADC Rules.

NOTE 3:
The operator ensures that overlap between the predefined ADC rules can be resolved based on precedence of each predefined ADC rule in the TDF. For dynamic ADC rules, if precedence is not preconfigured in the TDF, the PCRF ensures that overlap between the dynamic ADC rules can be resolved based on precedence of each dynamic ADC rule.
NOTE 4:
Whether precedence for dynamic ADC rules that contain an application identifier is preconfigured in TDF or provided in the ADC rule from the PCRF depends on network configuration.

The charging parameters define whether online and offline charging interfaces are used, what is to be metered in offline charging, on what level the TDF shall report the usage related to the rule, etc.
The monitoring key for an ADC rule identifies a monitoring control instance that shall be used for usage monitoring control of a particular application or a group of applications (as identified by the predefined or dynamic ADC rule(s)) or all detected traffic belonging to a specific TDF session.
The gate status indicates whether the application, identified by the TDF application identifier, may pass (gate is open) or shall be blocked (gate is closed) in uplink and/or in downlink direction.

The UL maximum bitrate indicates the authorized maximum bitrate for the uplink component of the detected application traffic.

The DL maximum bitrate indicates the authorized maximum bitrate for the downlink component of the detected application traffic.
NOTE 5:  
 In order to support services that generate media with variable bitrate (e.g. video), the policing function could need to measure the enforced MBR with a sliding window that averages over a suitable time period. For example, for MTSI media, 3GPP TS 26.114 [xx] recommends a default period of 2 seconds and provides further considerations regarding suitable time periods for speech and video.
The Redirect indicates whether the uplink part of the detected application traffic should be redirected to another controlled address. The target redirect address may also be included.
The DL DSCP value indicates the DSCP value for marking of downlink packets of the detected application traffic.
The traffic steering policy identifier(s) is a reference to a pre-configured traffic steering policy at the TDF as defined in subclause 4b.4.2.
One or more of the following parameters can be modified for a dynamic ADC rule:
-
precedence;

-
charging key (i.e. rating group);
-
other charging parameters (with the exemption of charging method);
-
monitoring key;

-
gate status;

-
UL maximum bit rate;

-
DL maximum bit rate;
-
redirect;
-
DL DSCP value;

-
Traffic steering policy identifier(s).

* * * End of Changes * * * *

