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* * * First Change * * * *

7.3.31
Access-Restriction-Data

The Access-Restriction-Data AVP is of type Unsigned32 and it shall contain a bit mask where each bit when set to 1 indicates a restriction. The meaning of the bits is the following:

Table 7.3.31/1: Access-Restriction-Data

	Bit
	Description

	0
	UTRAN Not Allowed

	1
	GERAN Not Allowed

	2
	GAN Not Allowed

	3
	I-HSPA-Evolution Not Allowed

	4
	WB-E-UTRAN Not Allowed

	5
	HO-To-Non-3GPP-Access Not Allowed

	6
	NB-IoT Not Allowed


The restriction “ HO-To-Non-3GPP-Access Not Allowed”  shall take a higher precedence than the APN-level parameter “ WLAN-Offloadability”  (see section 7.3.181).
* * * End of Change * * * *

