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3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

3GPP
3rd Generation Partnership Project

AC
Access Condition

ACL
APN Control List

ADF
Application Dedicated File

AID
Application Identifier

AK
Anonymity key

ALW
ALWays

AMF
Authentication Management Field

AoC
Advice of Charge

APN
Access Point Name

ASME
Access Security Management Entity
ASN.1
Abstract Syntax Notation One 

AuC
Authentication Centre

AUTN
Authentication token

BDN
Barred Dialling Number

BER-TLV
Basic Encoding Rule - TLV

B-TID
Bootstrapping Transaction Identifier

CCP
Capability Configuration Parameter

CK
Cipher key

CLI
Calling Line Identifier

CNL
Co-operative Network List

CPBCCH
COMPACT Packet BCCH

CS
Circuit switched

DCK
Depersonalisation Control Keys

DF
Dedicated File

DO
Data Object

eDRX
Extended Discontinuous Reception

EF
Elementary File

EPS
Evolved Packet System

FCP
File Control Parameters

FFS
For Further Study

GSM
Global System for Mobile communications

HE
Home Environment

HNB
Home NodeB

HeNB 
Home eNodeB

IARI 
IMS Application Reference Identifier

ICC
Integrated Circuit Card

ICE
In Case of Emergency

ICI 
Incoming Call Information

ICT
Incoming Call Timer

ID
Identifier

Idi
Identity of the initiator

Idr
Identity of the responder
IEI
Information Element Identifier

IK
Integrity key

IMSI
International Mobile Subscriber Identity

K
USIM Individual key

KC
Cryptographic key used by the cipher A5 
KSI
Key Set Identifier

LI
Language Indication

LSB
Least Significant Bit

MAC
Message authentication code

MAC-A
MAC used for authentication and key agreement

MAC-I
MAC used for data integrity of signalling messages

MBMS
Multimedia Broadcast/Multicast Service 

MCC
Mobile Country Code

MexE
Mobile Execution Environment

MF
Master File

MGV-F
MTK Generation and Validation Function 

MIKEY
Multimedia Internet KEYing 

MM
Multimedia Message

MMI
Man Machine Interface

MMS
Multimedia Messaging Service

MMSS
MultiMode System Selection

MNC
Mobile Network Code

MODE
Indication packet switched/circuit switched mode

MSB
Most Significant Bit

MSK 
MBMS Service Key

MTK 
MBMS Traffic Key

MUK
MBMS User Key

NEV
NEVer

NPI
Numbering Plan Identifier

OCI
Outgoing Call Information

OCT
Outgoing Call Timer

PBID
Phonebook Identifier

PGK
ProSe Group Key

PIN
Personal Identification Number

PL
Preferred Languages

PS
Packet switched

PS_DO
PIN Status Data Object 
PSM
Power Saving Mode

PTK
ProSe Traffic Key
RAND
Random challenge

RANDMS
Random challenge stored in the USIM
RES
User response

RFU
Reserved for Future Use

RST
Reset

SDN
Service dialling number

SE
Security Environment

SEQp
Sequence number for MGV-F stored in the USIM
SFI
Short EF Identifier

SGSN
Serving GPRS Support Node

SN
Serving Network

SQN
Sequence number

SRES
Signed RESponse calculated by a USIM

SW
Status Word 

TLV
Tag Length Value

USAT
USIM Application Toolkit

USIM
Universal Subscriber Identity Module

VLR
Visitor Location Register

WLAN
Wireless Local Area Network

WSID
WLAN Specific Identifier

XRES
Expected user RESponse

***** Next change *****
4.2.18
EFAD (Administrative Data)

This EF contains information concerning the mode of operation according to the type of USIM, such as normal (to be used by PLMN subscribers for 3G operations), type approval (to allow specific use of the ME during type approval procedures of e.g. the radio equipment), cell testing (to allow testing of a cell before commercial use of this cell), manufacturer specific (to allow the ME manufacturer to perform specific proprietary auto‑test in its ME during e.g. maintenance phases).

It also provides an indication about how some ME features shall work during normal operation as well as information about the length of the MNC, which is part of the International Mobile Subscriber Identity (IMSI).

	Identifier: '6FAD'
	Structure: transparent
	Mandatory

	SFI: '03'
	

	File size: 4+X bytes
	Update activity: low

	Access Conditions:


READ
ALW


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	UE operation mode
	M
	1 byte

	2 to 3
	Additional information
	M
	2 bytes

	4
	length of MNC in the IMSI
	M
	1 byte

	5 to 4+X
	RFU
	O
	X bytes


‑
UE operation mode:

Contents:
mode of operation for the UE

Coding:

Initial value

‑
'00' normal operation.

‑
'80' type approval operations.

‑
'01' normal operation + specific facilities.

‑
'81' type approval operations + specific facilities.

‑
'02' maintenance (off line).

‑
'04' cell test operation. 

All other values are RFU

‑
Additional information:

Contents: 
additional information depending on the UE operation mode

Coding:

‑ specific facilities (if b1=1 in byte 1):

Byte 2 (first byte of additional information):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)


Byte 3 (second byte of additional information):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0: ciphering indicator feature disabled

b1=1: ciphering indicator feature enabled

	
	
	
	
	
	
	
	
	
	
	b2: CSG Display Control bit, see below

	
	
	
	
	
	
	
	
	
	
	b3: ProSe services for Public Safety, see below

	
	
	
	
	
	
	
	
	
	
	b4: extended DRX cycle

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)


b1 is used to control the ciphering indicator feature as specified in TS 22.101 [24]. 
b2 is used to indicate which CSGs the UE shall display during manual CSG selection. This bit corresponds to the value of OperatorCSGEntries_Only leaf described in TS 24.285 [58]. This bit shall be ignored when service n°92 is not "available".
- b2=0: for every PLMN not included in EF_OCSGL, or for which a CSG display indicator tag is not present, all available CSGs can be displayed without any restriction.

- b2=1: for every PLMN not included in EF_OCSGL or any PLMN for which a CSG display indicator tag is not present, only the available CSGs found in the Operator CSG list shall be displayed.

b3 is used to indicate whether the USIM enables the Public Safety UE to use the ME provisioning parameters for Public Safety usage, in the cases described in TS 24.334 [70].
- b3=0: the ME is not authorized for ProSe services for Public Safety usage (i.e. Direct Discovery and Direct Communication as per TS 24.334 [70]) without contacting the ProSe Function.

- b3=1: the ME is authorized to use the parameters stored in the USIM or in the ME for ProSe services for Public Safety usage, as described in TS 24.334 [70] without contacting the ProSe Function.
b4 is used to indicate whether the UICC polling interval to retrieve proactive commands can be modified (as described in TS 31.101 [11]) or weather the UICC interface can be deactivated (as described in clause 5.1.XX) during extended DRX cycle.
- b4=0: the ME is not authorized to modify the polling interval and/or disable the UICC interface during extended DRX cycle.

- b4=1: the ME is authorized to modify the polling interval and/or disable the UICC interface during extended DRX cycle.
- ME manufacturer specific information (if b2=1 in byte 1):

Byte 2 (first byte of additional information):

	
	
	B8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Any value


Byte 3 (second byte of additional information):

	
	
	B8
	b7
	b6
	b5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Any value


· Length of MNC in the IMSI:

Contents: 


The length indicator refers to the number of digits, used for extracting the MNC from the IMSI 

Coding:

Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	This value codes the number of digits of the MNC in the IMSI. Only the values '0010' and '0011' are currently specified, all other values are reserved for future use.

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)


***** Next change *****
5.1.XX
UICC interface during eDRX

In order to reduce power consumption when the UE uses extended idle mode DRX cycle, as defined in 3GPP TS 24.301 [51], in case the PIN of the USIM is disabled and deactivation of UICC is authorized in EFAD, the UE may optionally deactivate the UICC (as specified in clause 6A.1 of 3GPP TS 31.101 [11]) during the extended idle mode DRX cycle. In this case, the UE shall re-activate the UICC (as specified in clause 6A.1 of 3GPP TS 31.101 [11]), re-initialize the USIM (as specified in clause 5.1.1) and take appropriate steps to verify that the same USIM is used, before the end of the extended idle mode DRX cycle or before any other transmission to the network.

Verification shall include at least the check of the content of the following EFs: EFICCID, EFIMSI, EFLOCI, EFPSLOCI and EFEPSLOCI.

