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* * * First Change * * * 
4b.5.1.4
Redirect function
The PCRF may provide the redirect instruction (e.g. redirect the detected application’s traffic to another controlled address) for an ADC rule to the TDF. The Provisioning shall be performed using the ADC rule provisioning procedure. The redirect shall be encoded using a Redirect-Information AVP within the ADC-Rule-Definition AVP of the ADC rule. If Redirect-Information AVP is provided for an ADC rule, the TDF shall implement the redirection for the detected application’s traffic. If the Redirect-Server-Address  AVP is provided within.the Redirect-Information AVP,the TDF shall redirect the detected application’s traffic to this address. In this case, the redirect address type (e.g. IPv4, IPv6, URL) shall be defined by the Redirect-Address-Type AVP. If the Redirect-Server-Address AVP is not provided, the redirection address locally configured in the TDF shall be used instead 
The Redirect-Support AVP may also be included. Redirect-Support AVP equal to REDIRECTION_DISABLED  indicates whether to disable the redirection for certain already established ADC rule. For a predefined ADC rule, the redirect information shall be included in the rule definition at the TDF.
* * * Second Change * * * 
4.3b.2
Application Detection and Control Rule Definition
The purpose of the ADC rule is to apply the detection and enforcement actions for the specified application traffic.
The PCEF shall select an ADC rule for the traffic, matching the application definition. When a traffic matches an application definition, the matching process for that traffic is completed, and the ADC rule for that application shall be applied.

There are two different types of ADC rules as defined in [7]:

-
Dynamic ADC rules. Dynamically provisioned by the PCRF to the PCEF. These ADC rules may be either predefined or dynamically generated in the PCRF. Dynamic ADC rules can be installed, modified and removed at any time.
-
Predefined ADC rules. Preconfigured in the PCEF. Predefined ADC rules can be activated or deactivated by the PCRF at any time. Predefined ADC rules within the PCEF may be grouped allowing the PCRF to dynamically activate a set of ADC rules.

An ADC rule consists of:

-
a rule identifier;

-
TDF application identifier;

-
monitoring key;

-
gate status;

-
UL maximum bit rate;

-
DL maximum bit rate;

-
redirect;
The rule identifier shall be used to reference an ADC rule in the communication between the PCEF and the PCRF.

The TDF application identifier shall be used to reference the corresponding application, for which the rule applies.

The monitoring key for an ADC rule identifies a monitoring control instance that shall be used for usage monitoring control of a particular application or a group of applications (as identified by the ADC rule(s)) or all detected traffic belonging to a specific TDF session.
NOTE:
TDF session level monitoring is applicable only for ADC rules used over Sd.

The gate status indicates whether the application, identified by the TDF application identifier, may pass (gate is open) or shall be blocked (gate is closed) in uplink and/or in downlink direction.

The UL maximum bitrate indicates the authorized maximum bitrate for the uplink component of the detected application traffic.

The DL maximum bitrate indicates the authorized maximum bitrate for the downlink component of the detected application traffic.

The Redirect indicates whether the detected application traffic should be redirected to another controlled address. The target redirect address may also be included.
* * * Third Change * * * 
4.6.2.4
Redirect function
The PCRF may provide the redirect instruction (e.g. redirect the detected application’s traffic to another controlled address) for an ADC rule to the PCEF. The Provisioning shall be performed using the ADC rule provisioning procedure. The redirect shall be encoded using a Redirect-Information AVP within the ADC-Rule-Definition AVP of the ADC rule. If Redirect-Information AVP is provided for an ADC rule, the PCEF shall implement the redirection for the detected application’s traffic.  If the Redirect-Server-Address AVP is provided within the Redirect-Information AVP, the PCEF shall redirect the detected application’s traffic to this address. In this case, the redirect address type (e.g. IPv4, IPv6 or URL) shall be defined by the Redirect-Address-Type AVP. If the Redirect-Server-Address AVP is not provided, the redirection address locally configured in the PCEF shall be used instead. The Redirect-Support AVP equal to REDIRECTION_DISABLED may also be included. It indicates whether to disable the redirection for certain already established ADC rule. For a predefined ADC rule, the redirect information shall be included in the rule definition at the PCEF.
* * * Fourth Change * * * 
5.3.82
Redirect-Information AVP 
The Redirect-Information AVP (AVP code 1085) is of type Grouped. It indicates whether the detected application traffic should be redirected to another controlled address. The Redirect-Information AVP is sent from the PCRF as a part of ADC-Rule-Definition AVP.  

If the Redirect-Information AVP includes the Redirect-Server-Address AVP, the Redirect-Address-Type AVP shall also be provided indicating the type of address given in the Redirect-Server-Address AVP.

AVP Format:

Redirect-Information ::= < AVP Header: 1085 >








 [ Redirect-Support ]







 [ Redirect-Address-Type ]







 [ Redirect-Server-Address ]







*[ AVP ]
* * * Fifth Change * * * 
5.3.83
Redirect-Support AVP 
The Redirect-Support AVP (AVP Code 1086) is of type Enumerated. 
The following value is defined:

REDIRECTION_DISABLED (0)


This value indicates that redirection is disabled for a detected application’s traffic.
REDIRECTION_ENABLED (1)


This value indicates that redirection is enabled for a detected application’s traffic. This is the default value applicable if this AVP is not supplied.


* * * End of Changes * * * 
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