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3.7
Table of optional features

Support of several features is optional or release dependent for the terminal equipment. However, if an ME states conformance with a specific 3GPP release, it is mandatory for the ME to support all mandatory functions of that release, as stated in table A.1.

The supplier of the implementation shall state the support of possible options in table A.1.

Table A.1: Options

	Item
	Option
	Status
	Support
	Mnemonic

	1
	Support of CS
	O
	
	O_CS

	2
	Support of a feature requiring PIN2 entry (such as e.g. AoC or FDN)
	O
	
	O_PIN2_ENTRY_FEAT

	3
	Support of UTRAN access
	C001
	
	O_UTRAN

	4
	Support of GERAN access
	C002
	
	O_GERAN

	5
	Support of Fixed Dialling Numbers
	O
	
	O_FDN

	6
	Support of Advice of Charge Charging
	O
	
	O_AoCC

	7
	Support of Higher priority PLMN selector with Access Technology service (Implementation is optional in Rel-6 and onwards)
	C003
	
	O_HPLMNwACT

	8
	Support of local phonebook
	C004
	
	O_Local_PB

	9
	Support of global phonebook
	C004
	
	O_Global_PB

	10
	Support of "Receive SMS" functionality
	O
	
	O_Receive_SMS

	11
	Support of MMS
	O
	
	O_MMS

	12
	Support of usage of MMS related data stored on the USIM
	C005
	
	O_MMS_USIM_DATA

	13
	Supported of unselected user MMS connectivity parameters
	O
	
	O_NO_USER_MMS_CONF_SELEC

	14
	Support of MMS notification storage on the USIM
	O
	
	O_MMS_NOTIF_STORAGE

	15
	Support of ACL
	O
	
	O_ACL

	16
	Support of SDN
	O
	
	O_SDN

	17
	Support of numerical entry of PLMN codes in EF PLMNwACT 
	O
	
	O_EFPLMNwACT_numerical entry

	18
	Terminal does support speech call
	O
	
	O_Speech_Calls

	aa
	Terminal support PIN MMI strings
	O
	
	O_PIN_MMI_Strings

	C001
If terminal is 3G terminal then M else N/A

C002
If terminal is 2G terminal then M else O

C003
If Higher priority PLMN selector with Access Technology service is implemented according to Rel-6 or later then O else M

C004
If terminal is implemented according to Rel-6 or later then M, else O

C005
If terminal is implemented according to R99 then N/A else if terminal is implemented according to Rel-4 then O else M


3.8


Applicability table

Table B.1: Applicability of tests

	Item
	Description
	Tested feature defined in Release
	Test sequence(s)
	R99 ME
	Rel-4 ME
	Rel-5 ME
	Rel-6 ME
	Rel-7 ME
	Rel-8 ME
	Support

	1
	UE identification by short IMSI
	R99
	5.1.1
	M
	M
	M
	M
	M
	M
	

	2
	UE identification by short IMSI using 2 digit MNC
	R99
	5.1.2
	M
	M
	M
	M
	M
	M
	

	3
	UE identification by "short" TMSI
	R99
	5.1.3
	C004
	C004
	C004
	C004
	C004
	C004
	

	4
	UE identification by "long" TMSI
	R99
	5.1.4
	C004
	C004
	C004
	C004
	C004
	C004
	

	5
	UE identification by long IMSI, TMSI updating after key set identifier assignment
	R99
	5.1.5
	C004
	C004
	C004
	C004
	C004
	C004
	

	6
	Access Control information handling
	R99
	5.2.1
	C024
	C024
	C024
	C024
	C024
	C024
	

	7
	Entry of PIN
	R99
	6.1.1
	M
	M
	M
	M
	M
	M
	

	8
	Change of PIN
	R99
	6.1.2
	M
	M
	M
	M
	M
	M
	

	9
	Unblock PIN
	R99
	6.1.3
	C0AA
	C0AA
	C0AA
	C0AA
	C0AA
	C0AA
	

	10
	Entry of PIN2
	R99
	6.1.4
	C005
	C005
	C005
	C005
	C005
	C005
	

	11
	Change of PIN2
	R99
	6.1.5
	C005
	C005
	C005
	C005
	C005
	C005
	

	12
	Unblock PIN2
	R99
	6.1.6
	C0BB
	C0BB
	C0BB
	C0BB
	C0BB
	C0BB
	

	13
	Replacement of PIN
	R99
	6.1.7
	M
	M
	M
	M
	M
	M
	

	14
	Change of Universal PIN
	R99
	6.1.8
	M
	M
	M
	M
	M
	M
	

	15
	Unblock Univesal PIN
	R99
	6.1.9
	M
	M
	M
	M
	M
	M
	

	16
	Entry of PIN on multi-verification capable UICCs
	Rel-4
	6.1.10
	N/A
	M
	M
	M
	M
	M
	

	17
	Change of PIN on multi-verification capable UICCs
	Rel-4
	6.1.11
	N/A
	M
	M
	M
	M
	M
	

	18
	Unblock PIN on multi-verification capable UICCs
	Rel-4
	6.1.12
	N/A
	C0AA
	C0AA
	C0AA
	C0AA
	C0AA
	

	19
	Entry of PIN2 on multi-verification capable UICCs
	Rel-4
	6.1.13
	N/A
	C005
	C005
	C005
	C005
	C005
	

	20
	Change of PIN2 on multi-verification capable UICCs
	Rel-4
	6.1.14
	N/A
	C005
	C005
	C005
	C005
	C005
	

	21
	Unblock PIN2 on multi-verification capable UICCs
	Rel-4
	6.1.15
	NA/
	C0BB
	C0BB
	C0BB
	C0BB
	C0BB
	

	22
	Replacement of PIN with key reference "07"
	Rel-4
	6.1.16
	N/A
	M
	M
	M
	M
	M
	

	23
	Terminal and USIM with FDN enabled, EFADN readable and updateable
	R99
	6.2.1
	C006
	N/A
	N/A
	N/A
	N/A
	N/A
	

	24
	Terminal and USIM with FDN disabled
	R99
	6.2.2
	C006
	C006
	C006
	C006
	C006
	C006
	

	25
	Enabling, disabling and updating FDN
	R99
	6.2.3
	C006
	C006
	C006
	C006
	C006
	C006
	

	26
	Terminal and USIM with FDN enabled, EFADN readable and updateable (Rel-4 and onwards)
	Rel-4
	6.2.4
	N/A
	C006
	C006
	C006
	C006
	C006
	

	27
	AoC not supported by USIM
	R99
	6.4.1
	C007
	C007
	C007
	C007
	C007
	C007
	

	28
	Maximum frequency of ACM updating
	R99
	6.4.2
	C008
	C008
	C008
	C008
	C008
	C008
	

	29
	Call terminated when ACM greater than ACMmax
	R99
	6.4.3
	C008
	C008
	C008
	C008
	C008
	C008
	

	30
	Response codes of increase command of ACM
	R99
	6.4.4
	C008
	C008
	C008
	C008
	C008
	C008
	

	31
	Adding FPLMN to the forbidden PLMN list
	R99
	7.1.1
	M
	M
	M
	M
	M
	M
	

	32
	UE updating forbidden PLMNs
	R99
	7.1.2
	M
	M
	M
	M
	M
	M
	

	33
	UE deleting forbidden PLMNs
	R99
	7.1.3
	M
	M
	M
	M
	M
	M
	

	34
	User controlled PLMN selector handling
	R99
	7.2.1
	C022
	C022
	C022
	C022
	C022
	C022
	

	35
	UE recognising the priority order of the User controlled PLMN selector list with the same access technology
	R99
	7.2.2
	M
	M
	M
	M
	M
	M
	

	36
	UE recognising the priority order of the User controlled PLMN selector list using an ACT preference
	R99
	7.2.3
	C009
	C009
	C009
	C009
	C009
	C009
	

	37
	UE recognising the priority order of the Operator controlled PLMN selector list
	R99
	7.3.1
	M
	M
	M
	M
	M
	M
	

	38
	UE recognising the priority order of the User controlled PLMN selector over the Operator controlled PLMN selector list
	R99
	7.3.2
	M
	M
	M
	M
	M
	M
	

	39
	UE recognising the search period of the Higher priority PLMN
	R99
	7.4.1
	C010
	C010
	C010
	C010
	C010
	C010
	

	40
	GSM/UMST dual mode Ues recognising the search period of the Higher priority PLMN
	R99
	7.4.2
	C011
	C011
	C011
	C011
	C011
	C011
	

	41
	Recognition of a previously changed phonebook
	R99
	8.1.1
	C012
	C012
	C012
	M
	M
	M
	

	42
	Update of the Phonebook Synchronisation counter (PSC)
	R99
	8.1.2
	C012
	C012
	C012
	M
	M
	M
	

	43
	Handling of BCD number/ SSC content extension
	R99
	8.1.3.1
	N/A
	N/A
	C013
	M
	M
	M
	

	44
	Phonebook selection
	R99
	8.1.4
	N/A
	N/A
	C014
	M
	M
	M
	

	45
	Local Phonebook handling
	R99
	8.1.5
	N/A
	N/A
	C012
	M
	M
	M
	

	46
	Correct storage of a SM on the USIM
	R99
	8.2.1
	C015
	C015
	C015
	C015
	C015
	C015
	

	47
	Correct reading of a SM on the USIM
	R99
	8.2.2
	C015
	C015
	C015
	C015
	C015
	C015
	

	48
	UE recognising the priority order of MMS Issuer Connectivity Parameters
	Rel-4
	8.3.1
	N/A
	C016
	C017
	C017
	C017
	C017
	

	49
	UE recognising the priority order of MMS User Connectivity Parameters
	Rel-4
	8.3.2
	N/A
	C016
	C017
	C017
	C017
	C017
	

	50
	UE recognising the priority order of MMS Issuer Connectivity Parameters over the MMS User Connectivity Parameters
	Rel-4
	8.3.3
	N/A
	C016
	C017
	C017
	C017
	C017
	

	51
	Usage of MMS notification
	Rel-4
	8.3.4
	N/A
	C018
	C018
	C018
	C018
	C018
	

	52
	UICC presence detection
	Rel-5
	8.4
	N/A
	N/A
	M
	M
	M
	M
	

	53
	Access Point Control List handling for terminals supporting ACL
	R99
	9.1.1
	N/A
	N/A
	C019
	C019
	C019
	C019
	

	54
	Network provided APN handling for terminals supporting ACL
	R99
	9.1.2
	N/A
	N/A
	C019
	C019
	C019
	C019
	

	55
	Access Point Control List handling for terminals not supporting ACL
	R99
	9.1.3
	N/A
	N/A
	C020
	C020
	C020
	C020
	

	56
	Service Dialling Numbers handling
	R99
	9.2
	N/A
	N/A
	N/A
	C021
	C021
	C021
	

	C001
(NOT A.1/3) AND A.1/4
C002
A.1/1 AND A.1/3

C003
A.1/3 AND A.1/4

C004
IF (C001 OR C002) THEN M ELSE N/A

C005
IF A.1/2 THEN M ELSE N/A
C006
IF (C001 OR C002) AND A.1/5 AND A.1/18 THEN M ELSE N/A
C007
IF (C001 OR C002) AND A.1/6 AND A.1/18 THEN M ELSE N/A

C008
IF (C001 OR C002) AND A.1/6 AND A.1/18 THEN O.1 ELSE N/A

C009
IF C003 THEN M ELSE N/A
C010
IF (C001 OR (A.1/3 AND (!A.1/4)) OR (C003 AND (!A.1/7))) THEN M ELSE N/A

C011
IF C003 AND A.1/7 THEN M ELSE O 

C012
IF A.1/8 THEN M ELSE N/A

C013
IF A.1/9 THEN M ELSE N/A

C014
IF A.1/8 AND A.1/9 THEN M ELSE N/A

C015
IF A.1/10 THEN M ELSE N/A

C016
IF A.1/11 AND A.1/12 AND A.1/13 THEN M ELSE N/A

C017
IF A.1/11 AND A.1/13 THEN M ELSE N/A

C018
IF A.1/11 AND A.1/14 THEN M ELSE N/A

C019
IF A.1/15 THEN M ELSE N/A

C020
IF (NOT A.1/15) M ELSE N/A
C021
IF A.1/16 THEN M ELSE N/A

C022
IF A.1/17 THEN M ELSE N/A

C023
IF A.1/18 THEN M ELSE N/A

C024 
IF C004 AND A.1/18 THEN M ELSE N/A

C0AA     IF A.1/aa THEN “Expected Sequence A” M ELSE “Expected Sequence B” M
C0BB     IF A1/2 AND A.1/aa THEN “Expected Sequence A” M ELSE IF A.1/2 “Expected Sequence B” M ELSE N/A
O.1
IF C002 THEN "Expected Sequence A" M ELSE IF C001 THEN "Expected Sequence B" M
	--
(NOT O_UTRAN) AND O_GERAN

--
O_CS AND O_UTRAN

--
O_UTRAN AND O_GERAN

--
((NOT O_UTRAN) AND O_GERAN) OR (O_CS AND O_UTRAN)

--
O_PIN2_ENTRY_FEAT

--
(((NOT O_UTRAN) AND O_GERAN) OR (O_CS AND O_UTRAN) AND O_FDN   AND O_Speech_Calls

--
(((NOT O_UTRAN) AND O_GERAN) OR (O_CS AND O_UTRAN)) AND O_AoCC  AND O_Speech_Calls

--
(((NOT O_UTRAN) AND O_GERAN) OR (O_CS AND O_UTRAN)) AND O_AoCC  AND O_Speech_Calls

--
O_UTRAN AND O_GERAN

--
(((NOT O_UTRAN) AND O_GERAN) OR (O_UTRAN AND (NOT O_GERAN)) OR (O_UTRAN AND O_GERAN AND (NOT O_HPLMNwACT)))
--
O_UTRAN AND O_GERAN AND O_HPLMNwACT
--
O_Local_PB

--
O_Global_PB

--
O_Local_PB  AND O_Global_PB

--
O_Receive_SMS

--
O_MMS AND O_MMS_USIM_DATA AND  O_NO_USER_MMS_CONF_SELEC

--
O_MMS AND O_NO_USER_MMS_CONF_SELEC

--
O_MMS AND O_MMS_NOTIF_STORAGE

--
O_ACL

--
NOT O_ACL

--
O_SDN

--
O_EFPLMNwACT_numerical entry
--
O_Speech_Calls

--
(((NOT O_UTRAN) AND O_GERAN) OR (O_CS AND O_UTRAN)) AND O_Speech_Calls

-- O_PIN_MMI_Strings
-- (O_PIN2_ENTRY_FEAT AND O_PIN_MMI_Strings) OR O_PIN2_ENTRY_FEAT


6.1.2
Change of PIN

6.1.2.1
Definition and applicability

The PIN may be changed by the user, by entering the old and new PIN. The length of the PIN is between 4 and 8 digits.

Conformance requirement

The Terminal shall support the change of PIN procedure as defined in ETSI TS 102 221 [5], subclause 11.1.10.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.10;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.2.

6.1.2.3
Test purpose

1)
To verify that the PIN substitution procedure is performed correctly by the Terminal.

2)
To verify that the basic public MMI string is supported.

6.1.2.4
Method of test

6.1.2.4.1
Initial conditions

The Terminal is connected to a UICC or UICC simulator with the PIN enabled.

The default UICC is used.

The Terminal is powered-on, with the correct PIN entered.

6.1.2.4.2
Procedure
a)
Enter "**04*2468*01234567*01234567#" or initiate an equivalent MMI dependent procedure to change the PIN from '2468' to '01234567'
b)
The UE is switched off and on.

c)
When the UE is in the "PIN check" mode, the sequence "2468#" shall be entered.

d)
The UE is switched off and on.

e)
When the UE is in the "PIN-check", mode the sequence "01234567#" shall be entered.
6.1.2.5
Acceptance criteria

1)
After step a), the Terminal shall send a CHANGE PIN command to the UICC, with the parameter P2 set to "01".

2)
Following the successful execution of the command, the UE shall give an indication that the new PIN is accepted.

3)
After step c), the UE shall give an indication that the entered PIN is not accepted.

4)
After step e), the UE shall give an indication "OK".

6.1.3
Unblock PIN

6.1.3.1
Definition and applicability

After three consecutive wrong entries of the PIN, the PIN shall become blocked. The Unblock PIN command is used to unblock the PIN. This function may be performed whether or not the PIN is blocked.

Conformance requirement

The Terminal shall support the Unblock PIN command, as defined in ETSI TS 102 221 [5], subclause 11.1.13.

Reference:

-
ETSI TS 102 221 [5], subclause 11.1.13;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.3.

6.1.3.3
Test purpose

1)
To verify that the PIN unblocking procedure is performed correctly.

2)
To verify that the basic public MMI string is supported.

6.1.3.4
Method of test

6.1.3.4.1
Initial conditions

The Terminal is connected to the UICC simulator.

The default UICC is used.

6.1.3.4.2
Procedure
Sequence A;
a)
The Terminal is powered on and the correct PIN is entered.

b)
Enter "**05*13243546*1234*1234#" 

c)
The Terminal is powered off and on.

d)
Enter the new PIN: "1234#".

e)
The Terminal is powered off and on.

f)
Enter a wrong PIN three times.

g)
Enter "**05*13243546*2468*2468#"

h)
The Terminal is powered off and on.

i)
Enter the new PIN: "2468#".
Sequence B;

a)
The Terminal is powered on.
b)
Enter a wrong PIN three times.

c)
The user shall initiate a MMI dependent procedure to unblock the PIN with unblock code '13243546' and a new PIN '2468'.

d)
The Terminal is powered off and on.

e)
Enter the new PIN: "2468#".

6.1.3.5
Acceptance criteria

Sequence A;

1)
After step b), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "01".

2)
After step d), the Terminal shall indicate that the PIN has been accepted.

3)
After step f), the Terminal shall indicate that the PIN has been blocked.

4)
After step g), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "01".

5)
After step i), the Terminal shall indicate that the PIN has been accepted.
Sequence B;

1)
After step b), the Terminal shall indicate that the PIN has been blocked.

2)
After step c), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "01".

3)
After step e), the Terminal shall indicate that the PIN has been accepted.

.

6.1.5
Change of PIN2

6.1.5.1
Definition and applicability

The PIN2 may be changed by the user, by entering the old and new PIN2. The length of the PIN2 is between 4 and 8 digits.

Conformance requirement

The Terminal shall support the change of PIN2 procedure as defined in ETSI TS 102 221 [5], subclause 11.1.10.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.10;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.2.

6.1.5.3
Test purpose

1)
To verify that the PIN2 substitution procedure is performed correctly by the Terminal.

2)
To verify that the basic public MMI string is supported.

6.1.5.4
Method of test

6.1.5.4.1
Initial conditions

The Terminal is connected to a UICC or UICC simulator with the PIN2 enabled.

The default UICC is used.

NOTE:
To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used.

The Terminal is powered-on, with the correct PIN entered.

6.1.5.4.2
Procedure

a)
Enter "**042*3579*12345678*12345678#" or initiate an equivalent MMI dependent procedure to change PIN2 from '3579' to '12345678'.
b)
The UE is switched off and on and the correct PIN is entered.

c)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

d)
When the UE is in the "PIN2 check" mode, the sequence "3579#" shall be entered.

e)
The UE is switched off and on and the correct PIN is entered.

f)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

g)
When the UE is in the "PIN2 check", mode the sequence "12345678#" shall be entered.
6.1.5.5
Acceptance criteria

1)
After step a), the Terminal shall send a CHANGE PIN2 command to the UICC, with the parameter P2 set to "81".

2)
Following the successful execution of the command, the UE shall give an indication that the new PIN2 is accepted.

3)
After step d), the UE shall give an indication that the entered PIN2 is not accepted.

4)
After step g), the UE shall give an indication "OK".

6.1.6
Unblock PIN2

6.1.6.1
Definition and applicability

After three consecutive wrong entries of the PIN2, the PIN2 shall become blocked. The Unblock PIN2 command is used to unblock the PIN2. This function may be performed whether or not the PIN2 is blocked.

Conformance requirement

The Terminal shall support the Unblock PIN2 command, as defined in ETSI TS 102 221 [5], subclause 11.1.13.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.13;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.3.

6.1.6.3
Test purpose

1)
To verify that the PIN2 unblocking procedure is performed correctly.

2)
To verify that the basic public MMI string is supported.

6.1.6.4
Method of test

6.1.6.4.1
Initial conditions

The Terminal is connected to the UICC simulator.

The default UICC is used.

NOTE:
To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used.

6.1.6.4.2
Procedure
Sequence A:
a)
The Terminal is powered on and the correct PIN is entered.

b)
Enter "**052*08978675*1234*1234#" 
c)
The Terminal is powered off and on and the correct PIN is entered.

d)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

e)
Enter the new PIN2: "1234#".

f)
The Terminal is powered off and on and the correct PIN is entered.

g)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

h)
Enter a wrong PIN2 three times.

i)
Enter "**052*08978675*3579*3579#".

j)
The Terminal is powered off and on and the correct PIN is entered.

k)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

l)
Enter the new PIN2: "3579#".
Sequence B:
a)
The Terminal is powered on.

b)
Enter a wrong PIN2 three times.

c)
The user shall initiate a MMI dependent procedure to unblock the PIN2 with unblock code '08978675' and a new PIN '3579'.

d)
The Terminal is powered off and on and the correct PIN is entered.

e)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

f)
Enter the new PIN2: "3579#".

6.1.6.5
Acceptance criterias

Sequence A:
1)
After step b), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "81".

2)
After step e), the Terminal shall indicate that the PIN2 has been accepted.

3)
After step h), the Terminal shall indicate that the PIN2 has been blocked.

4)
After step i), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "81".

5)
After step l), the Terminal shall indicate that the PIN2 has been accepted.
Sequence B:
1)
After step b), the Terminal shall indicate that the PIN2 has been blocked.

2)
After step c), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "81".

3)
After step f), the Terminal shall indicate that the PIN2 has been accepted.

6.1.11
Change of PIN on multi-verification capable UICCs

6.1.11.1
Definition and applicability

The PIN may be changed by the user, by entering the old and new PIN. The length of the PIN is between 4 and 8 digits. ETSI TS 102 221 [5] defines the range of "01" to "08" as key reference of the PIN on a multi-verification capable UICC.

Conformance requirement

The Terminal shall support the change of PIN procedure as defined in TS 102 221 [5], subclause 11.1.10.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.10;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.2.

6.1.11.3
Test purpose

1)
To verify that the PIN substitution procedure is performed correctly by the Terminal.

2)
To verify that the basic public MMI string is supported.

3)  To verify that the Terminal supports key references in the range of "01" to "08" as PIN.

6.1.11.4
Method of test

6.1.11.4.1
Initial conditions

The Terminal is connected to the UICC simulator with the PIN enabled.

The default UICC is used with the following exceptions:

The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:

PIN

Key reference: 07 

Logically:
8642

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF


Unblock PIN

Key reference 07

Logically:
64534231

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31


PIN2

Key reference 87

Logically:
9753

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF


Unblock PIN2

Key reference 87

Logically:
57687980 

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30


The Terminal is powered-on, with the correct PIN entered.

6.1.11.4.2
Procedure
a)
Enter "**04*8642*01234567*01234567#" or initiate an equivalent MMI dependent procedure to change the PIN from '8642' to '01234567'. 
b)
The UE is switched off and on.

c)
When the UE is in the "PIN check" mode, the sequence "8642#" shall be entered.

d)
The UE is switched off and on.

e)
When the UE is in the "PIN check", mode the sequence "01234567#" shall be entered.

6.1.11.5
Acceptance criteria

1)
After step a), the Terminal shall send a CHANGE PIN command to the UICC, with the parameter P2 set to "07".

2)
Following the successful execution of the command, the UE shall give an indication that the new PIN is accepted.

3)
After step c), the UE shall give an indication that the entered PIN is not accepted.

3)
After step e), the UE shall give an indication "OK".

6.1.12
Unblock PIN on multi-verification capable UICCs

6.1.12.1
Definition and applicability

After three consecutive wrong entries of the PIN, the PIN shall become blocked. The Unblock PIN command is used to unblock the PIN. This function may be performed whether or not the PIN is blocked. ETSI TS 102 221 [5] defines the range of "01" to "08" as key reference of the PIN on a multi-verification capable UICC.

Conformance requirement

The Terminal shall support the Unblock PIN command, as defined in ETSI TS 102 221 [5], subclause 11.1.13.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.13;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.3.

6.1.12.3
Test purpose

1)
To verify that the PIN unblocking procedure is performed correctly.

2)
To verify that the basic public MMI string is supported.

3)  To verify that the Terminal supports key references in the range of "01" to "08" as PIN.

6.1.12.4
Method of test

6.1.12.4.1
Initial conditions

The Terminal is connected to the UICC simulator.

The default UICC is used with the following exceptions:

The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:

PIN

Key reference: 07 

Logically:
8642

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF


Unblock PIN

Key reference 07

Logically:
64534231

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31


PIN2

Key reference 87

Logically:
9753

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF


Unblock PIN2

Key reference 87

Logically:
57687980 

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30


6.1.12.4.2
Procedure
Sequence A;
a)
The Terminal is powered on and the correct PIN is entered.

b)
Enter "**05*64534231*1234*1234#"

c)
The Terminal is powered off and on.

d)
Enter the new PIN: "1234#".

e)
The Terminal is powered off and on.

f)
Enter a wrong PIN three times.

g)
Enter "**05*64534231*8642*8642#"

h)
The Terminal is powered off and on.

i)
Enter the new PIN: "8642#".
Sequence B;
a)
The Terminal is powered on.

b)
Enter a wrong PIN three times.

c)
The user shall initiate a MMI dependent procedure to unblock the PIN with unblock code '64534321' and a new PIN '8642'.

d)
The Terminal is powered off and on.

e)
Enter the new PIN: "8642#".

6.1.12.5
Acceptance criteria

Sequence A;
1)
After step b), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "07".

2)
After step d), the Terminal shall indicate that the PIN has been accepted.

3)
After step f), the Terminal shall indicate that the PIN has been blocked.

4)
After step g), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "07".

5)
After step j), the Terminal shall indicate that the PIN has been accepted.
Sequence B;
1)
After step b), the Terminal shall indicate that the PIN has been blocked.

2)
After step c), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "07".

3)
After step e), the Terminal shall indicate that the PIN has been accepted.

6.1.14
Change of PIN2 on multi-verification capable UICCs

6.1.14.1
Definition and applicability

The PIN2 may be changed by the user, by entering the old and new PIN2. The length of the PIN2 is between 4 and 8 digits. ETSI TS 102 221 [5] defines the range of "81" to "88" as key reference of the PIN2 on a multi-verification capable UICC.

Conformance requirement

The Terminal shall support the change of PIN2 procedure as defined in ETSI TS 102 221 [5], subclause 11.1.10.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.10;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.2.

6.1.14.3
Test purpose

1)
To verify that the PIN2 substitution procedure is performed correctly by the Terminal.

2)
To verify that the basic public MMI string is supported.

3)
To verify that the Terminal supports key references in the range of "81" to "88" as PIN2.

6.1.14.4
Method of test

6.1.14.1
Initial conditions

The Terminal is connected to the UICC simulator with the PIN2 enabled.

The default UICC is used with the following exceptions:

The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:

PIN

Key reference: 07 

Logically:
8642

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF


Unblock PIN

Key reference 07

Logically:
64534231

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31


PIN2

Key reference 87

Logically:
9753

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF


Unblock PIN2

Key reference 87

Logically:
57687980 

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30


NOTE:
To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used. In this case the above mentioned exceptions shall apply.

The Terminal is powered-on, with the correct PIN entered.

6.1.14.4.2
Procedure

a)
Enter "**042*9753*12345678*12345678#" or initiate an equivalent MMI dependent procedure to change PIN2 from '9753' to '12345678'
b)
The UE is switched off and on and the correct PIN is entered.

c)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

d)
When the UE is in the "PIN2 check" mode, the sequence "9753#" shall be entered.

e)
The UE is switched off and on and the correct PIN is entered.

f)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

g)
When the UE is in the "PIN2-check", mode the sequence "12345678#" shall be entered.

6.1.14.5
Acceptance criteria

1)
After step a), the Terminal shall send a CHANGE PIN2 command to the UICC, with the parameter P2 set to "87".

2)
Following the successful execution of the command, the UE shall give an indication that the new PIN2 is accepted.

3)
After step d), the UE shall give an indication that the entered PIN2 is not accepted.

3)
After step g), the UE shall give an indication "OK".

6.1.15
Unblock PIN2 on multi-verification capable UICCs

6.1.15.1
Definition and applicability

After three consecutive wrong entries of the PIN2, the PIN2 shall become blocked. The Unblock PIN2 command is used to unblock the PIN2. This function may be performed whether or not the PIN2 is blocked. ETSI TS 102 221 [5] defines the range of "81" to "88" as key reference of the PIN2 on a multi-verification capable UICC.

Conformance requirement

The Terminal shall support the Unblock PIN2 command, as defined in ETSI TS 102 221 [5], subclause 11.1.13.

Reference:

-
ETSI TS 102 221 [5],subclauses 9 and 11.1.13;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.3.

6.1.15.3
Test purpose

1)
To verify that the PIN2 unblocking procedure is performed correctly.

2)
To verify that the basic public MMI string is supported.

3)  To verify that the Terminal supports key references in the range of "81" to "88" as PIN2.

6.1.15.4
Method of test

6.1.15.4.1
Initial conditions

The Terminal is connected to the UICC simulator.

The default UICC is used with the following exceptions:

The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:

PIN

Key reference: 07 

Logically:
8642

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF


Unblock PIN

Key reference 07

Logically:
64534231

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31


PIN2

Key reference 87

Logically:
9753

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF


Unblock PIN2

Key reference 87

Logically:
57687980 

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30


NOTE:
To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used. In this case the above mentioned exceptions shall apply.

6.1.15.4.2
Procedure
Sequence A;
a)
The Terminal is powered on and the correct PIN is entered.

b)
Enter "**052*57687980*1234*1234#"

c)
The Terminal is powered off and on and the correct PIN is entered.

d)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

e)
Enter the new PIN2: "1234#".

f)
The Terminal is powered off and on and the correct PIN is entered.

g)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

h)
Enter a wrong PIN2 three times.

i)
Enter "**052*57687980*9753*9753#"

j)
The Terminal is powered off and on and the correct PIN is entered.

k)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

l)
Enter the new PIN2: "9753#".
Sequence B;
a)
The Terminal is powered on .

b)
Enter a wrong PIN2 three times.

c)
The user shall initiate a MMI dependent procedure to unblock the PIN2 with unblock code '57687980' and a new PIN2 '9753'.

d)
The Terminal is powered off and on and the correct PIN is entered.

e)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

f)
Enter the new PIN2: "9753#".

6.1.15.5
Acceptance criteria
Sequence A;
1)
After step b), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "87".

2)
After step e), the Terminal shall indicate that the PIN2 has been accepted.

3)
After step h), the Terminal shall indicate that the PIN2 has been blocked.

4)
After step i), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "87".

5)
After step l), the Terminal shall indicate that the PIN2 has been accepted.
Sequence B;

1)
After step b), the Terminal shall indicate that the PIN2 has been blocked.

2)
After step c), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "87".

3)
After step f), the Terminal shall indicate that the PIN2 has been accepted.
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