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[bookmark: _Toc516948979]4.7	Files of USIM
This clause contains two figures depicting the file structure of the UICC and the ADFUSIM. ADFUSIM shall be selected using the AID and information in EFDIR.
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***** Next change *****

[bookmark: _Toc516948859]4.2.114	EF5GAUTHKEYS (5G authentication keys)
If Service n°123 is "available", this file shall be present.
This EF contains KAUSF and KSEAF that are generated on the ME using CK and IK as part of AKA procedures as described in TS 33.501 [105].
	Identifier: '6F01BC'
	Structure: transparent
	Optional

	File size: >= 36 bytes
	Update activity: high

	Access Conditions:
	READ	PIN
	UPDATE	PIN
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Description
	Value
	M/O
	Length

	KAUSF Tag
	'80'
	M
	1

	Length
	K (Note2)
	M
	Note1

	KAUSF
	--
	M
	K (Note2)

	KSEAF Tag
	'81'
	M
	1

	Length
	L (Note2)
	M
	Note1

	KSEAF
	--
	M
	L (Note2)

	Note 1:	The length is coded according to ISO/IEC 8825-1 [35]

	Note 2:     As per TS 33.501 [105], the length of keys KAUSF and KSEAF is 16 bytes each


…
***** Next change *****

[bookmark: _Toc516948860]4.2.115	EF5GS3GPPNSC (5GS 3GPP Access NAS Security Context)
If Service n°122 is "available", this file shall be present.
This EF contains the 5GS 3GPP access NAS security context as defined in TS 24.501 [104], consisting of KAMF with the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values. This file shall contain one record.

	Identifier: '6F02BD'
	Structure: linear fixed
	Optional

	Record size: X bytes (X≥54)
	Update activity: high

	Access Conditions:
	READ	PIN
	UPDATE	PIN
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to X
	5GS NAS Security Context TLV Object
	M
	X bytes


…

[bookmark: _Toc516948861]4.2.116	EF5GSN3GPPNSC (5GS non-3GPP Access NAS Security Context)
If Service n°122 is "available", this file shall be present.
This EF contains the 5GS non-3GPP access NAS security context as defined in TS 24.501 [104], consisting of KAMF with the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values. This file shall contain one record.

	Identifier: '6F03BE'
	Structure: linear fixed
	Optional

	Record size: X bytes (X≥54)
	Update activity: high

	Access Conditions:
	READ	PIN
	UPDATE	PIN
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to X
	5GS NAS Security Context TLV Object
	M
	X bytes



For content and coding see clause 4.2.116 for EF5GS3GPPNSC.
…
***** Next change *****
[bookmark: _Toc510544174]5.2	USIM security related procedures
…
[bookmark: _Toc510544190]5.2.XX	5G authentication keys
Requirement:	Service n°123 is "available" in the USIM Service Table.
Request:	The ME performs the reading procedure with EF5GAUTHKEYS.
Update:	The ME performs the updating procedure with EF5GAUTHKEYS.

***** Next change *****

[bookmark: _Toc516949188]Annex A (informative):
EF changes via Data Download or USAT applications
This annex defines if changing the content of an EF by the network (e.g. by sending an SMS), or by a USAT Application, is advisable. Updating of certain EFs "over the air" such as EFACC could result in unpredictable behaviour of the UE; these are marked "Caution" in the table below. Certain EFs are marked "No"; under no circumstances should "over the air" changes of these EFs be considered.

	File identification
	Description
	Change advised

	'2F00'
	Application directory
	Caution

	'2F05'
	Preferred languages 
	Yes

	…
	
	

	'6FFC'
	XCAP Configuration Data
	Yes

	
	
	

	'6FFD'
	EARFCN List for MTC/NB-IOT UEs
	Yes

	'6FFE'
	5GS 3GPP location information
	Caution (Note 1)

	'6FFF'
	5GS non-3GPP location information
	Caution (Note 1)

	'6F00BC'
	5G authentication keys
	No

	'6F01BD'
	5GS 3GPP Access NAS Security Context
	Caution

	'6F02BE'
	5GS non-3GPP Access NAS Security Context
	Caution

	'6F03'
	Subscriber concealed identifier calculation information
	Yes

	'6F04'
	UAC Access Identities Configuration
	Caution

	'6FFE'
	Steering of UE in VPLMN
	Yes

	NOTE1:	If EFIMSI is changed, the UICC should issue REFRESH as defined in 3GPP TS 31.111 [12] and update EFLOCI, EFPSLOCI, EFEPSLOCI and EF5GSLOCI accordingly.
NOTE2:	This file may contain eCALL related test and reconfiguration numbers or URIs.
NOTE3: 	If EFUICCIARI is changed, the UICC shall issue a REFRESH command as defined in TS 31.111.  The ME shall read the updated list of IARIs associated with active applications installed on the UICC. 
NOTE4:	Updating EFProSe_UIRC Over-The-Air, especially adding more parameters to the report, may cause a reduction of number of reports to be able to be stored in the UE.




***** Next change *****

[bookmark: _Toc516949195]Annex E (informative):
Suggested contents of the EFs at pre‑personalization
If EFs have an unassigned value, it may not be clear from the main text what this value should be. This annex suggests values in these cases.

	File Identification
	Description
	Value

	'2F00'
	Application directory
	Card issuer/operator dependent

	'2F05'
	Preferred languages
	'FF…FF'

	…
	
	

	'6FFC’
	XCAP Configuration Data
	Operator dependent

	'6FFE'
	EARFCN list for MTC/NB-IOT UEs
	Operator dependent

	'6F01BC'
	5G authentication keys
	'FF…FF'

	'6F02BD'
	5GS 3GPP Access NAS Security Context
	'FF…FF'

	'6F03BE'
	5GS non-3GPP Access NAS Security Context
	'FF…FF'

	'6F04’
	SUCI Calculation Information
	Operator dependent

	'6F04'
	UAC Access Identities Configuration
	Operator dependent

	'6F05'
	Steering of UE in VPLMN
	Yes


NOTE 1:	The value '000000' means that ACMmax is not valid, i.e. there is no restriction on the ACM. When assigning a value to ACMmax, care should be taken not to use values too close to the maximum possible value 'FFFFFF', because the INCREASE command does not update EFACM if the units to be added would exceed 'FFFFFF'. This could affect the call termination procedure of the Advice of Charge function.
NOTE 2:	xxxxxx stands for any valid MCC and MNC, coded according to TS 24.008 [9].

