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	Reason for change:
	In stage 2 specification 23.502 clause 4.25.6, it describes the procedure of NIDD Authorization Update, it says as below:
1.	The UDM may send an NIDD Authorization Update information using Nudm_NIDDAuthorisation_UpdateNotify Request (SUPI, GPSI, S-NSSAI, DNN, Result) message to the NEF to update an user's NIDD authorization. 
2.	The NEF sends Nudm_NIDDAuthorisation_UpdateNotify Response (cause) message to the UDM to acknowledge the authorization update. 
UDM tells the consumer(3g.NEF) the update of Nidd authorisation by Notify operation when Nidd authorisation change, and in 23.502 clause, it shows Nudm_NIDDAuthorisation_UpdateNotify service operation

Based on the information above, service operation procedure and API related to Nudm_NIDDAuthorisation_UpdateNotify should be added in stage 3.

	
	

	Summary of change:
	All revisions are as below:
1.Add the procedure related to notify service operation of Nudm_NIDDAuthorization Service
2.Add NIDD Authorisation Data Update Notification service operation in Nudm_NIDDAuthorisation_UpdateNotify API
3.Define structured type NiddAuthUpdateNotification which is used as request message body of NIDD Authorisation Data Update Notification service operation.
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* * * Start of Changes * * * *
[bookmark: _Toc11338453][bookmark: _Toc11337881][bookmark: _Toc11337922]5.7.2.1	Introduction
For the Nudm_NIDDAuthorization_Get service the following service operations are defined:
-	Get
-	Notification
Editor’s Note: Explicitely subscribe/unsubscribe or implicitely subscribe/unsubscribe the notification is FSS, if implicitely subscribe/unsubscribe the notification, how to implement is FFS.
The Nudm_NIDDAuthorization Service is used by Consumer NFs (NEF) to retrieve the UE's authorization for NIDD Configuration relevant to the consumer NF from the UDM by means of the Get service operation.
It is also used by the Consumer NFs (NEF) that have previously subscribed, to get notified by means of the Notification service operation when UDM decides to modify the subscribed data.

* * * Next Change * * * *
5.7.2.x	Notification
5.7.2.x.1	General
The following procedures using the Notification service operation are supported:
-	NIDD Authorization Data Update Notification

5.7.2.x.2	NIDD Authorisation Data Update Notification
Figure 5.7.2.x.2-1 shows a scenario where the UDM notifies the NF service consumer (that has subscribed to receive such notification) about subscription data change (see also 3GPP TS 23.502 [3] figure 4.25.6-1 step 1 and 2). The request contains the callbackReference URI as previously received in the NiddAuthSubscription



Figure 5.7.2.x.2-1: Requesting a UE's NIDD Authorization Data
1.	The UDM sends a POST request to the callbackReference as provided by the NF service consumer during the subscription. 
2.	The NF service consumer responds with "204 No Content".
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.
Editor's Note: On success if the response exceeds the maximum length of  a message segmentation need to be introduced, how this is done is FFS.

* * * Next Change * * * *
[bookmark: _Toc11338860]6.6.5.1	General
FFSThis clause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.

* * * Next Change * * * *
[bookmark: _Toc11338575]6.6.5.x	Nidd Authorisation Data Update Notification
The POST method shall be used for Nidd Authorisation Data Update Notifications and the URI shall be as provided during the subscription procedure.
Resource URI: {callbackReference} 
Support of URI query parameters is specified in table 6.6.5.x-1.
Table 6.6.5.x-1: URI query parameters supported by the POST method 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Support of request data structures is specified in table 6.6.5.2-2 and of response data structures and response codes is specified in table 6.6.5.2-3.
Table 6.1.5.x-2: Data structures supported by the POST Request Body 
	Data type
	P
	Cardinality
	Description

	NiddAuthUpdateNotification
	M
	1
	



Table 6.6.5.x-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	ProblemDetails
	M
	1
	404 Not Found
	The "cause" attribute shall be set to the following application error:
- CONTEXT_NOT_FOUND

	NOTE:	In addition common data structures as listed in table 6.6.7-1 are supported.



Editor's Note: Because how to subscribe the notification is FFS, Yaml file related to this notification is FFS.
* * * Next Change * * * *
[bookmark: _Toc11338862]6.6.6.1	General
This clause specifies the application data model supported by the API.
Table 6.6.6.1-1 specifies the structured data types defined for the Nudm_NIDDAU service API. For simple data types defined for the Nudm_NIDDAU service API see table 6.6.6.3.2-1.
Table 6.6.6.1-1: Nudm_NIDDAU specific Data Types
	Data type
	Section defined
	Description

	AuthorizationData
	6.6.6.2.2
	

	UserIdentifier
	6.6.6.2.3
	

	NiddAuthUpdateNotification
	6.6.6.2.x
	



Table 6.6.6.1-2 specifies data types re-used by the Nudm_NIDDAU service API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nudm_NIDDAU service API.
Table 6.6.6.1-2: Nudm_NIDDAU re-used Data Types
	Data type
	Reference
	Comments

	Nssai
	6.1.6.2.2
	Network Slice Selection Assistance Information

	Gpsi
	3GPP TS 29.571 [7]
	Generic Public Subscription Identifier

	Supi
	3GPP TS 29.571 [7]
	

	Dnn
	3GPP TS 29.571 [7]
	

	MtcProviderInformation
	3GPP TS 29.571 [7]
	



* * * Next Change * * * *
6.6.6.2.x	Type: NiddAuthUpdateNotification
Table 6.6.6.2.x-1: Definition of type NiddAuthUpdateNotification
	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceId
	NfInstanceId
	M
	1
	Identity of the NF Instance creating the subscription.

	singleNssai
	Snssai
	M
	1
	Indicates the Nssai which monitored resource is related to.

	dnn
	Dnn
	M
	1
	Indicates the DNN which monitored resource is related to.

	mtcProviderInformation
	MtcProviderInformation
	M
	1
	Indicates MTC provider information which monitored resource is related to.

	authorizationData
	AuthorizationData
	M
	1..N
	May contain a single value or list of (SUPI and GPSI)



* * * End of Changes * * * *
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