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1.  Introduction
1.1 IAB Architecture 
Integrated access and backhaul (IAB) is a Rel-16 RAN Wor Item (NR_IAB) [1]. IAB enables wireless in-band and out-of-band relaying of NR access traffic via NR backhaul links [2]-[4]. While IAB can operate in FR1 and FR2, the prominent use case is range extension for mmWave access. Figure 1 shows the IAB reference architecture with two backhaul hops, when connected to 5GC.
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Figure 1: IAB architecture for 5G architecture option 2
The UE sees the IAB node as a normal gNB. Furthermore, a Rel-15 UE can transparently connect to the network via the IAB-node. 
RAN WGs decided to use the CU/DU architecture defined in Rel-15 for IAB [1]. Therefore, as reflected in the architecture in Figure 1, each relay, referred to as IAB-node, consists of a gNB-DU function and a UE function (referred to as MT). The gNB-DU in the IAB-node is responsible for providing NR access to UEs and child IAB-nodes, while the gNB-CU function resides on the IAB-donor gNB. The gNB-CU controlls IAB-node gNB-DU via the F1 interface defined by RAN3. 
The IAB-node MT function is equivalent to a UE, and reuses Rel-15 defined UE procedures to connect to:

- the gNB-DU on a parent IAB-node or IAB-donor for access and backhauling;
- the gNB-CU on the IAB-donor via RRC for control of the access and backhaul link;
- 5GC, e.g. AMF, or EPC, e.g. MME, via NAS,

- OAM system via a PDU session or PDN connection (based on implementation).

Like a UE, the IAB-node MT can operate in SA mode or EN-DC mode. In SA mode, the IAB-node MT connects to 5GC, and in EN-DC to EPC. The UE connecting to the IAB-node can operate in same or different mode than the IAB-node. Figure 2 shows  all possible combinations currently considered by RAN WGs [1][4].
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Figure 2: IAB architecture options
At high level, IAB provides similar functionality to that of the Relay Node defined in TS 23.401 clause 4.3.20 (aka. Rel-10 RN), but there are significant differences in architecture and feature support:

- IAB uses the Rel-15 CU/DU architecture defined by RAN WGs, and the IAB operation via F1 (between IAB-donor and IAB-node) is invisible to the CN; 

- IAB performs relaying at layer-2, and therefore does not require a local UPF or GW at the IAB-donor;

- IAB supports multi-hop backhauling; and
- IAB supports dynamic topology update, i.e. the IAB-node can change the parent node during operation, for example in response to backhaul link failure or blockage. 

Observation 1: The IAB operation via F1 is invisible to the CN.

Figure 3 shows the user-plane protocol stack for the UE defined by RAN WGs [1]-[3]. Figure 4 shows the control-plane protocol stack for the UE. 
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Figure. 3: IAB user-plane protocol stack 
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Figure 4: IAB control-plane protocol stack 

The protocol stacks are shown for a UE connecting to IAB-node-2 in SA mode. On the backhaul, transport and forwarding is conducted by the IAB-node at layer-2. The Backhaul Adaptation Protocol (BAP) is a new layer-2 sublayer, which resides on top of RLC, and performs routing across the backhaul topology. It also maps the traffic to the underlying RLC-channel for QoS enforcement. 
For routing, the BAP sublayer supports a BAP routing ID, which is carried in the BAP header. Each IAB-node (e.g. IAB-node 1) holds routing entries on the BAP sublayer for the selection of the link to forward the packets. 
The BAP sublayer further selects RLC-channels to ensure proper QoS treatment of the UE's traffic on the backhaul link. IAB supports “1:1 bearer mapping”, where a separate backhaul RLC channel is configured for each F1-U association enabling the scheduler to enforce bearer-specific QoS requirements such as GBR. For F1-C, a separate backhaul RLC channel can be configured for each F1-C SCTP stream to enforce prioritization of signalling messages. IAB also supports “N:1 bearer mapping”, where multiple F1-U and/or F1-C associations are aggregated onto the same backhaul RLC channel. 

As discussed in the IAB Study Item ([2], section 9.5.1), QoS management for IAB can remain transparent to the CN. In case RAN cannot meet a QoS request from the core network due to IAB-related resource constraints, it can reject the request using the existing procedures defined in TS 23.502.  

Observation 2: QoS management for IAB can remain transparent to the CN.

Configuration of RLC channels including BAP layer are conducted by the IAB-donor-CU using RRC and F1-AP. For this purpose, the IAB-donor-CU uses the RRC connection it has to each IAB-node MT and the F1-AP connection to each IAB-node gNB-DU. Configuration or modification of RLC channels including BAP layer occurs, when a new F1 association is established or an existing F1 association is changed. This may happen, e.g., when an IAB-node integrates and/or when a new UE DRB is established.  
On top of the BAP sub-layer resides an IP layer, which provides IP connectivity from the IAB-node gNB-DU to IAB-donor gNB. This IP connection is used for the transport of the F1 interface. This IP layer does not represent a PDU session or PDN connection. For that reason, no UPF or GW function is required on the IAB-donor. The IAB-node gNB-DU’s IP address management is handled within the RAN, and it is invisible to the CN. 
Observation 3: The IAB-node gNB-DU’s IP address management is handled within the RAN, and it is invisible to the CN.

The protocol stacks (not shown in Figure 3 and Figure 4) may also include a security protection layer, e.g. NDS/IPsec layer on the IP layer, for security protection of the F1 traffic. The implementation of a security protection mechanism is mandated by TS 33.501, and it has also been confirmed by SA3 for IAB during the IAB study item [5]. SA3 currently evaluates security procedures for IAB in a separate IAB Study Item / Work Item. This however is not expected to impact the upper layers. 
Observation 4: Security procedures for IAB are not expected to impact the upper layers.

The IAB-node’s MT function could establish a PDU session or PDN connection, e.g. for OAM purpose (protocol stack not shown here). In that case, the MT function obtains an IP address/prefix from the CN using normal UE procedures as defined in TS 23.502 or TS 23.401. The IAB-node MT’s IP address is different from the IAB-node’s gNB DU IP address. 

1.2
Mobility support in IAB
For UEs, all existing Rel-15 mobility and dual-connectivity procedures are supported with IAB. During UE mobility or dual-connectivity procedures, backhaul RLC channels including BAP layer may be updated. This update is carried out by the IAB-donor-CU and signalled to the IAB-nodes via RRC and/or F1-C. The update is transparent to the UE. 
IAB supports topology adaptation, where the IAB-node migrates from its source parent node to a target parent node. The source and target parent nodes may be IAB-nodes or IAB-donor-DUs. The target parent node may belong to the same or a different IAB-donor gNB than the source parent node. The topology adaptation procedures have been discussed in detail during the IAB Study Item [2]. Specification is presently ongoing in RAN2 and RAN3. RAN2 has prioritized parent-node migration within the same IAB-donor gNB for Rel-16 (appendix of [3]).
Figure 5 shows an example of an intra-IAB-donor parent migration procedure discussed in the IAB study item (section 9 of [2]). In this procedure, the migrating IAB-node MT uses the intra-gNB DU handover procedure defined in TS 38.401, clause 8.2.1.2, to move its L2 links from the source to the target parent node. The IAB-donor gNB also migrates backhaul RLC channels and establishes a new BAP layer route to the target parent node. It further releases state related to the old BAP layer route.

In case the target parent node is connected to a different IAB-donor gNB-DU from the source parent-node, the migrating IAB-node gNB-DU may need a new IP address. This IP address change is handled within RAN. Further, the F1 TNL connection needs to be updated. On the control plane, i.e. F1-C, the new IP address is added as TNL end-point described in TS 38.401, clause 8.8. For the user plane, i.e. F1-U, a new TNLA is established for each data radio bearer. Migration of the security association for F1 protection still needs to be discussed.
The BAP-layer route update and F1 TNL connection migration also has to be performed for all descendant IAB-nodes of the migrating IAB-node.
Note that all signalling procedures for intra-IAB-donor parent migration are handled within RAN.

Observation 5: Signalling procedures for mobility under the same IAB-donor parent node do not impact the CN.
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Figure 5: Intra-IAB-donor parent-node migration from source parent node to target parent node: 5a: before migration. 5b: changes due to migration 

For inter-IAB-donor parent migration, the migrating IAB-node MT performs an inter-gNB handover. This handover includes CN path switch and location update for the IAB-node MT. 

The target IAB-donor establishes new backhaul RLC-channels including BAP layer routes. The migrating IAB-node gNB-DU obtains a new IP address. The IAB-node gNB-DU address allocation occurs within RAN. The new IAB-donor further establishes new F1 associations for the migrated IAB-node gNG-DU. 
The impact of inter-IAB-donor parent migration on UEs and descendant IAB-nodes requires further work by RAN2 and RAN3. Since RAN2 has given lower priority to inter-IAB-donor parent migration in Rel-16, it is presently unclear to what extend inter-IAB-donor migration will be supported in Rel-16. However, it is expected that no additional CN procedure will be required even if it is supported in Rel-16.  
Observation 6: It is expected that signalling procedures for mobility between different IAB-donor parent nodes will not require new CN procedures.

IAB further supports topological redundancy underneath the same IAB-donor for IAB-nodes. In this case, the IAB-node MT leverages the NR-DC framework to establish concurrent layer-2 connections to two parent nodes, which both can be used for backhauling. The IAB-donor further establishes concurrent BAP layer routes. The dual-connected IAB-node may hold independent IP addresses for its gNB-DU. In this case, control plane redundancy is supported on F1-C via SCTP. On the user plane, F1-U tunnels terminating at the gNB-DU of the dual-connected IAB-node may use different BAP routes.
Note that all signalling procedures for topological redundancy underneath the same IAB-donor are handled within RAN. Since topological redundancy leverages NR-DC, it is only supported for IAB-nodes using SA-mode. 

Observation 7: Signalling procedures for topological redundancy under the same IAB-donor node do not impact the CN.

Topological redundancy with multiple IAB-donors is not supported in Rel-16.
2.  RAN WG agreements on CN impacts
In the IAB operation, only the IAB-node MT requires interaction with the CN. The IAB-node gNB-DU only interacts with the IAB-donor-CU, and its functionality is regulated within the RAN based on CU/DU design [TS 38.401]. 

The following principal functionalities are used by the IAB-node MT function:

- Registration, authentication, authorization;
- PDU session (for SA mode) or PDN connection (for EN-DC) establishment based on implementation, e.g., if required for OAM connectivity;
- Handover procedures during inter-IAB-donor parent-node change.

The following CN functionalities are NOT expected for IAB-node MT function:

- Idle-state mode/RRC-Inactive handling and paging: The Rel-16 IAB-node MT is expected to operate in RRC connected mode only.

- QoS admission control and bearer management: QoS for backhauling is managed by the IAB-donor CU using existing procedures for admission control and bearer management.

The following additional functionality may affect the CN:

- The CN has to distinguish the IAB-node MT from a normal UE,

- The CN has to authorize IAB operation. 

The CN refers to the 5GC for IAB-nodes operating in SA mode or EPC for IAB-nodes operating in EN-DC.

Observation 8: The main CN impacts identified by RAN WGs are the IAB-node capability indication and IAB-node authorization.

RAN3 has already reached agreements on the impacts to the CN for IAB-node authorization:

SA for IAB-node: 

AMF includes “IAB Authorized” IE in the INITIAL CONTEXT SETUP REQUEST/CONTEXT MODIFICATION REQUEST messages

NSA (=EN-DC) for IAB-node: 

MME includes “IAB Authorized” IE in the INITIAL CONTEXT SETUP REQUEST/CONTEXT MODIFICATION REQUEST messages

RAN3 has also discussed the indication of IAB-node functionality to the CN. The following three options have been considered:

· Option 1: Indication via requested NSSAI in case IAB uses a dedicated slice (for SA mode) or DCN (for EN-DC);
· Option 2: Indication is provided in IAB-donor’s INITIAL UE MESSAGE with respect to IAB-node MT (the indication could be provided by the IAB-node MT to the IAB-donor via RRC, for instance);
· Option 3: Indication for IAB-node MT’s in the subscription info.
Option 3 will anyway need to be supported as that is the information which the CN (AMF or MME) requires to authorize the IAB-node operation. 
Option 1 requires special operator configuration that goes beyond standards, as the indication should be about the IAB-node's capability, and it is not tied to the service, i.e. slice or DCN. 

For option 2, there could be multiple approaches in providing the indication. For example, the UE could indicate the IAB-node capability in the RRC signaling, or in the NAS signaling toward the CN, or both. 
Whether such indication needs to be included in RRC signaling depends largely on whether RAN node needs to differentiate the IAB-node handling before the UE Context is established, e.g. consider it in CN node selection, perform different access control or back-off control, etc. In case such indication is included in RRC signaling, RAN node needs to provide it in the N2 or S1 signaling towards the CN. On the other hand, the indication within the NAS signaling may provide security protected signaling. It will be up to SA2 to determine how the indication is provided. 
Regardless of which option is chosen, existing signaling procedures (N1/N2, S1) can be reused to accommodate such capability indications. 

Similar conclusions can be drawn for the IAB-node authorization, i.e. no new signaling procedure is required.  

RAN3 further agreed to reuse existing signaling procedures for IAB-node MT deregistration:

The existing NAS Deregistration procedure shall be reused for the IAB node release procedure.

The existing NGAP UE Context Release procedure can be reused for releasing the MT context in the RAN.

For the disorderly release case, it should be left to network implementation how to cope with the issue of hanging contexts.
Observation 9: For the RAN identified CN impacts, no additional signalling procedure needs to be introduced. 

3.  Expected CN impacts
Based on the above information from RAN WGs, at least the following CN impacts will need to be addressed to support IAB in Rel-16:

For 5GS:
· indication of IAB capability to the CN during the IAB-node MT registration procedure (potential CT1 impact)
· TBD whether the IAB-node MT signals its IAB capability in RRC signaling or NAS signaling

· Authorization of the IAB-node MT by the AMF (CT4 impact)
For EPS:

· indication of IAB capability to the CN during the IAB-node MT attach procedure (potential CT1 impact)
· TBD whether the IAB-node MT signals its IAB capability in RRC signaling or NAS signaling

· Authorization of the IAB-node MT by the MME (CT4 impact)
4.
Proposal
In light of the CN impacts listed in the previous section, SA2 has agreed a Work Item on architecture enhancements for the support of IAB at SA2#134 in S2-1908280. As a result, there needs to be stage 3 CT Work Item. Since CT4 is the most impacted, it is proposed to have the CT work led by CT4.
A corresponding CT WID is provided in C1-193294.
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