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1. Introduction
We need to fill up the introduction of HSS services (clause 5.1) of the 3GPP TS 29.562.
2. Reason for Change
This is an initial version of the TS, where all clauses are currently empty.
3. Conclusions
-
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.562 v0.0.0.
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* * * First Change * * * *
[bookmark: _Toc6488410][bookmark: _Toc510696586]5.1	Introduction
The SBI capable HSS offers the following services via the Nhss_ims interface:
-	Nhss_imsUEContextManagement Service
-	Nhss_imsSubscriberDataManagement Service
-	Nhss_imsUEAuthentication Service
All scenarios shown in the following clauses assume that the SBI capable HSS is stateful and stores information in local memory. However, the SBI capable HSS may be stateless and store information externally in the UDR. If so, the stateless SBI capable HSS may use Ud interface as specified in 3GPP TS 29.335 [7] to retrieve required data from the UDR and store them locally before processing an incoming request. Processing the incoming request may then include updating data in the UDR. After processing the incoming request, the SBI capable HSS may delete the locally stored data. When data stored in UDR is then shared among the different SBI capable HSS instances of the same group, as identified by HSS Group ID (see 3GPP TS 23.501 [2], clause 6.2.6), bulk subscriptions, as described in clause 4.15.3.2.4 of 3GPP TS 23.502 [3], are not applicable, i.e. an NF consumer (e.g. IMS-AS) only subscribes towards one of the SBI capable HSS instances within the group.
Editor's Note:	Annex to be included to show how an IMS-AS/I-CSCF/S-CSCF can interact with a group of stateless SBI capable HSS instances.

* * * End of Changes * * * *


