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* * * First Change * * * *
[bookmark: _Toc532984527]5.2.7.3	NF as HTTP Client
Besides the HTTP Status Codes defined in the API specification, a NF as HTTP client should support handling of 1xx, 3xx, 4xx and 5xx HTTP Status Codes specified in table 5.2.7.1-1, following the client behaviour in corresponding IETF RFC where the received HTTP Status Code is defined.
When receiving a not recommended or not recognized 1xx, 3xx, 4xx or 5xx HTTP Status Code, a NF as HTTP client should treat it as x00 status code of the class, as described in clause 6 of IETF RFC 7231 [11].
If 100, 200/204, 300, 400 or 500 response code is not defined by the API specification, the client may follow guidelines below:
a)	For 1xx (Informational):
1)	Discard the response and wait for final response.
b)	For 2xx (Successful):
1)	Consider the service operation is successful if no mandatory information is expected from the response payload in subsequent procedure.
2)	If mandatory information is expected from response payload in subsequent procedure, parse the payload following description in subclause 6.2.1 of IETF RFC 7231 [11]. If parse is successful and mandatory information is extracted, continue with subsequent procedure.
3)	Otherwise, consider service operation has failure and start failure handling.
c)	For 3xx (Redirection):
1)	Retry the request towards the directed resource referred in the Location header, using same request method.
d)	For 4xx (Client Error):
1)	Validate the request message and make correction before resending. Otherwise, stop process and go to error handling procedure.
e)	For 5xx (Server Error):
1)	Stop process and go to error handling process.
The handling of unknown, unexpected or erroneous HTTP request message IEs shall provide for the forward compatibility of the HTTP APIs used for the service based interfaces. Therefore, the sending HTTP entity shall be able to safely include in a message a new optional IE. Such an IE may also have a new type. A receiving HTTP entity shall behave as specified in subclause 5.2.7.2. 
* * * End of Changes * * * *

