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1. Reason for Change
This pCR proposes an evaluation of the GTP-U solution. 

2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.892 v0.4.0.

 
* * * First Change * * * *
[bookmark: _Toc531938055][bookmark: _Toc531938017]7.2	Evaluation
This and following clause will evaluate each candidate based on the evaluation point. Then the candidate protocols will be compared by the point.
[bookmark: _Toc531938056]7.2.1	GTP-U
7.2.1.1	General
This subclause evaluates the GTP-U solution described in subclause 6.1.  
7.2.1.2	Architectural requirements for User Plane
GTP-U supports all the 3GPP architectural requirements specified in subclause 5.1. GTP-U supports in particular the following capabilities: 
-	GTP-U can run over IPv4 and IPv6 networks; 
-	the PFCP protocol over N4 supports the establishment, modification and release of GTP-U tunnels; 
-	GTP-U supports signalling messages, such as End Marker to assist packets reordering in the target RAN during mobility scenarios;   
-	GTP-U extension headers can be defined to convey information together with GTP-PDU; the PDU Session User Plane Protocol (defined in 3GPP TS 38.413 [10] and containing 5GS information) is conveyed in such a GTP-U extension header; 
-	GTP-U is supported on roaming interface between VPLMN and HPLMN since Rel-99 onwards;
-	GTP-U supports error detection and error reporting capabilities, to detect and handle the loss of a user plane context in a peer UPF and to detect and handle the loss of a user plane context associated with a user plane packet at the receiving UPF.    
7.2.1.3	Key issues
Regarding IP connectivity for N9 and Network Slicing, GTP-U can use existing transport technologies, such as L2 or L3 VPNs, MPLS-based services or segment routing (SR-MPLS, SRv6), as described in subclause 5.2.1.1.
7.2.1.4	System impacts
GTP-U is already supported in the RAN and Core Network, in the 5G System, EPS and GPRS networks. 
No impacts are identified, other than those listed in subclause 6.1.3.2.2 for the optional support of UDP zero checksum for GTP-U over IPv6. 

* * * Next Change * * * *
7.x	Additional Considerations
7.x.1	Consideration Points
7.x.2	GTP-U
Table 7.x.2-1 describes the GTP-U solution on the additional considerations defined in subclause 7.x.1. 
Table 7.x.2-1: Additional Considerations for the GTP-U solution
	Additional Considerations
	Description


	A1. Proven technology / Time of Availability of used standards 

	GTPv1 has been specified by 3GPP from Rel-99 onwards. 

GTP-U has been used extensively in the 3GPP system, in the RAN and Core Network in 5G System, EPS and earlier generation's mobile networks. 


	A2. Enabling separation between 3GPP User Plane and Transport

	The 3GPP User Plane and Transport are decoupled, allowing different operators, organization and systems to operate the mobile and the transport networks.

The 3GPP User Plane and Transport can evolve in parallel without restricting either technology (e.g. GTP-U over IP, MPLS, SR-MPLS, SRv6).


	A3. Transport network requirements

	GTP-U runs over IPv4, IPv6 and existing transport network technologies. 

GTP-U supports heterogenous transport network and segment optimized transport options (e.g. MPLS or SR MPLS in Backhaul, SR MPLS or SRv6 in Aggregation/Core, SR MPLS or VxLAN/GRE in Data Center).  


	A4. Co-existence with existing User Plane solution
	This is the existing solution. 

Use of UDP zero checksum over IPv6 is negotiated via control plane signalling during the setup of the GTP-U tunnel. 
  

	A5. Interworking with RAN
	Same solution as supported in the RAN. 

Use of UDP zero checksum over IPv6 is negotiated via control plane signalling during the setup of the GTP-U tunnel. 


	A6. Interworking with EPS
	Same solution as supported in EPS. 


	A7. Impacts to GSMA GRX/IPX
	No impact. 


	A8. Security 
	GSMA has specified user plane security solution for GTP-U in EPC. GSMA and 3GPP SA3 are further studying GTP-U security in 5G System. 


	A9. Minimize number of protocols in network
	Same protocol as in existing solution in RAN and CN in 5GS, EPS and earlier mobile network generations.   
 

	A10. Reusability of existing 3GPP implementations
	Existing SMF and UPF implementations can be reused, with the only optional addition of UDP zero checksum negotiation for IPv6. 

Transport remains agnostic of the number of PDU sessions setup in the network (number of 5-tuple flows visible in transport layer is relatively low as PDU sessions are aggregated). 


	A11. Protocol Extensibility
	GTP-U supports the capability to define new extension headers. This has been used in past releases to support several features, e.g. RAN containers, PDU Session Container (5GS information) over N9 and N3, Service Class Indicator, PDCP PDU numbers. 

GTP-U does not place any constraint on the size of the GTP-U extension headers, and therefore allows future extensions of the PDU Session Container Protocol used over N9 and N3.  


	A12. Protocol Overhead
	GTP-U header: 8 to 12 octets. 
GTP-U Extension Header (PDU Session Container): 4 octets
UDP header: 8 octets.


	A13. Resource-efficiency
	Per 3GPP system architecture requirements, 3GPP user plane functionalities are controlled in UPF by the SMF over the N4 interface; the UPF shall keep states for the established PFCP associations and PFCP sessions. 

A GTP-U tunnel endpoint is identified by an IP address and a TEID (4 octets).


	A14. Routing capabilities
	[bookmark: _GoBack]Routing capabilities supported by IPv4, IPv6 or the underlying transport technologies (e.g. MPLS, SR-MPLS, SRv6). 

GTP-U supports error detection and error reporting capabilities.  
MPLS Fast Reroute is supported (if MPLS is used).






* * * End of Changes * * * *

