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1. Introduction

To overcome the Rel-15 Overload Control Mechanism (Adaptive Throttling) deficiencies, a solution is proposed that is based on explicit Overload Control Information conveyance between NFs.
2. Reason for Change

Provide a solution for Rel-16 Overload Control.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.843v0.3.0.

* * * First Change * * * *

11.2
Solution #1: Explicit Overload Control Information Conveyance
This solution addresses Key-Requirement #1 and proposes to convey Overload Control Information (OCI) explicitly between NFs (addressing Sub-Issue#1) within 3GPP custom headers (addressing Sub-Issue#4). The OCI may be piggybacked on existing HTTP response signalling in order not to add additional signalling load to the involved NFs. 
Addressing Sub-Issue#2, the information conveyed within the OCI shall contain the identity of the overloaded NF/ NF service, a requested percentage reduction, a validity period and a sequence number used to identify stale OCIs.

This solution addresses Key-Requirement #x as follows: NF service consumers shall act on received OCIs by reducing the number of API invocations according to the requested percentage value during the validity period, taking into account message priority considerations.
The traffic reduction (throttling) shall rely on the Loss Algorithm with similar principles as have been defined for Diameter and GTP-C overload control.
Support of solution #1 is proposed to be optional in Rel-16 and its use may be based on deployment/operator policy. The feature negotiation mechanism shall be used to detect/advertise support of solution #1 by NFs/NF services.
The proposed overload control mechanism based on explicit OCI conveyance achieves the following advantages:

a) 
Clients have the accurate server overload information to determine how to throttle traffic resulting in immediate convergence of output traffic to the amount of traffic the overloaded server allows.
b)
Clients do not need to send requests that are rejected to detect the server's overload.
c)
Clients do not need to keep track of traffic history.

d)
Bursty traffic is well addressed with low latency.

e)
Homogenous client behaviour results in fair usage of the overloaded server's resources.

f)
In high overload situations the overloaded server can request clients to stop traffic.
* * * End of Change * * * *
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