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1. Reason for Change

3GPP SA2 has completed its study on eSBA (Enhancements to the Service-Based 5G System Architecture) and started corresponding stage 2 normative work at SA2#130. 
This includes in particular the definition of a new Service framework, whereby NF / NF services may interact using direct communication or indirect communication via a Service Communication Proxy (SCP), using one of the following communication options (see S2-1901378). 
Table D.1-1: Communication options for NF/NF services interaction summary
	Communication between consumer and producer
	Service discovery and request routing
	Communication option

	Direct communication
	No NRF or SCP; direct routing
	A

	
	Discovery using NRF services; direct routing 
	B

	Indirect communication
	Discovery using NRF services; routing by SCP
	C

	
	Discovery and associated selection delegated to an SCP using discovery and selection parameters in consumer request; routing by SCP
	D



The Architecture Baseline described in clause 4 of the TR needs to be updated accordingly. 
Also a new key issue is proposed to be captured to analyse how to support indirect communications in the Rel-16 SBA with HTTP/3.  

2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.893 v0.4.0.
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4	Architectural Baseline
3GPP Release 15 16 Service Based Architecture as specified in 3GPP TS 23.501 [2] and the 3GPP Release 15 Technical Realization of the Service Based Architecture as specified in 3GPP TS 29.500 [4] shall be taken as the baseline for studying QUIC's use as a transport protocol for the 5GS Service Based Interfaces. In addition the conclusions from the FS_eSBA study as specified in 3GPP TR 23.742 [x] shall be taken into account.
Editor's Note: The above architectural baseline requirements in this clause may need to be updatedevolve based on as the stage 2 specification work on eSBA is in progress any change in service based architecture due to FS_eSBA study in SA2. 
In particular the following architectural assumptions shall be taken into account:
-	Replacing the transport protocol from TCP to QUIC shall not lead to any change in the semantics of the NF services and shall not lead to any change in API.
Editor's Note: IETF draft-ietf-quic-http-13 [7] describes "hq" as the ALPN token used in TLS 1.3. It is not clear at the moment if the same will be also used as URI scheme for an application to convey to the HTTP client to use QUIC as the transport.
-	SEPP shall be used as the security protection and edge proxy even when the NF service consumer in VPLMN and the NF service consumer in HPLMN both use QUIC as the transport.
-	For inter PLMN NF service communication, Eeven if both the NF service consumer and NF service producer support QUIC, the IPX providers and intermediaries on path between the two NF's first hop and the last hop shall not be mandated to support QUIC. In other words, the NF service consumer and the NF service producer shall be able to communicate when using QUIC as transport even in the presence of TCP based IPX or intermediaries on path between the first hop and the last hop.
-	A NF Service Consumer and NF Service Producer may communicate directly, or indirectly via Service Communication Proxy (SCP). The communication options defined in Annex X of 3GPP TS 23.501 [2]) and listed hereafter shall be permitted:    
[bookmark: _Toc532998920]-	Option A - Direct communication without NRF interaction; 
-	Option B - Direct communication with NRF interaction; 
-	Option C - Indirect communication without delegated discovery;
-	Option D - Indirect communication with delegated discovery. 
[bookmark: _GoBack]SCPs act as HTTP proxies. SCPs require the ability to look into the HTTP message for delegated discovery and selection functionality.
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[bookmark: _Toc531930805]7.x	Support of Indirect Communication 
Indirect Communication refers to the communication between a NF Service Consumer and an NF Service Producer using a Service Communication Proxy (SCP), in the Rel-16 Service Based Architecture. 
Indirect communication may be supported (see 3GPP TS 23.501 [2]):
-	without delegated discovery (Option C): Based on query result, the consumer does the selection. The consumer sends the request to the SCP containing the address of the selected producer (e.g. an NF instance or NF Service instance set), the SCP may select an instance and it routes the request to the targeted producer instance. 
-	with delegated discovery (Option D). Consumers do not do any discovery or selection. The consumer adds any necessary discovery and selection parameters required to find a suitable producer to the request. The SCP uses the request address and the discovery and selection parameters in the request message to route the request to a suitable producer instance.
In both options, the SCP needs to access and optionally modify the contents of the HTTP messages exchanged between the NF Service Consumer and NF Service Producer. This entails that the HTTP/3 connection cannot be established end to end between the NF Service Consumer and NF Service provider. Instead, standalone HTTP/3 connections need to be set up between the NF Service Consumer and the SCP, between the SCP and the NF Service Producer, and between SCPs if there is more than one SCP between the NF Service Consumer and NF Service Producer.
This key issue will analyse how to support HTTP/3 for Indirect Communication. 
NOTE:	See subclause 6.2 for a general description of HTTP/3 in presence of proxies on the path. 
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