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*** First Change ***

6.1.6.2.6
Type: ConfirmationData

Table 6.1.6.2.6-1: Definition of type ConfirmationData

	Attribute name
	Data type
	P
	Cardinality
	Description

	resStar
	ResStar
	M
	1
	Contains the "RES*" provided by the UE to the AMF. If no RES* has been provided by the UE the null value is conveyed to the AUSF.


*** Next Change ***

6.1.6.3.2
Simple data types 

Table 6.1.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	EapPayload
	string
	The EAP packet is encoded using base64 (see IETF RFC 4648 [19]) and represented as a String.

	ResStar
	string
	pattern: "[A-Fa-f0-9]{32}"; nullable

	Kseaf
	string
	pattern: "[A-Fa-f0-9]{64}"

	HxresStar
	string
	pattern: "[A-Fa-f0-9]{32}"


*** Next Change ***

A.2
Nausf_UEAuthentication API
openapi: 3.0.0

***********text not shown for clarity*************

    ResStar:

      type: string

      pattern: '[A-Fa-f0-9]{32}'
      nullable: true
***********text not shown for clarity*************

*** End Of Change ***


